
SYSTEM NAME AND NUMBER: 

Payroll Accounting Records—NRC 21. 

SECURITY CLASSIFICATION: 

Unclassified 

SYSTEM LOCATION: 

Primary system—Division of the Comptroller, Office of the Chief Financial Officer, 

NRC, Two White Flint North, 11545 Rockville Pike, Rockville, Maryland.  NRC has an 

interagency agreement with the Department of the Interior’s Interior Business Center 

(DOI/IBC), Federal Personnel/Payroll System (FPPS), in Denver, Colorado, to maintain 

electronic personnel information and perform payroll processing activities for its employees as 

of November 2, 2003. 

Duplicate system—Duplicate systems exist, in part, within the organization where 

the employee actually works for administrative purposes, at the locations listed in 

Addendum I, Parts 1 and 2. 

SYSTEM MANAGER(S): 

Chief, Financial Services and Operations Branch, Division of the Comptroller, Office of 

the Chief Financial Officer, U.S. Nuclear Regulatory Commission, Washington, DC 20555-0001. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

26 CFR 31.6011(b)-2, 31.6109-1; 5 U.S.C. 6334; 5 U.S.C. part III, subpart D; 31 U.S.C. 

716; 31 U.S.C., subtitle III, chapters 35 and 37; Executive Order (E.O.) 9397, as amended by 

E.O. 13478; Social Security Number Fraud Prevention Act of 2017, 42 U.S.C. 405 note. 

PURPOSE(S) OF THE SYSTEM: 

The purpose of this system is to ensure proper payment of salary and benefits to NRC 

personnel, and to track time worked, leave, or other absences for reporting and compliance 

purposes. 

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM: 



Current and former NRC employees, including special Government employees (i.e. 

consultants). 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Pay, leave, benefit enrollment and voluntary allowance deductions, and labor 

activities, which includes, but is not limited to, an individual's name and social security 

number. 

RECORD SOURCE CATEGORIES: 

Information in this system of records is obtained from sources, including but not 

limited to, the individual to whom it pertains, the Office of the Chief Human Capital Officer and 

other NRC officials, and other agencies and entities. 

ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING CATEGORIES 

OF USERS AND THE PURPOSES OF SUCH USES: 

In accordance with an interagency agreement the NRC may disclose records to the 

DOI/IBC FPPS in order to affect all financial transactions on behalf of the NRC related to 

employee pay.  Specifically, the DOI/IBC’s FPPS may affect employee pay or deposit funds on 

behalf of NRC employees, and/or it may withhold, collect or offset funds from employee 

salaries as required by law or as necessary to correct overpayment or amounts due. 

In addition to the disclosures permitted under subsection (b) of the Privacy Act, the 

NRC may disclose information contained in this system of records without the consent of the 

subject individual if the disclosure is compatible with the purpose for which the record was 

collected under the following routine uses; or, where determined to be appropriate and 

necessary, the NRC may authorize DOI/IBC to make the disclosure: 

a. For transmittal of data to U.S. Treasury to effect issuance of paychecks to 

employees and consultants and distribution of pay according to employee directions for 

savings bonds, allotments, financial institutions, and other authorized purposes including the 

withholding and reporting of Thrift Savings Plan deductions to the Department of Agriculture’s 



National Finance Center; 

b. For reporting tax withholding to Internal Revenue Service and appropriate state and 

local taxing authorities; 

c. For FICA and Medicare deductions to the Social Security Administration; 

d. For dues deductions to labor unions; 

e. For withholding for health insurance to the insurance carriers by the Office 

of  Personnel Management; 

f. For charity contribution deductions to agents of charitable institutions; 

g. For annual W-2 statements to taxing authorities and the individual; 

h. For transmittal to the Office of Management and Budget for financial reporting; 

i. For withholding and reporting of retirement, tax levies, bankruptcies, 

garnishments, court orders, re-employed annuitants, and life insurance information to the 

Office of Personnel  Management; 

j. For transmittal of information to State agencies for unemployment purposes; 

k. For transmittal to the Office of Child Support Enforcement, Administration for 

Children  and Families, Department of Health and Human Services Federal Parent Locator 

System and Federal Tax Offset System for use in locating individuals and identifying their 

income sources to establish paternity, establish and modify orders of support, and for 

enforcement action; 

l. For transmittal to the Office of Child Support Enforcement for release to the Social 

Security Administration for verifying social security numbers in connection with the operation 

of the Federal Parent Locator System by the Office of Child Support Enforcement; 

m. For transmittal to the Office of Child Support Enforcement for release to the 

Department of Treasury for the purpose of administering the Earned Income Tax Credit 

Program (Section 32, Internal Revenue Code of 1986) and verifying a claim with respect to 



employment in a tax return; 

n. To the National Archives and Records Administration or to the General Services 

Administration for records management inspections conducted under 44 U.S.C. 2904 and 

2906; 

o. Time and labor data are used by the NRC as a project management tool in various 

management records and reports (i.e. work performed, work load projections, scheduling, 

project assignments, budget), and for identifying reimbursable and fee billable work 

performed by the NRC; 

p. A record from this system of records which indicates a violation of civil or criminal 

law, regulation or order may be referred as a routine use to a Federal, State, local or foreign 

agency that has authority to investigate, enforce, implement or prosecute such laws.  Further, 

a record from this system of records may be disclosed for civil or criminal law or regulatory 

enforcement purposes to another agency in response to a written request from that agency’s 

head or an official who has been delegated such authority; 

q. A record from this system of records may be disclosed as a routine use to a 

Federal, State, local, or foreign agency to obtain information relevant to an NRC decision 

concerning hiring or retaining an employee, letting a contract, or issuing a security clearance, 

license, grant or other benefit; 

r. A record from this system of records may be disclosed as a routine use to a 

Federal, State, local, or foreign agency requesting a record that is relevant and necessary to 

its decision on a matter of hiring or retaining an employee, issuing a security clearance, 

reporting an investigation of an employee, letting a contract, or issuing a license, grant, or 

other benefit; 

s. A record from this system of records may be disclosed as a routine use in the 

course of discovery; in presenting evidence to a court, magistrate, administrative tribunal, or 



grand jury or pursuant to a qualifying order from any of those; in alternative dispute resolution 

proceedings, such as arbitration or mediation; or in the course of settlement negotiations; 

t. A record from this system of records may be disclosed as a routine use to a 

Congressional office from the record of an individual in response to an inquiry from the 

Congressional office made at the request of that individual; 

u. A record from this system of records may be disclosed as a routine use to NRC-

paid experts or consultants, and those under contract with the NRC on a "need-to-know" 

basis for a 

v. purpose within the scope of the pertinent NRC task.  This access will be granted to 

an NRC contractor or employee of such contractor by a system manager only after 

satisfactory justification has been provided to the system manager; 

A record from this system of records may be disclosed as a routine use to appropriate agencies, 

entities, and persons when (1) NRC suspects or has confirmed that there has been a breach of 

the system of records, (2) NRC has determined that as a result of the suspected or confirmed 

breach there is a risk of harm to individuals, NRC (including its information systems, programs, 

and operations), the Federal Government, or national security; and (3) the disclosure made to 

such agencies, entities, and persons is reasonably necessary to assist in connection with NRC 

efforts to respond to the suspected or confirmed breach or to prevent, minimize, or remedy such 

harm; and 

A record from this system of records may be disclosed as a routine use to another Federal 

agency or Federal entity, when the NRC determines that information from this system of records 

is reasonably necessary to assist the recipient agency or entity in (1) responding to a suspected 

or confirmed breach or (2) preventing, minimizing, or remedying the risk of harm to individuals, 

the recipient agency or entity (including its information systems, programs, and operations), the 

Federal Government, or national security, resulting from a suspected or confirmed breach. 

POLCIES AND PRACTICES FOR STORAGE OF RECORDS: 



Information is maintained on electronic media (stored in memory, on disk, and magnetic 

tape), on microfiche, and in paper copy. 

Electronic payroll, time, and labor records prior to November 2, 2003, are maintained in 

the Human Resources Management System (HRMS), the PAY PERS Historical database 

reporting system, and on microfiche at NRC.  Electronic payroll records from November 2, 2003, 

forward are maintained in the DOI/IBC’s FPPS in Denver, Colorado.  Time and labor records 

are maintained in the HRMS at NRC. 

POLICIES AND PRACTICES FOR RETRIEVAL OF RECORDS: 

Information is accessed by employee identification number, name and social 

security  number. 

POLICIES AND PRACTICES FOR RETENTION AND DISPOSAL OF RECORDS:  

Records are retained under the National Archives and Records Administration’s 

General Records Schedule 2.4: Employee Compensation and Benefits Records, Item 010, 

Records used to calculate payroll, arrange paycheck deposit, and change previously issued 

paychecks.  Destroy 2 year after employee separation or retirement, but longer retention is 

authorized if required for business use. Records are also retained under General Records 

Schedule 2.4, item 020, Tax withholding and adjustment documents.  Destroy 4 years after 

superseded or obsolete, but longer retention is authorized if required for business use.  

Records are also retained under General Records Schedule 2.4, item 030, Time and 

attendance records.  Destroy after GAO audit or when 3 years old, whichever is sooner.  

Records are also retained under General Records Schedule 2.4, item 040, Agency payroll 

record for each pay period.  Destroy when 56 years old.  Records are also retained under 

General Records Schedule 2.4, item 050, Wage and tax statements.  Destroy when 4 years 

old, but longer retention is authorized if required for business use.  Payroll program 

administrative records are retained under General Records Schedule 2.4, item 060, 

Administrative correspondence between agency and payroll processor, and system reports 



used for agency workload and or personnel management purposes.  Destroy when 2 years 

old, but longer retention is authorized if required for business use.  Payroll system reports 

providing fiscal information on agency payroll are retained under General Records Schedule 

2.4, item 061.  Destroy when 3 years old or after GAO audit, whichever comes sooner, but 

longer retention is authorized if required for business use. 

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL SAFEGUARDS: 

Records are maintained in buildings where access is controlled by a security guard 

force.  File folders, microfiche, tapes, and disks, including backup data, are maintained in 

secured locked rooms and file cabinets after working hours.  All records are in areas where 

access is controlled by keycard and is limited to NRC and contractor personnel who need the 

information to perform their official duties.  Access to computerized records requires use of 

proper passwords and user identification codes. 

RECORD ACCESS PROCEDURES: 

Same as “Notification procedures.” 

CONTESTING RECORD PROCEDURES: 

Same as “Notification procedures.” 

NOTIFICATION PROCEDURES: 

Individuals seeking to determine whether this system of records contains information 

about them should write to the Freedom of Information Act or Privacy Act Officer, Office of the 

Chief Information Officer, U.S. Nuclear Regulatory Commission, Washington, DC 20555-0001, 

and comply with the procedures contained in NRC’s Privacy Act regulations, 10 CFR part 9. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

None. 

DISCLOSURE TO CONSUMER REPORTING AGENCIES: 

Disclosure pursuant to 5 U.S.C. 552a(b)(12): 

Disclosures of information to a consumer reporting agency are not considered a routine 



use of records.  Disclosures may be made from this system to “consumer reporting agencies” as 

defined in the Fair Credit Reporting Act (15 U.S.C. 1681a(f) (1970)) or the Federal Claims 

Collection Act of 1966, as amended (31 U.S.C. 3701(a)(3) (1996)). 


