
 
 
 
 
 
The Honorable Barbara Boxer 
Chairman, Committee on Environment and Public Works 
United States Senate 
Washington, DC 20510 
 
Dear Madam Chairman: 
 

The U.S. Nuclear Regulatory Commission (NRC) is publishing a final rule, “Cyber Security 
Event Notifications,” that codifies certain reporting activities associated with cyber security 
incidents contained in security advisories issued by the NRC.  This rulemaking establishes new 
cyber security event notification requirements that contributes to the NRC’s analysis of the 
reliability and effectiveness of licensees’ cyber security programs and plays an important role in 
the continuing effort to provide high assurance that digital computer and communication 
systems and networks are adequately protected against cyber attacks.    
 
The cyber security event notification requirements were originally published for public comment 
as part of the “Proposed Rule: Enhanced Weapons, Firearms Background Checks and Security 
Event Notifications,” in February 2011.  In December 2013, the NRC bifurcated the cyber 
security event notification requirements from the Enhanced Weapons rulemaking to speed up 
the issuance of these important cyber security requirements.  For more information, see the 
enclosed Federal Register notice that will be published soon in the Federal Register. 
 
Please feel free to contact me at (301) 415-1776 if you have questions or need more 
information. 
 

Sincerely, 
 
 
 
 
Eugene Dacus 
Acting Director, Office of Congressional Affairs 

 
Enclosure: 
Federal Register Notice 
 
cc:  Senator David Vitter



 
 
 
 
 
The Honorable Sheldon Whitehouse 
Chairman, Subcommittee on Clean Air and Nuclear Safety 
Committee on Environment and Public Works 
United States Senate 
Washington, DC 20510 
 
Dear Mr. Chairman: 
 

The U.S. Nuclear Regulatory Commission (NRC) is publishing a final rule, “Cyber Security 
Event Notifications,” that codifies certain reporting activities associated with cyber security 
incidents contained in security advisories issued by the NRC.  This rulemaking establishes new 
cyber security event notification requirements that contributes to the NRC’s analysis of the 
reliability and effectiveness of licensees’ cyber security programs and plays an important role in 
the continuing effort to provide high assurance that digital computer and communication 
systems and networks are adequately protected against cyber attacks.    
 
The cyber security event notification requirements were originally published for public comment 
as part of the “Proposed Rule: Enhanced Weapons, Firearms Background Checks and Security 
Event Notifications,” in February 2011.  In December 2013, the NRC bifurcated the cyber 
security event notification requirements from the Enhanced Weapons rulemaking to speed up 
the issuance of these important cyber security requirements.  For more information, see the 
enclosed Federal Register notice that will be published soon in the Federal Register. 
 
Please feel free to contact me at (301) 415-1776 if you have questions or need more 
information. 
 

Sincerely, 
 
 
 
 
Eugene Dacus 
Acting Director, Office of Congressional Affairs 

 
Enclosure: 
Federal Register Notice 
 
cc:  Senator Jeff Sessions  



 
 
 
 
 
The Honorable Fred Upton 
Chairman, Committee on Energy and Commerce 
United States House of Representatives 
Washington, DC 20515 
 
Dear Mr. Chairman: 
 

The U.S. Nuclear Regulatory Commission (NRC) is publishing a final rule, “Cyber Security 
Event Notifications,” that codifies certain reporting activities associated with cyber security 
incidents contained in security advisories issued by the NRC.  This rulemaking establishes new 
cyber security event notification requirements that contributes to the NRC’s analysis of the 
reliability and effectiveness of licensees’ cyber security programs and plays an important role in 
the continuing effort to provide high assurance that digital computer and communication 
systems and networks are adequately protected against cyber attacks.    
 
The cyber security event notification requirements were originally published for public comment 
as part of the “Proposed Rule: Enhanced Weapons, Firearms Background Checks and Security 
Event Notifications,” in February 2011.  In December 2013, the NRC bifurcated the cyber 
security event notification requirements from the Enhanced Weapons rulemaking to speed up 
the issuance of these important cyber security requirements.  For more information, see the 
enclosed Federal Register notice that will be published soon in the Federal Register. 
 
Please feel free to contact me at (301) 415-1776 if you have questions or need more 
information. 
 

Sincerely, 
 
 
 
 
Eugene Dacus 
Acting Director, Office of Congressional Affairs. 

 
Enclosure: 
Federal Register Notice 
 
cc:  Representative Henry A. Waxman  



 
 
 
 
 
The Honorable Ed Whitfield 
Chairman, Subcommittee on Energy and Power 
Committee on Energy and Commerce 
United States House of Representatives 
Washington, DC 20515 
 
Dear Mr. Chairman: 
 

The U.S. Nuclear Regulatory Commission (NRC) is publishing a final rule, “Cyber Security 
Event Notifications,” that codifies certain reporting activities associated with cyber security 
incidents contained in security advisories issued by the NRC.  This rulemaking establishes new 
cyber security event notification requirements that contributes to the NRC’s analysis of the 
reliability and effectiveness of licensees’ cyber security programs and plays an important role in 
the continuing effort to provide high assurance that digital computer and communication 
systems and networks are adequately protected against cyber attacks.    
 
The cyber security event notification requirements were originally published for public comment 
as part of the “Proposed Rule: Enhanced Weapons, Firearms Background Checks and Security 
Event Notifications,” in February 2011.  In December 2013, the NRC bifurcated the cyber 
security event notification requirements from the Enhanced Weapons rulemaking to speed up 
the issuance of these important cyber security requirements.  For more information, see the 
enclosed Federal Register notice that will be published soon in the Federal Register. 
 
Please feel free to contact me at (301) 415-1776 if you have questions or need more 
information. 
 

Sincerely, 
 
 
 
 
Eugene Dacus 
Acting Director, Office of Congressional Affairs. 

 
Enclosure: 
Federal Register Notice 
 
cc:  Representative Bobby L. Rush  



 
 
 
 
 
The Honorable John Shimkus 
Chairman, Subcommittee on Environment and the Economy 
Committee on Energy and Commerce 
United States House of Representatives 
Washington, DC  20515 
 
Dear Mr. Chairman: 
 

The U.S. Nuclear Regulatory Commission (NRC) is publishing a final rule, “Cyber Security 
Event Notifications,” that codifies certain reporting activities associated with cyber security 
incidents contained in security advisories issued by the NRC.  This rulemaking establishes new 
cyber security event notification requirements that contributes to the NRC’s analysis of the 
reliability and effectiveness of licensees’ cyber security programs and plays an important role in 
the continuing effort to provide high assurance that digital computer and communication 
systems and networks are adequately protected against cyber attacks.    
 
The cyber security event notification requirements were originally published for public comment 
as part of the “Proposed Rule: Enhanced Weapons, Firearms Background Checks and Security 
Event Notifications,” in February 2011.  In December 2013, the NRC bifurcated the cyber 
security event notification requirements from the Enhanced Weapons rulemaking to speed up 
the issuance of these important cyber security requirements.  For more information, see the 
enclosed Federal Register notice that will be published soon in the Federal Register. 
 
Please feel free to contact me at (301) 415-1776 if you have questions or need more 
information. 
 

Sincerely, 
 
 
 
 
Eugene Dacus 
Acting Director, Office of Congressional Affairs 

 
Enclosure: 
Federal Register Notice 
 
cc:  Representative Paul Tonko  



 
The Honorable John Shimkus 
Chairman, Subcommittee on Environment and the Economy 
Committee on Energy and Commerce 
United States House of Representatives 
Washington, DC 20515 
 
Dear Mr. Chairman: 
 

The U.S. Nuclear Regulatory Commission (NRC) is publishing a final rule, “Cyber Security 
Event Notifications,” that codifies certain reporting activities associated with cyber security 
incidents contained in security advisories issued by the NRC.  This rulemaking establishes new 
cyber security event notification requirements that contributes to the NRC’s analysis of the 
reliability and effectiveness of licensees’ cyber security programs and plays an important role in 
the continuing effort to provide high assurance that digital computer and communication 
systems and networks are adequately protected against cyber attacks.    
 
The cyber security event notification requirements were originally published for public comment 
as part of the “Proposed Rule: Enhanced Weapons, Firearms Background Checks and Security 
Event Notifications,” in February 2011.  In December 2013, the NRC bifurcated the cyber 
security event notification requirements from the Enhanced Weapons rulemaking to speed up 
the issuance of these important cyber security requirements.  For more information, see the 
enclosed Federal Register notice that will be published soon in the Federal Register. 
 
Please feel free to contact me at (301) 415-1776 if you have questions or need more 
information. 

Sincerely, 
 
 
 
 
Eugene Dacus 
Acting Director, Office of Congressional Affairs 

Enclosure: 
Federal Register Notice 
 
cc:  Representative Paul Tonko 
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