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5.0  Physical Security ITAAC
This set of ITAAC is tailored to the ABWR reactor design and Security Program 
requirements for STP 3 & 4. Table 5.0-1 addresses security requirements associated 
with the generic PS-ITAAC contained in NUREG-0800 14.3.12, “Physical Security 
Hardware.”  Table 5.0-1 provides the Security ITAAC proposed for STP 3 & 4.
Physical Security ITAAC 5.0-1
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Table 5.0-1  Physical Security— Inspection, Test, Analysis, and Acceptance Crit

Design Commitment Inspections, Tests, Analyses 

 Vital Equipment 

) Vital equipment is located only 
ithin a vital area. 

) Access to vital equipment 
quires passage through at least 
o physical barriers. 

(a) Inspections will be performed to confirm that vital 
equipment is located within a vital area. 

(b) Inspections will be performed to confirm that access to 
vital equipment requires passage through at least two physical 
barriers. 

A report exi

(a) vital equ
area, and 

(b) access t
passage thr

 Physical barriers for the 
otected area perimeter are not 
rt of vital area barriers. 

An inspection of the protected area perimeter barrier will be 
performed to verify that physical barriers at the perimeter of 
the protected area are separated from any other barrier 
designated as a vital area barrier. 

A report exi
barriers at th
separated fr
vital area ba

 Isolation zones exist in outdoor 
eas adjacent to the physical 
rrier at the perimeter of the 
otected area that allow 20 feet of 
servation on either side of the 
rrier. Where permanent buildings 
 not allow a 20 foot observation 

stance on the inside of the 
otected area, the building walls 
e immediately adjacent to, or an 
tegral part of, the protected area 
rrier. 

An inspection of the isolation zone will be performed to verify 
that the isolation zones exist in outdoor areas adjacent to the 
physical barrier at the perimeter of the protected area which 
allows 20 feet of observation of the activities of people on 
either side of the barrier except where permanent buildings do 
not allow a 20 foot observation distance on the inside of the 
protected area barrier, the inspection will confirm that the 
building walls are immediately adjacent to, or an integral part 
of, the protected area barrier. 

A report exis
exist in outd
barrier at th
allow 20 fee
people on e
permanent b
observation
protected ar
adjacent to,
area barrier
does not ap

 Intrusion detection system can 
tect penetration or attempted 
netration of the protected area 
rrier. 

Tests, inspections or a combination of tests and inspections of 
the intrusion detection system will be performed to verify the 
system can detect penetration or attempted penetration of the 
protected area barrier and that subsequent alarms annunciate 
in both the Central Alarm Station and Secondary Alarm 
Station. 

A report exi
detection sy
attempted p
barrier and 
Central Alar
Station. 
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ea is 0.2 foot candles measured 
at ground level or, alternatively, 
permit observation. 
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 Isolation zones and exterior 
eas within the protected area are 
ovided with illumination to permit 
servation of abnormal presence 
 activity of persons or vehicles. 

Inspection of the illumination in the isolation zones and 
external areas of the protected area will be performed to 
confirm sufficient illumination to permit observation. 

A report exi
isolation zon
protected ar
horizontally 
sufficient to 

 The external walls, doors, ceiling 
d floors in the main control room, 
ntral alarm station, and the last 
cess control function for access 
 the protected area are bullet 
sistant to at least a UL level 4 
und. 

Type test, analysis or a combination of type test and analysis 
will be performed for the external walls, doors, ceilings, floors, 
and any windows in the walls in the main control room, central 
alarm station, and the enclosure that houses the individual 
that has the last access control function for access into the 
protected area to ensure they are bullet resistant to at least a 
UL level 4 round. 

A report exi
doors, ceilin
the central a
which the la
to the protec
least a UL le

 The vehicle barrier system is 
stalled and located at the 
cessary stand-off distance to 
otect against the DBT vehicle 
mbs. 

Type test, inspections, analysis or a combination of type tests, 
inspections and analysis will be performed for the vehicle 
barrier system to ensure it will protect against the DBT vehicle 
bombs based upon the stand-off distance for the system. 

A report exi
barrier syste
vehicle bom
for the syste

 Access control points are 
tablished to: 

) Control personnel and vehicle 
cess into the protected area. 

) Detect firearms, explosives, 
d incendiary devices at the 
otected area personnel access 
ints. 

A test, inspection, or combination of tests and inspections of 
installed systems and equipment will be performed to verify 
that access control points to the protected area exist and that: 

(a) Personnel and vehicle access into the protected area is 
controlled. 

(b) Detection equipment is capable of detecting explosives, 
incendiary devices, and firearms at the protected area 
personnel access points. 

A report exi

(a) Access p
configured t

(b) Detectio
firearms, inc
the protecte

 An access control system with 
mbered picture badges is 

stalled for use by individuals who 
e authorized access to protected 
eas without escort. 

A test of the access control system with numbered picture 
badges will be performed to verify that unescorted access to 
protected areas is granted only to authorized personnel. 

A report exi
authorizatio
badges can
access only
access auth

Table 5.0-1  Physical Security— Inspection, Test, Analysis, and Acceptance Criteria (P

Design Commitment Inspections, Tests, Analyses 
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. Unoccupied vital areas are 
cked and alarmed with activated 
trusion detection systems that 
nunciate in the Central and 

econdary Alarm Stations upon 
trusion into a vital area. 

A test, inspection, or a combination of tests and inspections 
will be performed to verify that unoccupied vital areas are 
locked and that intrusion will be detected and annunciated in 
both the Central Alarm Station and Secondary Alarm Station. 

A report exi
vital areas a
and annunc
and Second

. Security alarm annunciation 
curs in the central alarm station 
d in at least one other 
ntinuously manned station not 
cessarily onsite. 

Test, inspection or a combination of tests and inspections of 
the installed systems will be performed to ensure that security 
alarms annunciate in the central alarm station and in at least 
one other continuously manned station. 

A report exis
annunciate 
least one ot

. Secondary security power 
pply system for alarm 
nunciator equipment and 
n-portable communications 
uipment is located within a vital 
ea. 

An inspection will be performed to ensure that the location of 
the secondary security power supply system for alarm 
annunciator equipment and non-portable communications 
equipment is within a vital area. 

A report exi
security pow
equipment a
equipment i

. Security alarm devices 
cluding transmission lines to 
nunciators are tamper indicating 
d self-checking, (e.g. an 
tomatic indication is provided 

hen failure of the alarm system or 
component occurs or when on 
andby power), and alarm 
nunciation indicates the type of 

arm, (e.g., intrusion alarms, 
ergency exit alarm, etc.) and 

cation. 

A test will be performed to verify that security alarms including 
transmission lines to annunciators are tamper indicating and 
self-checking, (e.g. an automatic indication is provided when 
failure of the alarm system or a component occurs, or when 
on standby power) and that alarm annunciation indicates the 
type of alarm, (e.g., intrusion alarms, emergency exit alarm, 
etc.) and location. 

A report exi
devices incl
annunciator
self-checkin
provided wh
component 
standby pow
indicates the
alarms, eme

Table 5.0-1  Physical Security— Inspection, Test, Analysis, and Acceptance Criteria (P

Design Commitment Inspections, Tests, Analyses 
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. Equipment exists to record 
site security alarm annunciation 

cluding the location of the alarm, 
lse alarm, alarm check, and 
mper indication and the type of 
arm, location, alarm circuit, date, 
d time. 

Tests will be performed to ensure that equipment is capable of 
recording each onsite security alarm annunciation including 
the location of the alarm, false alarm, alarm check, and 
tamper indication and the type of alarm, location, alarm circuit, 
date, and time. 

A report exi
capable of r
annunciatio
false alarm,
and the type
and time. 

. Emergency exits through the 
otected area perimeter and vital 
ea boundaries are alarmed. 

Test, inspection or a combination of tests and inspections will 
be performed to verify that emergency exits through the 
protected area perimeter and vital area boundaries are 
alarmed. 

A report exi
exits throug
vital area bo

. The central and secondary 
arm stations: 

) Central and secondary alarm 
ations have conventional (land 
e) telephone service and other 
mmunication capabilities with 

cal law enforcement authorities. 

) Central and secondary alarm 
ations are capable of continuous 
mmunication with security 
rsonnel. 

Test, inspection, or a combination of tests and inspections will 
be performed to verify that: 

(a) The alarm stations are equipped with conventional (land 
line) telephone service and other capability to communicate 
with local law enforcement authorities. 

(b) The alarm stations are equipped with the capability to 
continuously communicate with security officers, watchmen or 
armed response individuals, or other security personnel that 
have responsibilities during a contingency event. 

A report exi
stations: 

(a) are equi
telephone s
communica
authorities: 

(b) are equi
continuously
watchmen o
other securi
during a con

1 Physical Security Hardware—Equipment and/or features used for the physical security attributes of detect
response and to protect against the design basis threat of radiological sabotage as stated in 10 CFR 73.1
system hardware include, but are not limited to, communication systems, assessment and alarm systems,
physical equipment barriers, and surveillance devices.

Table 5.0-1  Physical Security— Inspection, Test, Analysis, and Acceptance Criteria (P

Design Commitment Inspections, Tests, Analyses 
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1(
vi

quipment is located only within a vital 

1(
pa

quipment is located within a 
rea such that access to the vital 
requires passage through at least two 
rriers.

R
ev. 04
S-ITAAC #1 Vital Area and Vital Area Barrier Requirements:

Design Commitment Inspections, Tests, Analysis

a). Vital equipment will be located only within a 
tal area.

1(a). All vital equipment locations will be 
inspected.

1(a). Vital e
area.

b). Access to vital equipment will require 
ssage through at least two physical barriers.

1(b). All vital equipment physical barriers will be 
inspected.

1(b). Vital e
protected a
equipment 
physical ba
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2(
pe

al barriers at the perimeter of the 
rea are separated from any other 
gnated as a vital area barrier.

 2
ba

netrations and openings through the 
rea barrier are secured and 
y intrusion detection equipment.

 2
se
pa
an
or
to

ttended openings (such as 
d pathways) that intersect a security 
uch as the protected area barrier), 
d by a physical barrier and monitored 
 detection equipment or provided 
 at a frequency sufficient to detect 
.

R
ev. 04
S-ITAAC #2 Protected Area Barrier Requirements:

esign Commitment Inspections, Tests, Analysis Acceptanc

a). Physical barriers for the protected area 
rimeter will not be part of vital area barriers.

2(a). The protected area perimeter barriers will 
be inspected.

2(a). Physic
protected a
barrier desi

(b). Penetrations through the protected area 
rrier will be secured and monitored.

2(b). All penetrations through the protected area 
barrier will be inspected.

2(b). All pe
protected a
monitored b

(c). Unattended openings that intersect a 
curity boundary, such as underground 
thways, will be protected by a physical barrier 
d monitored by intrusion detection equipment 
 provided surveillance at a frequency sufficient 
 detect exploitation.

2(c). All unattended openings within the 
protected area barriers will be inspected.

2(c). All una
undergroun
boundary (s
are protecte
by intrusion
surveillance
exploitation
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3(
ad
of
su
as

olation zones exist in outdoor areas 
 the physical barrier at the perimeter 
cted area and are of sufficient size to 
rvation and assessment of activities 

de of the barrier in the event of its 
 or attempted penetration.

Interdiction Capability Evaluation

3(
in
th
as

on zones are equipped with intrusion 
nd assessment equipment capable of 
etection and assessment of activities 
olation zone.

3(
al
in
ar
im
th
in
th
pe
ba
ba

 where permanent buildings do not 
ient observation distance between the 
tection system and the protected 

r (e.g., the building walls are 
y adjacent to, or an integral part of, 
d area barrier) are monitored with 
tection and assessment equipment 
 attempted or actual penetration of 
d area perimeter barrier before 

penetration of the barrier and 
t of detected activities.

R
ev. 04
S-ITAAC #3 Isolation Zone Requirements:

esign Commitment Inspections, Tests, Analysis Acceptanc

a). Isolation zones will exist in outdoor areas 
jacent to the physical barrier at the perimeter 

 the protected area and will be designed of 
fficient size to permit observation and 
sessment on either side of the barrier.

3(a). The isolation zone in outdoor areas 
adjacent to the protected area perimeter barrier 
will be inspected.

3(a). The is
adjacent to
of the prote
permit obse
on either si
penetration

Reference 

b). Isolation zones will be monitored with 
trusion detection and assessment equipment 
at is designed to provide detection and 
sessment of activities within the isolation zone.

3(b). The intrusion detection equipment within 
the isolation zones will be inspected.

3(b). Isolati
detection a
providing d
within the is

c). Areas where permanent buildings do not 
low sufficient observation distance between the 
trusion detection system and the protected 
ea barrier (e.g., the building walls are 
mediately adjacent to, or are an integral part of 
e protected area barrier) will be monitored with 
trusion detection and assessment equipment 
at is designed to detect the attempted or actual 
netration of the protected area perimeter 
rrier before completed penetration of the 
rrier and assessment of detected activities.

3(c). Inspections of areas of the protected area 
perimeter barrier that do not have isolation zones 
will be performed.

3(c). Areas
allow suffic
intrusion de
area barrie
immediatel
the protecte
intrusion de
that detects
the protecte
completed 
assessmen
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4(
w
at
pe
of
an
co
(c

trusion detection system can detect 
 or attempted penetration of the 
rea perimeter barrier before 
penetration of the barrier, and 
t alarms annunciate concurrently in at 
ntinuously manned onsite alarms 
ntral and secondary alarm stations).

Interdiction Capability Evaluation

4(
be
w
pr
an
pr

erimeter assessment equipment is 
real-time and playback video image 
at provides assessment of detected 
fore and after each alarm 
n at the protected area perimeter 

Interdiction Capability Evaluation

4(
eq
de
un
lo

usion detection and assessment 
at the protected area perimeter 
erable from an uninterruptible supply 
t of the loss of normal power.

Interdiction Capability Evaluation

R
ev. 04
S-ITAAC #4 Protected Area Perimeter Intrusion Detection and Assessment Systems Requirements:

esign Commitment Inspections, Tests, Analysis Acceptanc

a). The perimeter intrusion detection system 
ill be designed to detect penetration or 
tempted penetration of the protected area 
rimeter barrier before completed penetration 
 the barrier, and for subsequent alarms to 
nunciate concurrently in at least two 
ntinuously manned onsite alarm stations 
entral and secondary alarm stations).

4(a). Tests, inspections, or a combination of tests 
and inspections of the intrusion detection system 
will be performed.

4(a). The in
penetration
protected a
completed 
subsequen
least two co
stations (ce

Reference 

b). The perimeter assessment equipment will 
 designed to provide video image recording 

ith real-time and playback capability that can 
ovide assessment of detected activities before 
d after each alarm annunciation at the 
otected area perimeter barrier.

4(b). Tests, inspections, or a combination of tests 
and inspections of the video assessment 
equipment will be performed.

4(b). The p
capable of 
recording th
activities be
annunciatio
barrier.

Reference 

c). The intrusion detection and assessment 
uipment at the protected area perimeter will be 
signed to remain operable from an 
interruptible power supply in the event of the 

ss of normal power.

4(c). Tests, inspections, or a combination of tests 
and inspections of the uninterruptable power 
supply will be performed.

4(c). All Intr
equipment 
remains op
in the even

Reference 



5.0-10
Physical Security ITA

A
C

 

STP 3 &
 4

Inspections, Tests, A
nalyses, A

cceptance C
riteria

P

10 rizontally at ground level, in the 
is

D e Criteria

5.
pr
to
ob
th

ion in isolation zones and exterior 
 the protected area is 0.2 foot 
asured horizontally at ground level or 
y augmented, sufficient to permit 
t and observation.

R
ev. 04
S-ITAAC #5 Illumination Requirements:

 CFR 73.55(i)(6)(ii). "The licensee shall provide a minimum illumination level of 0.2 foot-candles, measured ho
olation zones and appropriate exterior areas within the protected area."

esign Commitment Inspections, Tests, Analysis Acceptanc

 Isolation zones and exterior areas within the 
otected area will be provided with illumination 
 permit assessment in the isolation zones and 
servation of activities within  exterior areas of 
e protected area.

5. The illumination in isolation zones and exterior 
areas within the protected area will be inspected.

5. Illuminat
areas within
candles me
alternativel
assessmen
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6.
th
se
co
w
La
S
E
Ju
P

exists and concludes that the walls, 
gs, and floors in the main control 

al alarm station, secondary alarm 
 the last access control function for 
e protected area are bullet resistant 
nderwriters Laboratories Ballistic 

52, Level 4, or National Institute of 
ndard 0108.01, Type III.

R
ev. 04
S-ITAAC #6 Bullet-Resisting Barriers Requirements:

esign Commitment Inspections, Tests, Analysis Acceptanc

 The external walls, doors, ceiling, and floors in 
e main control room, central alarm station, 
condary  alarm station, and the last access 
ntrol function for access to the protected area 

ill be bullet resistant, to at least Underwriters 
boratories Ballistic Standard 752, "The 

tandard of Safety for Bullet-Resisting 
quipment," Level 4, or National Institute of 
stice Standard 0108.01, "Ballistic Resistant 

rotective Materials," Type III.

6. Type test, analysis, or a combination of type 
test and analysis of the external walls, doors, 
ceiling, and floors in the main control room, 
central alarm station, secondary alarm station, 
and the last access control function for access to 
the protected area will be performed.

6. A report 
doors, ceilin
room, centr
station, and
access to th
to at least U
Standard 7
Justice Sta
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D e Criteria

7.
in
di
th

exists and concludes that the vehicle 
em will protect against the design-
t vehicle bombs based on the standoff 
r the system.

Interdiction Capability Evaluation

R
ev. 04
S-ITAAC #7 Vehicle Control Measures Requirements:

esign Commitment Inspections, Tests, Analysis Acceptanc

 The vehicle barrier system will be designed, 
stalled, and located at the necessary standoff 
stance to protect against the design-basis 
reat vehicle bombs.

7. Type test, inspections, analysis or a 
combination of type tests, inspections, and 
analysis will be performed for the vehicle barrier 
system.

7. A report 
barrier syst
basis threa
distance fo

Reference 
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P nts:

D e Criteria

8(
an
ac

s control points exist for the protected 
e configured to control access.

8(
an
fir
th

tion equipment exists and is capable 
 firearms, explosives, and incendiary 
he protected area personnel access 
ts.

R
ev. 04
S-ITAAC #8 Personnel, Vehicle, and Material Access Control Portals and Search Equipment Requireme

esign Commitment Inspections, Tests, Analysis Acceptanc

a). Access control points will be established 
d designed to control personnel and vehicle 
cess into the protected area.

8(a). Tests, inspections, or a combination of tests 
and inspections of installed systems and 
equipment will be performed.

8(a). Acces
area and ar

b). Access control points will be established 
d designed with equipment for the detection of  
earms, explosives, and incendiary devices at 
e protected area personnel access points.

8(b). Tests, inspections, or a combination of tests 
and inspections of installed systems and 
equipment will be performed.

8(b). Detec
of detecting
devices at t
control poin
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9.
ph
in
ar
vi

ss authorization system with a 
hoto identification badge system is 

d provides authorized access to 
nd vital areas only to those 
with unescorted access authorization.

R
ev. 04
S-ITAAC #9 Picture Badge Identification System Requirements:

esign Commitment Inspections, Tests, Analysis Acceptanc

 An access control system with a numbered 
oto identification badge system will be 

stalled and designed for use by individuals who 
e authorized access to protected areas and 
tal areas without escort.

9. The access control system and the numbered 
photo identification badge system will be tested.

9. The acce
numbered p
installed an
protected a
individuals 
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10
lo
th
al

pied vital areas are locked, and 
detected and annunciated in both the 
 secondary alarm stations.

R
ev. 04
S-ITAAC #10 Vital Areas Access Control Requirements:

esign Commitment Inspections, Tests, Analysis Acceptanc

. Unoccupied vital areas will be designed with 
cking devices and intrusion detection devices 
at annunciate in the central and secondary 
arm stations.

10. Tests, inspections, or a combination of tests 
and inspections of unoccupied vital area 
intrusion detection equipment and locking 
devices will be performed.

10. Unoccu
intrusion is 
central and
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11
as
di
co
(c

sion detection equipment and video 
t equipment annunciate and display 
y in at least two continuously manned 
 stations (central and secondary 

ns).

Interdiction Capability Evaluation

11
be
de
st
pr

ral and secondary alarm stations are 
de the protected area, and the 
both alarm stations are not visible 
rimeter of the protected area.

Interdiction Capability Evaluation

11
be
th
ba
si
ce
de
co
su
ef

ral and secondary alarm stations are 
quipped, and constructed such that 

ct, in accordance with the design-
t of radiological sabotage, can 
usly remove the ability of both the 
 secondary alarm stations to (1) 
assess alarms, (2) initiate and 
an adequate response to alarms, (3) 
fsite assistance, and (4) provide 
mmand and control.

Interdiction Capability Evaluation

11
st
an
al
id
re
re

central and secondary alarm stations 
, constructed, protected, and 
 the standards of the central alarm 

 are functionally redundant. (Stations 
 identical in design.)

Interdiction Capability Evaluation

R
ev. 04
S-ITAAC #11 Alarm Station Requirements:

esign Commitment Inspections, Tests, Analysis Acceptanc

(a). Intrusion detection equipment and video 
sessment equipment will annunciate and be 

splayed concurrently in at least two 
ntinuously manned onsite alarms stations 
entral and secondary alarm stations).

11(a). Tests, inspections, or a combination of 
tests and inspections of intrusion detection 
equipment and video assessment equipment will 
be performed.

11(a). Intru
assessmen
concurrentl
onsite alarm
alarm statio

Reference 

(b). Central and secondary alarm stations will 
 located inside the protected area and will be 
signed so that the interiors of both alarm 

ations are not visible from the perimeter of the 
otected area.

11(b). The central and secondary alarm station 
locations will be inspected.

11(b). Cent
located insi
interiors of 
from the pe

Reference 

(c). Central and secondary alarm stations will 
 designed, equipped and constructed such 
at no single act, in accordance with the design-
sis threat of radiological sabotage, can 

multaneously remove the ability of both the 
ntral and secondary alarm stations to (1) 
tect and assess alarms, (2) initiate and 
ordinate an adequate response to alarms, (3) 
mmon offsite assistance, and (4) provide 
fective command and control.

11(c). Tests, inspections, or a combination of 
tests and inspections of the central and 
secondary alarm stations will be performed.

11(c). Cent
designed, e
no single a
basis threa
simultaneo
central and
detect and 
coordinate 
summon of
effective co

Reference 

(d). Both the central and secondary alarm 
ations will be constructed, located, protected, 
d equipped to the standards for the central 

arm station (alarm stations need not be 
entical in design but shall be equal and 
dundant, capable of performing all functions 
quired of alarm stations).

11(d). Tests, inspections, or a combination of 
tests and inspections of the central and 
secondary alarm stations will be performed.

11(d). The 
are located
equipped to
station and
need not be

Reference 
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Inspections, Tests, A
nalyses, A

cceptance C
riteria

P rements:

D e Criteria

12
fo
no
lo

ondary security power system for 
nciator equipment and nonportable 
tions equipment is located within a 

R
ev. 04
S-ITAAC #12 Secondary Power Supplies for Alarm Annunciation and Communication Equipment Requi

esign Commitment Inspections, Tests, Analysis Acceptanc

. The secondary security power supply system 
r alarm annunciator equipment and 
nportable communications equipment will be 

cated within a vital area.

12. The secondary security power supply system 
will be inspected.

12. The sec
alarm annu
communica
vital area.
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STP 3 &
 4

Inspections, Tests, A
nalyses, A

cceptance C
riteria

P

D e Criteria

13
tr
ta
au
th
w
an
in
lo

rity alarm devices including 
n lines to annunciators are tamper-
nd self-checking (e.g., an automatic 
 provided when failure of the alarm 
 component occurs, or when the 
n standby power), and the alarm 
n indicates the type of alarm (e.g., 
arm, emergency exit alarm) and 

Interdiction Capability Evaluation

13
sy
di
bo

intrusion detection systems provide a 
ay and audible annunciation of all 
currently in at least two continuously 
site alarms stations (central and 
alarm stations).

R
ev. 04
S-ITAAC #13 Intrusion Detection Systems Console Display Requirements:

esign Commitment Inspections, Tests, Analysis Acceptanc

(a). Security alarm devices, including 
ansmission lines to annunciators, will be 
mper-indicating and self-checking (e.g., an 
tomatic indication is provided when failure of 
e alarm system or a component occurs or 
hen on standby power), and alarm 
nunciation indicates the type of alarm (e.g., 

trusion alarms, emergency exit alarm) and 
cation.

13(a). All security alarm devices and 
transmission lines will be tested.

13(a). Secu
transmissio
indicating a
indication is
system or a
system is o
annunciatio
intrusion al
location.

Reference 

(b). Intrusion detection and assessment 
stems will be designed to provide visual 
splay and audible annunciation of alarms in 
th the central and secondary alarm stations.

13(b). Intrusion detection and assessment 
systems will be tested.

13(b). The 
visual displ
alarms con
manned on
secondary 
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nalyses, A

cceptance C
riteria

P

D e Criteria

14
eq
an
fa
an
da

n detection systems recording 
is capable of recording each onsite 
rm annunciation including the 
the alarm, false alarm, alarm check, 
 indication and the type of alarm, 
rm circuit, date, and time.

R
ev. 04
S-ITAAC #14 Intrusion Detection Systems Recording Requirements:

esign Commitment Inspections, Tests, Analysis Acceptanc

. Intrusion detection systems recording 
uipment will record onsite security alarm 
nunciation including the location of the alarm, 
lse alarm, alarm check, and tamper indication 
d the type of alarm, location, alarm circuit, 
te, and time.

14. The intrusion detection systems recording 
equipment will be tested.

14. Intrusio
equipment 
security ala
location of 
and tamper
location, ala
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STP 3 &
 4

Inspections, Tests, A
nalyses, A

cceptance C
riteria

P

D e Criteria

15
pe
al
se
eg

ncy exits through the protected area 
nd vital area boundaries are alarmed 
n detection devices and secured by 
ices that allow prompt egress during 
cy.

R
ev. 04
S-ITAAC #15 Vital Area Emergency Exits Requirements:

esign Commitment Inspections, Tests, Analysis Acceptanc

. Emergency exits through the protected area 
rimeter and vital area boundaries will be 

armed with intrusion detection devices and 
cured by locking devices that allow prompt 
ress during an emergency.

15. Tests, inspections, or a combination of tests 
and inspections of emergency exits through the 
protected area perimeter and vital area 
boundaries will be performed.

15. Emerge
perimeter a
with intrusio
locking dev
an emergen
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STP 3 &
 4

Inspections, Tests, A
nalyses, A

cceptance C
riteria

P

D e Criteria

16
w
se
en

central and secondary alarm stations 
d with conventional (land line) 
ervice with the control room and local 
ment authorities.

16
w
w

central and secondary alarm stations 
 of continuous communication with 

tchmen, armed security officers, 
onders, or other security personnel 
esponsibilities within the physical 
rogram and during contingency 

vents.

Interdiction Capability Evaluation

16
in
re
so

nportable communication devices 
onventional telephone systems) in 
and secondary alarm stations are 
 independent power supply that 
se systems to remain operable 
ruption) during the loss of normal 

R
ev. 04
S-ITAAC #16 Communication Requirements:

esign Commitment Inspections, Tests, Analysis Acceptanc

(a). The central and secondary alarm stations 
ill have conventional (land line) telephone 
rvice with the control room and local law 
forcement authorities.

16(a). Tests, inspections, or a combination of 
tests and inspections of the central and 
secondary alarm stations' conventional (land 
line) telephone service will be performed.

16(a). The 
are equippe
telephone s
law enforce

(b). The central and secondary alarm stations 
ill be capable of continuous communication 
ith on-duty security force personnel.

16(b). Tests, inspections, or a combination of 
tests and inspections of the central and 
secondary alarm stations' continuous 
communication capabilities will be performed.

16(b). The 
are capable
on-duty wa
armed resp
who have r
protection p
response e

Reference 

(c). Nonportable communications equipment 
 the central and secondary alarm stations will 
main operable from an independent power 
urce in the event of loss of normal power.

16(c). Tests, inspections, or a combination of 
tests and inspections of the nonportable 
communications equipment will be performed.

16(c). All no
(including c
the central 
wired to an
enables tho
(without dis
power.




	5.0 Physical Security ITAAC


<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /PageByPage
  /Binding /Left
  /CalGrayProfile (None)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Tags
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket true
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.1000
  /ColorConversionStrategy /UseDeviceIndependentColor
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams false
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments true
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Preserve
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 150
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages false
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth 8
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /FlateEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 150
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages false
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth 8
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /FlateEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages false
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 450
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly true
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <FEFF004200720075006700200069006e0064007300740069006c006c0069006e006700650072006e0065002000740069006c0020006100740020006f007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400650072002c0020006400650072002000650067006e006500720020007300690067002000740069006c00200064006500740061006c006a006500720065007400200073006b00e60072006d007600690073006e0069006e00670020006f00670020007500640073006b007200690076006e0069006e006700200061006600200066006f0072007200650074006e0069006e006700730064006f006b0075006d0065006e007400650072002e0020004400650020006f007000720065007400740065006400650020005000440046002d0064006f006b0075006d0065006e0074006500720020006b0061006e002000e50062006e00650073002000690020004100630072006f00620061007400200065006c006c006500720020004100630072006f006200610074002000520065006100640065007200200035002e00300020006f00670020006e0079006500720065002e>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <FEFF004b00e40079007400e40020006e00e40069007400e4002000610073006500740075006b007300690061002c0020006b0075006e0020006c0075006f0074002000410064006f0062006500200050004400460020002d0064006f006b0075006d0065006e007400740065006a0061002c0020006a006f0074006b006100200073006f0070006900760061007400200079007200690074007900730061007300690061006b00690072006a006f006a0065006e0020006c0075006f00740065007400740061007600610061006e0020006e00e400790074007400e4006d0069007300650065006e0020006a0061002000740075006c006f007300740061006d0069007300650065006e002e0020004c0075006f0064007500740020005000440046002d0064006f006b0075006d0065006e00740069007400200076006f0069006400610061006e0020006100760061007400610020004100630072006f0062006100740069006c006c00610020006a0061002000410064006f00620065002000520065006100640065007200200035002e0030003a006c006c00610020006a006100200075007500640065006d006d0069006c006c0061002e>
    /SVE <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>
    /ENU (Use these settings to create Adobe PDF documents suitable for compliance with 10CFR1, Appendix A.  Created PDF documents can be opened with Adobe Reader 5.0 and later.)
  >>
>> setdistillerparams
<<
  /HWResolution [300 300]
  /PageSize [612.000 792.000]
>> setpagedevice


