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NON-PROPRIETARY INFORMATION NOTICE

This is a non-proprietary version of NEDE-33245, Rev 5, which has the proprietary information
removed. Portions of the document that have been removed are indicated by open and closed
double square brackets as shown here [[ ]].

IMPORTANT NOTICE REGARDING THE CONTENTS OF THIS REPORT
Please Read Carefully

The information contained in this document is furnished for the purpose of supporting the NRC
review of the certification of the ESBWR. The only undertakings of GEH with respect to
information in this document are contained in contracts between GEH and participating utilities,
and nothing contained in this document shall be construed as changing those contracts. The use
of this information by anyone other than those participating entities and for any purposes other
than those for which it is intended is not authorized; and with respect to any unauthorized use,
GEH makes no representation or warranty, and assumes no liability as to the completeness,
accuracy, or usefulness of the information contained in this document.
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through and including 15.
11. | Sub-section 4.3.3.1, Made a grammatical correction to the SSA Output
Table 4.3.3.1-1 for Task 5: changed the word “doest” to the words
“does not”.
12. | Sub-section 4.3.3.1, Made a grammatical correction to the SSA Output
Table 4.3.3.1-1 for Task 8: changed the word “riming” to the word
“timing”.
13. | Section 4.4, 1* Changed the article “The” to the demonstrative
sentence pronoun “This” for the sake of grammatical
correctness.
14. | Sections 4.5 through For formatting consistency, renumbered sections
4.10 4.5 through 4.9 to be underneath section 4.4.
Renumbered section 4.10 to section 4.5.
Section S
15. | Sub-section 5.3.1.1, 1 | Deleted the word “it” for grammatical correctness.
sentence, 1% para.
16. | Sub-section 5.3.1.6, In the activity for task 3, specified that system
Table 5.3.1.6-1 requirements review is performed of System
Design Specification for consistency with Table
5.6-1 in SMPM [2.3(1.a)].
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ITEM | LOCATION CHANGE
17. | Sub-section 5.3.1.6, Added a note to specify who performs V&V
Table 5.3.1.6-1 activities for N3 and N2 acquired software
consistent with section 3.9.
18. | Sub-section 5.3.2.1, In last bullet of the outputs, changes sentence for
Table 5.3.2.1-1 grammatical correctness.
19. | Sub-section 5.3.4.3, 1 | Deleted reference to component testing when SVT
para. and SFAT are being performed and changed to
system testing for consistency with sections 7.3
and 7.4. Component level testing is performed to
the SFT in accordance with SMPM [2.3(1.a)], sub-
section 6.11.2.1.
20. | Sub-section 5.3.5.4, 1** | Corrected criticality cross-reference from sub-
sentence section 4.3.3.1 to 4.3.4.1.
21. | Sub-section 5.3.7.6, 1* | Added phraseology to indicate task includes both
sentence the generation and the evaluation of the
Table 5.3.7.6-1, Task 1 Insta}lation anﬁguraFion Tab.le for the s'ake of
consistency with the title of this sub-section.
Originally the verbiage indicated just evaluation,
| NOT generation. '
22. | Sub-section 5.3.7.8, 1 | Revised verbiage to include both hazard and risk
sentence | analysis consistent with title of sub-section.
Table 5.3.7.8-1, 1%
Task
23. | Sub-section 5.3.8.8, 1 | Corrected cross-reference in 1* sentence from sub-
sentence section 4.3.6 to sub-section 4.3.7.
2" and 3™ sentences, Revised verbiage to include both hazard and risk -
and Table 5.3.8.8-1 analysis consistent with title of sub-section.
24. | Sub-section 5.3.8.9, 1 | Changed the verb “identify” to the past participle
sentence “identified” for grammatical correctness.
25. | Sub-section 5.4.3

Corrected cross-reference to test report from sub-
section 7.7.3 to sub-section 7.7.8. '
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ITEM

LOCATION

CHANGE

26.

Sub-section 5.3.9.2. 1%
para.

Changed text from “Dedication of Commercial
Grade Items” to “Commercial Grade Dedication of
Software and Digital Components with Embedded
Software for Use in Safety-Related
Instrumentation and Control Applications, in
accordance with EPRI-TR-106439-1996” and
provided appropriate Sub-section 2.3 Table
reference (2.u) to incorporate changes per RAI 7.1-
142.

27.

Sub-section 5.3.9.2. 2™
para.

Added new paragraph: “Applicable portions of
Commercial Grade Dedication of Software and
Digital Components with Embedded Software for
Use in Safety-Related Instrumentation and Control
Applications, in accordance with EPRI-TR-
106439-1996 may be used for guidance in
evaluating commercial off the shelf software
designated for use in nonsafety-related
applications.”

Note that the phrase “testing and qualifying” used
in the response to RAI 7.1-142 is changed to the
more correct “evaluating” as identified during
review of corresponding sub-section 5.8.3.6 of
revision 5 to the SMPM [2.3(1.a)].

28.

Sub-section 5.3.9.3. 1%
para.

Added text “Qualification of Previously
Developed Software” and provided appropriate
Sub-section 2.3 Table reference (2.z) to
incorporate changes per RAI 7.1-142.

29.

Sub-section 5.3.9.3. 2™
para.

Added new paragraph: “Applicable portions of
Qualification of Previously Developed Software
[2.3(2.z)] may be used to evaluate the PDS for
applicability in nonsafety-related applications.”

Section 6

30.

Sub-section 6.4.1, 4™
bullet, 2™ para.

Changed “files” to “file” for grammatical
correctness.

31.

Subsection 6.4.2.2,
Table 6.4.2.2-2

Grammatically corrected the “Change Process
Steps” cell in the responsible individual row ™
row from last).

Section 7
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ITEM | LOCATION CHANGE

32. | None None

Section 8
33. | Section 8, 1% para., 2" | Corrected cross-reference from subsection 3.5.2 to
sentence 3.5.1.2.
Section 9
34. | Tables 9-1a through g, | The system design task associated with the quality
last row - : task “Planning Baseline Review”, “Requirements
Baseline Review”, etc., was not specified; this is
now corrected in Tables 9-1a through g be
“Baseline Review”.,

35. | Table 9-1b, 5" row Review organization cell for the system design
task of “Develop SyRS RTA” was NOT specitied
for various classes of software; this is now
corrected. '

36. | Table 9-1c, 6" row Development organization for the SVT
development task was specified to be SPE instead
of the IVVT within SPE; this is now corrected.

Section 10
37. | None None
Appendices

38. | Appendix C, Terms Added definition for “Plant Process Control and
Monitoring Software” to incorporate changes per
RAI17.1-142.

XV



NEDO-33245 Rev. 5

1. INTRODUCTION

1.1 OVERVIEW

The SQAPM describes the Software Quality Assurance (SQA) activities to be performed during
the software life cycle phases of the Nuclear Safety-Related (Quality Class Q) and Nonsafety-
Related (Quality Class N3 and N2) digital computer-based plant process control and monitoring
software, hereafter referred to as "software product”.

The SQAPM meets the acceptance criteria specified in Chapter 7 of NUREG 0800, Standard
Review Plan (SRP) [2.2.1] and Branch Technical Position (BTP) HICB-14 R4, Guidance on
Software Reviews for Digital Computer-Based Instrumentation and Control Systems [2.2.1],
except where specified in Appendix A.

In addition, the SQAPM meets the requirements specified in the ESBWR Man-Machine
Interface System and Human Factors Engineering Implementation Plan (MMIS/HFE 1P) [2.1(1)]
for a Software Quality Assurance Program Manual (SQAPM) to be prepared.

1.2 PURPOSE AND SCOPE

The purpose of the SQAPM is to:

e [Establish an SQA program in full compliance with 10 CFR 50, Appendix A, General
Design Criteria for Nuclear Power Plants and IEEE 603 IEEE Standard Criteria for
Safety Systems for Nuclear Power Generating Stations [2.2.4].

e Monitor the software life cycle activities of the software products and to identify the
organization responsible for the SQA program and its organizational boundaries. '

¢ Supplement the GE Hitachi Nuclear Energy (GEH) Quality Assurance Program, which is
in full compliance with 10 CFR 50, Appendix B, Quality Assurance Criteria for Nuclear
Power Plant and Fuel Processing Plants [2.2.2].

The objectives of the SQA program are to ensure that:
e The design teams comply with:
- Regulatory-compliant Policies and Procedures (P&Ps) to guide software development
- The Engineering Operating Procedures (EOPs)
- The requirements described in this SQAPM

- The Software Management Program Manual (SMPM) [2.3(1.a)] (hereafter referred to
as SMPM)

e The design documentation and design outputs for each software life cycle phase defined
in the SMPM [2.3(1.a)] are adequate (i.e., correct and complete).

e The final software products are high quality, acceptable for installation, and ready for
reliable operation in a nuclear power plant.

The SQAPM defines the SQA activities, methods, and tools necessary to execute these
objectives. The SQAPM also specifies the following:
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e Verification and Validation (V&V) activities [Section 5.0, Software V&V Plan (SVVP)]
o Software Safety Analysis (SSA) [(Section 4.0 Software Safety Plan (SSP)]

o Software Configuration Management (SCM) [Section 6.0 Software Configuration
Management Plan (SCMP)]

o Software Test Program [Section 7.0 Software Test Plan (STP)]
This SQAPM shall be in force during all phases of the software life cycle.

The applicable software products (software and firmware) covered by this SQAPM encompass
digital computer-based plant process control and monitoring software. This includes the 1&C
systems, as specifically defined in the MMIS/HFE IP [2.1] (Subsection 1.2.4 only), which
perform the monitoring, control, and protection functions associated with all modes of ESBWR
plant normal operation (i.e., startup, shutdown, standby, power operation, and refueling) as well
as off-normal, emergency, and accident conditions. It also includes non-DCIS real time plant
systems such as but not limited to local fire protection systems, local programmable logic
controllers (PLCs), digital standalone controllers and indicators, inverters and battery chargers,
electrical distribution digital protective relays, switchgear instrumentation and circuit breaker
controllers, meteorological monitoring systems, digital hygrometers, digital salinity cells, digital
pH meters, digital conductivity cells, digital dissolved gas monitors, digital area explosive gas
monitors, etc. '

1.3 ACRONYMS, ABBREVIATIONS AND DEFINITIONS
Acronyms and abbreviations are defined in Appendix B.

Definitions are provided in Appendix C.

14 SOFTWARE DEVELOPED BY VENDORS

Software products developed by GEH vendors shall comply with this SQAPM. If a vendor
elects to follow its established SQA program, then the SQA program as defined in the purchase
order (Section 3.9, Vendor and Acquired Software Control) shall be reviewed and approved by
the SQA Manager to assure compliance with the requirements specified in this SQAPM.

1.5 SOFTWARE CLASSIFICATION
Software shall be assigned the appropriate Software Classification as described in Table 1.5-1.

If the software performs safety-related functions, which are specified per the Safety-related
Classification determination process [2.3(2.t)], then it shall be classified as Software Class ’Q.”

Other software shall be considered nonsafety-related and will be divided into two sub-classes
“N3” and “N2.” A criticality analysis shall be conducted for nonsafety-related software. If there
is a failure mode, which could challenge safety-related systems, then the software shall be
classified as “N3.”

The remaining Software shall be classified as “N2.” This software is nonsafety-related system
software whose failure cannot adversely affect a safety-related function.
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The Software Classification is determined as shown in Figure 1. This scheme is based on IEEE
Std. 1012, IEEE Standard for Verification and Validation Plans [2.2.4].

Table 1.5-1 Software Classification

Classification Description

Software Class Q Software performs safety-related functions as specified by the Safety-
Related Classification determination process [2.3(2.t)].

Software Class N3 Nonsafety-related systems software whose failure could challenge
safety-related systems as defined below:

e Software whose inadvertent response to stimuli, failure to respond
when required, response out-of-sequence could result in an
accident or transient as defined in the Design Control Document,
Chapter 15 [2.1]

e Software that is intended to mitigate the result of an accident

e Software that is intended to support recovery from the result of an
accident

Software Class N2 e Software failure cannot adversely affect a safety-related function

e Software failure results in inconvenience to the user
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Figure 1. Software Class Evaluation Process
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2. APPLICABLE DOCUMENTS

Applicable documents include supporting documents, codes and standards, and supplemental
documents. Supporting documents provide the input requirements to this plan. Supplemental
documents are used in conjunction with this plan.

2.1 SUPPORTING DOCUMENTS

The following supporting documents were used as the controlling input documents in the
production of this program. These documents form the design basis for the activities stated in
this plan. This document governs, in the event of any differences noted between the SQAPM
and the ESBWR Composite Design Specification.

e ESBWR Man-Machine Interface System and HFE Implementation Plan (MMIS/HFE IP),
NEDO-33217 -

e ESBWR Composite Design Specification (A11-5299), 26 A6007

e ESBWR Composite Design Specification “Standard Review Plans and Regulatory
Guides” (A11-5299), 26A6007AB

e ESBWR Composite Design Specification Industry Codes and Standards (A11-5299),
26A6007AC

e ESBWR DCD, Chapter 7, I&C Systems, 26 A6642AW
e ESBWR DCD, Chapter 15, Safety Analysis, 26A6642BP |

2.2 CODES AND STANDARDS

The following codes and standards are used in conjunction with this plan.

2.2.1 NUREG

The following codes and standards are applicable to the activities specified within this plan. This
Plan conforms to planning requirements of these codes and standards except as explicitly noted
in Appendix A.

e NUREG 0800, Standard Review Plan (SRP), Chapter 7

e Branch Technical Position (BTP) HICB-14 R4, Guidance on Software Reviews for
Digital Computer-Based Instrumentation and Control Systems '

2.2.2 Code of Federal Regulations

e 10 CFR 50, Appendix - B, Quality Assurance Criteria for Nuclear Power Plants and Fuel
Reprocessing Plants

2.2.3 U.S. Nuclear Regulatory Commission Regulatory Guides

The following codes and standards are applicable to the activities specified within this plan. This
Plan conforms to planning requirements of these codes and standards except as explicitly noted
in Appendix A.
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e RG 1.152-2006, Criteria for Use of Computers in Safety Systems of Nuclear Power
Plants

e RG 1.168-2004, Verification, Validation, Reviews, and Audits For Digital Computer
Software Used in Safety Systems of Nuclear Power Plants

e RG 1.169-1997, Configuration Management Plans for Digital Computer Software Used
in Safety Systems of Nuclear Power Plants

e RG 1.170-1997, Software Test Documentation for Digital Computer Software Used in
Safety Systems of Nuclear Power Plants

e RG 1.171-1997, Software Unit Testing for Digital Computer Software Used in Safety
Systems of Nuclear Power Plants

e RG 1.172-1997, Software Requirements Specifications for Digital Computer Software
Used in Safety Systems of Nuclear Power Plants

e RG 1.173-1997, Developing Software Life Cycle Processes for Digital Computer
Software Used in Safety Systems of Nuclear Power Plants

2.2.4 Institute of Electrical and Electronics Engineers

The following codes and standards are applicable to the activities specified within this plan. This
plan conforms to planning requirements of these codes and standards except as explicitly noted
in Appendix A.

Where these Institute of Electrical and Electronics Engineers (IEEE) Standards provide
recommended implementation techniques and methods, this program makes specific
commitments only to those requirements restated hereafter. The ESBWR Project Work Plans
shall capture the detailed implementation attributes in accordance with Work Planning and
Scheduling [2.3(2a)]. Future exceptions or deviations from the recommendations specified in the
IEEE standards shall require management approval as defined in the SMPM [2.3(1.a)] and this
SQAPM, and are potentially subject to NRC notification. The NRC notification process is
addressed in the MMIS/HFE Implementation Plan [2.1].

e IEEE 7-4.3.2-2003, IEEE Standard Criteria for Digital Computers in Safety Systems of
Nuclear Power Generating Stations

e IEEE 603-1991 including correction sheet dated January 30, 1995, IEEE Standard
Criteria for Safety Systems for Nuclear Power Generating Stations

e [EEE 828-1990, Standard for Software Configuration Management Plans

o [EEE 829-1983, Standard for Software Test Documentation

o IEEE 830-1993, IEEE Recommended Practice for Software Requirements Specifications
e [EEE 1008-1987, IEEE Standard for Software Unit Testing

e [EEE 1012-1998,Standard for Software Verification and Validation

e |EEE 1028-1997, Standard for Software Reviews
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o [EEE 1042-1987, Guide to Software Configuration Management
e [EEE 1074-1995, IEEE Standard for Developing Software Life Cycle Processes

2.3 SUPPLEMENTAL DOCUMENTS

The following supplemental documents are used in conjunction with the SQAPM and enable the
performance of the activities stated in Appendix A.

Reference . Document
Number Applicable LTRs Number
l.a ESBWR Software Management ProgramA Manual (SMPM) NEDO-33226
1.b ESBWR Cyber Security Program Plan NEDO-33295

GE Hitachi Nuclear Energy Procedures and Policies

Reference

Document Title Abstract
Number

Defines the process and responsibilities for developing
and documenting work plans and schedules for

Work Planning and customer-contracted design work and authorized
Scheduling ' projects. Four key purposes of a Project Work Plan are
to define project scope, develop a schedule, monitor
progress, and control resources.

2.a

PDMS is the computer-based data system that stores,
retrieves, and reports data relevant to the engineering
definition of products and servic