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October 6, 2009 
 

 
 
 
 
Mr. Peter S. Hastings, P.E.  
Licensing Manager, Nuclear Plant Development 
Duke Energy 
526 South Church Street 
Charlotte, NC 28201-1006 
 
SUBJECT: REQUEST FOR ADDITIONAL INFORMATION LETTER NO. 079 RELATED TO 
SRP SECTION: 13.6 PHYSICAL SECURITY FOR THE WILLIAM STATES LEE III UNITS 
 AND  2 COMBINED LICENSE APPLICATION 
 
Dear Mr. Hastings: 
 
By letter dated December 12, 2007, as supplemented by letters dated January 28, 2008, 
February 6, 2008 and February 8, 2008, Duke Energy submitted its application to the U. S. 
Nuclear Regulatory Commission (NRC) for a combined  license (COL) for two AP1000 advance 
passive pressurized water reactors pursuant to 10 CFR Part 52.  The NRC staff is performing a 
detailed review of this application to enable the staff to reach a conclusion on the safety of the 
proposed application. 
 
The NRC staff has identified that additional information is needed to continue portions of the 
review.  The staff’s request for additional information (RAI) is contained in the enclosure to this 
letter. 
 
To support the review schedule, you are requested to respond within 30 days of the date of this 
letter.  If changes are needed to the final safety analysis report, the staff requests that the RAI 
response include the proposed wording changes.   
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If you have any questions or comments concerning this matter, you may contact me at 
301-415-6582. 
 

Sincerely, 
 
 /RA/ 
 

Brian Hughes, Senior Project Manager 
AP1000 Projects Branch 1 
Division of New Reactor Licensing 
Office of New Reactors 

 
Docket Nos.  52-018 

52-019 
 
Enclosure: 
Request for Additional Information 
 
CC: see next page 
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 If you have any questions or comments concerning this matter, you may contact me at 
 301-415-6582. 
 

Sincerely, 
 
 /RA/ 
 

Brian Hughes, Senior Project Manager 
AP1000 Projects Branch 1 
Division of New Reactor Licensing 
Office of New Reactors 
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Request for Additional Information No. 3528 Revision 1 
 
  
 

William States Lee III, Units 1 and 2 
Duke Energy Carolinas, LLC 

Docket No. 52-018 and 52-019 
SRP Section: 13.06 - Physical Security 

Application Section: 13.6 
 
QUESTIONS for Reactor Security and Programs Branch (NSIR/DRP/RSPLB) 
 
13.06-*** 

Physical Security Plan, Page 1, Section 1.1.  Figure 1 is not of sufficient 
size/magnification or detail to clearly identify or discern the appropriate information such 
as OCA boundary, PA perimeter boundary, Vehicle  Barrier System (to include natural 
terrain features).  Figure 2 is not of sufficient size/magnification or detail to clearly 
identify or discern the local roads described in this section.  As required by 10 CFR Part 
73, Appendix C, clarify the applicability of railroads, airports, pipelines, hazardous 
material facilities, and pertinent environmental features to the Lee facility.  If 
applicable, provide figures of sufficient size to detail these features, or justify their 
exclusion. 
  
Please reference the criteria used to determine stand-off distances as well as the 
acceptability of natural terrain features as a component of the VBS.  Confirm that only 
steep terrain was analyzed and determined to be adequate or, if applicable, address 
other applicable natural terrain features such as trees, wetlands, rocks, etc.  If 
applicable, these areas should be identified in the Facility Physical Layout Drawing. 
 
Regulatory Basis. 
10 CFR Part 73, Appendix C, Section II, paragraph B(3)(b).  Plans must also include 
a description and map of the site in relation to nearby towns, transportation routes (e.g., 
rail,  water, and roads), pipelines, airports, hazardous material facilities, and 
pertinent environmental features that may have an effect upon coordination of response 
activities. 
10 CFR 52.17(a)(1)(x) Information demonstrating that site characteristics are such 
that adequate security plans and measures can be developed. 

 
 
13.06-*** 

Physical Security Plan, Page 1, Section 1.1.   
The term "Red Zone Fence" is not defined in Appendix A to the PSP.  Please clarify the 
purpose/function of this physical protection program component. 
The term "Exclusion Area" is not defined in  Appendix A to the PSP.  Please clarify the 
meaning/purpose of this term and how the exclusion area is incorporated into the onsite 
physical protection program. 
 
Regulatory Basis. 
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10 CFR Part 73.55(c)(1)(i) "Licensee security plans must describe how the licensee will
 implement requirements of this section through the establishment and 
maintenance of a security organization, the use of security equipment and technology, 
...." 
10 CFR Part 73.55(c)(1)(ii) "Licensee security plans must describe site-specific 
conditions that affect how the licensee implements Commission requirements." 
  

 
 
13.06-*** 

Physical Security Plan, Page 38, Section 21, 3rd paragraph.   
Please clarify the statement "The title of this section is 'Compensatory Measures.'"  
Please describe the relationship between the location of the proposed ISFSI being inside 
the PA and Compensatory Measures?  Also, please clarify if the ISFSI, to include 
ISFSI security plan, is intended to be included as part of this application.  
 
Regulatory Basis. 
10 CFR 73.55(a)(2).  The security plans must identify, describe, and account for site-
specific conditions that affect the licensee’s capability to satisfy the requirements of 
this section. 

 
 
13.06-*** 

Appendix C, Safeguards Contingency Plan, Page C-19, Section 4.2.  The site maps 
(figures) of this sectiondo not clearly identify necessary information.  
Similarly, section 1.1 of PSP does not clearly describe the required site-specific 
physical layout.  Please provide this information or justify its exclusion. 
 
Regulatory Basis. 
10 CFR Part 73, Appendix C, Section II, Paragraph B.3.b. "Physical Layout".  
The safeguards contingency plan must include a site map depicting the physical 
structures located on the site, including onsite independent spent fuel storage 
installations, and a description of the structures depicted on the map. Plans must also 
include a description and map of the site in relation to nearby towns, transportation 
routes (e.g., rail, water, and roads), pipelines, airports, hazardous material facilities, and 
pertinent environmental  features that may have an effect upon coordination of 
response activities.  Descriptions and maps must indicate main and alternate entry 
routes for law enforcement or other offsite response and support agencies and the 
location for marshaling and coordinating response activities. 

 
 

Request for Additional Information No. 3536 Revision 1 
 

10/5/2009 
 

William States Lee III, Units 1 and 2 
Duke Energy Carolinas, LLC 

Docket No. 52-018 and 52-019 
SRP Section: 13.06 - Physical Security 
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Application Section: 13.6 
 
QUESTIONS for Reactor Security and Programs Branch (NSIR/DRP/RSPLB) 
 
13.06-9 

Physical Security Plan, Page 24, Section 14.5, 1st paragraph.  Confirm that the phrase 
"accepted industry standard" as used in this section of the PSP is the same as that 
specified by the DCD or identify any differences and provide the basis for such changes. 
 
Regulatory Basis. 
10 CFR 73.55(e)(9)(i).  Vital equipment must be located only within vital areas, which 
must be located within a protected area so that access to vital equipment requires 
passage  through at least two physical barriers, except as otherwise approved by 
the Commission and identified in the security plans. 
10 CFR 73.55(e)(9)(ii).  The licensee shall protect all vital area access portals and vital 
area  emergency exits with intrusion detection equipment and locking devices that 
allow rapid egress during an emergency and satisfy the vital area entry control 
requirements of this section. 
10 CFR 73.55(e)(9)(iii).  Unoccupied vital areas must be locked and alarmed. 

 
 
13.06-10 

Physical Security Plan, Page 25, Section 14.5, 5th paragraph.   Please clarify, by 
position title, the person within the security organization that will have the authority to 
direct implementation of the "override" capability identified in this paragraph and 
describe the performance criteria to be  met by the "appropriate compensatory 
measures" prior to implementing this action.  Also, describe the measures taken 
to prevent the unauthorized use of and/or access to "circuit interrupters" or delete this 
detail. 
 
Regulatory Basis. 
10 CFR 73.55(e)(9)(ii).  The licensee shall protect all vital area access portals and vital 
area  emergency exits with intrusion detection equipment and locking devices that 
allow rapid egress during an emergency and satisfy the vital area entry control 
requirements of this section. 
10 CFR 73.55(e)(9)(iii).  Unoccupied vital areas must be locked and alarmed. 

 
 
13.06-11 

Physical Security Plan, Page 25, Section 14.5. 
6th paragraph, bullet (b) - Please clarify if manual  logging is accomplished through 
Access Authorization Lists. 
7th paragraph, bullet (a) - Please clarify where the status/position of locked/unlocked 
vital area doors is displayed/provided. 
 
Regulatory Basis. 
10 CFR 73.56(j) Access to vital areas.  Licensees or applicants shall establish, 
implement, and maintain a list of individuals who are authorized to have unescorted 
access to specific nuclear power plant vital areas during non-emergency conditions. The 
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list must include only those individuals who have a continued need for access to those 
specific vital areas in order to perform their duties and responsibilities. The list must be 
approved by a cognizant licensee or applicant manager or supervisor who is responsible 
for directing the work activities of the individual who is granted unescorted access to 
each vital area, and updated and re-approved no less frequently than every 31 days. 
10 CFR 73.55(e)(9)(ii).  The licensee shall protect all vital area access portals and vital 
area  emergency exits with intrusion detection equipment and locking devices that 
allow rapid egress during an emergency and satisfy the vital area entry control 
requirements of this section. 
10 CFR 73.55(e)(9)(iii).  Unoccupied vital areas must be locked and alarmed. 

 
 

Request for Additional Information No. 3537 Revision 1 
 

10/5/2009 
 

William States Lee III, Units 1 and 2 
Duke Energy Carolinas, LLC 

Docket No. 52-018 and 52-019 
SRP Section: 13.06 - Physical Security 

Application Section: 13.6 
 
QUESTIONS for Reactor Security and Programs Branch (NSIR/DRP/RSPLB) 
 
13.06-7 

Physical Security Plan, Page 27, Section 15.1, 5th paragraph does not appear to 
describe illumination capabilities of patrol personnel.  Please clarify that security patrol 
personnel will be provided low-light technology in areas with less than 0.2 footcandle 
illumination.   
 
Regulatory Basis. 
10 CFR 73.55(i)(6)(ii).  The licensee shall provide a minimum illumination level of 0.2 
foot-candles, measured horizontally at ground level, in the isolation zones and 
appropriate exterior areas within the protected area.  Alternatively, the licensee may 
augment the facility illumination system by means of low-light technology..." 

 
 
13.06-8 

Physical Security Plan, Page 28, Section 15.3, paragraph (a).  Please clarify the location 
in which the subject IDS is installed (i.e., "Isolation Zone") and clarify how detection of 
attempted and/or actual penetration is accomplished external to the PA at the PAP.  
Verify the the PAP is located outside or concurrent with the PA perimeter consistent with 
10 CFR 73.55(g)(1)(i)(A).  In addition, please clarify the intent of the second paragraph.  
Describe whether the IDS at the PA perimeter is provided with an uninterruptable power 
source (UPS) and clarify the statement "commensurate with its role in the protective 
strategy". 
 
Regulatory Basis. 
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10 CFR 73.55(g)(1)(i)(A).  Locate access control portals outside of, or concurrent with, 
the physical barrier system through which it controls access. 
10 CFR 73.55(e)(8)(iv).  Where building walls or roofs comprise a portion of the 
protected area perimeter barrier, an isolation zone is not necessary provided that the 
detection and assessment requirements of this section are met, appropriate barriers are 
installed, and the area is described in the security plans. 
10 CFR 73.55(i)(3)(vii) Ensure intrusion detection and assessment equipment at the 
protected area perimeter remains operable from an uniterruptible power supply in the 
event of the loss of normal power. 

 
 

Request for Additional Information No. 3539 Revision 1 
 

10/5/2009 
 

William States Lee III, Units 1 and 2 
Duke Energy Carolinas, LLC 

Docket No. 52-018 and 52-019 
SRP Section: 13.06 - Physical Security 

Application Section: 13.6 
 
QUESTIONS for Reactor Security and Programs Branch (NSIR/DRP/RSPLB) 
 
13.06-5 
Physical Security Plan, Page 30, Section 15.5.1, 2nd paragraph, sub-paragraphs #2 & #3.  Please 
provide a general description of the term "periodically" and a general description of the remote location 
from which monitoring by security personnel will be performed to include the associated communication 
methods available to the subject security personnel for calling for assistance or initiating a response if 
needed.  This section of the PSP discusses actions to be taken upon detection of unauthorized 
activities in the OCA, but states that monitored surveillance is periodic.  Please clarify whether, upon 
detection, monitored surveillance (CCTV) will be used to track the detected activity or if it will 
continue to be only periodic. 
  
Regulatory Basis. 
10 CFR 73.55(i)(5)(ii).  The licensee shall provide continuous surveillance, observation, and monitoring 
of the owner controlled area as described in the security plans to detect and deter intruders and ensure 
the integrity of physical barriers or other components and functions of the onsite physical protection 
program.  Continuous surveillance, observation, and monitoring responsibilities may be performed by 
security personnel during continuous patrols, through the use of video technology, or by a 
 combination of both. 
 
 
13.06-6 
Physical Security Plan, Page 32, Section 16.2, 1st & 2nd paragraphs appear to be inconsistent.  The 
1st paragraph states that a conventional (hard-wired) telephone system is used and the 2nd paragraph 
states that "conventional cellular wireless devices" is used along with radios.  Please clarify the type of 
telephone system used or if the "cellular wireless" type is a third option that could be used if the 
hard-wire telephone and radio systems are not functioning. 
 
Regulatory Basis. 
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10 CFR 73.55(i)(4)(iii).  Applicants for an operating license under the provisions of part 50 of this 
chapter, or holders of a combined license under the provisions of part 52 of this chapter, shall 
construct, locate, protect, and equip both the central and secondary alarm stations to the standards for 
the central alarm station contained in this section.  Both alarm stations shall be equal and redundant, 
such that all functions needed to satisfy the requirements of this section can be performed in both alarm 
stations. 
 
10 CFR 73.55(j)(4).  The following continuous communication capabilities must terminate in both 
alarm stations required by this section: 
10 CFR 73.55(j)(4)(i).  Radio or microwave transmitted two-way voice communication, either directly 
or through an intermediary, in addition to conventional telephone service between local law 
enforcement authorities and the site.  

 
 

Request for Additional Information No. 3540 Revision 1 
 

10/6/2009 
 

William States Lee III, Units 1 and 2 
Duke Energy Carolinas, LLC 

Docket No. 52-018 and 52-019 
SRP Section: 13.06 - Physical Security 

Application Section: 13.6 
 
QUESTIONS for Reactor Security and Programs Branch (NSIR/DRP/RSPLB) 
 
13.06-33 

Physical Security Plan, Page 32, Section 16.2, 3rd paragraph appears to have 
inappropriately retained {bracketed text} from the security plan template in lieu of 
 replacing this text with site-specific information.  Specify other security personnel 
(by  title/position) designated as necessary to effectively implement the site protective 
 strategy. 
 
Regulatory Basis. 
10 CFR 73.55(a)(2).  The security plans must identify, describe, and account for site-
specific conditions that affect the licensee’s capability to satisfy the requirements of 
this section. 

 
 
13.06-34 

Physical Security Plan, Page 34, Section 18, 2nd paragraph, 5th sentence.  Please 
clarify the duties and responsibilities assigned to "Armed Responders."  Appendix A to 
the PSP indicates that armed responders must be available at all times inside the PA.  
However, the statement contained in parenthesis regarding performance of duties in the 
OCA (section 15.5.1 of the PSP) is not applicable to armed responders.  Please clarify 
this apparent discrepancy. 
 
Regulatory Basis. 
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10 CFR 73.55(k)(5)(iii).  Armed responders shall be available at all times inside 
the protected area and may not be assigned other duties or responsibilities that could 
interfere with their assigned response duties. 

 
 

 
Request for Additional Information No. 3542 Revision 1 

 
10/6/2009 

 
William States Lee III, Units 1 and 2 

Duke Energy Carolinas, LLC 
Docket No. 52-018 and 52-019 

SRP Section: 13.06 - Physical Security 
Application Section: 13.6 

 
QUESTIONS for Reactor Security and Programs Branch (NSIR/DRP/RSPLB) 
 
13.06-32 

Appendix B Training and Qualification Plan, Page B-5, Section 2.4, 2nd paragraph, 5th 
and 6th bullets.  The description provided does not address how "agility" will be 
demonstrated.  Generally, agility can be demonstrated by an individual through 
performing tactical movements through an area containing obstacles similar those that 
would be encountered during a response at the proposed site.  Please provide a general 
description of the physical fitness test to be used to determine "agility."   
 
Regulatory Basis. 
10 CFR Part 73, Appendix B, Section II, paragraph B.4.b(3).  The physical fitness test 
must include physical attributes and performance objectives which demonstrate the 
strength, endurance, and agility, consistent with assigned duties in the Commission-
approved security plans, licensee protective strategy, and implementing procedures 
during normal and emergency conditions. 

 
 

 
Request for Additional Information No. 3543 Revision 1 

 
10/6/2009 

 
William States Lee III, Units 1 and 2 

Duke Energy Carolinas, LLC 
Docket No. 52-018 and 52-019 

SRP Section: 13.06 - Physical Security 
Application Section: 13.6 

 
QUESTIONS for Reactor Security and Programs Branch (NSIR/DRP/RSPLB) 
 
13.06-24 
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Appendix C, Safeguards Contingency Plan, Page C-21, Section 4.5, 4th paragraph 
references a note.  Please clarify this note as it relates to site-specific position titles. 
 
Regulatory Basis. 
10 CFR Part 73, Appendix C, Section II, Paragraph B.3.a.  Organizational Structure.  
The safeguards contingency plan must describe the organization’s chain of command 
and delegation of authority during safeguards contingency events, to include a general 
description of how command and control functions will be coordinated and maintained. 

 
 
13.06-25 

Appendix C, Safeguards Contingency Plan, Page C-22, Section 5.2, 1st paragraph.  
Please clarify what is meant by the words "as described later" at the end of the last 
sentence. Please provide a direct reference to where this information can be found. 
 
Regulatory Basis. 
10 CFR 73.55 (k)(6)(i) Armed security officers, designated to strengthen onsite 
response capabilities, shall be onsite and available at all times to carry out their 
assigned response duties. 

 
 

 
Request for Additional Information No. 3545 Revision 1 

 
10/6/2009 

 
William States Lee III, Units 1 and 2 

Duke Energy Carolinas, LLC 
Docket No. 52-018 and 52-019 

SRP Section: 13.06 - Physical Security 
Application Section: 13.6 

 
QUESTIONS for Reactor Security and Programs Branch (NSIR/DRP/RSPLB) 
 
13.06-26 

Appendix C, Safeguards Contingency Plan, Page C-26, Section 8.  The 3rd paragraph 
appears to inappropriately equates defense-in-depth to the site protective strategy.  The 
intent of this section is to describe how the components of the physical protection 
program are coordinated/integrated into a comprehensive program that results in 
defense-in-depth.  This paragraph uses the term "formidable" to describe barriers.  
Physical barriers must be designed, constructed, and installed as needed to perform a 
specific function within the physical protection program.  The need for a specific function 
is determined by each applicant based on the site-specific analysis required by 10 CFR 
73.55(b)(4).  The term "formidable" does not describe the construction standard for 
physical barriers relative to the function each is intended to perform.  Please describe 
the types of physical barriers, the functions to be performed by each barrier/barrier 
system, and the general construction standards for each. 
  
Regulatory Basis. 
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10 CFR Part 73, Appendix C, Section II, Paragraph B.3.c. Safeguards Systems. 
The safeguards contingency plan must include a description of the physical security 
systems that support and influence how the licensee will respond to an event in 
accordance with the design basis threat described in § 73.1(a). The licensee’s 
description shall begin with onsite  physical protection measures implemented at the 
outermost facility perimeter, and must move inward through those measures 
implemented to protect target set equipment. 
(i)  Physical security systems and security systems hardware to be discussed 
include security systems and measures that provide defense in depth, such as physical 
barriers, alarm systems, locks, area access, armaments, surveillance, and 
communications systems. 
(ii) The specific structure of the security response organization to include the total 
number of armed responders and armed security officers documented in the approved 
security plans as a component of the protective strategy and a general description of 
response capabilities shall also be included in the safeguards contingency plan. 

 
 
13.06-27 

Appendix C, Safeguards Contingency Plan, Page C-26, Section 8.  The 4th paragraph, 
last sentence uses the term "critical" target sets.  The requirement for the 
development/identification of target sets as stated in 10 CFR 73.55(f) does not 
categorize target sets as critical or not critical.  Please clarify the meaning of the term 
"critical" as used in the 4th paragraph. 
 
Regulatory Basis. 
10 CFR Part 73, Appendix C, Section II, Paragraph B.3.c. Safeguards Systems. 
The safeguards contingency plan must include a description of the physical security 
systems that support and influence how the licensee will respond to an event in 
accordance with the design basis threat described in § 73.1(a). The licensee’s 
description shall begin with onsite  physical protection measures implemented at the 
outermost facility perimeter, and must move inward through those measures 
implemented to protect target set equipment. 
(i)  Physical security systems and security systems hardware to be discussed 
include security systems and measures that provide defense in depth, such as physical 
barriers, alarm systems, locks, area access, armaments, surveillance, and 
communications systems. 
(ii) The specific structure of the security response organization to include the total 
number of armed responders and armed security officers documented in the approved 
security plans as a component of the protective strategy and a general description of 
response capabilities shall also be included in the safeguards contingency plan. 

 
 
13.06-28 

Appendix C, Safeguards Contingency Plan, Page C-26, Section 8.  As written in the 7th 
paragraph, please clarify the term "vehicles."  It appears that this paragraph is 
addressing "land" vehicles only and is not addressing waterborne vehicles.  Please 
clarify what types of vehicles are being addressed in this paragraph.  In addition, please 
describe "how" the site-specific features are used to route vehicles to roads through use 
of the examples provided.  This paragraph also introduces the use of an OCA 
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checkpoint, which does not appear to be discussed elsewhere in the PSP.  Please clarify 
the location of the OCA checkpoint and clarify its function within the physical protection 
program, specifically its relationship to the VBS described in the PSP Section 11.2. 
  
The 8th paragraph of this section identifies an "Exclusion Area."  Please describe how 
this  exclusion area is used in relation to the OCA, PA, and VAs.  In addition, 
please clarify the role of "armed  responders" for monitoring the OCA checkpoint.   
  
The 9th paragraph of this section identifies "the main entrance road."  Please clarify this 
term, including a description of whether this main entrance  road is the same as the OCA 
checkpoint introduced in the 7th paragraph. 
  
Regulatory Basis. 
10 CFR Part 73, Appendix C, Section II, Paragraph B.3.c. Safeguards Systems. 
The safeguards contingency plan must include a description of the physical security 
systems that support and influence how the licensee will respond to an event in 
accordance with the design basis threat described in § 73.1(a). The licensee’s 
description shall begin with onsite  physical protection measures implemented at the 
outermost facility perimeter, and must move inward through those measures 
implemented to protect target set equipment. 
(i)  Physical security systems and security systems hardware to be discussed 
include security systems and measures that provide defense in depth, such as physical 
barriers, alarm systems, locks, area access, armaments, surveillance, and 
communications systems. 
(ii) The specific structure of the security response organization to include the total 
number of armed responders and armed security officers documented in the approved 
security plans as a component of the protective strategy and a general description of 
response capabilities shall also be included in the safeguards contingency plan. 

 
 
13.06-29 

Appendix C, Safeguards Contingency Plan, Page C-26, Section 8.  In the 12th 
paragraph, 1st sentence, please clarify if the identified VBS in the OCA is adjacent to the 
Isolation Zone, at the PA perimeter, or is located elsewhere within the OCA.  Describe 
or reference the criteria used to determine if VBS components, to include both natural 
and/or engineered/man-made structures satisfy NRC requirements.  This discussion 
should also address the applicability of the DBT waterborne vehicle bomb and whether 
measures are in place to detect and assess threats that may be directed from 
waterways. 
  
As described in the 13th paragraph of this section, please identify the primary power 
source for this active barrier, what type  of back-up power is used, and how the 
back-up power is protected to ensure its availability.  In addition, the 13th paragraph 
does not appear to identify search as a process prior to granting vehicle access.  Please 
provide this information, or justify its exclusion.   
  
Regulatory Basis. 
10 CFR Part 73, Appendix C, Section II, Paragraph B.3.c. Safeguards Systems. 
The safeguards contingency plan must include a description of the physical security 
systems that support and influence how the licensee will respond to an event in 
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accordance with the design basis threat described in § 73.1(a). The licensee’s 
description shall begin with onsite  physical protection measures implemented at the 
outermost facility perimeter, and must move inward through those measures 
implemented to protect target set equipment. 
(i)  Physical security systems and security systems hardware to be discussed 
include security systems and measures that provide defense in depth, such as physical 
barriers, alarm systems, locks, area access, armaments, surveillance, and 
communications systems. 
(ii) The specific structure of the security response organization to include the total 
number of armed responders and armed security officers documented in the approved 
security plans as a component of the protective strategy and a general description of 
response capabilities shall also be included in the safeguards contingency plan. 

 
 
13.06-30 

Appendix C, Safeguards Contingency Plan, Page C-26, Section 8. 
  
The 14th paragraph refers to an Integrated Response Plan but does not describe 
command and control protocols or communication methodologies to be used to
 implement this plan.  Please provide this information or justify its exclusion. 
   
In the 15th paragraph, please clarify what is meant by the phrase "strategically located" 
and identify  the general facility area(s) (OCA and/or PA) in which these delay fences, 
razor-wire, and other structures are used.  Clarify whether these features are identified in 
the site protective strategy and are needed to facilitate an effective response.  In 
addition, please clarify what is meant by the term "key" target-set components. 
  
In the 16th paragraph of this section, please clarify what is meant by the term 
"formidable" barrier system.  Please describe the general construction and function of 
the "formidable" barrier system.  Please clarify if the phrase "vital area equipment" is the 
same as vital equipment.  Clarify the fields of fire for armed responders relative to VAS, 
specifically, is the field of fire limited to only the VA access portal or does it encompass 
the entire vital area.  Clarify the types of controls (i.e., card readers, biometric systems, 
combination locks, key locks, access lists, etc.) used to limit  access to only 
authorized personnel.  Clarify the term "substantial" barriers and provide a general 
description of the types of barriers used, general construction standard, and the function 
the barrier is to perform.  Please clarify the term "critical" VA areas.  Clarify 
the intent/purpose of the 6th sentence relative to the statement that the VA barrier must 
be breached before this area can be reached...".  Clarify what "normal" industrial lighting 
is.   Lighting must be sufficient to facilitate detection, assessment, and response in 
accordance with site procedures.  Clarify where door alarms annunciate and who 
initiates response to an alarm annunciation. 
  
Regulatory Basis. 
10 CFR Part 73, Appendix C, Section II, Paragraph B.3.c. Safeguards Systems. 
The safeguards contingency plan must include a description of the physical security 
systems that support and influence how the licensee will respond to an event in 
accordance with the design basis threat described in § 73.1(a). The licensee’s 
description shall begin with onsite  physical protection measures implemented at the 
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outermost facility perimeter, and must move inward through those measures 
implemented to protect target set equipment. 
(i)  Physical security systems and security systems hardware to be discussed 
include security systems and measures that provide defense in depth, such as physical 
barriers, alarm systems, locks, area access, armaments, surveillance, and 
communications systems. 
(ii) The specific structure of the security response organization to include the total 
number of armed responders and armed security officers documented in the approved 
security plans as a component of the protective strategy and a general description of 
response capabilities shall also be included in the safeguards contingency plan. 

 
 
13.06-31 

Appendix C, Safeguards Contingency Plan, Page C-26, Section 8. 
  
The 17th paragraph of this section does not appear to identify armed security officers as 
part of the armed response team.  Please clarify, by position title, the personnel 
assigned to response team duties consistent with section 18 of the PSP.  
  
Please clarify the topic and intent of the 19th paragraph.  This paragraph addresses the 
site response to an insider threat, but does so in a manner that could be applicable to all 
emergency condition scenarios.  Clarify the function/role of the IMP within the physical 
protection program and the site-wide response to threats.  Describe the security actions 
to be taken if a site-specific insider threat is identified. 
  
In the 20th paragraph, please clarify the purpose/function of the VBS.  Please describe 
whether the function of the VBS is to prevent access to the PA or to prevent the 
DBT vehicle bomb from gaining proximity to personnel, systems, and equipment needed 
to prevent significant core damage and spent fuel sabotage (i.e., the safe-standoff 
distance). 
  
Regulatory Basis. 
10 CFR Part 73, Appendix C, Section II, Paragraph B.3.c. Safeguards Systems. 
The safeguards contingency plan must include a description of the physical security 
systems that support and influence how the licensee will respond to an event in 
accordance with the design basis threat described in § 73.1(a). The licensee’s 
description shall begin with onsite  physical protection measures implemented at the 
outermost facility perimeter, and must move inward through those measures 
implemented to protect target set equipment. 
(i)  Physical security systems and security systems hardware to be discussed 
include security systems and measures that provide defense in depth, such as physical 
barriers, alarm systems, locks, area access, armaments, surveillance, and 
communications systems. 
(ii) The specific structure of the security response organization to include the total 
number of armed responders and armed security officers documented in the approved 
security plans as a component of the protective strategy and a general description of 
response capabilities shall also be included in the safeguards contingency plan. 

 
 



P.Hastings 

14 
 

 



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /PageByPage
  /Binding /Left
  /CalGrayProfile (None)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /OK
  /CompatibilityLevel 1.4
  /CompressObjects /Tags
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJDFFile false
  /CreateJobTicket true
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.1000
  /ColorConversionStrategy /UseDeviceIndependentColor
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams false
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments true
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Preserve
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 150
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages false
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth 8
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /FlateEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 150
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages false
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth 8
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /FlateEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages false
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 450
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly true
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <FEFF004200720075006b00200064006900730073006500200069006e006e007300740069006c006c0069006e00670065006e0065002000740069006c002000e50020006f0070007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e00740065007200200073006f006d002000650072002000650067006e0065007400200066006f00720020007000e5006c006900740065006c006900670020007600690073006e0069006e00670020006f00670020007500740073006b007200690066007400200061007600200066006f0072007200650074006e0069006e006700730064006f006b0075006d0065006e007400650072002e0020005000440046002d0064006f006b0075006d0065006e00740065006e00650020006b0061006e002000e50070006e00650073002000690020004100630072006f00620061007400200065006c006c00650072002000410064006f00620065002000520065006100640065007200200035002e003000200065006c006c00650072002e>
    /PTB <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>
    /SUO <FEFF004b00e40079007400e40020006e00e40069007400e4002000610073006500740075006b007300690061002c0020006b0075006e0020006c0075006f0074002000410064006f0062006500200050004400460020002d0064006f006b0075006d0065006e007400740065006a0061002c0020006a006f0074006b006100200073006f0070006900760061007400200079007200690074007900730061007300690061006b00690072006a006f006a0065006e0020006c0075006f00740065007400740061007600610061006e0020006e00e400790074007400e4006d0069007300650065006e0020006a0061002000740075006c006f007300740061006d0069007300650065006e002e0020004c0075006f0064007500740020005000440046002d0064006f006b0075006d0065006e00740069007400200076006f0069006400610061006e0020006100760061007400610020004100630072006f0062006100740069006c006c00610020006a0061002000410064006f00620065002000520065006100640065007200200035002e0030003a006c006c00610020006a006100200075007500640065006d006d0069006c006c0061002e>
    /SVE <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>
    /ENU (Use these settings to create Adobe PDF documents suitable for compliance with 10CFR1, Appendix A.  Created PDF documents can be opened with Adobe Reader 5.0 and later.)
  >>
>> setdistillerparams
<<
  /HWResolution [300 300]
  /PageSize [612.000 792.000]
>> setpagedevice


