
HITACHI GE Hitachi Nuclear Energy

Richard E. Kingston
Vice President, ESBWR Licensing

PO Box 780
3901 Castle Hayne Road, M/C A-65
Wilmington, NC 28402-0780 USA

T 910.819.6192
F 910.362.6192
rick kingston@ge.com

MFN 09-078 Docket No. 52-010

February 2, 2009

U.S. Nuclear Regulatory Commission
11555 Rockville Pike
Document Control Desk
Rockville, MD 20852

Subject: Response to Portion of NRC Request for Additional
Information Letter No. 236 Related to ESBWR Design
Certification Application - RAI Number 14.3-402

Enclosures 1 and 2 contain the GE Hitachi Nuclear Energy (GEH) response to
RAI Number 14.3-402 from the U.S. Nuclear Regulatory Commission (NRC)
Request for Additional Information (RAI) sent by NRC letter dated August 5,
2008.

Verified DCD changes associated with this RAI response are identified in the

enclosed DCD markups by enclosing the text within a black box

If you have any questions or require additional information, please contact me.

Sincerely,

E . e-t;vjý
Richard E. Kingston
Vice President, ESBWR Licensing

7-Yoý



MFN 09-078
Page 2 of 2

Reference:

1. MFN 08-625, Letter from U.S. Nuclear Regulatory Commission to Robert
E. Brown, Request For Additional Information Letter No. 236 Related To
ESBWR Design Certification Application, dated August 5, 2008

Enclosures:

1. Response to Portion of NRC Request for Additional Information Letter
No, 236 Related to ESBWR Design Certification Application - RAI
Number 14.3-402

2. Response to Portion of NRC Request for Additional Information Letter
No. 236 Related to ESBWR Design Certification Application - DCD Tiers
1 & 2 Markups for RAI Number 14.3-402

cc:
AE Cubbage
RE Brown
DH Hinds
eDRF Section:

USNRC (with enclosures)
GEH/Wilmington (with enclosures)
GEH/Wilmington (with enclosures)
0000-0094-0910 (RAI 14.3-402)



MFN 09-078

Enclosure I

Response to Portion of NRC Request for
Additional Information Letter No. 236

Related to ESBWR Design Certification Application

RAI Number 14.3-402



MFN 09-078
Enclosure 1 Page 1 of 3

NRC RAI 14.3-402

In reviewing the response to RAI 14.3-265, the staff finds that additional ITAAC are
needed and there are many inconsistencies between Tier I and Tier 2 and within Tier 2
that need to be addressed. Note that RAIs 14.3-265 Supplement 1,14.3-403, 7.1-99,
7.1-100, and 7. 1-101 are interrelated and should be considered collectively but for ease
of tracking were split into multiple RAIs. DCD Tier 1, Tables 2.7. 1-1 (Main Control
Room), 2.16.2-2 (RBVS), 2.16.2-4 (CRHAVS), and 2.16.2-6 (EFUs) contain ITAAC,
which states that, "... software is developed in accordance with the software
development program described in Section 3.2." The ITAAC in DCD Tier 1, Table 3.2-1
each state that, "The results summary report(s) address the ESBWR safety-related
systems described in Table 2.2. 10-1 and their associated safety-related functions."
However, the identified systems are not included in Table 2.2. 10-1, which indicates that
they will not be included in the software development results summary reports. Revise
DCD Tier I to provide results summary reports for all systems with ITAAC invoking the
software development program described in DCD Tier 1, Section 3.2.

GEH Response

In reviewing the response to RAI 14.3-265, the staff finds that additional ITAAC are
needed and there, are many inconsistencies between Tier I and Tier 2 and within Tier 2
that need to be addressed.

Concur.

Note that RAIs 14.3-265 Supplement 1,14.3-403, 7.1-99, 7.1-100, and 7.1-101 are
interrelated and should be considered collectively but for ease of tracking were split into
multiple RAIs.

Concur with the following exception: RAI number 14.3-403 is a typo and should actually
refer to this RAI, 14.3-402.

DCD Tier 1, Tables 2.7.1-1 (Main Control Room), 2.16.2-2 (RBVS), 2.16.2-4
(CRHAVS), and 2.16.2-6 (EFUs) contain ITAAC which states that, "... software is in
accordance with the software development program described in Section 3.2." The
ITAAC in DCD Tier 1, Table 3.2-1 each state that, "The results summary report(s)
address the ESBWR safety-related systems described in Table 2.2.10-1 and their
associated safety-related functions. " However, the identified systems are not included in
Table 2.2. 10-1, which indicates that they will not be included in the software
development results summary reports. Revise DCD Tier I to provide results summary
for all systems with ITAAC invoking the software development program described in
DCD Tier 1, Section 3.2.

Concur. DCD Tier 1, in general, will be revised to remove ITAAC in various sections that
states: "...software is developed in accordance with the software development program
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described in Section 3.2." The software ITAAC will only show up in DCD Tier 1 in one
place, Section 3.2. Instead of ITAAC in each section, a new paragraph in the design
description will refer to Section 3.2 for the software ITAAC. Section 3.2 will also be
revised to describe the hardware/software development process in accordance with the
requirements from the licensing topical reports entitled ESBWR Software Management
Program Manual (SMPM) and ESBWR Software Quality Assurance Program Manual
(SQAPM). Subsection 14.3.11 will be revised to indicate Tier 2* designations for the
SMPM and the SQAPM in-Section 14.3. The development process will focus on
implementing the I&C platforms.

To support this change, Tables 2.2.10-1 and 2.2.11-1, will be revised to clarify the
relationship between the Q-DCIS hardware/software platforms or N-DCIS network
segments that implement the functions described in the other applicable subsections of
DCD Tier 1. Tables 14.3-4 and 14.3-5, will be revised to clarify the relationship between
the Q'-DCIS hardware/software platforms or N-DCIS network segments that implement
the functions described in the other applicable subsections of DCD Tier 2. Subsections
2.2.10 and 2.2.11, will be revised to indicate conformance to platform or network
segment software development and associated acceptance criteria.

As described in Section 14.3, only platforms that perform safety-related functions or
functions identified by the RTNSS process rise to the level of material that needs to be
included in DCD Tier 1. DCD Tier 2, Chapter 7, Subsection 7.1.1, will be revised to
reflect the changes made in DCD Tier 1, Section 3.2. DCD Tier 2, Subsection 14.3.3.2
provides the acceptance criteria for the software plans and shows such detail that is not
marked proprietary in the SMPM and SQAPM, and pointers to the sections in the
SMPM and SQAPM, where such detail is marked as proprietary in the SMPM and
SQAPM. The acceptance criteria for the development of the software plans in DCD Tier
1, Section 3.2, Table 3.2-1, is shown in DCD Tier 2, Subsection 14.3.3.2. The
information in DCD Tier 2 that contains the acceptance criteria is marked Tier 2*. This
organization follows the guidance in the Standard Review Plan NUREG 0800, Section
14.3, Page 19, which states for detailed supporting information in DCD Tier 2 that does
not lend itself to concise verification the acceptance criteria may be that a report "exists"
that concludes the design commitments are met.
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DCD Impact

DCD Tier 1, Subsections 2.2.10 and 2.2.11, will be revised in Revision 6 as shown in
response to this RAI.

DCD Tier 1, Tables 2.2.10-1, 2.2.11-1 and 3.2-1, will be revised in Revision 6 as shown

in response to this RAI.

DCD Tier 1, Section 3.2, will be revised in Revision 6 as shown in response to this RAI.

DCD Tier 2, Chapter 7, Subsection 7.1.1, will be revised in Revision 6 as shown in
response to this RAI.

DCD Tier 2, Subsections 14.3.3.2 and 14.3.11, will be revised in Revision 6 as shown in
response to this RAI.

DCD Tier 2, Tables 14.3-4 and 14.3-5, will be revised in Revision 6 as shown in
response to this RAI.
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2.2.10 Safety-Related Distributed Control and Information System

Design Description

The Safety-Related Distributed Control and Information System (Q-DCIS) is the desigRation
given to the oellection of ha-rdare and seftware that cmpr-ise the safety related peions of the
ystems listed- in Tble 2,.2.10 1. comprise the platforms that are defined in Table 2.2.10-l1

These platforms comprise systems of integrated software and hardware elements. Q-DCIS
platform software is developed in accordance with the software development program described
in Section 3.2. Conformance with IEEE Standard 603 requirements by the Q-DCIS platforms is
addressed in Subsection 2.2.15.

Inspections, Tests, Analyses and Acceptance Criteria

The. inspections, tests, and/or analyses, togeher vitth ssociated aceptance citeria for- DCIS are
contained within the tT^AG tables for the systems* in Table 2.2.10 !.Subsection 2.2.15 and
Section 3.2 provide the inspections, tests, and/or analyses, together with associated acceptance
criteria for the Q-DCIS platforms.

2.2-93



26A6641AB Rev. 06
ESBWR Design Control Document/Tier 1

Table 2.2.10 1

Systems and Functions Comprising The Q DGTS

system-04 4  Subseetioai

Nuclear- Boiler System24,

Standby Liquid Control2,2

Neutron Monitoring System 2.--

Remote Shutdown System2--.

Reactor Protection System2--.

Leak Detection and iselation System..1

Engineered Safet Features Safety System Logic- and 221

Diver-se inistrumentation and Control System

Proceess RMadi-at-ion M~onitoring System 2.l

isolation Conidenser System 2A44

Emergeney' Core Cooling Systems Gra-vity Dr-ive 244.
CooingSy~ei

Containmnent Monitoring System 2 .
P Suppr-essioni Pool Temper-atur-e Monitor-ing

Po2st Accident Monitorin 0ntrmetation 3.

~ Saetyrelated potioins only

2.2-94
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Table 2.2.10-1

Q-DCIS Platforms

Platform Software Project

Reactor Trip & Isolation System RTIF
Function Neutron Monitoring

System (RTIF-NMS) NMS

Safety System Logic & Control / SSLC
Engineered Safety Features ESF

(SSLC/ESF) Platform

Independent Control Platform VBIF
(ICP) ATWS/SLC

2.2-95
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2.2.11 Nonsafety-Related Distributed Control and Information System

Design Description

The Nonsafety-Related Distributed Control and Information System (N-DCIS) is the designation
ni wn tri thfn 16r- ntn n Af h arAx~ac n criflx•ar th, at ff.inr P.+ thi Anc ntx _rnl t...
Fý' ý ý U" aý ýUýý U "U &JL. aL, L, UUUQU X-L.L. L1 L.

instrumentation, controls and monitoring systems and/or functions. A subset of the N-DCIS
comprise the network segments that are defined in Table 2.2.11-1. These network segments
comprise systems of integrated software and hardware elements. N-DCIS network
segment software is developed in accordance with the software development program described
in Section 3.2.

N DCIS h.as no safety related functioný.

N DGIS includes the systems listed in Table 2.2.11 1.

Inspections, Tests, Analyses-and Acceptance Criteria

Section 3.2 provides the inspections, tests, and/or analyses, together with associated acceptance
criteria for the N-DCIS network segments.The inspections, tests, and..or analyses, together .it
asseeiated acceptance crfiterwia for IN DCIS are containied (as r-equired) within the 1TA.6k tables for the
systems in Table 2.2.11-1.

2.2-96
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Table 2.2.11-1

N-DCIS Network Segments

GENE (DPS)

PIP A and PIP B (FAPCS and Supporting
Systems)

2.2-97
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Table 2.2.11 1
- - - ~1 ~ ---'--- rl'aL • ]kT "lr•Ll"lTO

Systems. and runetions Comprlsing TheCi U1

System- (44  Subseetion

-Ro -d Con A;..tro an A-1I. l.fA :nora tion S y ste 2-

Control Rod Drive System 22
P..RP Hydr.aulic System

Feedwater Control System

Remote Shutdown System 24-2-6
gNonsafcty related VPDts

IP,,1 An A.] ;I ... D4 -4'' 1; .,

Pla teAtmationl System 22

Steam By-pass and Pressure Control Systemf

DiereIntumentation and- Con-t-rol System 2~.2.44
D Diverse Protection System~

Reactor Water- Cleanup/Shutdown Cooling Syste 2,64

Fuel and Auxiliary Peels Cooling System 26

Main Control Room Panels 27
ONonisafeaty related VDUs-

Condensate and Feedvw'aer- System 2. i-i.

Condenisate Purification-Systemf 244-.3

Turbine Generator- System 2.-4.4
E Tur-bine Generator- ControlSstm

Reacter- Component Cooling Wate System 24 2.3

T-urbine CmponentCooling Water Syst-em 242.4

Chilled Water System 2.2.5

Plant Service Water Syste 2.42.

Instrument Air- System 24 i2.9

Electrical Pow,,er Distribution Syste 24344

Standby On Site. Powver Supply 243.4

DWA Cooling System . 2.5.6

Plant Service Water- System 4-4
l •A Ee'OP•Dg-_..

44-NI P-+ , !ý+ A +; I I
VT1 3 yJ fl

1 1 1
U 0 tIfl.f. OF.J ISI ORI y

. 2.2-98
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3.2 SOFTWARE DEVELOPMENT

Inspections, Tests, Analyses, and Acceptance Criteria Summary

Design Description

The safety-related Distributed Control and Information Systems (Q-DCIS) comprise the
platforms that are defined in Table 2.2.10-1. A subset of the nonsafety-related Distributed
Control and Information Systems (N-DCIS) comprise the network segments that are defined in
Table 2.2.11-1. These platforms or network segments comprise systems of integrated software
and hardware elements. Software projects are developed for the various platforms or network
segments.

Each platform or network segment software project follows a development process that

comprises the following 3-stages:

(1) Develop the platform or network segment software plans and cyber security programs for
each platform. I Design Acceptance Criteria}l}

(2) Implement the software projects for each platform or network segment in accordance
with the approved platform or network segment software plans and cyber security
programs to ensure the process produces adequate software products at the conclusion of
each software life-cycle phase baseline as documented by the life-cycle phase Summary
Baseline Review Records (BRR).

(3) Perform a multiple-phase test process as part of the installation phase to confirm that the
as-built platform or network segment performs as designed.

In support of the above described software develonment process. the followine 3-stage software
design commitments are made:

lal. The SMP is developed for the RTIF software project.

Ia2. The SMP is developed for the NMS software project.

1 a3. The SMP is developed for the SSLC/ESF software project.

I a4. The SMP is developed for the ATWS/SLC software proiect.

la5. The SMP is developed for the VBIF logic processor software project.

1 a6. The SMP is developed for the GENE DPS software project.

la7. The SMP is developed for the PIP software project.

ibI. The SDP is developed for the RTIF software project.

Ib2. The SDP is developed for the NMS software proiect.

Ib3. The SDP is developed for the SSLC/ESF software project.

lb4. The SDP is developed for the ATWS/SLC software project.

Ib5. The SDP is developed for the VBIF logic processor software project.

I b6. The SDP is developed for the GENE DPS software project.

I b7. The SDP is developed for the PIP software project.
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Id. The SIntP is developed for the RTIF software project.

1c2. The SIntP is developed for the NMS software proiect.

Ic3. The SIntP is developed for the SSLC/ESF software project.

Ic4. The SIntP is developed for the ATWS/SLC software project.

I c5. The SIntP is developed for the VBIF logic processor software proiect.

lc6. The SIntP is developed for the GENE DPS software project.

lc7. The SIntP is developed for the PIP software project.

Idl. The SIP is developed for the RTIF software project.

ld2. The SIP is developed for the NMS software project.

Sd3. The SIP is developed for the SSLC/ESF software proiect.

I d4. The SIP is developed for the ATWS/SLC software project.

1d5. The SIP is developed for the VBIF logic processor software project.

ld6. The SIP is developed for the GENE DPS software project.

Id7. The SIP is developed for the PIP software project.

lel. The SOMP is developed for the RTIF software project.

Ie2. The SOMP is developed for the NMS software project.

le3. The SOMP is developed for the SSLC/ESF software project.

le4. The SOMP is developed for the ATWSiSLC software project.

1e5. The SOMP is developed for the VBIF logic processor software project.

le6. The SOMP is developed for the GENE DPS software project.

1e7. The SOMP is developed for the PIP software project.

I fl. The STrngP is developed for the RTIF software project.

1 f2. The STrngP is developed for the NMS software project.

113. The STrngP is developed for the SSLC/ESF software project.

lf4. The STrngP is developed for the ATWS/SLC software project.

I f5. The STrngP is developed for the VBIF logic processor software project.

I f6. The STrngP is developed for the GENE DPS software proiect.

117. The STrngP is developed for the PIP software project.

1 gI. The SQAP is developed for the RTIF software proiect.

lg2. The SQAP is developed for the NMS software project.

I g3. The SQAP is developed for the SSLC/ESF software project.

0g4. The SQAP is developed for the ATWS/SLC software proiect.

3.2-2
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1g5. The SQAP is developed for the VBIF logic processor software project.

1 R6. The SQAP is developed for the GENE DPS software project.

1 R7. The SQAP is developed for the PIP software project.

MhI. The SSP is developed for the RTIF software project.

I h2. The SSP is developed for the NMS software project.

lh3. The SSP is developed for the SSLC/ESF software project.

lh4. The SSP is developed for the ATWS/SLC software project.

lh5. The SSP is developed for the VBIF logic processor software project.

Ih6. The SSP is developed for the GENE DPS software project.

1h7. The SSP is developed for the PIP software project.

IiI. The SVVP is developed for the RTIF software project.

1 i2. The SVVP is developed for the NMS software project.

1 i3. The SVVP is developed for the SSLC/ESF software project.

I i4. The SVVP is developed for the ATWS/SLC software project.

I i5. The SVVP is developed for the VBIF logic processor software project.

li6. The SVVP is developed for the GENE DPS software project.

I i7. The SVVP is developed for the PIP software project.

IjI. The SCMP is developed for the RTIF software project.

I j2. The SCMP is developed for the NMS software proiect.

lW3. The SCMP is developed for the SSLC/ESF software project.

I i4. The SCMP is developed for the ATWS/SLC software project.

I j5. The SCMP is developed for the VBIF logic processor software project.

1 i6. The SCMP is developed for the GENE DPS software project

I j7. The SCMP is developed for the PIP software project.

Iki. The STP is developed for the RTIF software project.

lk2. The STP is developed for the NMS software project.

Ik3. The STP is developed for the SSLC/ESF software proiect.

Ik4. The STP is developed for the ATWS/SLC software project.

Sk5. The STP is developed for the VBIF logic processor software project.

lk6. The STP is developed for the GENE DPS software proiect.

Ik7. The STP is developed for the PIP software project.

ll. The CvSP is developed for the RTIF software project.

3.2-3
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112. The CySP is developed for theNMS software project.

113. The CySP is developed for the SSLC/ESF software project.

114. The CySP is developed for the ATWS/SLC software project.

115. The CySP is developed for the VBIF logic processor software project.

116. The CvSP is developed for the GENE DPS software project.

117. The CySP is developed for the PIP software project.

2a1. Planning Phase Summary BRR is produced for the RTIF software project.

2a2. Planning Phase Summary BRR is produced for the NMSF software project.

2a3. Planning Phase Summary BRR is produced for the SSLC/ESF software proiect.

2a4. Planning Phase Summary BRR is produced for the ATWS/SLC software proiect.

2a5. Planning Phase Summary BRR is produced for the VBIF Logic processor software
project.

2a6. Planning Phase Summary BRR is produced for the GENE DPS software project.

2a7. Planning Phase Summary BRR is produced for the PIP software project.

2bI. Requirements Phase Summary BRR is produced for-the RTIF software project.

2b2. Requirements Phase Summary BRR is produced for the NMSF software project.

2b3. Requirements Phase Summary BRR is produced for the SSLC/ESF software project.

2b4. Requirements Phase Summary BRR is produced for the ATWS/SLC software project.

2b5. Requirements Phase Summary BRRis produced for the VBIF Logic processor
software project.

2b6. Requirements Phase Summary BRR is produced for the GENE DPS software project.

2b7. Requirements' Phase Summary BRR is produced for the PIP software project.

2c 1. Design Phase Summary BRR is produced for the RTIF software project.

2c2. Design Phase Summary BRR is produced for the NMSF software project.

2c3. Design Phase Summary BRR is produced for the SSLC/ESF software project.

2c4. Design Phase Summary BRR is produced for the ATWS/SLC software project.

2c5. Design Phase Summary BRR is produced for the VB1F Logic processor software
project.

2c6. Design Phase Summary BRR is produced for the GENE DPS software project.

2c7. Design Phase Summary BRR is produced for the PIP software project.

2d1. Implementation Phase Summary BRR is produced for the RTIF software project.

2d2. Implementation Phase Summary BRR is produced for the NMSF software project.

3.2-4
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2d3. Implementation Phase Summary BRR is produced for the SSLC/ESF software
project.

2d4. Implementation Phase Summary BRR is produced for the ATWS/SLC software
proiect.

2d5. Implementation Phase Summary BRR is produced for the VBIF Logic processor
software project.

2d6. Implementation Phase Summary BRR is produced for the GENE DPS software
project.

2d7. Implementation Phase Summary BRR is produced for the PIP software project.

2e1. Test Phase Summary BRR is produced for the RTIF software project.

2e2. Test Phase Summary BRR is produced for the NMS software project.

2e3. Test Phase Summary BRR is produced for the SSLC/ESF software project.

2e4. Test Phase Summary BRR is produced for the ATWS/SLC software proiect.

2e5. Test Phase Summary BRR is produced for the VBIF Logic processor software
project.

2e6. Test Phase Summary BRR is produced for the GENE DPS software project.

2e7. Test Phase Summary BRR is produced for the PIP software proiect.

3a]. Installation Phase Summary BRR is produced for the RTIF software project and will
include the results summary report for the Factory Acceptance Test (FAT) that
confirms that each part of the as-built RTIF software project performs as designed.

3a2. A FAT is performed on the RTIF software project.

3a3. A cyber security FAT is performed on the RTIF software project.

3b]. Installation Phase Summary BRR is produced for the NMS software project and will
include the results summary report for the Factor Acceptance Test (FAT) that
confirms that each part of the as-built NMS software project performs as designed.

3b2. A FAT is performed on the NMS software proiect.

3b3. A cyber security FAT is performed on the NMS software project.

3cd. Installation Phase Summary BRR is produced for the SSLC/ESF software project and
will include the results summary report for the Factory Acceptance Test (FAT) that
confirms that each part of the as-built SSLC/ESF software project performs as
designed.

3c2. A FAT is performed on the SSLC/ESF software project.

3c3. A cyber security FAT is performed on the SSLC/ESF software project.

3d1. Installation Phase Summary BRR is produced for the ATWS/SLC software project
and will include the results summary report for the Factory Acceptance Test (FAT)
that confirms that each part of the as-built ATWS/SLC software project performs as
designed.

3.2-5
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3d2. A FAT is performed on the ATWS/SLC software project.

3d3. A cyber security FAT is performed on the ATWS/SLC software project.

3el. Installation Phase Summary BRR is produced for the VBIF Logic processor software
project and will include the results summary report for the Factory Acceptance Test
(FAT) that confirms that each part of the as-built VBIF Logic processor software
project performs as designed.

3e2. A FAT is performed on the VBIF Logic processor software project.

3e3. A'cyber security FAT is performed on the VBIF Logic processor software project.

3f]. Installation Phase Summary BRR is produced for the GENE DPS software project
and will include the results summary report for the Factory Acceptance Test (FAT)
that confirms that each part of the as-built GENE DPS software proiect performs as
designed.

3f2. A FAT is performed on the GENE DPS software project.

3f3. A cyber security FAT is performed on the GENE DPS software project.

3gl. Installation Phase Summary BRR is produced for the PIP software proiect and will
include the results summary report for the Factory Acceptance Test (FAT) that
confirms that each part of the as-built PIP software proiect performs-as designed.

3g2. A FAT is performed on the PIP software project.

3g3. A cyber security FAT is performed on the PIP software proiect.

3h. Installation Phase Summary BRR is produced and will include the results summary
renort for the Site Accentance Test (SAT) that uses overlanning tests and confirms
that the as-built platforms or network segments are capable of operating as designed
as documented in the FAT reports and cyber security FAT reports and when
integrated as a complete ESBWR instrumentation and control system with sensors
and actuators using overlannring tests in cbniunction with the SAT.

3il. A SAT is performed on the RTIF software project.

3i2. A cyber security SAT is performed on the RTIF software project.

3i 2. A SAT is performed on the NMS software project.

3j2. Acyber security SAT is performed on the NMS software project.

3ki. A SAT is performed on the SSLC/ESF software proiect.

3k2. A cyber security SAT is performed on the SSLC/ESF software project.

311. A SAT is performed on the ATWS/SLC software project.

312. A cyber security SAT is performed on the ATWS/SLC software project.

3m]. A SAT is performed on the VBIF Logic processor software proiect.

3m2. A cvber security SAT is performed on the VBIF Logic processor software project.

3n1. A SAT is performed on the GENE DPS software project.

3.2-6
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3n2. A cyber security SAT is performed on the GENE DPS software project.

3ol. A SAT is performed on the PIP software project.

3o2. A cyber security SAT is performed on the PIP software project.

Inspections, Tests, Analyses and Acceptance Criteria

Table 3.2-1 defines the inspections, tests and analyses, together with associated acceptance
criteria, which will be applied to the software and hardware platforms or network segments.

To avoid issues associated with rapid obsolescence of instrumentation and control system
structures, systems, and components, details of the system design may not be complete before
the NRC issuance of a design certification. Therefore, the portions of the system design that
define the governing design processes and develop the system acceptance criteria are marked as
f Design Acceptance Criterial .
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Table 3.2-1
ITAAC For Software Development

Design Commitment Inspections, Tests, Analyses Acceptance Criteria

lal. The SMP is developed for the RTIF Inspection of the SMP for the RTIF Inspection report(s) exist and conclude that
software project. software projects will be performed, the SMP for the RTIF software proiects

{{Design Acceptance Criteria} } complies with the SMP criteria. f{Design
Acceptance CriteriaU }

la2. The SMP is developed for the NMS Inspection of the SMP for the NMS Inspection report(s) exist and conclude that
software project. software projects will be performed, the SMP for NMS software projects

{Design Acceptance Criteria} } complies with the SMP criteria. f {Design
Acceptance Criterial I

Sa3. The SMP is developed for the Inspection of the SMP for the SSLC/ESF Inspection report(s) exist and conclude that
SSLC/ESF software project. software projects will be performed. the SMP for SSLC/ESF software projects

f {Design Acceptance Criteria} I complies with the SMP criteria. f fDesign
Acceptance Criteria} a

I a4 The SMP is developed for the Inspection of the SMP for the ATWS/SLC Inspection report(s) exist and conclude that
ATWS/SLC software proiect. software projects will be performed. the SMP for ATWS/SLC software projects

{f Design Acceptance Criterial I complies with the SMP criteria. f {Design
Acceptance CriteriaU }

I a5. The SMP is developed for the VBIF Inspection of the SMP for the VBIF logic Inspection report(s) exist and conclude that
logic processor software project. processor software projects will be the SMP for VBIF logic processor software

performed. { IDesign Acceptance projects complies with the SMP criteria.
Criteria}} {JDesign Acceptance Criteria}

1a6. The SMP is developed for the GENE Inspection of the SMP for the GENE DPS Inspection report(s) exist and conclude that
DPS software project. software projects will be performed. the SMP for GENE DPS software projects

ffDesign Acceptance Criterial I complies with the SMP criteria. {fDesign
Acceptance CriteriaU }
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Table 3.2-1
ITAAC For Software Development

Design Commitment Inspections, Tests, Analyses Acceptance Criteria

1a7. The SMP is developed for the PIP Inspection of the SMP for the PIP software Inspection report(s) exist and conclude that
software project. projects will be performed. fDesign the SMP for PIP software projects

Acceptance Criteria}l} complies with the SMP criteria. f IDesign
Acceptance Criteriaa }

Ibl. The SDP is developed for the RTIF Inspection of the SDP for the RTIF Inspection report(s) exist and conclude that
software project. software projects will be performed. the SDP for the RTIF software projects

{f Design Acceptance Criterial I complies with the SDP criteria. {I{Design
Acceptance Criteria} I

1b2. The SDP is developed for the NMS Inspection of the SDP for the NMS Inspection report(s) exist and conclude that
software project. software projects will be performed, the SDP for NMS software proiects

{I{Design Acceptance Criteria} I complies with the SDP criteria. { {Design
Acceptance Criterial I

I b3. The SDP is developed for the Inspection of the SDP for the SSLC/ESF Inspection report(s) exist and conclude that
SSLC/ESF software project, software projects will be performed, the SDP for SSLC/ESF software projects

f IDesign Acceptance Criteria}l complies with the SDP criteria. f IDesign
Acceptance Criterial I

Mb4 The SDP is developed for the Inspection of the SDP for the ATWS/SLC Inspection report(s) exist and conclude that
ATWS/SLC software project, software projects will be performed. the SDP for ATWS/SLC software projects

f Design Acceptance Criterial I complies with the SDP criteria. IfDesign
Acceptance Criteriaa }

I b5. The SDP is developed for the VBIF Inspection of the SDP for the VBIF logic Inspection report(s) exist and conclude that
logic processor software project. processor software projects will be the SDP for VBIF logic processor software

performed. llDesign Acceptance projects complies with the SDP criteria.
Criterial f f {Design Acceptance CriteriaU }
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Table 3.2-1
ITAAC For Software Development

Design Commitment Inspections, Tests, Analyses Acceptance Criteria

1b6. The SDP is developed for the GENE Inspection of the SDP for the GENE DPS Inspection report(s) exist and conclude that
DPS software project. software projects will be performed, the SDP for GENE DPS software projects

{Design Acceptance Criterial I complies with the SDP criteria. f fDesign
Acceptance Criteria} }

lb7. The SDP is developed for the PIP Inspection of the SDP for the PIP software Inspection report(s) exist and conclude that
software project. projects will be performed. I fDesign the SDP for PIP software projects complies

Acceptance Criteria}l} with the SDP criteria. f fDesign
Acceptance Criteria} }

Id. The SIntP is developed for the RTIF Inspection of the SIntP for the RTIF Inspection report(s) exist and conclude that
software project. software projects will be performed, the SlntP for the RTIF software projects

f{Design Acceptance Criterial I complies with the SIntP criteria. f{Design
Acceptance Criteria} }

1c2. The SIntP is developed for the NMS Inspection of the SIntP for the NMS Inspection report(s) exist and conclude that
software project. software proiects will be performed, the SIntP for NMS software projects

I {Design Acceptance Criteria} } complies with the SIntP criteria. f fDesign
Acceptance Criteria} }

lc3. The SlntP is developed for the Inspection of the SIntP for the SSLC/ESF Inspection report(s) exist and conclude that
SSLC/ESF software project. software projects will be performed. the SIntP for SSLC/ESF software projects

{Design Acceptance Criteria2 I complies with the SIntP criteria. f fDesign
Acceptance Criterial }

lc4. The SIntP is developed for the Inspection of the SIntP for the ATWS/SLC Inspection report(s) exist and conclude that
ATWS/SLC software project.- software projects will be performed, the SlntP for ATWS/SLC software projects

f Design Acceptance Criterial} complies with the SlntP criteria. I IDesign
Acceptance Criteria} }
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Table 3.2-1
ITAAC For Software Development

Design Commitment Inspections, Tests, Analyses Acceptance Criteria

1c5. The SlntP is developed for the VBIF Inspection of the SIntP for the VBIIF logic Inspection report(s) exist and conclude that
logic processor software project. processor software projects will be the SIntP for VBIF logic processor

performed. { {Design Acceptance software proiects complies with the SIntP
Criteria} } criteria. f f Design Acceptance Criterial I

Ic6. The SlntP is developed for the Inspection of the SIntP for the GENE DPS Inspection report(s) exist and conclude that
GENE DPS software project. software projects will be performed. the SIntP for GENE DPS software projects

f {Design Acceptance Criterial I complies with the SIntP criteria. f{ Design
Acceptance Criterial }

1c7. The SIntP is developed for the PIP Inspection of the SIntP for the PIP Inspection report(s) exist and conclude that
software project. software projects will be performed. the SlntP for PIP software projects

f Design Acceptance Criterial I complies with the SIntP criteria. f fDesign
Acceptance Criterial I

idl. The SIP is developed for the RTIF Inspection of the SIP for the RTIF software Inspection report(s) exist and conclude that
software project. projects will be performed. f{ Design the SIP for the RTIF software projects

Acceptance Criterial I complies with the SIP criteria. f I Design
Acceptance Criterial I

I d2. The SIP is developed for the NMS Inspection of the SIP for the NMS software Inspection report(s) exist and conclude that
software prQject. projects will be performed. f MDesign the SIP for NMS software projects

Acceptance Criterial I complies with the SIP criteria. f Design
Acceptance CriteriaL }

1d3. The SIP is developed for the Inspection of the SIP for the SSLC/ESF Inspection report(s) exist and conclude that
SSLC/ESF software proiect. software projects will be performed, the SIP for SSLC/ESF software projects

f f Design Acceptance Criterial I complies with the SIP criteria. f fDesign
Acceptance CriteriaL I
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Table 3.2-1
ITAAC For Software Development

Design Commitment Inspections, Tests, Analyses Acceptance Criteria

ld4. The SIP is developed for the Inspection of the SIP for the ATWS/SLC Inspection report(s) exist and conclude that
ATWS/SLC software project. software projects will be performed, the SIP for ATWS/SLC software projects

{ {Design Acceptance Criteria} I complies with the SIP criteria. f IDesign
Acceptance Criterial }

ld5. The SIP is developed for the VBIF Inspection of the SIP for the VBIF logic Inspection report(s) exist and conclude that
logic processor software project. processor software proiects will be the SIP for VBIF logic processor software

performed. { {Design Acceptance projects complies with the SIP criteria.
Criteria} } {f Design Acceptance Criteria}}

Sd6. The SIP is developed for the GENE Inspection of the SIP for the GENE DPS Inspection report(s) exist and conclude that
DPS software project. -software projects will be performed. the SIP for GENE DPS software projects

{I Design Acceptance Criteria} I complies with the SIP criteria. { {Design
Acceptance Criterial I

Sd7. The SIP is developed for the PIP Inspection of the SIP for the PIP software Inspection report(s) exist and conclude that
software project. projects will be performed. f fDesign the SIP for PIP software projects complies

Acceptance Criterial } with the SIP criteria. f IDesign Acceptance
Criterial}

lel. The SOMP is developed for the Inspection of the SOMP for the RTIF Inspection report(s) exist and conclude that
RTIF software project, software projects will be performed, the SOMP for the RTIF software projects

{fDesign Acceptance Criterial I complies with the SOMP criteria. I {Design
Acceptance Criterial I

le2. The SOMP is developed for the Inspection of the SOMP for the NMS Inspection report(s) exist and conclude that
NMS software project. software projects will be performed, the SOMP for NMS software projects

f fDesign Acceptance Criterial I complies with the SOMP criteria. f fDesign
Acceptance Criteria} }
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Table 3.2-1
ITAAC For Software Development

Design Commitment Inspections, Tests, Analyses Acceptance Criteria

le3. The SOMP is developed for the Inspection of the SOMP for the SSLC/ESF Inspection report(s) exist and conclude that
SSLC/ESF software project. software projects will be performed. the SOMP for SSLC/ESF software projects

I {Design Acceptance Criteria} I complies with the SOMP criteria. I {Design
Acceptance Criteria} }

1e4. The SOMP is developed for the Inspection of the SOMP for the Inspection report(s) exist and conclude that
ATWS/SLC software project. ATWS/SLC software projects will be the SOMP for ATWS/SLC software

performed. f fDesign Acceptance projects complies with the SOMP criteria.
Criteria} {{Design Acceptance Criteria}}

le5. The SOMP is developed for the Inspection of the SOMP for the VBIF logic Inspection report(s) exist and conclude that
VBIF logic processor software processor software projects will be the SOMP for VBIF logic processor
project. performed. { {Design Acceptance software projects complies with the SOMP

Criteria} } criteria. i HDesign Acceptance Criteriali

1e6. The SOMP is developed for the Inspection of the SOMP for the GENE Inspection report(s) exist and conclude that
GENE DPS software proiect. DPS software projects will be performed. the SOMP for GENE DPS software

I IDesign Acceptance Criteria} I projects complies with the SOMP criteria.
{ {Design Acceptance Criteria} }

le7. The SOMP is developed for the PIP Inspection of the SOMP for the PIP Inspection report(s) exist and conclude that
software project. software projects will be performed, the SOMP for PIP software projects

I {Design Acceptance Criteria} I complies with the SOMP criteria. f fDesign
Acceptance Criterial }

I fl. The STrngP is developed for the Inspection of the STmgP for the RTIF Inspection report(s) exist and conclude that
RTIF software proiect. software projects will be performed, the STrngP for the RTIF software projects

{Design Acceptance Criterial I complies with the STmgP criteria.
{Design Acceptance CriteriaU
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Table 3.2-1
ITAAC For Software Development

Desi2n Commitment Inspections, Tests, Analyses Acceptance Criteria

1 f2. The STrngP is developed for the Inspection of the STrngP for the NMS Inspection report(s) exist and conclude that
NMS software project. softWare projects will be performed, the STmgP for NMS software projects

f IDesign Acceptance Criterial} complies with the STrngP criteria.
f {Design Acceptance Criteria} }

I f3. The STrngP is developed for the Inspection of the STmgP for the Inspection report(s) exist and conclude that
SSLC/ESF software project. SSLC/ESF software projects will be the STrngP for SSLC/ESF software

performed. f IDesign Acceptance projects complies with the STrngP criteria.
Criteria} f f Design Acceptance Criteria}}

I f4. The STrngP is developed for the Inspection of the STrngP for the Inspection report(s) exist and conclude that
ATWS/SLC software project. ATWS/SLC software projects will be the STmgP for ATWS/SLC software

performed. I UDesign Acceptance projects complies with the STrngP criteria.
Criteria} } f Design Acceptance Criteria}}

If5. The STrngP is developed for the Inspection of the STrngP for the VBIF - Inspection report(s) exist and conclude that
VBIF logic processor software logic processor software projects will be the STmgP for VBIF logic processor
project. performed. f UDesign Acceptance software projects complies with the

Criterial } STrngP criteria. I {Design Acceptance
Criteria} I

I f6. The STrngP is developed for the Inspection of the STrngP for the GENE Inspection report(s) exist and conclude that
GENE DPS software project. DPS software projects will be performed, the STrngP for GENE DPS software

f fDesign Acceptance Criterial I projects complies with the STrngP criteria.
I IDesign Acceptance Criterial }

I f7. The STrngP is developed for the PIP Inspection of the STmgP for the PIP Inspection report(s) exist and conclude that
software project. software projects will be performed. the STmgP for PIP software projects

f f Design Acceptance Criterial I complies with the STrngP criteria.
f f Design Acceptance Criteriall
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Table 3.2-1
ITAAC For Software Development

Design Commitment Inspections, Tests, Analyses Acceptance Criteria

1g0. The SQAP is developed for the RTIF Inspection of the SQAP for the RTIF Inspection report(s) exist and conclude that
software project. software projects will be performed, the SQAP for the RTIF software projects

f IDesign Acceptance Criteria} I complies with the SQAP criteria. I IDesign
Acceptance Criteria} }

lg2. The SQAP is developed for the NMS Inspection of the SQAP for the NMS Inspection report(s) exist and conclude that
software proiect. software proiects will be performed, the SQAP for NMS software projects

{f Design Acceptance Criteria} } complies with the SQAP criteria. {f Design
Acceptance Criteria} I

1g3. The SQAP is developed for the Inspection of the SQAP for the SSLC/ESF Inspection report(s) exist and conclude that
SSLC/ESF software project. software projects will be performed. the SQAP for SSLC/ESF software proiects

f fDesign Acceptance Criteria} I complies with the SQAP criteria. I {Design
Acceptance Criteria} }

1g4. The SOAP is developed for the Inspection of the SQAP for the Inspection report(s) exist and conclude that
ATWS/SLC software proiect. ATWS/SLC software projects will be the SQAP for ATWS/SLC software

performed. I {Design Acceptance proiects complies with the SQAP criteria.
Criteria} l { {Design Acceptance Criteria} }

0g5. The SQAP is developed for the VBIF Inspection of the SQAP for the VBIF logic Inspection report(s) exist and conclude that
logic processor software project, processor software projects will be the SQAP for VBIF logic processor

performed. f IDesign Acceptance software projects complies with the SQAP
Criterial I criteria. f fDesign Acceptance Criteriall

I 6. The SQAP is developed for the Inspection of the SQAP for the GENE DPS Inspection report(s) exist and conclude that
GENE DPS software project. software proiects will be performed, the SQAP for GENE DPS software

I IDesign Acceptance Criterial I projects complies with the SQAP criteria.
{ Design Acceptance Criteriall
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Table 3.2-1
ITAAC For Software Development

Design Commitment Inspections, Tests, Analyses Acceptance Criteria

1g7. The SQAP is developed for the PIP Inspection of the SOAP for the PIP Inspection report(s) exist and conclude that
software proiect. software projects will be performed, the SOAP for PIP software projects

4IDesign Acceptance CriteriaVl complies with the SQAP criteria. f fDesign
Acceptance Criteria} }

IhI. The SSP is developed for the RTIF Inspection of the SSP for the RTIF Inspection report(s) exist and conclude that
software project. software projects will be performed. the SSP for the RTIF software proiects

ffDesign Acceptance Criterial I complies with the SSP criteria. f{Design
Acceptance Criteria} }

1h2. The SSP is developed for the NMS Inspection of the SSP for the NMS Inspection report(s) exist and conclude that
software project. software projects will be performed. the SSP for NMS software projects

f IDesign Acceptance Criterial I complies with the SSP criteria. I {Design
Acceptance Criteria} }

1h3. The SSP is developed for the Inspection of the SSP for the SSLC/ESF Inspection report(s) exist and conclude that
SSLC/ESF software project. software projects will be performed. the SSP for SSLC/ESF software projects

f fDesign Acceptance Criteria}l} complies with the SSP criteria. fDesign
Acceptance Criteria} }

lh4. The SSP is developed for the Inspection of the SSP for the ATWS/SLC Inspection report(s) exist and conclude that
ATWS/SLC software project. software projects will be performed, the SSP for ATWS/SLC software projects

f {Design Acceptance Criteria} I complies with the SSP criteria. f{ Design
Acceptance Criteria} }

lh5. The SSP is developed for the VBIF Inspection of the SSP for the VBIF logic Inspection report(s) exist and conclude that
logic processor software project, processor software projects will be the SSP for VBIF logic processor software

performed. f fDesign Acceptance projects complies with the SSP criteria.
Criteria} } I {Design Acceptance Criteria} }
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Table 3.2-1
ITAAC For Software Development

Design Commitment Inspections, Tests, Analyses Acceptance Criteria

1h6. The SSP is developed for the GENE Inspection of the SSP for the GENE DPS Inspection report(s) exist and conclude that
DPS software project. software projects will be performed. the SSP for GENE DPS software projects

I {Design Acceptance Criteria} } complies with the SSP criteria. {I Design
Acceptance CriteriaL }

Mh7. The SSP is developed for the PIP Inspection of the SSP for the PIP software Inspection report(s) exist and conclude that
software proiect, projects will be performed. f IDesign the SSP for PIP software projects complies

Acceptance Criteria}} with the SSP criteria. I{Design Acceptance
Criteria} }

lil. The SVVP is developed for the RTIF Inspection of the SVVP for the RTIF Inspection report(s) exist and conclude that
software project. software projects will be performed. the SVVP for the RTIF software projects

HDesign Acceptance Criteria}l} complies with the SVVP criteria. I {Design
Acceptance Criterial I

I i2. The SVVP is developed for the NMS Inspection of the SVVP for the NMS Inspection report(s) exist and conclude that
software project. software projects will be performed, the SVVP for NMS software projects

f fDesign Acceptance Criteria}l} complies with the SVVP criteria. I {Design
Acceptance Criteria} }

I i3. The SVVP is developed for the Inspection of the SVVP for the SSLC/ESF Inspection report(s) exist and conclude that
SSLC/ESF software project. software projects will be performed. the SVVP for SSLC/ESF software projects

IfDesign Acceptance Criterial I complies with the SVVP criteria. { {Design
Acceptance CriteriaU }

I i4. The SVVP is developed for the Inspection of the SVVP for the Inspection report(s) exist and conclude that
ATWS/SLC software project. ATWS/SLC software projects will be the SVVP for ATWS/SLC software

performed. f fDesign Acceptance projects complies with the SVVP criteria.
Criteria} f I{Design Acceptance Criterial I

3.2-17



26A6641AB Rev. 06
ESBWR Design Control Document/Tier I

Table 3.2-1
ITAAC For Software Development

Design Commitment Inspections, Tests, Analyses Acceptance Criteria

I i5. The svvP is developed for the VBIF Inspection of the SVVP for the VBIF logic Inspection report(s) exist and conclude that
logic processor software proiect. processor software proiects will be the SVVP for VBIF logic processor

performed. f{ Design Acceptance software proiects complies with the SVVP
Criteria} } criteria. { I Design Acceptance Criterial I

1i6. The SVVP is developed for the Inspection of the SVVP for the GENE DPS Inspection report(s) exist and conclude that
GENE DPS software project. software proiects will be performed. the SVVP for GENE DPS software

f {Design Acceptance Criterial I projects complies with the SVVP criteria.
{ f Design Acceptance Criteria}i}

1i7. The SVVP is developed for the PIP Inspection of the SVVP for the PIP Inspection report(s) exist and conclude that
software project. software projects will be performed. the SVVP for PIP software projects

I{Design Acceptance CriterialI complies with the SVVP criteria. f {Design
Acceptance Criteria} }

IiI. The SCMP is developed for the RTIF Inspection of the SCMP for the RTIF Inspection report(s) exist and conclude that
software project. software projects will be performed. the SCMP for the RTIF software projects

I fDesign Acceptance Criteria}l} complies with the SCMP criteria. f {Design
Acceptance Criteria} }

I i2. The SCMIP is developed for the NMS Inspection of the SCMP for the NMS Inspection report(s) exist and conclude that
software proiect. software projects will be performed, the SCMP for NMS software projects

{Design Acceptance Criteria} I complies with the SCMP criteria. f fDesign
Acceptance Criteria} }

1j3. The SCMP is developed for the Inspection of the SCMP for the SSLC/ESF Inspection report(s) exist and conclude that
SSLC/ESF software project. software projects will be performed. the SCMP for SSLC/ESF software projects

f fDesign Acceptance Criterial } complies with the SCMP criteria. { {Design
Acceptance Criteria} }
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Table 3.2-1
ITAAC For Software Development

Design Commitment Inspections, Tests, Analyses Acceptance Criteria

1j4. The SCMP is developed for the Inspection of the SCMP for the Inspection report(s) exist and conclude that
ATWS/SLC software project. ATWS/SLC software projects will be the SCMP for ATWS/SLC software

performed. f fDesign Acceptance projects complies with the SCMP criteria.
Criteria} } I Design Acceptance Criteria}}

I j5. The SCMP is developed for the Inspection of the SCMP for the VBIF logic Inspection report(s) exist and conclude that
VBIF logic processor software processor software projects will be the SCMP for VBIF logic processor
project. performed. f fDesign Acceptance software projects complies with the SCMP

CriteriaL } criteria. f f Design Acceptance Criteria}l}

lj6. The SCMP is developed for the Inspection of the SCMP for the GENE Inspection report(s) exist and conclude that
GENE DPS software project. DPS software projects will be performed, the SCMP for GENE DPS software

I {Design Acceptance Criteria}l} projects complies with the SCMP criteria.
f {Design Acceptance Criteria} }

Wj7. The SCMP is developed for the PIP Inspection of the SCMP for the PIP Inspection report(s) exist and conclude that
software project. software projects will be performed, the SCMP for PIP software projects

4 Design Acceptance Criteria} I complies with the SCMP criteria. f fDesign
Acceptance Criteria} }

IkI. The STP is developed for the RTIF Inspection of the STP for the RTIF Inspection report(s) exist and conclude that
software project. software projects will be performed. the STP for the RTIF software projects

{f Design Acceptance Criterial I complies with the STP criteria. I IDesign
Acceptance Criteria} }

lk2. The STP is developed for the NMS Inspection .of the STP for the NMS Inspection report(s) exist and conclude that
software project. software projects will be performed, the STP for NMS software projects

f{ Design Acceptance Criterial I complies with the STP criteria. I IDesign
Acceptance Criteria} }
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Table 3.2-1
ITAAC For Software Development

Design Commitment Inspections, Tests, Analyses Acceptance Criteria

1k3. The STP is developed for the Inspection of the STP for the SSLC/ESF Inspection report(s) exist and conclude that
SSLC/ESF software project. software projects will be performed, the STP for SSLC/ESF software projects

{ {Design Acceptance Criterial} complies with the STP criteria. f IDesign
Acceptance Criteria} }

1k4. The STP is developed for the Inspection of the STP for the ATWS/SLC Inspection report(s) exist and conclude that
ATWS/SLC software project. software projects will be performed, the STP for ATWS/SLC software projects

ffDesign Acceptance Criteria}} complies with the STP criteria. IfDesign
Acceptance Criteria} I

1k5. The STP is developed for the VBIF Inspection of the STP for the VBIF logic Inspection report(s) exist and conclude that
logic processor software project. processor software projects will be the STP for VBIF logic processor software

performed. {f Design Acceptance projects complies with the STP criteria.
Criteria} I {{Design Acceptance Criteria~}

Mk6. The STP is developed for the GENE Inspection of the STP for the GENE DPS Inspection report(s) exist and conclude that
DPS software proiect. software projects will be performed, the STP for GENE DPS software projects

IfDesign Acceptance CriterialI complies with the STP criteria. {{Design
- Acceptance Criterial I

Ik7. The STP is developed for the PIP Inspection of the STP for the PIP software Inspection report(s) exist and conclude that
hardware and software project. projects will be performed. f fDesign the STP for PIP software projects complies

Acceptance Criterial I with the STP criteria. f fDesign
Acceptance CriteriaU }

111. The CySP is developed for the RTIF Inspection of the CySP for the RTIF Inspection report(s) exist and conclude that
software project, software projects will be performed, the CySP for the RTIF software projects

I IDesign Acceptance Criterial I complies with the CySP criteria. f fDesign
Acceptance Criterial }
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Table 3.2-1
ITAAC For Software Development

Desi2n Commitment Inspections, Tests, Analyses Acceptance Criteria

112. The CySP is developed for the NMS Inspection of the CySP for the NMS Inspection report(s) exist and conclude that
software project. software projects will be performed. the CySP for NMS software projects

{{Design Acceptance Criteria}l} complies with the CySP criteria. f {Design
Acceptance Criteria} }

113. The CySP is developed for the Inspection of the CySP for the SSLC/ESF Inspection report(s) exist and conclude that
SSLC/ESF software proiect. software projects will be performed, the CySP for SSLC/ESF software projects

{{Design Acceptance Criteria} } complies with the CySP criteria. {fDesign
Acceptance Criteria} I

114. The CySP is developed for the Inspection of the CySP for the ATWS/SLC Inspection report(s) exist and conclude that
ATWS/SLC software project. -software proiects will be performed. the CySP for ATWS/SLC software projects

I IDesign Acceptance Criteria}l} complies with the CySP criteria. { {Design
Acceptance Criteria} }

115. The CySP is developed for the VBIF Inspection of the CySP for the VBIF logic Inspection report(s) exist and conclude that
logic processor software project. processor software projects will be the CySP for VBIF logic processor

performed. f {Design Acceptance software projects complies with the CySP
Criteria} I criteria. f IDesign Acceptance Criteria} }

116. The CySP is developed for the Inspection of the CySP for the GENE DPS Inspection report(s) exist and conclude that
GENE DPS software project. software projects will be performed, the CySP for GENE DPS software projects

{I Design Acceptance Criterial I complies with the CySP criteria. { {Design
Acceptance CriteriaU}

117. The CySP is developed for the PIP Inspection of the CySP for the PIP Inspection report(s) exist and conclude that
software project. software projects will be performed, the CySP for PIP software projects

{f Design Acceptance Criterial I complies with the CySP criteria. f{ Design
I Acceptance Criteriaa I
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2al. Planning Phase Summary BRR is Inspection of the Planning Phase Summary Inspection report(s) exist and conclude that
produced for the RTIF software BRR will be performed for the RTIF the Planning Phase Summary BRR for the
project. software project. {{Design Acceptance RTIF software projects complies with the

Criterial } BRR criteria. I f Design Acceptance
Criteria}}

2a2. Planning Phase Summary BRR is Inspection of the Planning Phase Summary Inspection report(s) exist and conclude that
produced for the NMS software BRR will be performed for the NMS the Planning Phase Summary BRR for the
proiect. software project. I {Design Acceptance NMS software proiects complies with the

Criterial I BRR criteria. { IDesign Acceptance
Criterial I

2a3. Planning Phase Summary BRR is Inspection of the Planning Phase Summary Inspection report(s) exist and conclude that
produced for the SSLC/ESF software BRR will be performed for the SSLC/ESF the Planning Phase Summary BRR for the
project. software proiect. f fDesign Acceptance SSLC/ESF software projects complies with

Criterial I the BRR criteria. f fDesign Acceptance
Criteriall

2a4. Planning Phase Summary BRR is Inspection of the Planning Phase Summary Inspection report(s) exist and conclude that
produced for the ATWS/SLC BRR will be performed for the the Planning Phase Summary BRR for the
software project. ATWS/SLC software project. f fDesign ATWS/SLC software projects complies

Acceptance Criterial I with the BRR criteria. f IDesign
Acceptance Criteria} }

2a5. Planning Phase Summary BRR is Inspection of the Planning Phase Summary Inspection report(s) exist and conclude that
produced for the VBIF Logic BRR will be performed for the VBIF Logic the Planning Phase Summary BRR for the
processor software project. processor software project. f fDesign VBIF Logic processor software projects

Acceptance Criterial I complies with the BRR criteria. f {Design
Acceptance Criteria} }
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2a6. Planning Phase Summary BRR is Inspection of the Planning Phase Summary Inspection report(s) exist and conclude that
produced for the GENE DPS BRR will be performed for the GENE DPS the Planning Phase Summary BRR for the
software proiect. software project. {{Design Acceptance GENE DPS software proiects complies

Criteriall with the BRR criteria. { {Design
Acceptance Criteria} }

2a7. Planning Phase Summary BRR is Inspection of the Planning Phase Summary Inspection report(s) exist and conclude that
produced for the PIP software BRR will be performed for the PIP the Planning Phase Summary BRR for the
project. software proiect. I {Design Acceptance PIP software projects complies with the

Criterial I BRR criteria. f fDesign Acceptance
CriteriaV}

2b1. Requirements Phase Summary BRR Inspection of the Requirements Phase Inspection report(s) exist and conclude that
is produced for the RTIF software Summary BRR will be performed for the the Requirements Phase Summary BRR for
project. RTIF software proiect. f fDesign the RTIF software projects complies with

Acceptance Criterial I the BRR criteria. I {Design Acceptance
Criterial }

2b2. Requirements Phase Summary BRR Inspection of the Requirements Phase Inspection report(s) exist and conclude that
is produced for the NMS software Summary BRR will be performed for the the Requirements Phase Summary BRR for
project. NMS software proiect. I IDesign the NMS software proiects complies with

Acceptance Criteria} I the BRR criteria. f {Design Acceptance
Criterial

2b3. Requirements Phase Summary BRR Inspection of the Requirements Phase Inspection report(s) exist and conclude that
is produced for the SSLC/ESF Summary BRR will be performed for the the Requirements Phase Summary BRR for
software project. SSLC/ESF software project. {f{Design the SSLC/ESF software projects complies

Acceptance Criterial I with the BRR criteria. { Design
Acceptance Criterial }
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2b4. Requirements Phase Summary BRR Inspection of the Requirements Phase Inspection report(s) exist and conclude that
is produced for the ATWS/SLC Summary BRR will be performed for the the Requirements Phase Summary BRR for
software project. ATWS/SLC software project. ffDesign the ATWS/SLC software projects complies

Acceptance Criteria}l} with the BRR criteria. { {Design
Acceptance CriteriaU}

2b5. Requirements Phase Summary BRR Inspection of the Requirements Phase Inspection report(s) exist and conclude that
is produced for the VBIF Logic Summary BRR will be performed for the the Requirements Phase Summary BRR for
processor software project. VBIF Logic processor software project. the VBIF Logic processor software

f fDesign Acceptance Criterial I projects complies with the BRR criteria.
I fDesign Acceptance Criteria}}

2b6. Requirements Phase Summary BRR Inspection of the Requirements Phase Inspection report(s) exist and conclude that
is produced for the GENE DPS Summary BRR will be performed for the the Requirements Phase Summary BRR for
software project. GENE DPS software project. I IDesign the GENE DPS software projects complies

Acceptance Criterial I with the BRR criteria. f fDesign
Acceptance Criteria} }

2b7. Requirements Phase Summary BRR Inspection of the Requirements Phase Inspection report(s) exist and conclude that
is produced for the PIP software Summary BRR will be performed for the the Requirements Phase Summary BRR for
project. PIP software project. I IDesign Acceptance the PIP software projects complies with the

Criterial} BRR criteria. f {Design Acceptance
Criteria} }

2cl. Design Phase Summary BRR is Inspection of the Design Phase Summary Inspection report(s) exist and conclude that
produced for the RTIF software BRR will be performed for the RTIF the Design Phase Summary BRR for the
project. software project. IfDesign Acceptance RTIF software projects complies with the

Criteria} I BRR criteria. { {Design Acceptance
Criterial }
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2c2. Design Phase Summary BRR is Inspection of the Design Phase Summary Inspection report(s) exist and conclude that
produced for the NMS software BRR will be performed for the NMS the Design Phase Summary BRR for the
project. software project. f{Design Acceptance NMS software projects complies with the

Criteria} } BRR criteria. I UDesign Acceptance
Criterial }

2c3. Design Phase Summary BRR is Inspection of the Design Phase Summary Inspection report(s) exist and conclude that
produced for the SSLC/ESF software BRR will be performed for the SSLC/ESF the Design Phase Summary BRR for the
project. software project. {fDesign Acceptance SSLC/ESF software projects complies with

Criteria} } the BRR criteria. f fDesign Acceptance
Criteria} }

2c4. Design Phase Summary BRR is Inspection of the Design Phase Summary Inspection report(s) exist and conclude that
produced for the ATWS/SLC BRR will be performed for the the Design Phase Summary BRR for the
software project. ATWS/SLC software project. I{Design ATWS/SLC software projects complies

Acceptance Criteria} } with the BRR criteria. {Design
Acceptance Criteria} }

2c5. Design Phase Summary BRR is Inspection of the Design Phase Summary Inspection report(s) exist and conclude that
produced for the VBIF Logic BRR will be performed for the VBIF Logic the Design Phase Summary BRR for the
processor software project. processor software proiect. I fDesign VBIF Logic processor software projects

Acceptance Criteria} } complies with the BRR criteria. f fDesign
Acceptance Criteria} }

2c6. Design Phase Summary BRR is Inspection of the Design Phase Summary Inspection report(s) exist and conclude that
produced for the GENE DPS BRR will be performed for the GENE DPS the Design Phase Summary BRR for the
software project, software project. { { Design Acceptance GENE DPS software projects complies

Criteria} I with the BRR criteria. I{Design
Acceptance Criterial }
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2c7. Design Phase Summary BRR is Inspection of the Design Phase Summary Inspection report(s) exist and conclude that
produced for the PIP software BRR will be performed for the PIP the Design Phase Summary BRR for the
project, software project. f fDesign Acceptance PIP software projects complies with the

Criteria} } BRR criteria. I IDesign Acceptance
Criterial}

2d1. Implementation Phase Summary Inspection of the Implementation Phase Inspection report(s) exist and conclude that
BRR is produced for the RTIF Summary BRR will be performed for the the Implementation Phase Summary BRR
software project. RTIF software project. for the RTIF software projects complies

with the BRR criteria.

2d2. Implementation Phase Summary Inspection of the Implementation Phase Inspection report(s) exist and conclude that
BRR is produced for the NMS Summary BRR will be performed for the the Implementation Phase Summary BRR
software project. NMS software project. for the NMS software proiects complies

with the BRR criteria.

2d3. Implementation Phase Summary Inspection of the Implementation Phase Inspection report(s) exist and conclude that
BRR is produced for the SSLC/ESF Summary BRR will be performed for the the Implementation Phase Summary BRR
software project. SSLC/ESF software project. for the SSLC/ESF software projects

complies with the BRR criteria.

2d4. Implementation Phase Summary Inspection of the Implementation Phase Inspection report(s) exist and conclude that
BRR is produced for the ATWS/SLC Summary BRR will be performed for the the Implementation Phase Summary BRR
software project. ATWS/SLC software project. for the ATWS/SLC software projects

complies with the BRR criteria.

2d5. Implementation Phase Summary Inspection of the Implementation Phase Inspection report(s) exist and conclude that
BRR is produced for the VBIF Logic Summary BRR will be performed for the the Implementation Phase Summary BRR
processor software project. VBIF Logic processor software project, for the VBIF Logic processor software

projects complies with the BRR criteria.
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2d6. Implementation Phase Summary Inspection of the Implementation Phase Inspection report(s) exist and conclude that
BRR is produced for the GENE DPS Summary BRR will be performed for the the Implementation Phase Summary BRR
software project. GENE DPS software project. for the GENE DPS software projects

complies with the BRR criteria.

2d7. Implementation Phase Summary Inspection of the Implementation Phase Inspection report(s) exist and conclude that
BRR is produced for the PIP Summary BRR will be performed for the the Implementation Phase Summary BRR
software project. PIP software project, for the PIP software projects complies with

the BRR criteria.

2e1. Test Phase Summary BRR is Inspection of the Test Phase Summary Inspection report(s) exist and conclude that
produced for the RTIF software BRR will be performed for the RTIF the Test Phase Summary BRR for the
broiect. software project. RTIF software projects complies with the

BRR criteria.

2e2. Test Phase Summary BRR is Inspection of the Test Phase Summary Inspection report(s) exist and conclude that
produced for the NMS software BRR will be performed for the NMS the Test Phase Summary BRR for the
proiect. software project. NMS software projects complies with the

BRR criteria.

2e3. Test Phase Summary BRR is Inspection of the Test Phase Summary Inspection report(s) exist and conclude that
produced for the SSLC/ESF software BRR will be performed for the SSLC/ESF the Test Phase Summary BRR for the
proect. software project. SSLC/ESF software projects complies with

the BRR criteria.

2e4. Test Phase Summary BRR is Inspection of the Test Phase Summary Inspection report(s) exist and conclude that
produced for the ATWS/SLC BRR will be performed for the the Test Phase Summary BRR for the
software project. ATWS/SLC software project. ATWS/SLC software projects complies

with the BRR criteria.
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2e5. Test Phase Summary BRR is Inspection of the Test Phase Summary Inspection report(s) exist and conclude that
produced for the VBIF Logic BRR will be performed for the VBIF Logic the Test Phase Summary BRR for the
processor software project. processor software proiect. VBIF Logic processor software projects

complies with the BRR criteria.

2e6. Test Phase Summary BRR is Inspection of the Test Phase Summary Inspection report(s) exist and conclude that
produced for the GENE DPS BRR will be performed for the GENE DPS the Test Phase Summary BRR for the
software project. software project. GENE DPS software projects complies

with the BRR criteria.

2e7. Test Phase Summary BRR is Inspection of the Test Phase Summary Inspection report(s) exist and conclude that
produced for the PIP software BRR will be performed for the PIP the Test Phase Summary BRR for the PIP
proiect. software project. software projects complies with the BRR

criteria.

3al. Installation Phase Summary BRR is Inspection of the Installation Phase Inspection report(s) exist and conclude that
produced for the RTIF software Summary BRR will be performed for the the Installation Phase Summary BRR for
project and will include the results RTIF software project, the RTIF software projects complies with
summary report for the Factory the BRR criteria.
Acceptance Test (FAT) that confirms
that each part of the as-built RTIF
software project performs as
designed.

3a2. A FAT is performed on the RTIF Inspection of the FAT report will be Inspection report(s) exist and conclude that

software project, performed for the RTIF software project. the FAT report for the RTIF software
projects complies with the FAT criteria.

3a3. A cyber security FAT is performed Inspection of the cyber security FAT report Inspection reports exist and conclude that

on the RTIF software project. will be performed for the RTIF software the cyber security FAT reports for the
project. RTIF software project complies with the

FAT criteria.
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3b1. Installation Phase Summary BRR is Inspection of the Installation Phase Inspection report(s) exist and conclude that
produced for the NMS software Summary BRR will be performed for the the Installation Phase Summary BRR for
project and will include the results NMS software project. the NMS software projects complies with
summary report for the FAT that the FAT criteria.
confirms that each part of the as-built
NMS software project performs as
designed.

3b2. A FAT is performed on the NMS Inspection oftheFAT report will be Inspection report(s) exist and conclude that
- software project. performed for the NMS software project. the FAT report for the NMS software

projects complies with the FAT criteria.

3b3. A cyber security FAT is performed Inspection of thecyber security FAT report Inspection report(s) exist and conclude that
on the NMS software project. will be performed for the NMS software the cyber security FAT report for the NMS

project. software project complies with the FAT
criteria.

3cl. Installation Phase Summary BRR is Inspection of the Installation Phase Inspection report(s) exist and conclude that
produced for the SSLC/ESF software Summary BRR will be performed for the the Installation Phase Summary BRR for
project and will include the results SSLC/ESF software project. the SSLC/ESF software projects complies
summary report for the FAT that with the BRR criteria.
confirms that each part of the as-built
SSLC/ESF software project performs
as designed.

3c2. A FAT is performed on the Inspection of the FAT report will be Inspection report(s) exist and conclude that
SSLC/ESF software project. performed for the SSLC/ESF software the FAT report for the SSLC/ESF software

project. project complies with the FAT criteria.
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3c3. A cyber security FAT is performed Inspection of the cyber security FAT report Inspection report(s) exist and conclude that
on the SSLC/ESF software project. will be performed for the SSLC/ESF the cyber security FAT reports for the

software project. SSLC/ESF software project complies with
the FAT criteria.

3d 1. Installation Phase Summary BRR is Inspection of the Installation Phase Inspection report(s) exist and conclude that
produced for the ATWS/SLC Summary BRR will be performed for the the Installation Phase Summary BRR for
software project-and will include the ATWS/SLC software project. the ATWS/SLC software projects complies
results summary report for the FAT with the BRR criteria.
that confirms that each part of the as-
built ATWS/SLC software project
performs as designed.

3d2. A FAT is performed on the Inspection of the FAT report will be Inspection report(s) exist and conclude that
ATWS/SLC software proiect. performed for the ATWS/SLC software the FAT report for the ATWS/SLC

project. software proiect complies with the FAT
criteria.

3d3. A cyber security FAT is performed Inspection of the cyber security FAT report Inspection report(s) exist and conclude that
on the ATWS/SLC software project. will be performed for the ATWS/SLC the cyber security FAT reports for the

software project. ATWS/SLC software project complies
with the FAT criteria.

3e]. Installation Phase Summary BRR is Inspection of the Installation Phase Inspection report(s) exist and conclude that
produced for the VBIF Logic Summary BRR will be performed for the the Installation Phase Summary BRR for
processor software project and will VBIF Logic processor software project. the VBIF Logic processor software
include the results summary report projects complies with the BRR criteria.
for the FAT that confirms that each
part of the as-built VBIF Logic
processor software project performs
as designed.
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3e2. A FAT is performed on the VBIF Inspection of the FAT report will be Inspection report(s) exist and conclude that
Logic processor software project. performed for the VBIF Logic processor the FAT report for the VBIF Logic

software project. processor software project complies with
the FAT criteria.

3e3. A cyber security FAT is performed Inspection of the cyber security FAT report Inspection report(s) exist and conclude that
on the VBIF Logic processor will be performed for the VBIF Logic the cyber security FAT report for the VBIF
software project. processor software project. Logic processor software project complies

with the FAT criteria.

3f1. Installation Phase Summary BRR is Inspection of the Installation Phase Inspection report(s) exist and conclude that
produced for the GENE DPS Summary BRR will be performed for the the Installation Phase Summary BRR for
software project and will include the GENE DPS software project. the GENE DPS software projects complies
results summary report for the FAT with the BRR criteria.
that confirms that each part of the as-
built GENE DPS software project
performs as designed.

3f2. A FAT is performed on the GENE Inspection of the FAT report will be Inspection report(s) exist and conclude that
DPS software project. performed for the GENE DPS software the FAT report for the GENE DPS

project. software project complies with the FAT
criteria.

3f3. A cyber security FAT is performed Inspection of the cyber security FAT report Inspection reports exist and conclude that
on the GENE DPS software project. will be performed for the GENE DPS the cyber security FAT report for the

software project. GENE DPS software project complies with
the FAT criteria.
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3g]. Installation Phase Summary BRR is Inspection of the Installation Phase Inspection report(s) exist and conclude that
produced for the PIP software project Summary BRR will be performed for the the Installation Phase Summary BRR for
and will include the results summary PIP software project, the PIP software projects complies with the
report for the FAT that confirms that BRR criteria.
each part of the as-built PIP software
project performs as designed.

3g2. A FAT is performed on the PIP Inspection of the FAT report will be Inspection report(s) exist and conclude that
software project. performed for the PIP software promect. the FAT report for the PIP software proiect

complies with the FAT criteria.

3g3. A cyber security FAT is performed Inspection of the cyber security FAT report Inspection reports exist and conclude that
on the PIP software proiect. will be performed for the PIP software the cyber security FAT report for the PIP

p-roect. software project complies with the FAT
criteria.

3h. Installation Phase Summary BRR is Inspection of the Installation Phase Inspection report(s) exist and conclude that
produced for the each software Summary BRR will be performed for the the Installation Phase Summary BRR for
project and will include the results overall SAT. the overall SAT complies with the BRR
summary report for the SAT that criteria.
uses overlapping tests and confirms
that the as-built platforms or network
segments are capable of operating as
designed as shown in the FAT
reports and cyber security FAT
reports and when integrated as a
complete ESBWR instrumentation
and control system with sensors and
actuators using overlapping tests in
conjunction with the SAT.
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3il. A SAT is performed on the RTIF Inspection of the SAT report will be Inspection reports exist and conclude that
software project. performed for the RTIF software proiect. the SAT report and documentation for the

RTIF software project complies with the
SAT criteria.

3i2. A cyber security SAT is performed Inspection of the cyber security SAT report Inspection reports exist and conclude that
on the RTIF software project. will be performed for the RTIF software the cyber security SAT report and

project. documentation for the RTIF software
proiect complies with the SAT criteria.

30l. A SAT is performed on the NMS Inspection of the SAT report will be Inspection reports exist and conclude that
software project. performed for the NMS software project. the SAT report and documentation for the

NMS software project complies with the
SAT criteria.

3j2. A cyber security SAT is performed Inspection of the cyber security SAT report Inspection reports exist and conclude that
on the NMS software proiect. will be performed for the NMS software the cyber security SAT report and

poject. documentation for the NMS software
project complies with the SAT criteria.

3k0. A SAT is performed on the Inspection of the SAT report will be Inspection reports exist and conclude that
SSLC/ESF software proiect. performed for the SSLC/ESF software the SAT report and documentation for the

project. SSLC/ESF software project complies with
the SAT criteria.

3k2. A cyber security SAT is performed Inspection of the cyber security SAT report Inspection reports exist and conclude that
on the SSLC/ESF software project. will be performed for the SSLC/ESF the cyber security SAT reportand

software project. documentation for the SSLC/ESF software
project complies with the SAT criteria.
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311. A SAT is performed on the Inspection of the SAT report will be Inspection reports exist and conclude that
ATWS/SLC software project. performed for the ATWS/SLC software the SAT report and documentation for the

project. ATWS/SLC software project complies
with the SAT criteria.

312. A cyber security SAT is performed Inspection of the cyber security SAT report Inspection reports exist and conclude that
on the ATWS/SLC software project. will be performed for the ATWS/SLC the cyber security SAT report and

software project. documentation for the ATWS/SLC
software project complies with the SAT
criteria.

3ml. A SAT is performed on the VBIF Inspection of the SAT report will be Inspection reports exist and conclude that
logic processor software proiect. performed for the VBIF logic processor the SAT report and documentation for the

software project. VBIF logic processor software project
complies with the SAT criteria.

3m2. A cyber security SAT is performed Inspection of the cyber security SAT report Inspection reports exist and conclude that
on the VBIF logic processor software will be performed for the VBIF logic the cyber security SAT report and
project. processor software project. documentation for the VBIF logic

processor software project complies with
the SAT criteria.

3n]. A SAT is performed on the GENE Inspection of the SAT report will be Inspection reports exist and conclude that
DPS software project. performed for the GENE DPS software the SAT report and documentation for the

proiect. GENE DPS software project complies with
the SAT criteria.

3n2. A cyber security SAT is performed Inspection of the cyber security SAT report Inspection reports exist and conclude that
on the GENE software project. will be performed for the GENE DPS the cyber security SAT report and

software project. documentation for the GENE DPS
software project complies with the SAT
criteria.
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3oI. A SAT is performed on the PIP Inspection of the SAT report will be Inspection reports exist and conclude that
software project. performed for the PIP software proiect. the SAT report and documentation for the

PIP software project complies with the
SAT criteria.

3o2. A cvber security SAT is performed I Inspection of the cyber security SAT reportI Inspection reports exist and conclude that
on the PIP software proiect. will be performed for the PIP software

project.
the cyber security SAT report and
documentation for the PIP software project
comnlies with the SAT criteria.

________________________ 1 ________________________ -- 4-

NUREG 0800, Braneh Technial Position HI1CB 14 (BTP 7 14), outlines aefivitLe to be eensir.~d when establishing a software develOpment
prOgr-am for sofiwaro based Instr-umcntatien and Controel (1&G) systemfs. HICGB 14 divides these activitics into separate software dcvclopment
plans. The overall approac-h- is that the softwafe plans address and document the elements neeessafy to easure the produetion and delivery Of High

QuaiySftware.

GEH1 has completed a detailed analysisý of regulatory guidelines and industr' standards and ineorporated- info~rmIation fr6M that study' into) the
ESBAIR Softwar-e Plans. Complianceewith this process will proevide a sound base for development of High Quality Softwar-e.

The ESBAIR Instr-ument & Controls (!&C;) Softwa-rea -Plans are includied in toGEH4 deocuments, the EBR&CSoftwar-e
Management Pregram Manual (SNWMN) and the ESBWR 1&C Softwar-e Quality Assur-ance Proegram Manual (SQAPM4). The softwar-e
plans arc identified in the ESBWR Man Machine Inter-face System and Human Factor- & Engineer-ing Implementation lan T-he
9SBWR Cyber- Security' Program Plan is further defined by a separate Licensing Topical Report, ESBWR Cye euiyProgram

The ESBWR 1&C softwar-e programn will produce r-equir-ements, design, development, and testing, documents throaughout the, softw00ar-e
lifecycle as descr-ibed in the WMPM. Result Summfary Reports, based on the sofrtvarc plan impllementation, address the ESBWR
safety related systems descr-ibed in Table 2.2.10 1 and their associated safety related functions defined in the Task Analysis. The
results sumay ~prs ar e available for- the NRC staff r-eview, and are included in the list of items for Inspections, Tests, Analyses,
and AccVseptance Criteria-.

The following is a list of the Design Commfitments for the Software Development IT-AAC:

(I)Impleameant the. Software Management Plan (WMP) for- the design and dlevelopment of ESSBNAR 1&C System softwar-e.
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(I,,mplemen-t the S .,ware I lntegration Plan fl'•) br the design anO• E;elopmfe•t O-+-i+*.-K 4&•-T.. ystei software.

(5)Implement the Software installation Plan (SIP) for the design and development ef ESBWR !&C; System softwar-e.

(6)Implement the Softwar-e Operation and Mainteniance Plan (SOMP) for the design and development of ESBWR I&G System
software.

(7)Imfplement the SoftwaAre. Tr-aininig Plan (STr-ngP) for- the design and developmfenit of ESBWR 1&C System software.

(8)Implemenit the Softwar-e Safety~ Plan (SSP) for the design and developmen~t of ESBWR I&C Systemn software

(9)Implemenit the Software. Verfaic~ation & Validation Plan (SVVLP) for- the design and development Af- -SBWAR 1&C, System software.

(1O)Implement the So-ftwmare. Con-figur-ation Management Plan (SCMP) for the design and development o~f FSBWR 1&C System

(1 !)Implement the Cyber- Security Pro~gr-am Plan (CySPP) for the design and development o~f ESBI&R 1&C System softwar-e.

(12)Implempient-ation1 of the 9SBWR 1&C; softwar-e progr-amf satisfactor-ily produces Spftwar-e Design Documentation (SDD).-

inspections, Tests, Analyses and Acccptancc CFitcr-ia

Table 3.2 1 pro-vides a definition of the inspections, tests anE'or analyses, together with associated acceptance criteria, which will be
appli ed to the software. assoceiated with ESBWR safety related systems described inTbe2.2.0 Q -and the[AirF associated safetyF rlated
funetieffs

Because the I&C Systems technology is continually advancing, details of the system design may, not be complete before the NRC
issuance of a dlesign eifcto.Therefore, the poffions of the systemi design needed to complete the acceptance cr-iteria are marked
as t [Design Acceptanee Criter-ia) J
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IT-AAC- For- SoftwarHe Development

Design Commitment Inspections, Tests, Analyses Acceptance Criteria

1. implement the Softwvre Management i. An inspoction is peqrfored on the SMIP i.A esults summafy repo)A(S) exists and it
Plan (SM4P) for- the design anFesults summary repo~t(s). ýhall demonstr-ate. th-at theSM
development of ESBWR I&C System [[Design Acceptance CrFiter-ia)) satisfactor-ily addresses the managerial,
seWftwfe implementation and r-esource character-istic

to suppo, + the ESBWR I&C= Systems

development.

related functions.

The rusult summary e (cnld thate SP ro d es t

rean ma 10nageent controls ean deostates

th oloing proensshrcersis

anDverifi ability.Te Crieprisallas) ei

ii.~ ~ ~ ~ ~ ~ ~ ~ ~~~ta A fsetoispfene.ethSNP i. Assesuls Smensoaf thep s exaists ofvno

pr-eeess ~ ~ ~ ~ ~ ~ ~ ~ h results unnffpAs.eneuds suhmat h 4 pr-epo s) addriess the

ESBWR- sIafaetyelat ed ytemlsan deascribed i
tabe 2.2.10 1 nd their associa~ted isafety

related sfuntions. dS'SefS eeidi
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ITAAC For Softwtre Development

Design Commitment inspeetions, Tests, Analyses Aeceptanee CrFiter-ia

2.Implemet-nt thea Softw0Aare Development i. An inispection is performned On the SDP i. A rcsHltS Slummffaý' repor(S) eXiASs and it
Plan (SDP) for the design adresults; sumfmary, report(s)-. haldmnttethat the SDP
development of ESBWR 1&G System [[Design Acceptance Criterial satisfaeterily addresses the mnanager-ial,
Seftwafe implemnentation and reseturce

eharaeter-istics to support the ESBWR I&C-
System~s development. The report shall
ver-ify, that the software plan defines whic
tasks are associated with each life cycle
phase and that iniputs anad oupt I are
defined. The report shall also ensurfe that
methods of review, ver-ification -and-
validation of outputs are defined in an
aeeeptabl aer.

The rsultssumm ry eport(s) address the
ESBWAR safety related systems deseribed
in; Tabhl 2-2.10 1 and their: associate

afet elated fuinctios

(fDesign Acceptance Criteria))
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ITMX-AC Fo-r- Software Development

Design Commitment Inspections, Tests, Analyses Acceptance CrFitcrial

ii. An inspection is performed onthe SDP P. ii. A results summary r-epod(s) exists and
process results summnafy r-eped(s). cocudes that the SDP proc~ess defines the

or-ganizational responsibilities, aetivities,
and mnanagement controls and+
dcmon-stratcas the following process
char-acteristics: consistency, style,
traceability, unambiguity and verifiability'

The results summfary repod(s) address tK
ESBWAR safety related systems described
i n T-able, 2.2. 10 1 and their- associated
safety related functions.

3. Implemnent the Software Quality i. An inspection is performed ona the SQA i. A results summfary repon4(s) exists andi
Asuac Plant (,SQAP) for the design an r-esults summnary repof4(s) sh-all d-emonstrate that the SQ AP
development of EBWAR I&C System [(Design Aeceeptaniee CrFiteria]) satisfactorily' addresses the mnanagerial,
seftware. implementation and- r-esource

eharacter-isties to suppot4 the E;SBWAR I&C-
Systems development.
ThUrsut summqary, r-epo~(s) address the
ESBWR safety related systems described

inTbe2.22.10 1 and their- associated
safety' related fuinctions.
[[Designi Acceptance Criteria))

ii. Ant inspection is performed ont the SQA ii. A results sufmmfy r-epod(s) exists and
proceess results summary repoA(s). coenclJudeas that the SQAP process defines

the organizational responsibilities,
activities, and mnanagement controls and
demonstrates the followingprcs
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Table 3.2 1

iIAPA.ro oiwrcuvconin

Design Commitment Inspections, Tcsts, Analyses Aeecptannc Criteria

characteristics:- consistency, style,
traceability; unfamfbiguig' and verifiability,.
The repoft shall also verify that high
quiality' so~frware, which performs all
inteanded- -safety functions, is proeduced as a
r-esulit of Plan t-execution.

The resuilts summary repoi4(s) address the
ESBWAR safety relatedl systems described
-in- T-ab-lea 2.2.1-0 1 and their- associated

S Safety related func~tionis.

4. implement the So~ftware Integrato i. An inspection is pefr~fored on the S!nP i A results summar r-epod(s) exists and it
Plan (SIntP) for the design ad- r-esults summfary repof(s). sh-al Idemonefstrate that the S!-ntP
develcpment of ESBWAR l&6C System [[Design Aecceptane Crit na)) satisfactorily addresses the mnanagerial,
seetwafe, implementation and resource

---c-risi- to suppoA the ESBWR I&C
Systems development.

The results summary Fepot4(s) address th
ESBWIR s fet elated systems. described
in Table 2.2. 10 1 and their associated
safety related fu-nctAions.

[[(Design Acceptance Criteria))

ii. An inspection is perfor-med on the S!nP i.A eut summfary r~epon(s) exists and
process results summar~y repoA(s). cocldeh~at; the SIntP proc-ess d-efines -

the orFganizational responsib~iites,
activities, and management controls and
demonstrates the followingprcs
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ITAAC For- Software Developmnent

Design Commitment Inspections, Tests, Analyses Acceptance Criteriai

ehar-acteristics: consistency, style,
tr~accabilit', unlambiguitt' and ver-ifiabilib'.
This report(s) shall also verify that
mnethods of software integration between
eommercial off the shelf (COT-S), as well
as previously dleveloped software (PDS)
and newly developed softwar r
satisfaetbi~y
The results summary report~s) address the
ESBWAR safety related systems descr-ibed
in Table 2.2. 10 1 and their associated
safety related functions.

5. Implement the Software Install-ation i. An inspection is perform~ed on the SIP i. A r~esults summfary report~s) and it shall
Plan (SIP) for the design and development resuilts summafy report(s). demonestrate that the SIP satisfactorily
of ESBXX'R I&C System so-ftwiare-. [[Design Acceptxiwe Criteria) addresses the managerial, implementation

and res;lwourcehar-acteristics to support the
ESBWAR 1&C Systems development.

The results summary r-eport(s) address the
ESBWIR safety related systems described
in Table 2.2. 10 1 and their associated
safety related funcetions.
[[Design Acceptance Crit4eria))
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IT-AAC- For So-ft-ware. Development

Design Commitment Inspections, Tests, Analyses Acceptance Critcrink

ii. An inspection is performead on the. SiP ii. A resuts-1 sunmmar-y repof4(s) exists and
process results summfary repor(sjý concludeas that the SIP process defines the

or-gxizational responsibilities, acativities,
and mnanagement controals an

demostrtesthe following process
characteristieS: e ncitny, style,
traceability,, unambiguity, and verifiability.
The results summar-y repodt(s) address the
ESBWAR safety related systems descr-ibed
in Table 2.2. 10 1 and their associated
safety related functions.

6. implement the Software Operations and i. An inspection is performfed on the SOMP i. A results summ~ary) repoE()exssadi
Maintenance Plan (SOMP) for the design results summar-y repodz(s). shall demonstr-ate- th-at the SM
and development of ESBWIR l&C Syste ((Design Acceptance Criteria))*tsatrl addresses the manageil
eeftware. implementation and resour-ce

charcterstic to suppod the E-SBW &
Systems developmnent.

The results summary repod(s) address th
ESBWAR safeaty related systems describe?
in Table 2.2.10 1 and their associated
safety related functions.

((einAcceptance-Criteria))

ii. An inispection is performfed on the ii A-reasults summafry repof4(s) exists and
Software SOMP process results summary, concludes that the SOMP process defines
FepeA~s). the organizational rcsponsibilities,

activities, and- m-anagemfenft con-4trols -And-
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Table 3.2

TaMc 

•.2 !

II A AU Fnr ~~ottwnrc Ilcvclanment ------------------- r.

- Dcsign Commitmcnt Inspcctions, Tcsts, Analyses Acceptance Criteria

dlemonstrates the following proceess

character-istics: consistency, style,

traceebility, unfambiguity, and verifiability.

This repod shall specify the mcthods at

performfing softwar-e operations,_ and-

maintenance f-nctions following turn aver

to the COL halder.
h res.ults summary repath (s) address the

ESBWR safety rFe•aed systems described
in Table 2.2.10 1 and their asseciated

safety related functions.

7. implement the Software Trainin I. An inspection is perfore nteSrg i. A resuilts sumfmary repor4(s) exists and it

Plan (ST-rngP) for- the design and results summay r-epoat(s). shall demonstrate that the STrngP

dowlepmeat ~ ~ ~ ~ [ Df9B R1C ytmesign Aeeeptaniee criteria) satisfactoril" ad-dres-e;tea nfagril

ee~~&implemfentation and r-esource

characteristics to accoemplish the training

t~asks forf st-aff working in the design of th

software based proeducts.

The results summnary r-epoA(s) address th

ESBWAR safety related sy'stems described

in Table 2.2.1 1 AnImd their associated

safety related funcitions.

+(Design Acceptance Criteria)]

3.2-43



26A6641AB Rev. 06
ESBWR Design Control Document/Tier 1

Table-3.2

ITAAC For- Software Dcvclopmcnt

Design Commitment Inspections, Tests, Analyses Acceptance Critcria

ii. An inspection is perfeor-me. d on the. S--&TrngP ii. A results summ..ary r ,epoa(s) exists and

pr..... .results ,umma. re.. po(s). concludes that the STrngP process defines
the organizational responsibilities,

activities, and management controls and
demoenstr~ates the following process
character-istics: conisistency, style,
traeeability', unabiguit and verifiability'.

This repou(s) shall also ver-ify that the
training tasks for staff w-Eorking in the
design, development, peer review, and-
testing of the software based products.
This ineuluts requirements for the training
proegram of thea utility operating and
maintaining the software based proaducts.
The resla;ts, summary repod(s) address the
EPSBWIR safety45 related systems described
inTal 2.2. 10 1 and their! associated
safety related functions.
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Table 32

- ITAAC-4 For SoAftwva reYP4,,I iccln mp t

Design Commfitment Inspeetions, Tests, Analyses Aeceptance Criteria

8. Implemen-t the Software Safety Plan (SSP) i. An inspection is performewad on the, SSP i. A re-SultS suffmmary r-epeA(s) exists and it
for the design and development f; results summnary repeft(s). shall demonstrate that the SSP
ESBWR 1&G System software. [(Design Aeeeptance Criteria) ~aifcoiyaddresses the managerial,

implementation _and resource
characteristics to suppet the ESBAIR
1&G System~s devlelpment.

T he rslQ;,,Itsý sumamafy Oepoct(s) address the
ESBAIR safety related systems dlescribed
ini Table 2.2.10 1 and their associated
Safcty' related functions.

________________________________________________________________________ [Design Acceptance Criteria)
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Table .24

IIAL rur zunwurcA ncvcaaiupmvn

Dcsign Commitmcnt Inspections, Tests, Analyses Acccptancc Criteria

ii. An inspection is performed o.n the SSP ii. A results summar....y r .poa(s) ex.ists and
process results sumnmary, repon(s). concludes that the SSP process defines the

orgaizational responsibilities, activities,
and management controls an
demonstrates the following process
eharacteristics: consistency, style,
traceability, unambiguity and verifiabilig'.

This repofl(s) sh-all -also verify Safety
A nalysis Reno-s demonstrate t

mana ement, implementation, and
resourcecharacteitc -arc intained

throughout the SW Life Cycle proces.

Theresltssummar~y repoA(s) address the
ESBWR safety related systems described
in Table 2.2. 10 1 and their associated
safetyý related functios

9. mplmen th Sovae Vrifcaton nd i. An inspection is per~formEed on the SVVIP i. results summfary repon4(s) exists andi

Validationi Plan (SVVNP) for- the design an resutAs summfary repo31(s). shall demoenstrate that the SVVNP
development Of ESBWR J&C System ((Design Acceptance Cr-iteria)) satisfactor~ily addresses the mfanagerial,
sa~ware. implementation and resource

ekaracteristies to suppoA the ESBWR
I&C Systems development. The r-epoi4
shall verfi' that the organizational,
scheduling, and fin-ancoial independence is
mnaintained throughout the development

_ _ _ _ _ _pfeeees 7-
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Table 3.2

Table 

3.2 I

IIAA( For ~~ottwnre Ilcvclonmdnt

Design Commitment Inspections, Tests, Analyses Acceptance CrFiteria

The results summryfý r-epot(s) address th
ESB3WR safety relaed systems described
int Table 2.2. 10- 1 And their associated
safety related fntos

[(Design Acceptance Cr-iteria))

ii. An inispection is perfermed on the SVV i eut summary, repoa4(s) exists and
proceess results summfary) rel~oU(s). concludes that the SVVP process defines

the organizationial r-esponsibilities,
activities, and managemnent eoentrols and
demonstrates the folloxving process
characateristies. e nsite ncy, style,
traceability, unamfbiguity and verifiability.
V & V Repo~s shall demnstrate that
management, implementation, and
r-esource characeritics are maitane
throaughout the SW Life Cycle process.
The Requirem-ents, T4ar-aceability Matrix
(RTMN) shall demonstr-ate that
mfanagemnent, implemontation, and

throughout the SW Life Cycle process.
The results summtary repofl(s) address the
EFSBWRIA ý-- R safiety related systems described
in Table 2.2. 10 1 and their associated
safety related functions.
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Table .211

ITAAC- F-r- Sofftwanre Development

Design Commitment inspeetions, Tests, Analyses Acceptanee Critcriai

10. implement the Softwar-e Configuration i An inspection is performned on the SCMP A resul1ts, summfary fepei4(s) eiiists andi
Management Plan (SCM4P) fo h ein results summifary rePeft(s), shall demoenstrate that the SCMP
and development of ESBWR 1&C Syste ([Design Acceptance Critefia) santisfact-orily addrcsses the managral

saftare.implementation and resource
eharacteristics to support the ESBWR
I&G Systems development.

The. results summnary report(s) address the
E-S-BWIR safiety related systems descr-ibed

safety related fuinctiens.

[(Design Acceptance Criteria))

ii. An inspection is per-formed onthe SCN4P ii. A. ressults sumnmary r-epor(s) exiists and
proc ssreul umarPEpor4(S). conclu-hdes that the SCM4P proceess defines

the organizational responsibilities,
activities, and mfanagement controls and
demonstrates *the following process

charateriti ~ nisteney, style,
tfaceability, unamabiguity and ver-ifiability.

ln addition, the r-eport shall v~erify, that the
following items are being maintained
under the control of an organization that is
respon sibl for proessne n archiv~ing
the v~arious ver-sions of the software-as
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Tnble 3.2 1

TaMe 3.2 1FL A-F So ottwarce Development

Design Co0mmitmcnt inspcctions, Tests, Analyses Acceptance Criteria

well as suppor-ting docuimentation.

2 Sofware requirements, designs, and

Z Support software used in development
gLibraries of software components

ZSfware plans that could affect quality
T-est software r-equirements, designs, or:
code used in testing

2T-est results and analyses used to qtialif~'
seftwa~e

PSoftware documffentation

4ata
H2r-e developed software items that are

safety system software-
PSo~ftware change decumentation
Z-Teols used- inthe software project for

management, developmnent, or

The results stimnat~' r-eport(s) alddress th
ESBX'.R safety related systems described
in Table 2.2. 10 1 and their ass;ociate d
safety related functions.
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IIAAL Far- SiORtWae Deivelopment

Design Commitment. Inspections, Tests, Analyses Acceptance Criteria

11 i~mplement the Cyber- Security -Progra i. An in~spection is perfcr-med on thc CySP i. .A r~esults summary, repon4(s) exists and it
Plan (CySP) forF the design and results summary repoA(s) Shall demHonstrate that the CySP
dev~elopment of ESBWR L&C= System [[Design Acceptance Criteria) satisfactorily addresses the managerial,
sa w a r-e. implementation and resource

ch~ac-ter-istics to suppo~t the ESBWRI
I&G Systems development.

The results summary repon4(s) address th
ESBWAR sAfety5 related systems; desc.-ribed
in Table 2.2.10 1 and their associate
safety related functions.

[(Design Acceptanice Cr iteria))

ii. An inspection is perfor-med on the CyS&P ii. A r-esults summary repon4(s) exiists and
process results suimmary r-epod(s). conicludes that the CySP process defines

the organizational r-esponsibilities,
activities, and management controls and
demonstrates the following process
eharacteristLes:ensite ncy, style,
traceability, unambiguity and ver-ifiabilit'.
The r-esuilts summnary repod4(s) address the
ESBWR safety r-elated systems described
in Table 2.2. 10 1 and their- associated
safety' related fuinctions.

12. Implementation of the ESBWAR 1&C i. An inispection is performed on the SD i. A results summary r-epodt(s) exists andi
software proegram satisfactorily produces results suimmary r-epoU(s) shapll demonstr-ate that the SW Design

I Documnentation satisfactorily addr~esses th
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Table 3.2

ITAAC For Softwre Devclopmcnt

Design Commitment Inspections, Tests, Analyses Aeecptnncc Criteria

So~ftwar-e Design Docuetinetation (SDD). ((Design Acceptancee Criteria)) managerial, implemnentation -And- reasourcea
eharacteristies to supper the ESBWR
!&C= Systemts development.

Thersltssmmr reo(s) address the
E;SBWAR safet' related Systems. descr-ibed
in Table 2.2.10- 1 and- their associate
safety related functions.

((Design Acceptance Cr-iteria))

it. An inispection is perfor-med on the SDD iif easults summnary r-epon4(s) exists and
procs ~results summnar,'repod(s). 0-Acncludes" that the SDD) prees definte

the organizational responsibilities,
activ~itics, and configuration mnanagement

ontrofls and demonstrates the follown
pro escharacteristics: consistencey, Style,
traeablit, nambiguity and ver~ifiability.

The SDD) includes the foeov.ing softw'are
lifecycle design outputs anid software li-fe-
65ycle proGess documfentation:

2 Specification of functional requiremnents.
PIeDocument-ation and- rev-ý,iew of hard~

I Performance of system tests and the
docuetintation of systemt test results.

EI~r-formance of installation tests and
MhSpee2.e# A

The results summifar-y repod4(s) address the
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Table 3.2

IT-AAG For Software Deivclopmcnt

Design Commitment inspeet 0ons, Tests, Analyses Aeeeptanne CrFiteria

ESBIAR safety related systems described
in Table 2.2. 10 1 and their azssoiatcd
safety related functfions.
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0 Communications between the systems.

Figure 7.1-1 shows a simplified functional block diagram of the ESBWR I&C system. The data
communication systems embedded in the DCIS perform the data communication functions that
are part of or support the systems described in Sections 7.2 through 7.8. A network diagram of
the DCIS appears as Figure 7.1-2, which is a functional representation of the design.

The Q-DCIS and N-DCIS architectures, their relationships, and their acceptance criteria are
further described throughout Section 7.1.

The Q-DCIS and N-DCIS functions are implemented with diverse power and sensors as
indicated in Figure 7.1-3 and diverse hardware and software architectures as shown in Figure
7.1-4. These are discussed in Reference 7.1-4, the Licensing Topical Report (LTR), "ESBWR
I&C Defense-In-Depth And Diversity Report," NEDO-33251.

The Q-DCIS comprise the platforms that are defined in Table 7.1-1. The N-DCIS comprise the
network segments that are defined in Table 7.1-1. These platforms or network segments
comprise systems of integrated software and hardware elements. Software projects are developed
for the various platforms or networks segments.

[Project software plans control the development of each platform or network segment using a
life-cycle process. The ESBWR Software Management Program Manual (SMPM -(Reference
7.1-12) and ESBWR Software Quality Assurance Program Manual (SQAPM) (Reference 7.1-10)
provide the bases for developing project software plans and the life-cycle model that will control
the software development process. These project software plans and baseline review reports
(BRR) comprise the data that define the platform or network segment design processes, and

reference the platform or network segment implementation documentation that will support
ciosure of JTAA C including [[Design Acceptance CriteriaWl ITAAC.

A life-cycle phase baseline review process regulates the passage of the platform design from one
life-cycle phase to the next life-cycle phase. A life-cycle phase summary BRR comprises a life-
cycle phase requirements traceability analysis report, a life-cycle phase software safety analysis
report, a life-cycle phase verification and validation report, a life-cycle phase cyber security
analysis report, and a life-cycle phase baseline review team (BRT) report. The summary BRRs
exist at the end of each life-cycle phase and conclude that the design process has been followed
and that the desiqn elements are adequate to pass through to the next life-cycle phase. The
summary BRR provides assurance that the project software plans are implemented and
producing adequate results at the end of each life-cycle phase.

A multiple-phase test process, using a series of overlapping tests, confirms that the as-built
platform performs as designed. The Factory Acceptance Test (FAT) confirms that each part of a
platform or network segment perform as designed. The Site Acceptance Test (SAT) confirms that
the platforms or network segments are capable of operating as shown in the FAT and operate as
designed as an inter, rated ESBWR instrumentation and control system. /*The •oft-;'are for the

Q DCIS and N DCLS, is designed and developed in accordancae with the L.TIRS "ESBWR I&C
SEAft ar... Management Plan," NEDO 33226, NEDE 33226P, and "ESBWR !&(C Software
Quality Assur-ance Plan" NEDW 33245, NEDE 33245P. (Refcrcnccs 7.1 12 and 7.1 10,
respectively.) These plans describe the managerial, design, development, and softwar-e quality
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asSHrance ruicets for- the DXCIS -And ad-dress the Nuclear Regulatefry Commission (NRC),
reiwgidanceA prV4ided in the Stanidard Review Plani.

*Text sections that are bracketed and italicized with an asterisk following the brackets are
designated as Tier 2*. Prior NRC approval is required to change.

7.1.2 Q-DCIS General Description Summary

The Q-DCIS, which performs the safety-related control and monitoring functions of the DCIS, is
organized into four physically and electrically isolated divisions. The Q-DCIS uses three diverse
platforms: NUMAC for the RTIF-NMS funetions, TPRCON for SSLC/ESF fut•ins, and
independent logic controllers for the ATWS/SLC and vacuum breaker (VB) isolation function.
Each division is segmented into systems; segmentation allows, but does not require, the systems
to operate independently of each other. The Q-DCIS major cabinets, systems, and functions are:

* Reactor Trip and Isolation Function (RTIF) cabinets. These cabinets include the

following systems and functions:

- Reactor Protection System (RPS) (Refer to Subsection 7.2.1),

- Main Steam Isolation Valve (MSIV) functions of the Leak Detection and Isolation
System (LD&IS) (Refer to Subsection 7.3.3),

- Anticipated Transient Without Scram/Standby Liquid Control (ATWS/SLC)
functions (Refer to Subsection 7.4.1),

- Suppression Pool Temperature Monitoring (SPTM) subsystem of the Containment

Monitoring System (CMS) (Refer to Subsection 7.2.3), and

- VB isolation function of the containment system (Refer to Subsection 7.3.6).

" Neutron Monitoring System (NMS) (Refer to Subsection 7.2.2) which includes:

- Startup Range Neutron Monitor (SRNM) functions and

- Power Range Neutron Monitor (PRNM) functions that include:

(1) Local Power Range Monitor (LPRM) functions,

(2) Average Power Range Monitor (APRM) functions, and

(3) Oscillation Power Range Monitor (OPRM) functions.

* Safety System Logic and Control/Engineered Safety Features (SSLC/ESF) system (Refer
to Subsection 7.3.5) which includes:

- Emergency Core Cooling System (ECCS) functions that include:

(1) Automatic Depressurization System (ADS) functions,

(2) Gravity-Driven Cooling System (GDCS) functions, ,
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piping system. This detailed plant-specific information is unavailable at the time of
design certification and cannot therefore be used to develop detailed design information.
This precludes certification of specific piping designs.

* An extensive definition of design methodologies, is contained in Tier 2, Chapter 3. These
methodologies are not considered to be part of Tier 1 but are one of several methods for
executing the design process steps defined in the piping design. In addition, sample
design calculations have been performed with these methods to provide confidence that
they are complete and yield acceptable design information.

* Piping design for nuclear plants is a well-understood process based on straightforward
engineering principles. This, together with Tier 2 methodology definition and sample
calculations, provides confidence that future design work by individual
applicants/licensees results in acceptable designs that properly implement the applicable
requirements.

The technical material in the piping design Tier I entry was selected using the criteria and
methodology as discussed above for Tier 1, Section 2 system entries.

14.3.3.2 Software Development

The safety-related Distributed Control and Information Systems (Q-DCIS) comprise the
platforms that are defined in Table 14.3-4. A subset of the nonsafety-related Distributed Control
and Information Systems (N-DCIS) comprise the network segments that are defined in Table
14.3-5. These platforms or network segments comprise systems of integrated software and
hardware elements. Software projects are developed for the various platforms or network
segments.

[Project software plans control the development of each platform or network segment using a
life-cycle process. The ESBWR Software Management Program Manual (SMPM, reference
14.3-4) and ESBWR Software Quality Assurance Program Manual (SQAPM, reference 14.3-5)
provide the bases for developing project software plans and the life-cycle model that will control
the software development process. These project software plans and baseline review reports
(BRR) comprise the data that define the platform or network segment design processes, and
reference the platform or network segment implementation documentation that will support
closure of ITAAC including f{Design Acceptance Criteria] ITAAC.

A life-cycle phase baseline review process regulates the passage of the platform or network
segment design from one life-cycle phase to the next life-cycle phase. A life-cycle phase
summary BRR comprises a life-cycle phase requirements traceability analysis report, a life-cycle
phase software safety analysis report, a life-cycle phase verification and validation report, a life-
cycle phase cyber security analysis report, and a life-cycle phase baseline review team (BRT)
report. The summary BRRs exist at the end of each life-cycle phase and conclude that the design
process has been followed and that the design elements are adequate to pass through to the next
life-cycle phase. The summary BRR provides assurance that the project software plans are
implemented and producing adequate results at the end of each life-cycle phase.

A multiple-phase test process, using a series of overlapping tests, confirms that the as-built
nlatform or network segment nerforms as designed The Factory Accentance Teot (FAT)
confirms that each part of a platform or network segment performs as designed. The Site
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Acceptance Test (SAT) confirms that the platforms or network segments are capable of operating
as shown in the FAT and operate as designed as an integrated ESBWR instrumentation and
control system. *

In support of the above described software development process, the following software design
commitments are made:

(1) The platform or network segment software plans and cyber security programs for each

platform or network segment are developed in accordance with the following criteria:

a. Software Management Plan (SMP)

- [Establishes the managerial process and technical direction for the design and
development activities of the computer-based instrumentation and control systems.

- Establishes the standards, methods, tools, and procedures for the software design and
development process.

- Defines the activities performed for each phase of the software development.

- Defines how requirements are traced to lower levels of the engineering phases from
planning phase to test phase.

- Specifies how the safebv-related requirements are documented, evaluated, reviewed,
verified, and tested during the design process to minimize unknown, unreliable, and
abnormal conditions.

- Describes the organization and responsibilities of individuals or groups involved in
the various V& V and review activities.

- Provides a structure for test and review guidance for software functional testing

during the software life cycle.

- Provides the requirements and guidelines necessary to prepare, execute, and
document software tests.

- Addresses software test documentation.

- Addresses metrics that include error tracking, cyber security tracking, and
resolution.] *

b. Software Development Plan (SDP)

- [Describes the plan for technical project development of the I&C software which
performs the monitoring, control, and protection functions for all modes of plant
operation.

- Describes the software engineering development process for each phase of the
software product's life cycle process, i.e., Planning, Requirements, Design,
Implementation, Test, Installation, Operations & Maintenance (O&M), and

Retirement.

- Establishes the standards, methods, tools, and procedures for the software design and
development process.

- Defines the activities performed for each phase of the software development.
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- Defines how requirements are traced to lower levels of the engineering phases from
planning phase to test phase.

- Specifies how the safety-related requirements are documented, evaluated, reviewed,
verified, and tested during the design process to minimize unknown, unreliable, and
abnormal conditions.

- Describes the organization and responsibilities of individuals or groups involved in
the various V& V and review activities.

- Provides a structure for test and review guidance for software functional testing
during the software life cycle.

- Provides the requirements and guidelines necessary to prepare, execute, and
document software tests.

- Addresses software test documentation.

- Addresses metrics that include error tracking, cyber security tracking, and
resolution. *

c. Software Integration Plan (SIntP)

- [Describes the process for integrating the various software modules together to form
single programs.

- Describes the process for integrating the software module integration result with the
hardware and instrumentation.

- Describes the process for testing the resulting integrated product.

- Describes the organization and responsibilities of individuals or groups involved in
the SFT activities.

- Describes software functional test management (e.g., schedule, resources, security,
risks and contingency planning, anomaly, problem reporting, and training needs).

- Provides a structure for software functional testing.

- Provides the requirements and guidelines necessary to prepare, execute, and
document software functional tests.

- Defines required software functional test documentation.

- Defines measurements and metrics for error tracking and resolution, and assess the
.success or failure of the software integration and software test effort.] *

d. Software Installation Plan (SIP)

- [Describes the software installation process and activities performed during the
Installation phase.

- Defines the installation nhase activities.

- Describes the installation procedures.
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- Describes the software installation management. This includes, but is not limited to,
schedule, resources, security, risks and contingency planning, anomaly and problem
reporting, and training needs.

- Provides the requirements and guidelines necessary to prepare, execute, and
document software installation. I*

e. Software Operation and Maintenance Plan (SOMP)

- [Defines the software process and activities used to operate and maintain the
software product during plant operation.

- Defines requirements, methods, and considerations for developing the system O&M
Manual.

- Addresses maintenance procedures and activities to enhance, modify, and maintain
software once the software is installed in the plant.] *

f. Software Training Plan (STrngP)

- [Describes the software training activities to be carried out before and during the
operation of software products for the plant.

- Addresses management, implementation and resource characteristics.

- Defines the requirements and methods used in developing the training manual.

- Defines the training needs of appropriate plant staff including operators, I&C
engineers, and technicians.

- Defines a general description of the training facilities.

- Defines the organization supporting the training effort including interfaces and
responsibilities.] *

g. Software Quality Assurance Plan (SQAP)

- [Defines the management organization, techniques, procedures, and methodologies
used to assure the delivery of software which meets specified requirements.

- Assures that software- development, evaluation and acceptance standards, are
implemented, documented, and followed.

- Assures that the results of software quality reviews and audits will be given to
appropriate management within the scope of the SOAPM.

- Assures that test results adhere to acceptance standards. I*

h. Software Safety Plan (SSP)

- [Establishes the processes and activities intended to ensure that the safety concerns of
the software products are properly considered during the software development.

- Describes the roles and responsibilities of the Software Safety Team (SST).

- Describes the Software Safety Analysis (SSA) mrocess.
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- Ensures that all system safety requirements have been satisfied by the life cycle
phases.

- Ensures that .no additional hazards have been introduced by the work done during the

life cycle activity. ]*

i. Software Verification & Validation Plan (SVVP)

- [Establishes the V& V tasks for the software designed and developed for software
products.

- Ensure that the developed software meets its specified requirements, performs its
intended functions correctly, and does not perform any unintended function.

- Ensure that the final software product meets the contract requirements, required
industry and regulatory standards, and licensing commitments.

- Ensure that the final software product is correct, complete, accurate, and traceable to

requirements specified in the design documents and outputs. I*

i. Software Configuration Management Plan (SCMP)

- [Establishes the Software Configuration Management (SCM) activities during the
design and development of the software products.

Describes the individual with the overall responsibility and authority for the SCM
and or:ganizations responsible for supporting the SCM activities.

Defines the SCM tasks, including methods, timing, and responsibility for the
implementation of design control and design change control.

Identifies the tools, procedures, and individuals needed to execute or support each
SCM task.

- Identifies the SCM required schedule and coordination with the design activities and
the Quality tasks described in this SQAPM. I*

k. Software Test Plan (STP)

- [Prescribes the scope, approach, resources, and schedule of the testing activities
associated with the software development process.

- Identifies the items being tested, the features to be tested, the testing tasks to be
performed, the personnel responsible for each task, and the risks associated with this
plan. I

I. Cyber Security Program (CySP)

- [Defines the implementation of the requirements for the development and
management of an effective cyber security program.

- Defines implementation by life-cycle phase.]*

(2) Implementation of the software projects for each platform or network segment in
accordance with the approved software plans ensures that adequate software products are
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produced at the conclusion of each software life-cycle phase baseline as documented by the
following life-cycle phase Summary Baseline Review Records.

a. [Planning Phase Summary BRR are produced for each hardware and software
platform or network segment accordance with the criteria described in the SMPM,
Section 5.6.5 (Reference 14.3-4).]*

b. [Requirements Phase Summary BRR are produced for each hardware and software
platfbrm or network segment in accordance with the criteria described in the SMPM,
Section 5.7.12 (Reference 14.3-4).]*

c. [Design Phase Summary BRR are produced for each hardware and software platform
or network segment in accordance with the criteria described in the SMPM, Section
5.8.3.13 (Reference 14.3-4).]*

d. [Implementation Phase Summary BRR are produced for each hardware and software
platform or network segment in accordance with the criteria described in the SMPM,
Section 5.9.3.10 (Reference 14.3-4).] *

e. [Test Phase Summary BRR are produced for each hardware and software platform or
network segment in accordance with the criteria -described in the SMPM, Section 5.10.9
(Reference 14.3-4).]*

(3) A multiple-phase test process performed as part of the installation phase will be used to
confirm that each as-built platform or network segment performs in accordance with its
defined criteria.

a. [Installation Phase Summary BRR are produced for the each software proiect and will
include the results summary report for the Factory Acceptance Test (FAT) performed in
accordance with the criteria described in the SOAPM, Sections 7.4 and 7.5 (Reference
14.3-5), that confirms that each part of the as-built software proiect performs as
designed. The FAT is documented in two parts in accordance with the SQAPM, Section
7.7 (Reference 14.3-5), such that, a FA T and a cyber security FAT will be per formedon
each platform or network segment. I*

b. [Installation Phase Summary BRR are produced for the each software project and will
include the results summary report for the Site Acceptance Test. (SAT), that uses
overlapping tests and confirms that the as-built platforms or network segments are

capable of operating as designed as documented in the FAT reports and cyber security
FAT reports and when integrated as a complete ESBWR instrumentation and control
system with sensors and actuators using overlapDing tests in conjunction with the
SAT.1*

*Text sections that are bracketed and italicized with an asterisk following the brackets are
designated as Tier 2*. Prior NRC approval is required to change.

Development of the asseeiated .ESB3WR inistrumentation and Controels (I&C) spftw~ar-e
applications is dependent upon the detailed, as procur-ed eharaeter-istics of the har-dware to be
used. An example woeuld be the micrIroce~r- to be iisedl for the progr-ammable digital eontr-ol
features. Consequently, sofbw~arc development cannot be completed at the time of design
ert~ific~ation without first selecting the specific implementation hardware. in addition to the
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technology issue discussed belowA, this would be incompatible with the principle that certificationi
should noat ddeffine vend•o• specIific (i.e., as procur~ed), design haracterffitiff cSie fcr co•mpnet.

All aspects of digital, miereproceSSOr based control* technoelogy are expected to uinder-go
significant changes as the technology continues to eavolve. These future cahanges are expected to
be benefeicial -and involve both the software and the har-dwar-e. Certification of specific softwar-e
details at this timie. would pr-eclude fu41tu11rea s it.e specific applicapnts 4 from taking advantage of these
technology advances.

Development of software for: prgamn of re-al time microprocessor: based controllers is-
being continually upgraded by techiqe lk automated development of system requir-ements
and automated verification -activities. These. trends, coupled with onigoing inidustr-y efforts to
establish standards for softwar-e development, provide confidencc that future: execution; of this
TierF entry results in !&C, equipment, which fully' cmply with ESBWR requirements and All

Tier 2 commitments.

The software development proeees is discused in detail in Appendix 7C. This material is not
considered part of Tier- 1; however, it pro)vides one of sever-al aceeptable methods for

; 1 +;• AI, VTA A • C, ÷1, . 11 r
MV VMcri r= V rl T V OF .

14.3.3.3 Human Factors Engineering

The human factors engineering (HFE) entry defines the processes by which the details of the
human-system interface (HSI) is developed, designed and evaluated. The processes defined in
this entry require the use of analyses based on human factors principles and apply to the main
control room (MCR), including areas which provide the displays, controls and alarms required
for normal, abnormal and emergency plant conditions. They also apply to the Remote Shutdown
System (RSS), Technical Support Center (TSC), Emergency Operations Facility (EOF), and
Local Control Stations (LCSs) with safety-related functions or as defined by HFE task analysis.
For detailed HSI design implementation, the certification of processes (rather than specific
design features) is necessitated and justified by the following:

" The technology of equipment associated with HSI implementation is rapidly evolving
(and improving) and certification of implementation processes permits future licensees to
take advantage of beneficial technological advances available at the time of application.
An example is the rapid advances that have taken (and are taking) place in flat panel
display technology.

" Detailed implementation of the HSI is dependent upon the details of the as procured, as-
installed equipment. For example, different manufacturers use different techniques to
monitor equipment performance. Because this equipment is not available at the time of
design certification, it is not possible to develop HSI implementation details. This can be
only be accomplished by a licensee when specific equipment characteristics are known.

* The fundamental design work for the ESBWR HSI has been completed and is described
in Tier 2. This includes commitments to a set of standard design features as well as a
minimum inventory of fixed alarms, displays and controls necessary for the operators to
implement the emergency operating procedures and to carry out those human actions
shown to be important by the plant Probabilistic Risk Assessment (PRA). This design
information, coupled with the comprehensive commitments to HSI implementation
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14.3.9 Site-Specific ITAAC

RG 1.206 Section C.I1.7.2 states that the COL Applicant is required "to develop ITAAC for the
site-specific design portions of the facility (Site Specific ITAAC) that are not included in the
certified design." Therefore, if there are design functions and/or features for ensuring plant
safety, which are not addressed in Tier 1, then the Tier 1 ITAAC must be supplemented with Site
Specific ITAAC. If Tier I addresses all functions and features that ensure plant safety, then a
Site Specific ITAAC is not required. The COL Applicant shall provide Site Specific ITAAC for
systems not evaluated in the DCD (COL 14.3-2-A).

Based upon Subsection 14.3.7 and RG 1.206 Sections C.I1.1 and C.I1I.7.2, the extent to which
each site-specific system requires ITAAC is dependent upon the safety significance of the
functions performed by the system. In particular, a system with a safety-significant function
(e.g., safety-related function) should have at least one entry in an ITAAC table for that function.
If a site-specific system is described in the Final Safety Analysis Report (FSAR) and does not
meet an ITAAC selection criterion, just the system title and the statement "No entry for this
system" are provided within the ITAAC portion of the COL application. If a site-specific system
is not described in the FSAR, then the system is not addressed within the ITAAC.

Site Specific ITAAC do not address ancillary buildings and structures on the site, such as
administrative buildings, parking lots, warehouses, training facilities, etc.

14.3.10 COL Information

14.3-1-A Emergency Planning ITAAC

The COL Applicant shall provide Emergency Planning ITAAC, based on industry guidance
(Subsection 14.3.8).

14.3-2-A Site-Specific ITAAC

The COL Applicant shall provide Site Specific ITAAC for systems not evaluated in the DCD
(Subsection 14.3.9).
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Table 14.3-4

Q-DCIS Platforms

Platform Software Project

Reactor Trip & Isolation System Function RTIF
Neutron Monitoring System (RTIF-NMS) NMS

Safety System Logic & Control / Engineered SSLC
Safety Features (SSLC/ESF) Platform ESF

Independent Control Platform (ICP) VBIF

ATWS/SLC

Table 14.3-5

N-DCIS Network Segments

GENE (DPS)

PIP A and PIP B (FAPCS and
Supporting Systems)
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