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The purpose of this letter is to submit the GE Hitachi Nuclear Energy (GEH)
Response to the U.S. Nuclear Regulatory Commission (NRC) Request for
Additional Information (RAI) sent by NRC letter dated December 20, 2007,
Reference 1.

Enclosure 1 contains the GEH response to RAI Numbers 14.3-170 and 14.3-269.
The enclosed changes will be incorporated in the upcoming DCD Revision 5
submittal.

If you have any questions or require additional information, please contact me.

Sincerely,

ames C. Kinsey
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Reference:

1. MFN 07-718, Letter from U.S. Nuclear Regulatory Commission to Robert
E. Brown, Request For Additional Information Letter No. 126 Related To
ESBWR Design Certification Application, December 20, 2007

Enclosure:

1. Response to Portion of NRC Request for Additional Information Letter
No. 126 Related to ESBWR Design Certification Application - RAI
Numbers 14.3-170 and 14.3-269

cc: AE Cubbage
GB Stramback
RE Brown
DH Hinds
eDRF

USNRC (with enclosure)
GEH/San Jose (with enclosure)
GEHANilmington (with enclosure)
GEH/Wilmington (with enclosure)
0000-0080-5624 - RAI 14.3-170
0000-0080-8522 - RAI 14.3-269
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NRC RAI 14.3-170

3.2 Software Development is in DAC process, the ITAAC table should be
labeled {DAC}.

GEH RESPONSE

GEH agrees that a portion of the Software Development ITAAC items within Table 3.2-1
should be labeled as {{Design Acceptance Criteria}}. GEH has also established
construction ITAAC for DAC items. GEH will incorporate a re-write of ITAAC Table 3.2-1
into ESBWR DCD Revision 5.

DCD/LTR IMPACT

ESBWR DCD Tier 1 Section 3.2 and associated ITAAC Table 3.2-1 will be
revised as noted in the attached markups.
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3.2 SOFTWARE DEVELOPMENT

Inspections, Tests, Analyses, and Acceptance Criteria Summary

Design Description

NUREG-0800, Branch Technical Position HICB-14 (BTP 7-14) Revisien 4, outlines activities to be

considered when establishing a software development program for software-based Instrumentation and
Control (I&C) systems, herein defined as safey related software based pro.du.ts. BTP-44HICB-14
divides these activities into 44-separate software development plans. The overall approach is that the
software plans address and document the elements necessary to ensure the production and delivery of
High Quality Software.

GEH has completed a detailed analysis of the-regulatory guidelines and industy standards and
incorporated information from that study into the ESBWR Software Plans. I; . ertai•n cses, deviati• n is
taken from the guidelines and standards, in which ease, the G&ETH SAoftwiare plans will be fcllowed.
Compliance with this process will provide a sound base for development of High Quality Software.

The ESBWR Softwarue anagement andr os ftare Quality Assurance Plans based in part on Socuetion 2
eof BRTP1 14, have been develeped and suibmitted to the NRCG for- reie in supr o'R -f 0DC0D.P-; Cri fi4Ca-]t ion;.
During development of the SaB anR Software Lifecyle process, RePulatory Guidelines (RG) 1.173
1997, "Developing Sotwarne Life Cyr Prm fM igital Computer Software Used in Safety Systems
of tNulear Power Plants" and RG i.152 2006, "Criteria for Digital Computers in Safety Systems ee
NuclearntP r Plantwere refe/fed to extensively to ensure Cempliance with BTPP 7 14.

GE4 has campleted a detailed analysis of the regulatory guidelines and industry standards and
incoeported I a from that study into the ESBWR Softwaree Plans. inertinces, deviation is
taken from the gutidelines and standards, in which c ase the GEH software plans will befoloe
Cempliance with this process will pronvidema sound base fn o devedpment of High Quality Saftdysare.

The ESBAIR Cyber- Secur-ity Proegr-am n:Plan4 is discvussed in item 11 of the ITAAC. WAhile it is not r~equired
to be discussed by BTlP 7 14 Rvision 4, it is appropriate to inelude it in the Softwarae nTtAAC-T.

Softwar-e Plaits and Programs

The ESBWR Instrument & Controls (I&C) Software Plans are included in two GEH documents,
the ESBWR I&C Software Management Progzram Manual (SMPM) and the ESBWR I&C
Software Quality Assurance Prog~ram Manual (SQAPM). The software plans are identified in
the ESBWR Man-Machine Interface sMts ASystem and Human Factor & Engineering (riaE)
Implementation Plan (Mlt S/HF iPn . The ESBWR Cyber Securiey Program Plan is further
defined by a separate Licensing Topical Report, ESBWR C yber Security Program Plan
(CySP).The software plans included in the GEH ESBWR Softw~ar-e Management Plan dcmen~fet,
r-eferfed to as the Softwar-e Management Plan (SNIP), are:

The ESBWR I&C software program will produce reqjuirements, design, develop~ment, and testing
documents throughout the software lifecycle as described in the SMPM. Result Summary
Reports, based on the software plan implementation, address the ESBWR safety-related systems
described in Table 2.2.10-1 and their associated safety-related functions defined in the Task
Analysis. The results summary reports are available for the NRC staff review, and are included
in the list of items for Inspections. Tests, Analyses, and Acceptance Criteria.

The following is a list of the Design Commitments for the Software Develonment ITAAC:

3.2-1
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(1) Implement the Software Management Plan (SMP) for the design and development of
ESBWR I&C System software.

(2) Implement the Software Development Plan (SDP) for the design and development of
ESBWR I&C System software.

(3) Implement the Software Quality Assurance Plan (SOAP) for the design and development
of ESBWR I&C System software.

(4) Implement the Software Integration Plan (SIntP) for the design and development of
ESBWR I&C System software.

(5) Implement the Software Installation Plan (SIP) for the design and development of ESBWR
I&C System software.

(6) Implement the Software Operation and Maintenance Plan (SOMP) for the design and
development of ESBWR I&C System software.

(7) Implement the Software Training Plan (STmgP) for the design and development of
ESBWR I&C System software.

(8) Implement the Software Safety Plan (SSP) for the design and development of ESBWR
I&C System software.

(9) Implement the Software Verification & Validation Plan (SVVP) for the design and
development of ESBWR I&C System software.

(10) Implement the Software Configuration Management Plan (SCMP) for the design and
development of ESBWR I&C System software.

(11) Implement the Cyber Security Program Plan (CySP) for the design and development of
ESBWR I&C System software.

(12) Implementation of the ESBWR I&C software program satisfactorily produces Software
Design Documentation (SDD).

(I)Sft ware Development Plan (SDP)

(2)ofwaeg inegain Plan (Slat)

(3)Seftware installation Plan (SIP-)

(1 )Seftware Oper-ation and Mainteniance Plan (SOMP)

The ESBAIR 1&G SEoftware Qualit' Assur-anee Plan (SQAP), her-ein Fefeffed to as SQAP,
ineludes the sofrware plans used by the Quality Assurance (QA) and the Sofrwar-e Proeject
Engineering (SPE) oraiaingoverning the same 1&G software scope identified ini the
MNUS,/HFE 1P.

(I)Scfwar-e Ver-ification & Vralidation Plan (SIALP)

(2)Seftware Safet Plan (SSP)

(3)Seftware Configur-ation Management Plan (SCMP)

3.2-2
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The ESBWAR Cybcr: Securit' Pro gram Plan is fruiher- defined by a separate Licensing Toapical
Repon4, ESBWAR Cyber Securty Program -Plan (CSPP).

The applicable Softwar~e Products (software and fifmwar-e) covered in the SMNP encoempass all
I&C systems, as specifically defined in the MN41S/14FE 1P, which per-foff themoirng
eentrol, alafffing, and proetection ffinctions associated with all modes of ESBWAR plant nor-ali

oeato (i.e., stad~up, shutdown, standby, power- oper-ation, and reffielinlg) as well as Off noffal,
emergency, and accident conditions.

Software Management Plan

The purfpose of the Softwar-e Management Plan (SNIP) is to establish the mfanaagerial pfese
and the technical diretion for the design and development activitie of Digital Comfputer- Based
I&C Software 'within the scope of the ESBWIR.

The So~ftware Management Plan (SNIP) includes the key planning documents for- the
Instrnimentation and Controls (I&C;) design team and governs the design and devlelpment
activities for- the Digital Computer- Based I&C softwar-e for the ESBWR.

As5 outlined within the SNIP, anfraizto has been established to address the control ot
softwar-e mnanagement and to enisur-e that inidependence is mnaintained betweenl the designfl
orgniztion and the qualit' assur-ance, softwar-e safe,, and Verification and Validation (V&V)

organiations.

Software Development Plan

The Soft'war-e Devlelpment Plan (SDP) describes the softwar egnring development process
for- each phase of the softlwar-e proeducts life cycle process. The phases incelude Plaf+ing,
Requtir-ements, Design, implementation, Test, installation, Operations & Mainteniance (O&M4),
and Retirement. The SDP also addresses the prepar-ation, execution, and documentation ot
soft'war-e testing for- soft'war-e proeducts. The SDP confor-ms to RG 1.173 199:7 and IEEE Std.
1071 1995, except as spWefid in Appendix A of the Software Management Plan (SNIP).

Software Quality Assur-ance Plant

The Softwar-e Quality Assurance Plan (SQAP) descr-ibes a sytmai pproach to development.
and implementation for ESBWR softwar-e development. This plan identifie the dtcumentation
to be prepared during the soft'ware dev~elopment, ver-ification, v~alidation, use, and maintenance.
This plan is eonfofmed to the r-equir-ements of 10 CFR 50, Appendix B and is ensistent with the

reuieents specified in IEEE Std. 1012 1998 "IEEE Standard for- So~ftware Ver-ification and
VldtOnl." This plan incnjntion with other- plans descr-ibed in this section, addresses the
vroselements described In.th related guidance documents, including IEEE Std. 1012 1998

which is endor-sed by RG 1. 168 2001.

Softwvare Integr-atio-n Plan-

The Software Integr-ation Plan (SIntP) descr-ibes the softwar inerainactivities to be eaafied-
out during the dev~elopment of software based pr dutfes. This plan, in conjuncetion with oth-er
plans descr-ibed in this section, addresses and meets the epcaios of RG 1.170 1997,
"Software Integration Documfentation for Digital ComFputer So~ftwa~re. useed in Safeý' Systems ot
Nuclear-Po'wer Plants."

Softwarfe Instllation Plan

3.2-3
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The Software installation Plan (SIP) summarizes the. management, impletmenltationl, and resoulrce
char-acteritc reuie to implement the softwar-e installation proagr-am.

Software Operational and Maintenance Plant

The Software Operation and MitncePlan (SOMP) definies the softwar~e process and-
activities used to operate and mnaintain the softwAar~e product dur-ing plantoeain The SOMP
defines r-equirements, methods, and consider-ations foar developing the systemý O&M m anual. The
SOMP also adrese maintenane e proceedur-es and activities to enhancee, moedifl', and mfaintai~n
softwar-e once the softwar-e is installed in the plant.

Software Training Plan

The Sofwar Tain-ing Plan (STrngP) descr-ibes thc manaent iplementation, and r-esourcee
char-acteri stics of the training. prgam. The plan addresse, the r-. quired the training needs for- the
utility plant staff-, incluiding operators and I&C; enginecrs and teeaiiasn opr-ation and
maintenance the sofrvar-e based pr-oducts.

Softwarce Safety Plant

The Softwar-e Safet Plan (SSP) establishes the proceesses and activities intended to ensure that
the saf etycncerns o~f the software products are pr-operly5 consider-ed during the softwar-e
development and are consistent with the defined system safet analyses as defined by RO 1. 173
1997, "Developing Software Life Cycle Proceesses for- Digital Computer- Sofrwar-e Used in 'Safeaty
Systems of Nuclear Power Plants". The SSP mleets the goidelines specified in Chapter 7 ot
NUREG 0800 Standard Review Plan and the rqie entsotlined in section IEEE Std. 1228
1991, "IEEE Standard for Software Safet Plans".

Softwar-e Verification and lValidation Plan

This Software Ver-ification and Validation Plan (SVVIP) establishes the V&V tasks for- the
softwar-e designed and developed for- softwar-e proeducts. This SXWP satisfies the requirements ol
RG 1.168 2001, except where specified in Appendix A. RG 1.168 2001 endor-ses IEEE Std.
1012 1998, "IEEE Standar-d for- Ver-ification and Validation Planis" andE IEEE Std. 1028 1997,
"IEEE Standard for Software Reviews and Auidits"L.

Softwar-e Configuration Management Plan (SCAM)

The Softwar-e Configur-ation Management Plan (SCM4P) establishes the Software Conifigur-ation
Managemenit activities for the design and development of the software products. This SCMNP
satisfies the r-equtiremfents of RG 1.169 1997, "Configuration Management Plans for- Digital
Compuiter SeARoftare Used ina Safety Systems of Nuclear- Power Plants", except 'wher-e specei-&fied infl
Appendix A of the Softwar-e Quiality Assurance Plan. RG 1.169 1997 endorses IEEE Stdl. 828,
"IEEE Standard for Software Configuration Management Plans".

Cyer Seur-tP rogram Pln

The Cyber: Secur-ity Progr-am Plan (CSPP) is developed usn a srnced design proceess to
prtc igital assets fromn cyber- attack, which pr-ovides for specific documentation and r-eview
duigte following water-fall lifecycle phases:

fiPlanning-Phase

B Requirement Phase

3.2-4
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gDesign Phase

-implementation Phase

61Test Ph~ase

9fInstallation Phase

Ins peration and Maintenance Phase

The objeetive of inspecting and testing cyber seeurit' functions is to n alyses the prcess Used tO
design the hardware and software, and to ensure that the system eybed sin Tab' r.2ui0-mets are
Validated b5 eecution Of ifntegr syn, and aeeeptanee tests, respeetively. Testing
ineludes tests en system hardwar-e eenfiur-atien (ineluding all external eecneetivity), softwar-e
negatn, seftwae qu&alifeatian, system integration, systm quialifieatin, and system faetsrn y

aeeeptanee.

Inspections, Tests, Analyses and Acceptance Criteria

Table 3.2-1 provides a definition of the inspections, tests and/or analyses, together with
associated acceptance criteria, which will be applied to the safety related software life fyele
software associated with ESBWR safety-related systems described in Table 2.2.10-i. and their
associated safety-related functions.

Because the I&C Systems technologzy is continually advancing. details of the system design may
not be complete before the NRC issuance of a design certification. Therefore, the portions of the
system design needed to complete the acceptance criteria are marked as { {Design Acceptance
Criterial }.

3.2-5



26A6641AB Rev. 05
ESBWR Design Control Document/Tier 1

Table 3.2-1

ITAAC For Software Development

Design Commitment Inspections, Tests, Analyses Acceptance Criteria

1. Implement the Software Management J. An inspection is performed on the SMP i. A results summary report(s) exists and it
Plan (SMP) for the design and results summary report(s). shall demonstrate that the SMP
development of ESBWR I&C System
software.The Softwar. e Management Plan {Design Acceptance Criterial }•: 2 , ,4satisfactorily addresses the managerial,

(SN4P) defines the manager1ial proesses Analy'sis of the Seftware anagement -Plan implementation and resource characteristics

...essa . .to ac .mplish the design and (S.P) will be perfo.. ed. to support the ESBWR I&C Systems

development of the ESBWR softwar-e development.

based pr eodcts and defines the The results summary report(s) address the
management, implementation and ESBWR safety-related systems described in
resource software char-acteristics. Table 2.2.10-1 and their associated safety-

related functions.A r .esult .. ssum-f.at', report

shall be developed and it shall verifth
the Softwar-e Management Plan (SWI)
satisfapestorlu addresses all of the
managerial, implementation and resmource
characeristics necessach to aaeomplish the
design and development of the ESBru
softwar-e based proeducts. The reporisal
also ver-if' that assessmients of the guial.' ot
Vendoer efforts are acceptable-.

f f Design Accpetance Criteria)

ii. An inspection is performed on the SMP ii. A results summary report(s) exists and
process results summary report(s). concludes that the SMP process defines the

organizational responsibilities, activities.
and management controls and demonstrates
the following process characteristics:

__________________________________consistency,_style._traceability,_unambhiguity

3.2-6
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Table 3.2-1

ITAAC For Software Development

Design Commitment Inspections, Tests, Analyses Acceptance Criteria

and verifiability. The report shall also verify

that assessments of the quality of vendor
efforts are acceptable.

The results summary report(s) address the
ESBWR safety-related systems described in
Table 2.2.10-1 and their associated safety-

related functions.

2. Implement the Software Development i. An inspection is performed on the SDP i. A results summary report(s) exists and it
Plan (SDP) for the design and results summary report(s). A Resiats shall demonstrate that the SDP
development of ESBWR I&C System Analysis of the S.ftwar.e Development Pln satisfactorily addresses the managerial,
software.The S .ftwar.e Development Pln (SDP) will be per. f ,ed. implementation and resource
(DP) d.serib.s the m.anagement , f th. { {Design Acceptance Criteria} } characteristics to support the ESBWR I&C
ESBWR sof.ar.e development an Systems development. The report shall
defines the management, implementation verify that the software plan defines which
and reseource sft-ware characteristics, tasks are associated with each life cycle

phase and that inputs and outputs are
defined. The report shall also ensure that
methods of review, verification and
validation of outputs are defined in an
acceptable manor.

The results summary report(s) address the
ESBWR safety-related systems described
in Table 2.2.10-1 and their associated

safety-related functions.

{ {Desi n Acceptance Criteria} lA-res,,ts

3.2-7
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Table 3.2-1

ITAAC For Software Development

Design Commitment Inspections, Tests, Analyses Acceptance Criteria

sumamarzy r-eport shall be dlev.eloped and it
shall verito that the Sef"'ae Development
Plan (SD.P) satisfatrily addreesses all oa
thee m hantagerial, implem iwentation and
rgesourae charateristics nieessary, to
accompnish the d nesoign and development o
the ESBWIR software based proeducts. The
repmor shall verifs that the softwari e pla
defines whsicas: ke aosisoencyiated A.
each life cycle phase and that inputs and
outtpuits are defined. The report shall also
ensurfe that methods of review, v~er-ification
-And- vaflid-ation- of outputs are definied inl anl
aeeeptabk-mfanef

ii. An inspection is performed on the SDP ii. A results summary report(s) exists and
process results summary report(s). concludes that the SDP process defines the

orsanizational responsibilities, activities,
and management controls and
demonstrates the following process
characteristics: consistency. style.
traceability. unambiguity and verifiability.

The results summary report(s) address the
ESBWR safety-related systems described
in Table 2.2.10-1 and their associated
safety-related functions.

3.2-8
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Table 3.2-1

ITAAC For Software Development

Design Commitment Inspections, Tests, Analyses Acceptance Criteria

3. Implement the Software Quality i. An inspection is performed on the SOAP i. A results summary report(s) exists and it
Assurance Plan (SQAP) for the design and results summary report(s)A-Re4slts shall demonstrate that the SOAP
development of ESBWR I&C System nalysis of the Software Quality satisfactorily addresses the managerial,
software.The Software Quality Assuir-ance Assur.an.e Plan (SQAP) will be implementation and resource
Plan (SQAP) desr.ibes a syste.m.atic ... perfmed. characteristics to support the ESBWR I&C
appr-,ach to the development and use et { {Design Acceptance Criterial I Systems development.
ESBAIR software. It also defines the The results summary report(s) address the
management, implementation an. d ESBWR safety-related systems described
reseurce soaft'w.are charaeteristies. in Table 2.2.10-1 and their associated

safety-related functions.

{ WDesign Acceptance Criterial }A--resti~lt
suimmar-y report shall be developed and it
shall vc-rif" that the Seftware Quality
Assurance Plan (SQAp ) satisfactorily
ii. Ad dinsecio is all nf th SOAe M A a sm m aag r epr- i al,
implementation and resoutie s
chacteristies, ndeaessag e to aconmplish the
design and development of the ESBR
seflwar-e based proeducts. The r-eport shall
-alsoA ve-rifý, that high quality software-,
which per-forms all intended safet
fuinctions, is produced as a resuilt of plan

ii. An inspection is performed on the SOAP ii. A results summary report(s) exists and
process results summary report(s). concludes that the SOAP process defines

the organizational responsibilities,
activities, and management controls and

3.2-9
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Table 3.2-1

ITAAC For Software Development

Design Commitment Inspections, Tests, Analyses Acceptance Criteria

demonstrates the following process
characteristics: consistency, style,
traceability, unambiguity and verifiability.
The report shall also verify that high
quality software, which performs all
intended safety functions, is produced as a
result of plan execution.

The results summary report(s) address the
ESBWR safety-related systems described
in Table 2.2.10-1 and their associated
safety-related functions.

4. Implement the Software Integration i. An inspection is performed on the SlntP i. A results summary report(s) exists and it
Plan (SlntP) for the design and results summary report(s).A Results shall demonstrate that the SIntP
development of ESBWR I&C System Analysis of the S .ftware integration Plan satisfactorily addresses the managerial,
software.The Seftwar.e Integration P!an (StP) will be perf-cmed. implementation and resource
(SintP) •uma......r.iz.e.s the managem.ent, {Design Acceptance Criterial I characteristics to support the ESBWR I&C
implementatien, and resouree Systems development.
characteristics of the integratian program. The results summary report(s) address the
It also defines the management, ESBWR safety-related systems described
imleenato and ............ sa........ in Table 2.2.10-1 and their associated
char-acter-istics-.

safety-related functions.

f {Design Acceptance Criterial }IA-esutits
suimmar-y r-eport shall be developed and it
shall verif' that the Software Integration
Plan (SintP) satisfactorily addresses all ot
the managerial, implementation and
resourc~e chrctrsicnecessaryj to

3.2-10
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Table 3.2-1

ITAAC For Software Development

Design Commitment Inspections, Tests, Analyses Acceptance Criteria

accomplish the inftegr:ation of the, ESB3APR
saftwar-e based proeducts. This report shall
also ver-ify that mnetheds of software
integratin between commercial off the
shelf (COT-S), as wvell as pr-eviously
developed software (PDS) and newly
developed softwar-e are satsfctr.

ii. An inspection is performed on the SIntP ii. A results summary report(s) exists and
process results summary report(s). concludes that the SIntP process defines

the organizational responsibilities,
activities, and management controls and
demonstrates the following process
characteristics: consistency, style,
traceability, unambiguity and verifiability.
This report(s) shall also verify that
methods of software integration between
commercial off the shelf (COTS), as well
as previously developed software (PDS)
and newly developed software are
satisfactory.
The results summary report(s) address the
ESBWR safety-related systems described
in Table 2.2.10-1 and their associated
safety-related functions.

5. Implement the Software Installation i. An inspection is performed on the SIP i. A results summary report(s) and it shall
Plan (SIP) for the design and development results summary report(s).A Restits demonstrate that the SIP satisfactorily
of ESBWR I&C System software.4-he Analysis of the Sof•:vare Integration Plan addresses the managerial, implementation

3.2-11
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Table 3.2-1

ITAAC For Software Development

Design Commitment Inspections, Tests, Analyses Acceptance Criteria

Sftwar-e . istallation Plan (SIP) (SIP) will be perfo..m and resource characteristics to support the
su.mmarizes the management., {Design Acceptance Criteria} I ESBWR I&C Systems development.A
implementation of sftware operationsT Results Summary Report shall be

manea ,and resoure harateristis devaeloped and it shall veaite ' that the e
fteintall nprogram. it also defines Saftare installation Plan (SIP)

the managemaent, implementation and satisfaetor-ily addrese all afth
r-esource so ar-e char-acter-istics, managerial, implementation and rCesretra

chaactrisicsnecessary to accomplish the
installation of the ESBWR software based
predttets.

The results summary report(s) address the
ESBWR safety-relate systems described
in Table 2.2.10-1 and their associated
safety-related functions.

t aDesign Acceptance Criteria f I a

ii. An inspection is performed on the SIP ii. A results summary report(s) exists and
process results sunmary report(s). concludes that the SIP process defines the

organizational responsibilities, activities,
and management controls and
demonstrates the following process
characteristics: consistency, style,
traceability. unambiguity and verifiability.

The results summary report(s) address the
ESBWR safety-related systems described
in Table 2.2.10-1 and their associated
safety-related functions.

3.2-12
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Table 3.2-1

ITAAC For Software Development

Design Commitment Inspections, Tests, Analyses Acceptance Criteria

6. Implement the Software Operations and i. An inspection is performed on the SOMP i. A results summary report(s) exists and it
Maintenance Plan (SOMP) for the design results summary report(s). A Results shall demonstrate that the SOMP
and development of ESBWR I&C System Analysis of the S"e ,tare Operations and satisfactorily addresses the managerial,
software.The S•ftware Operations Mainteac,,e Plan (SOMP) will be implementation and resource
andMaintenan. . Plan (SOMP), whi.h pe-e4me characteristics to support the ESBWR I&C
provides an acceptan. e appr.a.h for e {Design Acceptance Criterial } Systems development.
management and execution of the sEof.war. e The results summary report(s) address the
operations and maintenance activities, will ESBWR safety-related systems described
producta. The SOMP also defines the in Table 2.2.10-1 and their associated

management, implementati•on an safety-related functions.
resouree seotware charaeteristies. I IDesign Acceptance Criteria} }A-ReLults

Sufmmay Report shall be developed and it
shall ver-ifý that the Soe,'ar-e Operatin
and Mainten-ancee PAn (SOMP)
satisfactorily addresses all of the
managerial, im.plemf.entation and r.esorce
ch14araceter-istics niecessary to accomplish the
apcr-aeions and ain-tenance tasks
associated with ESB31WR so-ftwvare based
preduets. This report shall speei.. the
metheds of perfor"ming seftware

pans and maintenance. f.nction

This r-eport shall also provNide an
assessment of the system's operatina

beur~ by v e r-i aig th ea ea:ist ence, oA-f- a
mneans to enisur-e that noe unauthorized _
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changes to hardwar-e, softwarze, and system
par-ameters can be mnade. The r-eport shall
demenstrate existenee of a monitoring
program to dletect penetr-ation (or
attempted penietration) of the systemf-.

ii. An inspection is performed on the ii. A results summary report(s) exists and
Software SOMP process results summary concludes that the SOMP process defines
report(s). the organizational responsibilities,

activities, and management controls and
demonstrates the following process
characteristics: consistency, style,
traceability, unambiguity and verifiability.

This report shall specify the methods of
performing software operations and
maintenance functions following tum over
to the COL holder.

The results summary report(s) address the
ESBWR safety-related systems described
in Table 2.2.10-1 and their associated
safety-related functions.

7. Implement the Software Training i. An inspection is performed on the STmgP i. A results summary report(s) exists and it
Plan (STmgP) for the design and results summary report(s).A Restits shall demonstrate that the STmgP
development of ESBWR I&C System Analysis of theS re Tr-aining Plan satisfactorily addresses the managerial,
software.The So ...a.e Training Plan (ST-mgP) will be perfored. implementation and resource
(ST...gP) t requiredtraining { {Design Acceptance Criteriath.. e ... Ii + . characteristics to accomplish the training
fr staff wrking in the design, D A tasks for staff working in the design of the
devel.pment, pe re.ie. And testin o_ software based products.A-Resuks
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the sfcaebased producets, as well as Suammary Repon4 shall be developed and it
r-equir-ements for the training progr-am for Shall vent'ý that the Softw'are Tralining
the uttilig' operating and moaintaining the Plan (STmgP) satisfactorily addresses all
software based products. It also definBes of the managerial, implementation and
the management, implementation and r-esource char-acter-istics necessar-y to
resourfe so&fftwre haateitis accomplish the tr-aininig tasks for- stat

workinig in the dlesign, development, peer-
review, and testing of the sofvfi.arebae
pr-oducts. This inclu-de reqire ensfo
the tr-aing prga )f the utility

oprtig and maintaining the software
basedpr-eduets.

The results summary report(s) address the

ESBWR safety-related systems described
in Table 2.2.10-1 and their associated

safety-related functions.

{ IDesign Acceptance Criterial I
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ii. An inspection is performed on the STmgP ii. A results summary report(s) exists and
process results summary report(s). concludes that the STmgP process defines

the organizational responsibilities,
activities, and management controls and
demonstrates the following process
characteristics: consistency, style,
traceability, unambiguity and verifiability.
This report(s) shall also verify the
training tasks for staff working in the
design, development, peer review, and
testing of the software based products.
This includes requirements for the training
program of the utility operating and
maintaining the software-based products.

The results summary report(s) address the
ESBWR safety-related systems described
in Table 2.2.10-1 and their associated
safety-related functions.
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8. Implement the Software Safety Plan (SSP) i. An inspection is performed on the SSP i. A results summary report(s) exists and it
for the design and development of results summary report(s).A-Results shall demonstrate that the SSP
ESBWR I&C System software.T4-he Analysis of the S-ftware Safe. Plan satisfactorily addresses the managerial,
Software Safety Plan (SSP) establishes the (SSP) will be performed. A Safety implementation and resource
processes and activities intended to ensure Analysis shall be perf..med- f-or- allSaet characteristics to support the ESBWR
the safety of the safety related softwar-e Related Software at prescribed point- in I&C Systems development.
for the softwar.e based produ..t and to the. Software Life Cyle as defined in. The results summary report(s) address the
address the p.tential s. .ar.e risks. it also ESBWR safety-related systems described
defines the m g. implementation .{Design Acceptance Criteria}} in Table 2.2.10-1 and their associated

and reoref-softae- charfacter-isties.
safety-related functions.

I IDesign Acceptance Criterial IA--Resu4lts
Suf. .. a. Repo. t shall be developed ant it
shall ver-ify that the Safrwar-e Safet Plan
(99P) satisfactor-ily addrFesseas all ofth
managerial, implementation and r-esource
ceh-A r- Aet er-i stices ;;e, ees -;a f ' to0 acco 8 m Pli S;h t hea
design and development tasks associ-ated
w~ithES Rsotaebsdrdus
Safety Analysis Repors; shall d~emnstr-ate
that mnanagemfent, implementation, an
resouircechaaceits -Are m-aintaine
thfoughout the P.A. Life Cycle proess.
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ii. An inspection is performed on the SSP ii. A results summary report(s) exists and
process results summary report(s). concludes that the SSP process defines the

organizational responsibilities, activities,
and management controls and
demonstrates the following process
characteristics: consistency, style,
traceability, unambiguity and verifiability.

This report(s) shall also verify_ Safety
Analysis Reports demonstrate that
management, implementation, and
resource characteristics are maintained
throughout the Software Life Cycle proces,

The results summary report(s) address the
ESBWR safety-related systems described
in Table 2.2.10-1 and their associated
safety-related functions.

9. Implement the Software Verification and i. An inspection is performed on the SVVP i. A results summary report(s) exists and it
Validation Plan (SVVP) for the design and results summary report(s). shall demonstrate that the SVVP
development of ESBWR I&C System f {Design Acceptance Criteria} }A satisfactorily addresses the managerial,
software.The Software Verification and Analysis of the S.ftfar-e Verifieation and implementation and resource
Validatin n Plan (SNw) des.r.ibe' the 'alid-atien Plan (SVW5) will be characteristics to support the ESBWR
independent .. &V or.ganizao per-formed. A Verif•i•atin and Validation I&C Systems development. The report
....... e fo ......... the V ta s be performedf shall verify that the organizational,
te encure that the design r.equ.irements oe Related Sefir .at pr'scribed points in scheduling, and financial independence is
each life .ycle phase are traceable to a he S.oftware Life Cy•le as de.fined in the• maintained throughout the development
relevant requirement defined in the S.AP. A Requ.ir-em.ents Tra.eabili. process.
pr-eviouts phase-, and that the dev-eloped
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sotwar.e based product meets its spccificd Analysis (RTA) shall be per.fo. ed for all The results summary report(s) address the
r.equ.iremen.ts, per-forms its intenadc Q and N3 Software. ESBWR safety-related systems described
.ncin co....rr.ectly and per-foms no in Table 2.2.10-1 and their associated

;ninteaded fnctions.; The SWr/P also safety-related functions.
dcfincs them managemen, implementation. (Design Acceptance Criterial }A-Reusts
and resource software characteristics. Summai' Repo -- shall be dev w•eloped and it

shall verify that the Software Verification
anifd Va;lidation Plan (SW.?P) satisfactorily
adress-FteSseA all of thea fae m rgi alo,
implementation and r-esourcee
e characteristics neccssar to aecomplish the
design and developmeen t tasks assoiated
with ESBWR software based proaductsThe
rieport shall vtenprm n that the ortganizational,
seheduling, and financial independence is
m-aint-ained throuighouit the dev~elopmnent
process. Na & ReprtVs shall demonstrate
that mranagement, implementation, an
r-esource char-acteristics are maintaine
thfoughoutt the SW Life Cycle proceess.,

TeRqir-ements Tr-aceahility Matri
s-hall demonstrate that management,
imfplemfentation, and r-esouirce
char-acteristics are maintained throutghoutt
the SW Life Cycle proceess.

ii. An inspection is performed on the SVVP ii. A results summary report(s) exists and
process results summary report(s). concludes that the SVVP process defines

the organizational responsbilties.&

3.2-19



26A6641AB Rev. 05
ESBWR Design Control Document/Tier I

Table 3.2-1

ITAAC For Software Development

Design Commitment Inspections, Tests, Analyses Acceptance Criteria

activities, and management controls and
demonstrates the following process
characteristics: consistency. style.
traceability, unambiguity and verifiability.

V & V Renorts shall demonstrate that
management, implementation, and
resource characteristics are maintained
throughout the SW Life Cycle process.

The Requirements Traceability Matrix
(RTM) shall demonstrate that
management, implementation, and
resource characteristics are maintained
throughout the Software Life Cycle proces!

The results summary report(s) address the
ESBWR safety-related systems described
in Table 2.2.10-1 and their associated
safety-related functions.

10. Implement the Software Configuration i. An inspection is performed on the SCMP i. A results summary report(s) exists and it
Management Plan (SCMP) for the design results summary report(s).A Results shall demonstrate that the SCMP
and development of ESBWR I&C System Analysis of the S.ft..are Ccnfiguration satisfactorily addresses the managerial,
software.T.he Software Configuration Management Plan (SCP) ..il be implementation and resource
Management Plan (SCM..P) ..ef.nes the ........ characteristics to support the ESBWR
ma ag.ment, the implementation of the f{ Design Acceptance Criteria} JA I&C Systems development.
eonfigur-aticn eontrol, and the speeifie Configur-ation Management analysis &hall ICSsesdvlpet
d...uments, files and systems t.. whi. h it is be perfo.. ed fr• all Safiaty Related The results summary report(s) address the
appliablc. It also defines the Software dur;ing the Baseline Review for ESBWR safety-related systems described
management, implementation and eeacah Seftva.. Life Cycle phase. in Table 2.2.10-1 and their associated
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rcsorcesoftareehaaetcistcs.safety-related flinctions.A Results
Swmmatry Repon4 shall be developed and it
shall ver-if% that the Softwar-e
Configur-ation Management Plan (SCAP)
s-atissf-actorily addresses all of the
managerial, imnplemnentation and r-esouirce

characteristics n-eckessar-y to accomplish the
design and development tasks associated
with ESBW'AR soAfrw- ,arc based produts.

f IDesign Acceptance-CriterialUn*
addition, the r-epofl shall verify that h
follo1wAing itemns are ben manaie
uinder the cont#rol of Ani or-ganization that is

repnible for- pro~es sing and arcehivn
the var-ious ver-sionts of the sofware a
well as suppoffting documentation.

l.Sof"'are requtiremfents, designs, and cod-e

2.Suppon# so-~ffivare u-sed in development

3 .- ibra-rie~s o-f softwOa-r-e components
essetial te-safeý

I.Sofiwar-e plans that couild affect qutality

5.Test seftwar-e r-uir-ements, designs-, Or
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....d..u..d.in.... n ur tdI

6.Test resuilts and analyses utsed to qualif'

sftwarn mentation

CpDatabases and seoftware thnfiguratien data

.Pr. developed softare- item-s th-at -are

safiet' system softwar-e

I O.SAefsuarte shange documentatisn

t 14Teols used in the software prsojeitifo
management, development, or
assor-anee

CM Reports shall demonstrate that
management, implementation, and resoeife

characteristicsae moinstined throgho
S tA Life Cyle u u v a

ii. An inspection is performned on the SCMP ii. A results summary report(s) exists and
process results summary report(s), concludes that the SCM~P process defines

the organizational responsibilities,
activities, and management controls and
demonstrates the following process
characteristics: consistency, style,

traceability. unambiguity and verifiability.
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In addition, the report(s) shall verify that
the following items are being maintained
under the control of an organization that is

responsible for processing and archiving
the various versions of the software as
well as supporting documentation.

* Software requirements, designs, and
code

" Support software used in development
" Libraries of software components

essential to safety
" Software plans that could affect quality
" Test software requirements, designs, or

code used in testing
" Test results and analyses used to qualify

software
" Software documentation
" Databases and software configuration

data
" Pre-developed software items that are

safety system software
" Software change documentation
" Tools used in the software proiect for

management, development, or
assurance

The results sumrmay report(s) address the
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ESBWR safety-related systems described

in Table 2.2.10-1 and their associated
safety-related functions.

11. Implement the Cyber Security Program i. An inspection is performed on the CySP i. A results summary report(s) exists and it

Plan (CySP) for the design and results summary report(s)The-foewing-ar-e shall demonstrate that the CYSP

development of ESBWR I&C System pew-f.••eHe' satisfactorily addresses the managerial,

software.The Cyber Security Program inspection of the process used to design the implementation and resource
Plan (CSPP) develcped using a stru.tu.r.ed hardware and sftware. . characteristics to support the ESBWR

design pr..ess to prcte.t digital assets I&C Systems development.inspeetien-and

from eyber attack. The CSPP proevides ET-ests on system- hadae onfiguration test r-eports- exist -and- conclude(s) that h

specific documfentation anfd reviews during (including all cxtefmal connectivity), Cyber Security Program Plan (CSPP) is
the olloinglifoycl phaes:softwar-e integration, softwarthe following i , ............ qualificatio, e iegratio. , system developed using a stmetr-ed design

quliicton.ad......cen p ess to prote.t digital assets from .ybe.
! PDesign Acceptance Criteria} } attack. The CSPP priovides specific

2.Requir-ements Phase DeinAcpaeCrtiaIdocuimentation and r-evievs duiring the
3.Desig n Phase following lifecycle phases.

S,.mplemen.tation Phase The results summary report(s) address the
ESBWR safety-related systems described

5.Test Phase in Table 2.2.10-1 and their associated

6.1nstallation Phase safety-related functions.

7.Oper.ation and Maintenance Phase .4-. ýDesign Acceptance
Criteria} }Planning-Phase

2.Requiremcnts Phase
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Deeign-DI

4.Implementation Phase

5•-est-Phase

6.InstalIatic6 Phase

7.Operaticnianld- MA4ainlteniance Phase

ii. An inspection is performed on the CySP ii. A results summary report(s) exists and
process results summary report(s). concludes that the CySP process defines

the organizational responsibilities,
activities, and management controls and
demonstrates the following process
characteristics: consistency, style,
traceability, unambiguity and verifiability.
The results summary report(s) address the
ESBWR safety-related systems described
in Table 2.2.10-1 and their associated
safety-related functions.

12. Implementation of the ESBWR I&C i. An inspection is performed on the SDD i. A results summary report(s) exists and it
software program satisfactorily produces results summary report(s) A-Baseline shall demonstrate that the SW DD
Software Design DocumentationReiew Analio, ..which infciledes a satisfactorily addresses the managerial,
(SDD).S.ftwar.e Design Documentat•i . .nfiation management r.ep.r, shall be implementation and resource
(SDD) is information r..e.rded abut a perfa,.med at eah SW lifecy.le phase. characteristics to support the ESBWR
spe.ific life cycle a.tivi. . Documentation { {Design Acceptance Criterial I .I&C Systems development.
in.cludes software life cy... design .utputs The results summary report(s) address the
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and •"i..... life .y.le p.ee.s. ESBWR safety-related systems described
doeumentation. in Table 2.2.10-1 and their associated

safety-related functions.

f {Design Acceptance Criterial I A Results
SiAmmsary Repirt shall be developed and it
shall ryerpi, that that the SIX Design
Documentation satisfaptorily addresses all
aifithie managerdial, implementation an
ressopc charactesties neeessany, to
aceamplih the design and development
taSkS associated with ESBwiR software
based-esindetsi

ii. An inspection is performed on the SDD ii. A results summary report(s) exists and
process results summary report(s), concludes that the SDD processes define

the organizational responsibilities.
activities, and configuration management
controls and demonstrates the following
process characteristics: consistency, style.
traceability. unambiguity and verifiability.

The SDD includes the following software
fifecycle design outputs and software life
cycle process documentation:

" Specification of functional
requirements.

" Documentation and review of hardware
and software.
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* Performance of system tests and the
documentation of system test results.

e Performance of installation tests and
inspections.

The results summary report(s) address the

ESBWR safety-related systems described
in Table 2.2.10-1 and their associated
safety-related functions.
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NRC RAI 14.3-269

1. Please properly identify which ITAAC under this section are DAC.

2. There are multiple ITAAC/DAC plans listed. However, based on submitted
Topical Reports, there will be three umbrella plans (SMP, SQAP and Cyber
Security), which will provide guidance for the application specific implementation
plans detailed in the ITAAC/DAC. Three of the umbrella plans have the same
name as the plans to be developed and listed as per the ITAAC/DAC. Please
clarify the naming convention for the umbrella/template versus application
specific implementation plans and explain the expected hierarchy of the plans.
For example, the currently submitted high level umbrella/template SMP shows
several of the other listed plans as actually being its components. It is somewhat
unclear which plans are to be standalone and which are subparts of other plans.
And please confirm Staff understanding of the utilization of the umbrella/template
plan versus application specific implementation plans as discussed here.

Response to RAI 14.3-269

1. For GEH DAC/ITAAC discussion see response to RAI 14.3-107, also included in
this letter.

2. The Submitted License Topical Reports (NEDE33245P and NEDE33226P) contain
high level planning documents for the ESBWR software development and quality
assurance processes. These are not implementation procedures. Implementation
procedures will be developed as subordinate documents to these plans. The
implementation procedures will be written once the NRC approves the License
Topical Reports. As such, they will be in full compliance with the governing plans.
The purpose of the subject License Topical Reports is to provide a traceable and
verifiable licensing basis for the development of implementation procedures that
will be used for the development and maintenance of all ESBWR class Q, N3, and
N2 software applications.

To ensure that compliance is maintained throughout the procedure development
process, GEH will maintain a Requirements Traceability Matrix, which will be
verified via Requirements Traceability Analyses process.

The Names of the subject Software License Topical Reports will be changed as
follows;

License Topical Report NEDE33245P ESBWR I&C Software Quality Assurance
Plan will become the ESBWR I&C Software Quality Assurance Program Manual
and will contain the following software plans;

1. Software Quality Assurance Plan

2. Software Verification and Validation Plan

3. Software Test Plan

4. Software Safety Plan
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5. Software Configuration Management Plan

License Topical ReportNEDE33226P ESBWR I&C Software Management Plan will
become the ESBWR I&C Software Management Program Manual and will contain
the following software plans;

1. Software Management Plan

2. Software Development Plan

3. Software Integration Plan

4. Software Installation Plan

5. Software Operation and Maintenance Plan

6. Software Training Plan

Figure 1 represents the hierarchal structure of these documents and shows the
intended implementation path forward. This figure is informational only and will not
be included in the subject License Topical Reports.

DCD/LTR Impact:

See attached DCD Tier 2 mark-up (Attachment 5 is an example mark-up of the software
manual name changes.)

All references to and within LTR NEDE33226P ESBWR I&C Software Management
Program Manual will be revised to reflect the new document title. (Attachments 1 and 2
are example mark-ups of the SMPM.)

All references to and within LTR NEDE33245P ESBWR I&C Software Quality
Assurance Program Manual will be revised to reflect the new document title.
(Attachments 3 and 4 are example mark-ups of the SQAPM.)

No changes in name or content will be made to the Cyber Security Program Plan
License Topical Report-.

ESBWR DCD Tier 1, Section 3.2, Software Development ITAAC, will be revised to
reflect the name change. Reference RAI 14.3-170 response included in this letter.
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Software Plan Hierarchy

Inobrmational Only

Figure I



RAI 14.3-269 Attachment 5

26A6642AW Rev. 04
ESBWR Design Control Document/Tier 2

7B. SOFTWARE QUALITY PROGRAM FOR SOFTWARE DESIGN AND
DEVELOPMENT - DELETED

Appendix 7B was deleted, and Software Quality Program for Software Design and Development
is discussed in the following two Licensing Topical Reports:

(1) ESBWR I&C Software Management P4fi-Program Manual, NEDO-33226 NEDE-33226P;
and

(2) ESBWR I&C Software Quality Assurance P4a*-Program Manual, NEDO-33245 NEDE-
33245P.

RAI 7.1-75 February 2008
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GE Energy
Nuclear

3901 Castle Hayne Rd
Wilmington, NC 28401

NEDO-33226
Revision -2 3

Class I
DRF#0000-0051-3897

July 2007

LICENSING TOPICAL REPORT

ESBWR I&C SOFTWARE MANAGEMENT PLAN PROGRAM MANUAL
(SMPM)

Copyright, 2007 General Electric Company
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1.0 INTRODUCTION

1.1 Overview

The Software Management Plan Program Manual (SMPM) includes the key planning documents
for the Instrumentation and Controls (I&C) design team and governs the design and development
activities for the Digital Computer-Based I&C software for the ESBWR.

1.2 Purpose and Scope

The scope of the SMPM includes software products with the software classifications of Software
Class Q, N3, and N2. The definitions for software classifications are defined in Appendix C.
Unless otherwise specified, non-safety systems are referenced as Software Class N in the
SMPM.

The software plans are identified in the ESBWR Man-Machine Interface (MMI) System and
Human Factor & Engineering (HFE) Implementation Plan [2.1(1)]. The software plans included
in this SMPM document, referred to as the Software Management Plan Program Manual, are:

1. Software Management Plan (SMP) [Section 3.0]

2. Software Development Plan (SDP)

3. Software Integration Plan (SIntP)

4. Software Installation Plan (SIP)

5. Software Operation and Maintenance Plan (SOMP)

6. Software Training Plan (STrngP)

[Section 5.0]

[Section 6.0]

[Section 7.0]

[Section 8.0]

[Section 9.0]

The ESBWR I&C Software Quality Assurance Plan Program Manual (SQAPM) [2.3(1)], herein
referred to as SQAPM, includes the software plans used by the Quality Assurance (QA) and the
Software Project Engineering (SPE) organizations, governing the same I&C software scope
identified in the MMIS/HFE IP.

1. Software Quality Assurance Plan (SOAP) [2.3(1) Section 3.0]

4- 2. Software Verification & Validation Plan (SVVP) [2.3(1) Section 7-A 5.0]

2. 3. Software Safety Plan (SSP) [2.3(1) Section 9" 4.0]

3-4-4. Software Configuration Management Plan (SCMP) [2.3(1) Section 44 6.0]

5. Software Test Plan (STP) [2.3(1) Section 7.0]

Together, the SMPM and the SQAPM include all the software plans identified in Reference
2.1 (1) and conform to the guidance provided by NUREG 0800, Standard Review Plan [2.2.1].

This SMPM shall be in force during all phases of the software life cycle.

The applicable Software Products (software and firmware) covered in this SMPM encompass all
I&C systems, as specifically defined in the MMIS/HFE IP [2.1(1)] (Subsection 1.2.4 only),
which perform the monitoring, control, alarming, and protection functions associated with all
modes of ESBWR plant normal operation (i.e., startup, shutdown, standby, power operation, and
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refueling) as well as off-normal, emergency, and accident conditions.




