
SAFEGUARDS INFORMATION PROTECTION REQUIREMENTS 
 
 
AUTHORITY 
 
The Atomic Energy Act of 1954, as amended, 42 U.S.C. §§ 2011 et seq. (Act), grants the U.S. 
Nuclear Regulatory Commission (NRC) broad and unique authority to prohibit the unauthorized 
disclosure of Safeguards Information upon a determination that the unauthorized disclosure of 
such information could reasonably be expected to have a significant adverse effect on the 
health and safety of the public or the common defense and security by significantly increasing 
the likelihood of theft, diversion, or sabotage of materials or facilities subject to NRC jurisdiction.  
Section 147 of the Act, 42 U.S.C. § 2167. 
 
In addition to the licensees subject to the Safeguards Information requirements of 10 CFR 
Part 73, and the types of information designated as Safeguards Information under those 
regulations, the Commission has authority under Section 147 to designate, by regulation or 
Order, other types of information as Safeguards Information.  This authority extends to 
information concerning special nuclear material, source material, and byproduct material, as 
well as production and utilization facilities.  The Commission also may, by Order, impose 
Safeguards Information handling requirements on these other licensees.  All licensees and all 
other persons who now have, or in the future may have, access to Safeguards Information must 
comply with all applicable requirements delineated in regulations and Orders governing the 
handling and unauthorized disclosure of Safeguards Information. 
 
DEFINITION OF SAFEGUARDS INFORMATION FOR LICENSEES AND ANY OTHER 
PERSONS SUBJECT TO PART 73 REQUIREMENTS  
 
Safeguards Information is defined by NRC regulation [Section 73.2 of Title 10 of the Code of 
Federal Regulations (10 CFR 73.2)] as follows: 
 

Safeguards Information means information not otherwise classified as National 
Security Information or Restricted Data which specifically identifies a licensee's 
or applicant's detailed, (1) security measures for the physical protection of 
special nuclear material, or (2) security measures for the physical protection and 
location of certain plant equipment vital to the safety of production or utilization 
facilities. 

 
In addition to the licensees subject to the Safeguards Information requirements of Part 73, and 
the types of information designated as Safeguards Information under those regulations, the 
Commission has authority under Section 147 of the AEA to designate, by regulation or Order, 
other types of information as Safeguards Information.  For example, Section 147 allows the 
Commission to designate as Safeguards Information a licensee’s or applicant’s detailed:   
 
(1) Control and accounting procedures or security measures (including security plans, 

procedures, and equipment) for the physical protection of special nuclear material, by 
whomever possessed, whether in transit or at fixed sites, in quantities determined by the 
Commission to be significant to the public health and safety or common defense and 
security;  

 
(2)  Security measures (including security plans, procedures and equipment) for the physical 

protection of source material or byproduct material, by whomever possessed, whether in 
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transit or at fixed sites, in quantities determined by the Commission to be significant to 
the public health and safety or the common defense and security; or  

 
(3)  Security measures (including security plans, procedures, and equipment) for the 

physical protection of and the location of certain plant equipment vital to the safety of 
production or utilization facilities involving nuclear materials covered by paragraphs (1) 
and (2).  

 
If the unauthorized disclosure of such information could reasonably be expected to have a 
significant adverse effect on the health and safety of the public or the common defense and 
security by significantly increasing the likelihood of theft, diversion, or sabotage of such material 
or such facility. 
 
Generally, definitions (1), (2), and (3) above are referred to by the acronym “SGI;” however,   
SGI for byproduct or source material subject to modified (from 10 CFR Part 73) handling 
requirements is also referred to as “Safeguards Information - Modified Handling” or SGI-M to 
distinguish its handling requirements and associated consequence levels.  Information 
represented by both acronyms is considered Safeguards Information. 
 
GENERAL PERFORMANCE REQUIREMENT 
 
Any person who produces, receives, or acquires SGI shall ensure that it is protected against 
unauthorized disclosure.  To meet this requirement, licensees and persons shall establish and 
maintain an information protection system that includes the specific measures listed below.  
Information protection procedures employed by State and local police forces are deemed to 
meet these requirements. 
 
PERSONS SUBJECT TO THESE REQUIREMENTS 
 
Any person, whether or not a licensee of the NRC, who produces, receives, or acquires SGI is 
subject to the requirements and sanctions as authorized by Section 147 of the Atomic Energy 
Act of 1954, as amended, and are more fully described in 10 CFR 73.21 or by the NRC in the 
form of Orders.  A State and its employees would fall under this requirement if they possess 
SGI.  Individuals authorized access to SGI by the State and its employees should be informed 
as to the existence of regulatory requirements and the need for proper protection.  (See 
additional information under Conditions for Access.) 
 
State or local police units who have access to SGI also are subject to this requirement.  
However, these organizations are deemed in the requirements of 10 CFR 73.21 and relevant 
Orders to have adequate information protection systems.  The conditions for transfer of  
information to a third party, i.e., need-to-know, would still apply to the police organization as 
would sanctions for unlawful disclosure. 
 
Criminal and Civil Sanctions (Sections 223 and 234 of the Atomic Energy Act) 
The Act explicitly provides that any person, “whether or not a licensee of the Commission, who 
violates any regulations adopted under this Section shall be subject to the civil monetary 
penalties of Section 234 of this Act.”  Section 147a of the Act.  Furthermore, willful violation of 
any regulation or Order governing safeguards information is a felony subject to criminal 
penalties in the form of fines or imprisonment, or both.  See Sections 147b and 223 of the Act. 
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CATEGORIES OF SAFEGUARDS INFORMATION AND PROTECTION LEVELS 
 
SGI is divided into two categories of protected information.  Information defined by 10 CFR 
73.21(a) applies primarily to special nuclear material (e.g., commercial nuclear reactor or 
transportation of irradiated fuel) and is designated as SGI.  For byproduct material licensees 
under NRC regulation, the NRC issued Orders requiring specific security measures.  This 
information was designated as Safeguards Information-Modified Handling (SGI-M).  This 
information has been designated as SGI-M because unauthorized disclosure could reasonably 
be expected to have a significant adverse effect on the health and safety of the public or the 
common defense and security by significantly increasing the likelihood of theft, diversion, or 
sabotage of materials.  The designation of information as SGI-M refers to the marking used to 
denote modified protection requirements; however, the information is still SGI.  
 
Differences in protection levels for SGI and SGI-M due to potential consequences of 
compromise are addressed below:  
 
CONDITIONS FOR ACCESS 
 
While there are no personnel security clearances required for access to SGI, a determination of 
trustworthiness and need-to-know are required for access to this information.  The conditions for 
access are set forth below. 
 
NEED-TO-KNOW 
 
Need-to-know is defined as a determination by a person having responsibility for protecting SGI 
that a proposed recipient’s access to SGI is necessary in the performance of official, 
contractual, or licensee duties of employment.  A person in possession of SGI has discretionary 
authority in making these determinations.  The recipient should be made aware that the 
information is sensitive, subject to NRC regulations and Orders as well as criminal and civil 
sanctions. 
 
OCCUPATIONAL GROUPS 
 
In lieu of a personnel security clearance program (such as that required by Government 
classified programs), dissemination of SGI is limited to members of certain occupational groups 
who have a need-to-know such information.  These include:  
 
(1) An employee, agent, or contractor of an applicant, a licensee, the Commission, or the 

United States Government; 
(2) A member of a duly authorized committee of the Congress; 
(3) The Governor of a State or his designated representative; 
(4) A representative of the International Atomic Energy Agency (IAEA) engaged in activities 

associated with the U.S./IAEA Safeguards Agreement who has been certified by the NRC; 
(5) A member of a State or local law enforcement authority that is responsible for responding 

to requests for assistance during safeguards emergencies; or 
(6) A person to whom disclosure is ordered pursuant to Section 2.744 of Part 2 of Title 10 of 

the Code of Federal Regulations. 
NRC Orders relating to security measures for byproduct materials licensees have added a 
seventh occupational group to the list of individuals who can access SGI-M information: 
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(7) State Radiation Control Program Directors (and State Homeland Security Directors) or 
their designees. 

 
Generally, individuals are considered to be trustworthy by virtue of their employment status; 
however, background checks, for some of the above groups, are required to be performed by 
the employer in addition to verification of employment status.  Nevertheless, some discretion 
should be exercised in granting access if there is any indication that the recipient would be 
unwilling or unable to provide proper protection for the SGI. 
 
PROTECTION WHILE IN USE OR STORAGE   
 
While in use, matter containing SGI shall be under the control of an authorized individual.  This 
requirement is satisfied if the matter is attended by an authorized individual even though the 
information is in fact not constantly being used.  
 
While unattended, SGI shall be stored in a locked security storage container as described in 
10 CFR 73.2.  Information containing SGI-M shall be stored in a locked file drawer or container.   
Knowledge of lock combinations or access to keys, where applicable, protecting SGI shall be 
limited to a minimum number of personnel for operating purposes who have a "need-to-know" 
and are otherwise authorized access to SGI in accordance with the provisions of the regulations 
or an NRC Order.  Access to lock combinations or keys shall be strictly controlled so as to 
prevent disclosure to an unauthorized individual. 
 
TRANSMISSION/TRANSPORTATION OF DOCUMENTS AND OTHER MATTER 
 
Documents containing SGI when transmitted outside an authorized place of use or storage shall 
be enclosed in two sealed envelopes or wrappers to preclude disclosure of the presence of 
protected information.  The inner envelope or wrapper shall contain the name and address of 
the intended recipient, and be marked, on top and bottom on both sides, with the words 
“Safeguards Information” or “Safeguards Information-Modified Handling” as appropriate.  The 
outer envelope or wrapper must be addressed to the intended recipient, must contain the 
address of the sender, and must not bear any markings or indication that the document contains 
Safeguards Information. 
 
SGI may be transported by messenger-courier, U.S. first class, registered, express, or certified 
mail, or by any individual authorized access pursuant to the regulations or an NRC Order.  
Individuals transporting SGI should retain the documents or other matter in their personal 
possession at all times or ensure that it is appropriately wrapped and also secured to preclude 
compromise by an unauthorized individual.   
 
Except under emergency or extraordinary conditions, SGI shall be transmitted only by protected 
telecommunications circuits (including facsimile) approved by the NRC. 
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MARKING OF DOCUMENTS 
 
Each document that contains SGI should have on the face of the document (i) the name, title, 
and organization of the individual authorized to make a SGI determination, and who has 
determined that the document contains SGI, (ii) the date the document was originated or the 
determination made, (iii) an indication that the document contains SGI, and (iv) an indication 
that unauthorized disclosure would be subject to civil and criminal sanctions.  Each page shall 
be marked in a conspicuous fashion denoting “Safeguards Information” or “Safeguards 
Information-Modified Handling.” 
 
Transmittal letters or memoranda which do not in themselves contain SGI should be marked to 
indicate that attachments or enclosures contain SGI.   
 
In addition to the information required on the face of the document, each item of 
correspondence that contains SGI, should by marking or other means clearly indicate which 
portions (e.g., paragraphs, pages, or appendices) contain SGI and which do not.  (Portion 
marking is not required for the specific items of information set forth in 10 CFR 73.21(b) other 
than guard qualification and training plans and correspondence to and from the NRC).   
 
All documents or other matter in use or storage should be marked in accordance with the 
regulations or NRC Orders.  A specific exception is provided for documents in the possession of 
contractors and agents of licensees that were produced more than one year prior to the 
effective date of the regulations or NRC Orders.  Such documents need to be marked once they 
are removed from file drawers, containers, or security storage containers.  The same  
exception would also apply to old documents stored away from the facility in central files or 
corporation headquarters. 
 
Since information protection procedures employed by State and local police forces are deemed 
to meet NRC requirements, documents in the possession of these agencies need not be 
marked as set forth in this document.  
 
REPRODUCTION OF MATTER CONTAINING SGI 
 
SGI may be reproduced to the minimum extent necessary consistent with need without 
permission of the originator.   
 
USE OF AUTOMATIC DATA PROCESSING (ADP) SYSTEMS 
 
SGI may be processed or produced on an ADP system provided that the system is self-
contained within the SGI holder’s facility and requires the use of an entry code for access to 
stored information.  An ADP system is defined here as a data processing system having the 
capability of long term storage of SGI.  Word processors such as typewriters are not subject to 
the requirements as long as they do not transmit information off-site.  The objective of these 
restrictions is to prevent access and retrieval of stored SGI by unauthorized individuals, 
particularly from remote terminals.  Specific files containing SGI will be password protected to 
preclude access by an unauthorized individual.  Files may be transmitted over a network if the 
file is encrypted.  The National Institute of Standards and Technology (NIST) maintains a listing 
of all validated encryption systems at http://csrc.nist.gov/cryptval/140-1/1401val.htm.  SGI files 
shall be properly labeled as “Safeguards Information” or “Safeguards Information-Modified 
Handling,” as appropriate, and saved to removable media and stored in an appropriately locked 
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container.  A security storage container as defined in 10 CFR 73.2 is appropriate for SGI 
information.  A locked file drawer or cabinet is appropriate for SGI-M information as required by 
NRC Order. 
 
REMOVAL FROM SGI CATEGORY 
 
Documents originally containing SGI shall be removed from the SGI category whenever the 
information no longer meets the criteria contained in this Section.  
 
Documents should only be removed from the SGI category by, or with the permission of, the 
individual (or office) who made the original determination.  The document should indicate the 
name and organization of the individual removing the document from the SGI category and the 
date of the removal.  Other persons who have the document in their possession should be 
notified of the removal. 
 
TELECOMMUNICATIONS 
 
SGI may not be transmitted by unprotected telecommunications circuits except under 
emergency or extraordinary conditions.  For the purpose of this requirement, emergency or 
extraordinary conditions are defined as any circumstances that require immediate 
communications in order to report, summon assistance for, or respond to a security event (or an 
event that has potential security significance). 
 
This restriction applies to telephone, telegraph, teletype, facsimile circuits, and to radio.  Routine 
telephone or radio transmission between site security personnel, or between the site 
and local police, should be limited to message formats or codes that do not disclose facility 
security features or response procedures.  Similarly, call-ins during transport should not 
disclose the point of transmission or schedule information.  (Infrequent or non-repetitive 
telephone conversations regarding a physical security plan or program are permitted provided 
that either the discussion is general in nature or the identification of specific safeguards 
measures is effectively disguised.) 
 
Individuals should use care when discussing SGI at meetings or in the presence of others to 
insure that the conversation is not overheard by persons not authorized access.  Transcripts or 
minutes of meetings or hearings that contain SGI should be marked and protected in 
accordance with the regulations or NRC Order. 
 
DESTRUCTION 
 
Documents containing SGI may be destroyed by tearing into small pieces, burning, shredding or 
any other method that precludes reconstruction by means available to the public at large.  Piece 
sizes one half inch or smaller composed of several pages or documents and thoroughly mixed 
would be considered completely destroyed. 



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (None)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Tags
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket true
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.1000
  /ColorConversionStrategy /UseDeviceIndependentColor
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams false
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments true
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Preserve
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 150
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages false
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth 8
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /FlateEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 150
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages false
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth 8
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /FlateEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages false
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 450
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly true
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <FEFF004200720075006b00200064006900730073006500200069006e006e007300740069006c006c0069006e00670065006e0065002000740069006c002000e50020006f0070007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e00740065007200200073006f006d002000650072002000650067006e0065007400200066006f00720020007000e5006c006900740065006c006900670020007600690073006e0069006e00670020006f00670020007500740073006b007200690066007400200061007600200066006f0072007200650074006e0069006e006700730064006f006b0075006d0065006e007400650072002e0020005000440046002d0064006f006b0075006d0065006e00740065006e00650020006b0061006e002000e50070006e00650073002000690020004100630072006f00620061007400200065006c006c00650072002000410064006f00620065002000520065006100640065007200200035002e003000200065006c006c00650072002e>
    /PTB <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>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create Adobe PDF documents suitable for compliance with 10CFR1, Appendix A.  Created PDF documents can be opened with Adobe Reader 5.0 and later.)
  >>
>> setdistillerparams
<<
  /HWResolution [300 300]
  /PageSize [612.000 792.000]
>> setpagedevice


