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LAW ENFORCEMENT SENSITIVE

NATIONAL JOINT TERRORISM TASK FORCE
MEMBER AGENCY DATABASE LISTING

(CURRENT AS OF 26 MAY 03)

; FOREWORD:

A. This listing informs local Joint Terrorism Task Forces (JTTF) and other customers on the availability of
98 national level databases through the National Joint Terrorism Task Force (NJTTF) and provides 'one-
stop-sh pping for name checks as well as for other terrorism-related information. such as terrorist groups
and organizations, events, facilities, countries, equipment, weapons, communication, religion, and finances.
The list bg also Identifies several web sites that can be accessed for terrorism-related research and for

* general background Information on the terrorism topic. Not Included are commonly known and widely
accessible law enforcement databases such as ACS. IIIA, LEO, and NCIC.

B. The NJTTF asks that all requests for name checks or other Information be limited to those databases
I that wili logically provide the information needed. A careful choice of appropriate, case-related databases
will res At In quick responses. Requesters are encouraged to work with the appropriate representatives at
their lozal JTTF before contacting the NJTTF.

C. All requests for name checks should be forwarded to the NJTTF via electronic communication (EC).
Time-sensitive requests can be called In or forwarded via Groupwise e-mail (the database listing does
Include telephone numbers).

D. The following 31 NJTTF organizations have contributed data base Information to this listing:

1. Bureau of Alcohol, Tobacco, and Firearms (ATF)
.2. Central Intelligence Agency (CIA)
3. Coast Guard Investigative Service (CGIS)

* 4. Defense Criminal Investigative Service (DCIS)
;5. Defense Intelligence Agency/Defense HUMINT Service (DIA/DHS)
6. Defense Intelligence Agency/Joint Intelligence Task Force-Combating Terrorism (DIA/JITF-CT)
7. Defense Threat Reduction Agency (DTRA), Department of Defense (DOD)

:8. Deipartment of Commerce (DOC). Office of Export Enforcement
9: Departrnent of State - Diplomatic Security Service (DOS-DSS)

I 10. Environmental Protection Agency (EPA), Criminal Investigations Division (CID)
11. Federal Bureau of Investigation (FBI)
12. Fideral Bureau of Prisons (BOP)
13. Federal Protective Service (FPS)
14. Immigration and Customs Enforcement (ICE)

.15. Intemal Revenue Service (IRS), Criminal Investigation
16. Naval Criminal Investigative Service (NCIS)

,17. Tiansportation Security Administration (TSA)
.18. U iited States Air Force Office of Special Investigation (AFOSI)
.19. United States Army Criminal Investigation Command (U.S. Army CID)
20. United States Capital Police (USCP)

.21. United States Customs (USCS)
22. United States Department of Agriculture (USDA), Office of Inspector General (OIG)
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23. Un'ted States Department of Energy (DOE), Office of Counterintelligence (CIO)
24. united States Department or me Intenor tU.IULI). Bureau or Lana Management 1OLM)
25. United States Food and Drug AdministrationlOffice of Criminal Investigations (FDA-OCI)
26. United States Marshals Service
27. United States Northern Command (NORTHCOM)
28. United States Nuclear Regulatory Commission (NRC)
29. United States Postal Inspection Service (USPIS)
30. United States Secret Service (USSS)
31. United States Department of Treasury (USDOF)

i. This listing will be updated on a r ase forward comments, corrections, and additions to
g .giila Groupwise or cal b6
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28. UNITED STATES NUCLEAR REGULATORY COMMISSION (NRC}

DATABASE:
* Personnel Access Data System (PADS) - a database for U.S. nuclear power plant workers with
* unescorted access; Includes all workers, as of July 2003, granted access to the protected area of a
* nuclear licensee site and Includes as well those workers who have been denied unescorted access

to said site during the past five years. PADS Includes demographic Information on a person (name,
. DOB, SSN), training Information, dates of completion of essential elements relqted to the

requirements for unescorted access, and radiation exposure Information collected by the licensee as
part of the access authorization process, along with the dates of access at each licensee site where
access was granted. The database also Includes "flagging' criteria to alert a downstream licensee

* , of a condition which Is a potentially granting licensee would need to evaluate prior to the decision to
further grant accesL NOTE: NRC has access to PADS through the Nuclear Energy Institute (NOET)

U Faldal6 a icee. Both are members of the private Industry sector and are not U.S. government
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, agencies. Name checks can be run without giving a reason: however, names to be checked have to
be passed to an Individual who does not have a security clearance.
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