
ORDER FOR SUPPLIES OR SERVICES PAGE OF PAGES

IMPORTANT: Mark all packages and papers with contract and/or order numbers. BPA NO

1. DATE OF ORDER 2. CONTRACT NO. (If any) 6 SHIP TO:
10-31-2003 GS-2GF-8014-

a. NAME OF CONSIGNEE
3. ORDER NO. MODIFICATION NO. 4. REQUISITIONIREFERENCE NO. U.S. Nuclear Regulatory Commission

DR-10-02-166 M ADM-02-166 ATTN: Joanna Lilley

5 ISSUING OFFICE (Address correspondence to) b. STREET ADDRESS
U.S. Nuclear Regulatory Commission Mail Stop TWFN 7-D24
Division of Contracts
Contract Management Center #2
Two White Flint North - MS T-7I2 c CITY d.STATE e.ZIPCODE
Washington, DC 20555 Washington DC 20555

7. TO: I. SHIP VIA

a. NAME OF CONTRACTOR

Haworth, Inc. 8. TYPE OF ORDER

b. COMPANY NAME
Attn: Jim Christie a. PURCHASE ORDER E b. DELIVERY/TASK ORDER

Reference your Except for billing instructions on the revene, his
c. STREET ADDRESS Please urnish the olloving on the terms and delivery/task order is subject to instructions

1331 F Street, N.W. , Suite 900 conditions specified on both sides of this order contained on this side only of this form and is
and on the attached sheet, if any. including issued subject to the terms and conditions

d. CITY e. STATE I. ZIP CODE delivery as indicated. of the above-numbered contract.

Washington DC 20004

9. ACCOUNTING AND APPROPRIATION DATA 10. REQUISITIONING OFFICE
NOT APPLICABLE

ADM

11. BUSINESS CLASSIFICATION (Check approp/ate box(es))

D a. SMALL b. OTHER THAN SMALL c. DISADVANTAGED d. WOMEN-OWNED

12. F.OB. POINT 14. GOVERNMENT B/L NO. 15. DELIVER TO FO.B. POINT 16. DISCOUNT TERMS
ON OR BEFORE

Destination._ _ _Stated on original Net 30 days

13. PLACE OF FOR INFORMATION CALL: (No collect calls)

a. INSPECTION b. ACCEPTANCE Elinor Cunningham

301-415-6580

17. SCHEDULE (See reverse for Rejections) See CONTINUATION Page

QUANTITY UNIT QUANTITY
ITEM NO. SUPPLIES OR SERVICES ORDERED UNIT PRICE AMOUNT ACCEPTED

(A) (B) (C) (0) (E) (F) (G)

Refer to Delivery Order DR-10-02-166, dated 9/25/2002 for

Haworth furniture components and accessories and modify this

order to incorporate NRC Form 187 and the following security

clauses: 2052.204-71;2052.204-70, Security Requirement IT

(SEE ATTACHED FORM AND CLAUSES)

All other terms and conditions remains the same.

PREVIOUS TOTAL ................ $475,000.00

INCREASED AMOUNT .............. $ 0.00

NEW TOTAL .................... $475,000.00

18. SHIPPING POINT 19. GROSS SHIPPING WEIGHT 20. INVOICE NO.

SUBTOTAL

21. MAIL INVOICE TO: 17(h)

SEE BILLING a. NAME TCOTAL
U.S. Nuclear Regulatory COtumnission (Cont.

ON Division of Contracts pages)
REVERSE b. STREET ADDRESS (or P.O. Box)

Mail Stop T-7I2 17(i).
GRAND
TOTALd. STATE e. ZIP CODE

Wshington DC 20555 .00

23. NAME (Typed)
22. UNITED STATES OF AMERICA Elinor Cunningham

BY (Signature) |

-1. t t*D1 M
4

VaX * a'\Ache,~ . * . TITLE CO b 9 eN. OFFICER

ITmrW r MU1J11W3I "3
t1'iJ "i ' 6jTIONAL FORM 347 (6/95)
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SUPPLEMENTAL INVOICING INFORMATION

If desired, this order (or copy thereof) may be used by the Contractor as the Contractor's invoice, instead of a separate invoice, provided the following
statement, (signed and dated) is on (or attached to) the order: "Payment is requested in the amount of $ . No other invoice will be submitted."
However, if the Contractor wishes to submit an invoice, the following information must be provided: contract number (if any), order number, item number(s),
description of supplies or services, sizes, quantities, unit prices, and extended totals. Prepaid shipping costs will be indicated as a separate item on the
invoice. Where shipping costs exceed $10 (except for parcel post), the billing must be supported by a bill of lading or receipt. When several orders are
invoiced to an ordering activity during the same billing period, consolidated periodic billings are encouraged.

RECEIVING REPORT

Quantity in the "Quantity Accepted" column on the face of this order has been: ro inspected, D accepted, 1 received by me and
conforms to contract. Items listed below have been rejected for the reasons indicated.

PARTIAL DATE RECEIVED SIGNATURE OF AUTHORIZED U.S. GOVT REP. DATE
SHIPMENT

NUMBER FINAL

TOTAL CONTAI1ERS GROSS WEIGHT RECEIVED AT TITLE

REPORT OF REJECTIONS

ITEM NO. SUPPLIES OR SERVICES UNIT REJECTED REASON FOR REJECTION
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OPTIONAL FORM 347 BACK (REV. 6195)
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CONTINUATION PAGE

A.1 2052.204-70 SECURITY

(a) Security/Classification Requirements Form. The attached NRC Form 187 (See List of Attachments) furnishes the
basis for providing security and classification requirements to prime contractors, subcontractors, or others (e.g., bidders)
who have or may have an NRC contractual relationship that requires access to classified information or matter, access on
a continuing basis (in excess of 30 or more days) to NRC Headquarters controlled buildings, or otherwise requires NRC
photo identification or card-key badges.

(b) It is the contractor's duty to safeguard National Security Information, Restricted Data, and Formerly Restricted Data.
The contractor shall, in accordance with the Commission's security regulations and requirements, be responsible for
safeguarding National Security Information, Restricted Data, and Formerly Restricted Data, and for protecting against
sabotage, espionage, loss, and theft, the classified documents and material in the contractor's possession in connection
with the performance of work under this contract. Except as otherwise expressly provided in this contract, the contractor
shall, upon completion or termination of this contract, transmit to the Commission any classified matter in the possession
of the contractor or any person under the contractor's control in connection with performance of this contract. If retention
by the contractor of any classified matter is required after the completion or termination of the contract and the retention
is approved by the contracting officer, the contractor shall complete a certificate of possession to be furnished to the
Commission specifying the classified matter to be retained. The certification must identify the items and types or
categories of matter retained, the conditions governing the retention of the matter and their period, of retention, if known.
If the retention is approved by the contracting officer, the security provisions of the contract continue to be applicable to
the matter retained.

(c) In connection with the performance of the work under this contract, the contractor may be furnished, or may
develop or acquire, proprietary data (trade secrets) or confidential or privileged technical, business, or financial
information, including Commission plans, policies, reports, financial plans, internal data protected by the Privacy Act of
1974 (Pub. L. 93-579), or other information which has not been released to the public or has been determined by the
Commission to be otherwise exempt from disclosure to the public. The contractor agrees to hold the information in
confidence and not to directly or indirectly duplicate, disseminate, or disclose the information in whole or in part to any
other person or organization except as may be necessary to perform the work under this contract. The contractor agrees to
return the information to the Commission or otherwise dispose of it at the direction of the contracting officer. Failure to
comply with this clause is grounds for termination of this contract.

(d) Regulations. The contractor agrees to conform to all security regulations and requirements of the Commission
which are subject to change as directed by the NRC Division of Facilities and Security and the Contracting Officer.
These changes will be under the authority of the FAR Changes clause referenced in this document.

(e) Definition of National Security Information. The term National Security Information, as used in this clause, means
information that has been determined pursuant to Executive Order 12958 or any predecessor order to require protection
against unauthorized disclosure and that is so designated.

(f) Definition of Restricted Data. The term Restricted Data, as used in this clause, means all data concerning design,
manufacture, or utilization of atomic weapons; the production of special nuclear material; or the use of special nuclear
material in the production of energy, but does not include data declassified or removed from the Restricted Data category
pursuant to Section 142 of the Atomic Energy Act of 1954, as amended.

(g) Definition of Formerly Restricted Data. The term Formerly Restricted Data, as used in this clause, means all data
removed from the Restricted Data category under Section 142-d of the Atomic Energy Act of 1954, as amended.
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(h) Security Clearance Personnel. The contractor may not permit any individual to have access to Restricted Data,
Formerly. Restricted Data, or other classified information, except in accordance with the Atomic Energy Act of 1954, as
amended, and the Commission's regulations or requirements applicable to the particular type or category of classified
information to which access is required. The contractor shall also execute a Standard Form 312, Classified Information
Nondisclosure Agreement, when access to classified information is required.

(i) Criminal Liabilities. It is understood that disclosure of National Security Information, Restricted Data, and
Formerly Restricted Data relating to the work or services ordered hereunder to any person not entitled to receive it, or
failure to safeguard any Restricted Data, Formerly Restricted Data, or any other classified matter that may come to the
contractor or any person under the contractor's control in connection with work under this contract, may subject the
contractor, its agents, employees, or subcontractors to criminal liability under the laws of the United States. (See the
Atomic Energy Act of 1954, as amended, 42 U.S.C. 2011 et seq.; 18 U.S.C. 793 and 794; and Executive Order 12958.)

(j) Subcontracts and Purchase Orders. Except as otherwise authorized in writing by the contracting officer, the
contractor shall insert provisions similar to the foregoing in all subcontracts and purchase orders under this contract.

(k) In performing the contract work, the contractor shall classify all documents, material, and equipment originated or
generated by the contractor in accordance with guidance issued by the Commission. Every subcontract and purchase
order issued hereunder involving the origination or generation of classified documents, material, and equipment must
provide that the subcontractor or supplier assign classification to all documents, material, and equipment in accordance
with guidance furnished by the contractor.

A.2 2052.204-71 SITE ACCESS BADGE REQUIREMENT

During the life of this contract, the rights of ingress and egress for contractor personnel must be made available, as
required, provided that a badge is issued after favorable adjudication from the Personnel Security Branch, Division of
Facilities and Security (PERSEC/DFS). In this regard, all contractor personnel whose duties under this contract require
their presence on-site shall be clearly identifiable by a distinctive badge furnished by the Government. The Project
Officer shall assist the contractor in obtaining the badges for the contractor personnel. It is the sole responsibility of the
contractor to ensure that each employee has a proper Government-issued identification/badge at all times. All prescribed
identification must be immediately (no later than three days) delivered to PERSEC/DFS for cancellation or disposition
upon the termination of employment of any contractor personnel. Contractor personnel must have this identification in
their possession during on-site performance under this contract. It is the contractor's duty to assure that contractor
personnel enter only those work areas necessary for performance of contract work, and to assure the safeguarding of any
Government records or data that contractor personnel may come into contact with.

A.3 SECURITY REQUIREMENTS FOR INFORMATION TECHNOLOGY
SERVICES

The proposer/contractor must identify all individuals and propose the level of Information Technology (IT) approval for
each, using the following guidance. The NRC sponsoring office shall make the final determination of the level, if any, of
IT approval required for all individuals working under this contract.

The Government shall have and exercise full and complete control over granting, denying, withholding, or terminating
building access approvals for individuals performing work under this contract.

CONTRACTOR SECURITY REQUIREMENTS FOR LEVEL I

Performance under this contract will involve prime contractor personnel, subcontractors or others who perform services
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requiring direct access to or operate agency sensitive information technology systems or data (IT Level I).

The IT Level I involves responsibility for the planning, direction, and implementation of a computer security program;
major responsibility for the direction, planning, and design of a computer system, including hardware and software; or
the capability to access a computer system during its operation or maintenance in such a way that could cause or that has
a relatively high risk of causing grave damage; or the capability to realize a significant personal gain from computer
access. Such contractor personnel shall be subject to the NRC contractor personnel security requirements of NRC
Management Directive (MD) 12.3, Part I and will require a favorably adjudicated Limited Background Investigation
(LBI).

A contractor employee shall not have access to NRC facilities, sensitive information technology systems or data until
he/she is approved by Personnel Security Branch, Division of Facilities and Security (PERSEC/DFS) first for temporary
access (based on a favorable adjudication of their security forms and checks) and final access (based on a favorably
adjudicated LBI) in accordance with the procedures found in NRC MD 12.3, Part I. The individual will be subject to a
reinvestigation every 10 years. Timely receipt of properly completed security applications is a contract requirement.
Failure of the contractor to comply with this condition within the ten work-day period may be a basis to void the notice of
selection. In that event, the Government may select another firm for award.

The contractor shall submit a completed security forms packet, including the SF-86, "Questionnaire for National
Security Positions," and fingerprint charts, through the Project Officer to PERSEC/ DFS for review and favorable
adjudication, prior to the individual performing work under this contract. The contractor shall assure that all forms are
accurate, complete, and legible (except for Part 2 of the questionnaire, which is required to be completed in private and
submitted by the individual to the contractor in a sealed envelope), as set forth in MD 12.3 which is incorporated into this
contract by reference as though fully set forth herein. Based on PERSEC review of the applicant's security forms and/or
the receipt of adverse information by NRC, the individual may be denied access to NRC facilities, sensitive information
technology systems or data until a final determination is made of his/her eligibility under the provisions of MD 12.3.
Any questions regarding the individual's eligibility for IT Level I approval will be resolved in accordance with the due
process procedures set forth in MD 12.3 Exhibit 1 and E. 0. 12968.

In accordance with NRCAR 2052.204-70 "Security," IT Level I contractors shall be subject to the attached NRC Form
187 (See Section J for List of Attachments) which furnishes the basis for providing security requirements to prime
contractors, subcontractors or others (e.g., bidders)who have or may have an NRC contractual relationship which requires
access to or operation of agency sensitive information technology systems or remote development and/or analysis of
sensitive information technology systems and data or other access to such systems and data; access on a continuing basis
(in excess of 30 days) to NRC Headquarters controlled buildings; or otherwise requires NRC photo identification or
card-key badges.

CONTRACTOR SECURITY REQUIREMENTS FOR LEVEL II

Performance under this contract will involve contractor personnel that develop and/or analyze sensitive information
technology systems or data or otherwise have access to such systems and data (IT Level II).

The IT Level II involves responsibility for the planning, design, operation, or maintenance of a computer system and all
other computer or IT positions. Such contractor personnel shall be subject to the NRC contractor personnel requirements
of MD 12.3, Part I, which is hereby incorporated by reference and made a part of this contract as though fully set forth
herein, and will require a favorably adjudicated Access National Agency Check with Inquiries (ANACI).

A contractor employee shall not have access to NRC facilities, sensitive information technology systems or data until
he/she is approved by PERSEC/DFS first for temporary access (based on a favorable review of their security forms and
checks) and final access (based on a favorably adjudicated ANACI) in accordance with the procedures found in MD 12.3,
Part I. The individual will be subject to a reinvestigation every 10 years. Timely receipt of properly completed security
applications is a contract requirement. Failure of the contractor to comply with this condition within the ten work-day
period may be a basis to void the notice of selection. In that event, the Government may select another firm for award.
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The contractor shall submit a completed security forms packet, including the SF-86, "Questionnaire for National

Security Positions," and fingerprint charts, through the Project Officer to the NRC PERSECIDFS for review and

favorable adjudication, prior to the individual performing work under this contract. The contractor shall assure that all

forms are accurate, complete, and legible (except for Part 2 of the questionnaire, which is required to be completed in

private and submitted by the individual to the contractor in a sealed envelope), as set forth in MD 12.3. Based on

PERSEC review of the applicant's security forms and/or the receipt of adverse information by NRC, the individual may

be denied access to NRC facilities, sensitive information technology systems or data until a final determination is made

of his/her eligibility under the provisions of MD 12.3. Any questions regarding the individual's eligibility for IT Level II

approval will be resolved in accordance with the due process procedures set forth in MD 12.3 Exhibit 1 and E. 0. 12968.

In accordance with NRCAR 2052.204-70 "Security," IT Level II contractors shall be subject to the attached NRC Form

187 (See Section for List of Attachments) which furnishes the basis for providing security requirements to prime

contractors, subcontractors or others (e.g. bidders) who have or may have an NRC contractual relationship which requires

access to or operation of agency sensitive information technology systems or remote development and/or analysis of

sensitive information technology systems and data or other access to such systems and data; access on a continuing basis

(in excess of 30 days) to NRC Headquarters controlled buildings; or otherwise requires NRC photo identification or

card-key badges.

CANCELLATION OR TERMINATION OF IT ACCESS/REQUEST

When a request for investigation is to be withdrawn or canceled, the contractor shall immediately notify the Project

Officer by telephone in order that he/she will contact the PERSEC/DFS so that the investigation may be promptly

discontinued. The notification shall contain the full name of the individual, and the date of the request. Telephone

notifications must be promptly confirmed in writing to the Project Officer who will forward the confirmation to the

PERSEC/DFS. Additionally, PERSEC/DFS must be immediately notified when an individual no longer requires access to

NRC sensitive automated information technology systems or data, including the voluntary or involuntary separation of

employment of an individual who has been approved for or is being processed for access under the NRC Personnel

Security Program.



INRC FORM 187 U.S. NUCLEAR REGULATORY COMMISSION AUTHORITY
(1-2000) The policies, procedures, and criteria of the
NRCMD 12 NRC Security Program, NRCMD 12, apply to

performance of this contract, subcontract or
CONTRACT SECURITY ANDIOR other act"l.

I CLASS!FICAT!ON REQUIREMENTS COMPLETECLASSIFIEDiTEMS BY
SEPARATE CORRESPONDENCE

1. CONTRACTOR NAME AND ADDRESS CONTRACT NUMBER FOR COMMERCIAL
CONTRACTS OR JOB CODE FOR DOE 2. TYPE OF SUBMISSION
PROJECTS Prime conr-act number must be

Haworth, Incorporated shown for all subconacts.) A. ORIGINAL

ATTN: Mr. James Christie DR-1 02-166 B. REVISED (Supersedesall
&PROJCTED . R7]CBE revios (subrssio all

1331 F Street, N.W. Suite 900 START DATE COMPLETION DATE LW previous submissions)

Washington, DC 20004 1010112002 06/301/2004 _ C OTHER (Specify)

3. FOR FOLLOW-ON CONTRACT, ENTER PRECEDING CONTRACT NUMBER AND PROJECTED COMPLETION DATE
A. DES NOT APPLY B. CONTRACT NUMBER LDATE

L I DR-97-0398 |09130/2002
4. PROJECT TITLE AND OTHER IDENTIFnING INFORMATION

Provide furniture components and accessories that are required to install, reconfigure workstations and/or
repair or replace work station components. The contractor shall provide design and layout support on various
furniture projects and installation services.

5. PERFORMANCE MLL REQUIRE NATIONAL SECURITY RESTRICTED DATA
A. ACCESS TO CLASSIFIED MATTER OR CLASSIFIED INFORMATION NOT .

F] YES gilYES,-answerl-71below) APPLICABLE SECRET CONFIDENTIAL SECRET CONFIDENTIAL

g NO (f NO." proceed to 5.C.)

1. ACCESS TO FOREIGN INTELLIGENCE INFORMATION L l ] ]

2. RECEIPT, STORAGE, OR OTHER SAFEGUARDING OF
CLASSIFIED MATTER. (See 5.B.)

3. GENERATION OF CLASSIFIED MATTER. Li Li] Li
4. ACCESS TO CRYPTOGRAPHIC MATERIAL OR OTHER

CLASSIFIED COMSEC INFORMATION. L L L L
5. ACCESS TO CLASSIFIED MATTER OR CLASSIFIED

INFORMATION PROCESSED BY ANOTHER AGENCY. L L L L L

6. CLASSIFIED USE OF AN INFORMATION TECHNOLOGY
PROCESSING SYSTEM. Li l Li l li

7. OTHER (Specify) LL Li

B. IS FACILITY CLEARANCE REQUIRED? L YES h NO

C. Li UNESCORTED ACCESS IS REQUIRED TO PROTECTED AND VITAL AREAS OF NUCLEAR POWER PLANTS.

D. L ACCESS IS REQUIRED TO UNCLASSIFIED SAFEGUARDS INFORMATION.

E. L ACCESS IS REQUIRED TO SENSITIVE IT SYSTEMS AND DATA.

F. UNESCORTED ACCESS TO NRC HEADQUARTERS BUILDING.

FOR PROCEDURES AND REQUIREMENTS ON PROVIDING TEMPORARY AND FINAL APPROVAL FOR UNESCORTED ACCESS, REFER TO NRCMD 12.



6. INFORMATION PERTAINING TO THESE REQUIREMENTS OR THIS PROJECT, EVEN THOUGH SUCH INFORMATION IS CONSIDERED UNCLASSIFIED,

6. INFORMATION PERTAINING TO THESE REQUIREMENTS OR THIS PROJECT. EVEN THOUGH SUCH INFORMATION IS CONSIDERED UNCLASSIFIED,
SHALL NOT BE RELEASED FOR DISSEMINATION EXCEPT AS APPROVED BY:

NAME AND TITLE I SIGNATURE I DATE

Joanna Lilley, Project Officer I 2 4" I I' /if - a 3

7. CLASSIFICATION GUIDANCE
NATURE OF CLASSiFiED GUIDANCE IDENTIFICATION OF CLASSIFICATION GUIDES

8. CLASSIFIED REVIEW OF CONTRACTOR / SUBCONTRACTOR REPORT(S) AND OTHER DOCUMENTS WILL BE
CONDUCTED BY:

Ds AUTHORIZED CLASSIFIER (Name and Title) DMSION OF FACILITIES AND SECURITY

9. REQUIRED DISTRIBUTION OF NRC FORM 187 Check appropriate box(es)

h SPONSORING NRC OFFICE OR DMSION (tem 10A) DMSION OF CONTRACTS AND PROPERTY MANAGEMENT

z DMSION OF FACILITIES AND SECURITY (emI OB) CONTRACTOR (OLem 1)

D SECURITY/CLASSIFICATION REQUIREMENTS FOR SUBCONTRACTS RESULTING FROM THIS CONTRACT WILL BE APPROVED BY THEE OFFICIALS NAMED IN ITEMS 10B AND 10C BELOW.

10. APPROVALS

SECURITY/CLASSIFICATION REQUIREMENTS FOR SUBCONTRACTS RESULTING FROM THIS CONTRACT WILL BE APPROVED BY THE OFFICIALS NAMED IN
ITEMS 10B AND 10C BELOW.

NAME (Print or type)
A. DIRECTOR, OFFICE OR DMSION

Thomas 0. Martin, Director ADM/DFS

B. DIRECTOR, DMSION OF FACILUTIES AND SECURITY

James R. Heck, Chief, Facilities Branch

C. DIRECTOR, DMSION OF CONTRACTS AND PROPERTY MANAGEMENT
(Not applicable to DOE agreements)

Stephen M. Pool, Contracting Officer
REMARKS

I

/


