
ORDER FOR SUPPLIES OR SERVICES PAGE F PAGES

IMPORTANT: Mark all packagas and papera with contract andlor order numbers. I

1. DATE OF ORDER 2. CONTRACT NO. (I any) S. SHIP TO:
06-20-2003 GS-35F-0538K

&ORDER NO. MODIFICATIONNO. 4.REOUISITIONIREFERENCENO. 10370720 U.S. Nuclear Regulatory Commission
DR-33-03-325 CIO-03-325 ATTN: James Corbett, 301-415-7500

S. ISSUING OFFICE (Address conrespondence b) b. STREET ADDRESS
U.S. Nuclear Regulatory Commission . Mail Stop 6-F33
Division of Contracts
Contract Management Center 1 C. CITY d. STATE a. ZIP CODE
Mail Stop: T-7-I-2
Washington DC 20555 Washington DC 20555

7. TO: t. SHIP VIA

a. NAME OF CONTRACTOR

Orchid Technologies & Management, L.C. S. TYPE OF ORDER

b. COMPANY NAME
Attn: Hadi Rezazad U a. PURCHASE ORDER [ i b. DELIVERYITASK ORDER

Reference your Except for biting Istructons on the reverse, this
c. STREET ADDRESS Please furnish the following on the terms and deiverytask order Is subject to Instruclions
1815 N. Fort Myer Dr., Suite 1000 condinsspecedonbothaside of his order containedonNs sideonlyofbisformandis

._ _ _ _ _ _ _ _ _ _ _ _ _ _ _ _ _ _ _ _ __ and on the attached sheet any. InckudIng Issued subject to lhe terms and conditions
d. CITY a. STATE f. ZIP CODE delivery as Indicated. of the above-nurnbered contract

Arlington VA 22209

9. ACCOUNTING AND APPROPRIATION DATA 10. REQUISITIONING OFFICE OCIO
JOB CODE: J1048 B & R NUMBER.: 310-15-522-334 BOC: 252
FUND SOURCE: 31X0200.310 OBLIGATED AMOUNT: $104,000.0 Office of the Chief Information Officer

1. BUSINESS CLASSIFICATION (Check appreprate box(es))

I. SMALL b. OTHER ThAN SMALL Dc. DISADVANTAGED Fg d. WOMEN-OWNED

12. F.O.B. POINT 14. GOVERNMENT BIL NO. 15. DELIVER TO F.O.B. POINT 16. DISCOUNT TERMS
ONOR BEFORE 

Destination See below Net 30 days

13. PLACE OF FOR INFORMATION CALL (No collect cals)

a. INSPECTION I b. ACCEPTANCEI. INSPECTION lb ACCEPTANCE Heriberto (Eddie) Col6n, Jr.
301-415-7135

17. SCHEDULE (See vere oe Re)ecllons) See CONTINUATION Page

QUANTITY UNIT QUANTITY
ITEM NO. SUPPLIES OR SERVICES ORDERED UNIT PRICE AMOUNT ACCEPTED

(A) (5) C) (D) (E) (F) (G

This is an indefinite delivery/indefinite quantity, labor
hour delivery order under GSA Federal Supply Schedule

Contract No. GS-35F-0S38K. The Contractor shall perform
this effort in accordance with the attached Statement of

Work (Attachment #1).
GSA LABOR CATEGORIES & HOURLY RATES: (SEE PAGE NO. 2)

PERIOD OF PERFORMANCE:

BASE YEAR: 06/20/2003 - 06/19/2004

Estimated hours (BASE YEAR): 2,000.00

Estimated amount (BASE YEAR): $ 204,080.00

OPTION YEAR: 06/20/2004 - 06/19/2005
Estimated hours (OPTION YEAR): 2,000.00

Estimated amount (OPTION YEAR): $ 212,240.00

The total estimated amount of this Order (Ceiling) is
$204,080.00.

This action obligates funds in the amount of $104,000.00.

18. SHIPPING POINT I19. GROSS SHIPPING WEIGHT I20. INVOICE NO.

SUBTOTAL

SEE BILLING
INSTRUCTIONS

ON
REVERSE

21. MAIL INVOICE TO: 17(h)

a. NAME TOnTL
U.S. Nuclear Regulatory Commission I
Division of Contracts pages)

b. STREET ADDRESS (or P.O. Box)
Mail Stop T-7-I-2
(SUBMIT INVOICES IN TRIPLICATE)

a CITY

17(I),
GRAND
TOTAL

ington
d. STATE

DC
a. ZIP CODE

20555 $104,000.00

I .
23. NAME (Typed)

tracting Officer
TITLE: CONTRACTING(ORDERING OFFICER

-

EMPLATE -
OPTIONAL FORM 347 IM95)

ADMDO2 .-



DR-33-03 -325

SUPPLEMENTAL INVOICING INFORMATION

If desired, this order (or copy thereof) may be used by the Contractor as the Contractors invoice, Instead of a separate Invoice, provided the following
statement, (signed and dated) is on (or attached to) the order: Payment Is requested in the amount of $ . No other invoice will be submitted.-
However, If the Contractor wishes to submit an Invoice, the following information must be provided' contract number (if any), order number, Item number(s),
description of supplies or services, sizes, quantities, unit prices, and extended totals. Prepaid shipping costs will be indicated as a separate item on the
invoice. Where shipping costs exceed $10 (except for parcel post), the billing must be supported by a bill of lading or receipt. When several orders are
invoiced to an ordering activity during the same billing period, consolidated periodic billings are encouraged.

RECEIVING REPORT

Quantity n the 'Quantity Accepted' column on the face of this order has been: - Inspected, 7 accepted, E received by me and
conforms to contract. Items listed below have been rejected for the reasons Indicated.

SHIPMENT PARTIAL DATE RECEIVED SIGNATURE OF AUTHORIZED U.S. GOVT REP. DATE

NUMBER FINAL

TOTAL CONTAI ERS GROSS WEIGHT RECEIVED AT TITLE

REPORT OF REJECTIONS

ITEM NO. SUPPLIES OR SERVICES UNIT UANTETY REASON FOR REJECTION

OPTIONAL FORM 347 BACK (REV. 6195)



ORDER NO.: DR-33-03-325 PAGE NO. 2

GSA LABOR CATEGORIES AND DISCOUNTED" HOURLY RATES

Labor Category Base Year Option Year
Discounted Rate Discounted Rate

Technician I $24.36 $25.34

Technician II $28.65 $29.80

Technician III $37.98 $39.50

Technician IV $47.18 $49.07

Systcms Engineer I $66.37 $58.62

Systems Engineer I $64.44 $67.01

Systems Engineer Ill $71.34 $74.19

Systems Engineer IV $79.39 $82.56

Senior Systems Engineer 1 $86.30 $89.75

Network/Communications Analyst $71.34 $74.19

Project Manager $79.39 $82.56

Communications Engineer $79.38 $82.56

Svstems Programmer $71.34 $74.19

Applications Programmer $64.44 $87.01

Research/Administrative Support $37.98 $39.50

Technical Writer I $47.18 $49.07

Technical Writer 11 $64.44 $67.01

Computer Programmer I $37.98 $39.50

Computer Programmer II $47.18 $49.07

Computer Programmer Ill $56.37 $58.62

Programmer/Analyst I $64.44 $67.01

Programmer/Analyst I $71.35 $74.20

Programmer/Analyst Il $79.39 $82.56

ProgrammerlAnalyst lV $86.30 $89.75

PrograniniertAnalyst V $91.16 $94.81

Senior Programmer/Analyst I $102.04 $106.12

Senior Programmer/Analyst I $112.79 $117.31

Senior Programmer/Analyst Ill $123.53 $128.47

Senior Programmer/Analyst IV $138.08 $143.60

Senior AnalystlTearn Leader $158.78 $165.14



ORDER FOR SUPPLIES OR SERVICES PAGENO.

SCHEDULE- CONTINUATION 3

IMPORTANT: Mark all packages and papers with contract and!'or order urinbera.

DATE OF ORDER CONTRACT NO. iORDER NO.

GS-35F-053SK |DR-33-03-325

QUANTITY UNIT QUANTITY

ITEM NO. SUPPLIES OR SERVICES ORDERED UNIT PRICE AMOUNT ACCEPTED

(A) () (C) 4 D) I) JF)G)

PLACING ORDERS:

Work orders will be issued to the Contractor by the NRC
Project Officer, James Corbett, telephone number

(301) 415-7500. Any order issued during this period shall
be completed within the time specified in the order, unless

otherwise specified in FAR Clause 52.216-18.

Q A71 ;0o i
DATE

TOTAL CARRIED FORWARD TO 1ST PAGE (ITEM 17(H))

NSN 540.O1-152402 OPTIONAL FORM 348( 113)
Proscrbed by GSA
FAR (48 CFR) 53&213(e)



DR-33-03-325, Attachment #1
Statement of Work

Telecommunications Services Improvement Project

1.0 Background

The Infrastructure Operations Branch (OB) of the Office of the Chief Information Officer is
responsible for the management, operation, and support of agency wide production application
environments, timesharing services, and telecommunications. The branch provides operations
and administrative support for the agency data center, communications systems including
operation of the NRC message center, video conferencing services, voice mail system, local
and long distance voice service, personal communications equipment (pagers, faxes, modems,
cellular), emergency telecommunications and support for the NRC emergency
telecommunications. OB serves as project lead for the development and management of
production application environment activities.

2.0 Objective

The Contractor shall provide qualified personnel to. perform business analyses, system reviews
and process re-engineerings'. The Contractor shall make comprehensive recommendations
that reflect a broad understanding of sound business and system practices.

3.0 General Scope of Work

3.1 Task Descriptions

The Contractor shall provide professional support services that advise and support the effective
management of a sophisticated technical environment that includes telecommunication devices,
hardware platforms, software and databases and miscellaneous peripherals. A brief description
of types of tasks follows:

* Problem analysis and definition of telecommunications and systems infrastructure
* Requirements gathering and analysis
* Resource analysis and planning
* Telecommunications systems analysis and documentation
* Computer systems analysis and documentation
* Business process review, re-engineering, and modernization
* User Interviews, user interface, and user training
* Applying information technology, telecommunications, business, and analysis skills and

knowledge to solve problems and improve processes in telecommunications
environment

* Process documentation and technical writing
* Developing functional and technical specifications
* Conducting systems, applications, and module testing
* Project and task management services Including the development and maintenance of

project plans and descriptions
* Preparation of comprehensive business cases
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DR-33-03-325, Attachment #1
Statement of Work

Telecommunications Services Improvement Project

3.2 Types of Assignments

All assignments will be defined in individual delivery orders issued by the NRC Project Officer.
Examples of types of assignments may include, but are not limited to, the following:

* Analysis and development of a business case for an upgrade and standardization of
cellular and wireless services under one vendor. Upon approval, participate in project
planning and implementation.

* Analysis and development of a business case for outsourcing web hosting. Upon
approval, participate in project planning and implementation.

* Assist in coordination of upgrade of one or more large production systems.
* Review operational processes and propose metrics to measure and report costs,

budgets and service levels.
* Review operational contracts and investigate potential consolidation opportunities.
* Assist in reviewing written procedures and handbooks (Management Directives).
* Draft and/or update strategic plans for infrastructure areas.
* Create simple databases and other tracking systems to manage data related to other

tasks.
* Perform independent validation and verification services of other contracts and systems.

4.0 Issuance of a Delivery Order for Each Task Assignment

The NRC Project Officer will issue a written delivery order for each task assignment. The
Contractor shall acknowledge receipt of the delivery order in writing, and provide the NRC
Project Officer with a written estimate of the level of effort, labor categories and personnel
necessary to complete the assignment, or conduct a more comprehensive assessment of the
assignment. The NRC Project Officer will evaluate the estimate and provide a written
authorization to commence work on the assignment. The NRC shall not be responsible for any
Contractor efforts not related to a delivery order. All Contractor efforts related to a particular
delivery order shall be tracked and itemized on all invoices submitted to the NRC for payment.
With the exception of Invoices, e-mail or any other mutually agreeable means may be utilized
for exchanging written items.

5.0 Deliverables

The Contractor shall provide a status report every two weeks to the NRC Project Officer
describing activities taken to date. The format of this report shall be coordinated with the NRC
Project Officer.

6.0 NRC Furnished Equipment

NRC will provide office space and equipment, when necessary, for on-site performance of
personnel.
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DR-33-03-325, Attachment #1
Statement of Work

Telecommunications Services Improvement Project

7.0 Personnel Qualifications

The Contractor shall provide personnel with the necessary combination of skills/training that will
include communications, telecommunication, engineering, business analysis, business process
re-engineering, resource planning, systems analysis, software development, and project
management to support the requirements of the Statement of Work.

Because of the broad areas of the anticipated assignments, it is desired that the contractor
propose a senior level professional with approximately ten years of knowledge and experience
spanning telecommunications, computer systems and business analysis.

8.0 Additional Labor Categories

If necessary, the NRC may utilize any labor categories specified in the Contractor's GSA
schedule to meet agency requirements.

9.0 Level of Effort and Period of Performance

The level of effort is estimated to be 2,000 hours for each one-year period of performance.

The following clauses will be included In the resultant purchase order.

10.0 PRIVATE USE OF CONTRACT INFORMATION AND DATA

Except as specifically authorized by this contract, or as otherwise approved by the NRC
Contracting Officer, information and other data developed or acquired by or furnished to the
Contractor in the performance of this contract shall be used only in connection with the work
under this contract.

11.0 PROPRIETARY DATA AND SENSITIVE UNCLASSIFIED INFORMATION

In connection with performance of the work under this contract, the Contractor may be
furnished, or may develop or acquire, proprietary data (trade secrets) or confidential or
privileged technical, business, or financial information, including Commission plans, policies,
reports, financial plans, nternal data protected by the Privacy Act of 1974 (P.L. 93.579), or
other
information which has not been released to the public or has been determined by the
Commission to be otherwise exempt from disclosure to the public.

The Contractor agrees to hold such information in confidence and not to directly or indirectly
duplicate, disseminate, or disclose such information in whole or in part to any other person or
organization except as may be necessary to perform the work under this contract. The
Contractor agrees to return such information to the Commission or otherwise dispose of it,
either
as the Contracting Officer may from time to time direct during the progress of the work or in any
event as the Contracting Officer shall direct upon completion or termination of this contract.
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DR-33-03-325, Attachment #1
Statement of Work

Telecommunications Services Improvement Project

Failure to comply with this clause shall be grounds for termination of this contract.

12.0 Security

(a) Security/Classification Requirements Form. The NRC Form 187 furnishes the basis for
providing security and classification requirements to prime Contractors, subcontractors, or
others (e.g., bidders) who have or may have an NRC contractual relationship that requires
access to classified information or matter, access on a continuing basis (in excess of 30 or
more days) to NRC Headquarters controlled buildings, or otherwise requires NRC photo
identification or card-key badges.

(b) It is the Contractor's duty to safeguard National Security Information, Restricted Data, and
Formerly Restricted Data. The Contractor shall, in accordance with the Commission's security
regulations and requirements, be responsible for safeguarding National Security Information,
Restricted Data, and Formerly Restricted Data, and for protecting against sabotage, espionage,
loss, and theft, the classified documents and material in the Contractor's possession in
connection with the performance of work under this contract. Except as otherwise expressly
provided in this contract, the Contractor shall, upon completion or termination of this contract,
transmit to the Commission any classified matter in the possession of the Contractor or any
person under the Contractor's control in connection with performance of this contract. If
retention by the Contractor of any classified matter is required after the completion or
termination of the delivery order and the retention is approved by the contracting officer, the
Contractor shall complete a certificate of possession to be furnished to the Commission
specifying the classified matter to be retained. The certification must identify the items and
types or categories of matter retained, the conditions governing the retention of the matter and
their period of retention, if known. If the retention is approved by the contracting officer, the
security provisions of the delivery order continue to be applicable to the matter retained.

(c) In connection with the performance of the work under this contract, the Contractor may be
furnished, or may develop or acquire, proprietary data (trade secrets) or confidential or
privileged technical, business, or financial information, including Commission plans, policies,
reports, financial plans, internal data protected by the Privacy Act of 1974 (Pub. L. 93-579), or
other information which has not been released to the public or has been determined by the
Commission to be otherwise exempt from disclosure to the public. The Contractor agrees to
hold the information in confidence and not to directly or indirectly duplicate, disseminate, or
disclose the information in whole or in part to any other person or organization except as may
be necessary to perform the work under this contract. The Contractor agrees to return the
information to the Commission or otherwise dispose of it at the direction of the contracting
officer. Failure to comply with this clause is grounds for termination of this contract.

(d) Regulations. The Contractor agrees to conform to all security regulations and requirements
of the Commission which are subject to change as directed by the NRC Division of Facilities
and Security and the Contracting Officer. These changes will be under the authority of the FAR
Changes clause referenced in this document.
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DR-33-03-325, Attachment #1
Statement of Work

Telecommunications Services Improvement Project

(e) Definition of National Security Information. The term National Security Information, as used
in this clause, means information that has been determined pursuant to Executive Order 12958
or any predecessor order to require protection against unauthorized disclosure and that is so
designated.

(f) Definition of Restricted Data. The term Restricted Data, as used in this clause, means all
data concerning design, manufacture, or utilization of atomic weapons; the production of
special nuclear material; or the use of special nuclear material in the production of energy, but
does not include data declassified or removed from the Restricted Data category pursuant to
Section 142 of the Atomic Energy Act of 1954, as amended.

(g) Definition of Formerly Restricted Data. The term Formerly Restricted Data, as used in this
clause, means all data removed from the Restricted Data category under Section 142-d of the
Atomic Energy Act of 1954, as amended.

(h) Security Clearance Personnel. The Contractor may not permit any individual to have
access to Restricted Data, Formerly Restricted Data, or other classified information, except in
accordance with the Atomic Energy Act of 1954, as amended, and the Commission's
regulations or requirements applicable to the particular type or category of classified information
to which access is required. The Contractor shall also execute a Standard Form 312, Classified
Information Non-disclosure Agreement, when access to classified information is required.

(i) Criminal Liabilities. It is understood that disclosure of National Security Information,
Restricted Data, and Formerly Restricted Data relating to the work or services ordered
hereunder to any person not entitled to receive it, or failure to safeguard any Restricted Data,
Formerly Restricted Data, or any other classified matter that may come to the Contractor or any
person under the Contractor's control in connection with work under this contract, may subject
the Contractor, its agents, employees, or subcontractors to criminal liability under the laws of
the United States. (See the Atomic Energy Act of 1954, as amended, 42 U.S.C. 2011 et seq.;
18 U.S.C. 793 and 794; and Executive Order 12958.)

0) Subcontracts and Purchase Orders. Except as otherwise authorized in writing by the
contracting officer, the Contractor shall Insert provisions similar to the foregoing in all
subcontracts and purchase orders under this contract.

(k) In performing the delivery order work, the Contractor shall classify all documents, material,
and equipment originated or generated by the Contractor in accordance with guidance issued
by the Commission. Every subcontract and purchase order issued hereunder involving the
origination or generation of classified documents, material, and equipment must provide that
the subcontractor or supplier assign classification to all documents, material, and equipment in
accordance with guidance furnished by the Contractor.

13.0 SITE ACCESS BADGE REQUIREMENTS

During the life of this contract, the rights of ingress and egress for Contractor personnel must
be made available, as required, provided that a badge is Issued after favorable adjudication
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DR-33-03-325, Attachment #1
Statement of Work

Telecommunications Services Improvement Project

from the Personnel Security Branch, Division of Facilities and Security (PERSEC/DFS). In this
regard, all Contractor personnel whose duties under this delivery order require their presence
on-site shall be clearly identifiable by a distinctive badge furnished by the Government. The
Project Officer shall assist the Contractor in obtaining the badges for the Contractor personnel.
It is the sole responsibility of the Contractor to ensure that each employee has a proper
Government-issued identification/badge at all times. All prescribed identification must be
immediately (no later than three days) delivered to PERSEC/DFS for cancellation or disposition
upon the termination of employment of any Contractor personnel. Contractor personnel must
have this identification in their possession during on-site performance under this contract. It is
the Contractor's duty to assure that Contractor personnel enter only those work areas
necessary for performance of delivery order work, and to assure the safeguarding of any
Government records or data that Contractor personnel may come into contact with.

14.0 SECURITY REQUIREMENTS FOR INFORMATION TECHNOLOGY SERVICES

The proposer/Contractor must identify all individuals and propose the level of Information
Technology (IT) approval for each, using the following guidance. The NRC sponsoring office
shall make the final determination of the level, if any, of IT approval required for all individuals
working under this contract.

The Government shall have and exercise full and complete control over granting, denying,
withholding, or terminating building access approvals for individuals performing work under this
contract.

14.1 CONTRACTOR SECURITY REQUIREMENTS FOR LEVEL I

Performance under this delivery order will involve prime Contractor personnel, subcontractors
or others who perform services requiring direct access to or operate agency sensitive
information technology systems or data (IT Level I).

The IT Level I involves responsibility for the planning, direction, and implementation of a
computer security program; major responsibility for the direction, planning, and design of a
computer system, including hardware and software; or the capability to access a computer
system during its operation or maintenance in such a way that could cause or that has a
relatively high risk of causing grave damage; or the capability to realize a significant personal
gain from computer access. Such Contractor personnel shall be subject to the NRC Contractor
personnel security requirements of NRC Management Directive (MD) 12.3, Part I and will
require a favorably adjudicated Limited Background Investigation (LBI).

A Contractor employee shall not have access to NRC facilities, sensitive information technology
systems or data until he/she is approved by Personnel Security Branch, Division of Facilities
and Security (PERSEC/DFS) first for temporary access (based on a favorable adjudication of
their security forms and checks) and final access (based on a favorably adjudicated LBI) in
accordance with the procedures found in NRC MD 12.3, Part I. The individual will be subject to
a reinvestigation every 10 years. Timely receipt of properly completed security applications is a
delivery order requirement. Failure of the Contractor to comply with this condition within the ten
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DR-33-03-325, Attachment #1
Statement of Work

Telecommunications Services Improvement Project

work-day period may be a basis to void the notice of selection. In that event, the Government
may select another firm for award.

The Contractor shall submit a completed security forms packet, including the
SF-86,"Questionnaire for National Security Positions," and fingerprint charts, through the
Project Officer to PERSEC/ DFS for review and favorable adjudication, prior to the individual
performing work under this contract. The Contractor shall assure that all forms are accurate,
complete, and legible (except for Part 2 of the questionnaire, which is required to be completed
in private and submitted by the individual to the Contractor in a sealed envelope), as set forth in
MD 12.3 which is incorporated into this delivery order by reference as though fully set forth
herein. Based on PERSEC review of the applicant's security forms and/or the receipt of
adverse information by NRC, the individual may be denied access to NRC facilities, sensitive
information technology systems or data until a final determination is made of his/her eligibility
under the provisions of MD 12.3. Any questions regarding the individual's eligibility for IT Level
I approval will be resolved in accordance with the due process procedures set forth in MD 12.3
Exhibit 1 and E. 0. 12968.

In accordance with NRCAR 2052.204-70 "Security," IT Level I Contractors shall be subject to
the attached NRC Form 187 (See Section J for List of Attachments) which furnishes the basis
for providing security requirements to prime Contractors, subContractors or others (e.g.,
bidders) who have or may have an NRC contractual relationship which requires access to or
operation of agency sensitive information technology systems or remote development and/or
analysis of sensitive information technology systems and data or other access to such systems
and data; access on a continuing basis (in excess of 30 days) to NRC Headquarters controlled
buildings; or otherwise requires NRC photo identification or card-key badges.

15.0 CONTRACTOR SECURITY REQUIREMENTS FOR LEVEL II

Performance under this delivery order will involve Contractor personnel that develop and/or
analyze sensitive information technology systems or data or otherwise have access to such
systems and data (IT Level II).

The IT Level II involves responsibility for the planning, design, operation, or maintenance of a
computer system and all other computer or IT positions. Such Contractor personnel shall be
subject to the NRC Contractor personnel requirements of MD 12.3, Part I, which is hereby
incorporated by reference and made a part of this delivery order as though fully set forth herein,
and will require a favorably adjudicated Access National Agency Check with Inquiries (ANACI).

A Contractor employee shall not have access to NRC facilities, sensitive information technology
systems or data until he/she is approved by PERSEC/DFS first for temporary access (based on
a favorable review of their security forms and checks) and final access (based on a favorably
adjudicated ANACI) In accordance with the procedures found in MD 12.3, Part I. The individual
will be subject to a reinvestigation every 10 years. Timely receipt of properly completed security
applications is a delivery order requirement. Failure of the Contractor to comply with this
condition within the ten work-day period may be a basis to void the notice of selection. In that
event, the Government may select another firm for award.

Page 7



DR-33-03-325, Attachment #1
Statement of Work

Telecommunications Services Improvement Project

The Contractor shall submit a completed security forms packet (enclosed), including the
SF-86,"Questionnaire for National Security Positions," and fingerprint charts, through the
Project Officer to the NRC PERSEC/DFS for review and favorable adjudication, prior to the
individual performing work under this contract. The Contractor shall assure that all forms are
accurate, complete, and legible (except for Part 2 of the questionnaire, which is required to be
completed In private and submitted by the individual to the Contractor in a sealed envelope), as
set forth in MD 12.3. Based on PERSEC review of the applicant's security forms and/or the
receipt of adverse information by NRC, the individual may be denied access to NRC facilities,
sensitive information technology systems or data until a final determination is made of his/her
eligibility under the provisions of MD 12.3. Any questions regarding the individual's eligibility for
IT Level II approval will be resolved in accordance with the due process procedures set forth in
MD 12.3 Exhibit I and E. 0. 12968.

In accordance with NRCAR 2052.204-70 "Security," IT Level II Contractors shall be subject to
the attached NRC Form 187 (See Section J for List of Attachments) which furnishes the basis
for providing security requirements to prime Contractors, subcontractors or others (e.g. bidders)
who have or may have an NRC contractual relationship which requires access to or operation of
agency sensitive information technology systems or remote development and/or analysis of
sensitive information technology systems and data or other access to such systems and data;
access on a continuing basis.(in excess of 30 days) to NRC Headquarters controlled buildings;
or otherwise requires NRC photo identification or card-key badges.

16.0 CANCELLATION OR TERMINATION OF IT ACCESSIREQUEST

When a request for investigation is to be withdrawn or canceled, the Contractor shall
immediately notify the Project Officer by telephone in order that he/she will contact the
PERSEC/DFS so that the investigation may be promptly discontinued. The notification shall
contain the full name of the individual, and the date of the request. Telephone notifications
must be promptly confirmed in writing to the Project Officer who will forward the confirmation to
the PERSEC/DFS. Additionally, PERSEC/DFS must be immediately notified when an individual
no longer requires access to NRC sensitive automated information technology systems or data,
including the voluntary or involuntary separation of employment of an individual who has been
approved for or is being processed for access under the NRC Personnel Security Program.
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NRC FORM 187
1-2000)

NRCMD 12

U.S. NUCLEAR REGULATORY COMMISSION

CONTRACT SECURITY AND/OR
CLASSIFICATION REQUIREMENTS

AUTHORITY
The policies, procedures, and criteria of the
NRC Security Program. NRCMD 12. apply to
performance of this contract subcontract or
other activity.

COMPLETE CLASSIFIED ITEMS BY
SEPARATE CORRESPONDENCE

1. CONTRACTOR NAME AND ADDRESS A. CONTRACT NUMBER FOR COMMERCIAL
CONTRACTS OR JOB CODE FOR DOE 2. TYPE OF SUBMISSION

Orchid Technologies & Management, L.,. forabubcontractse)

ATTN: Hadi Rezazad W A ORIGINAL

1815 N. Fort Myer Dr., Suite 1000 7
E 

7
.RJcE B. REVISED (esedesll1 81 5 N. .For @ MyerDr ., Slj ite l O00B.PROJECTED C. PROJECTED previous ubmissions)

Arlington, VA 22209 START DATE COMPLETION DATE

05_01_2003_04/3___5 L C. OTHER (Spey)

3. FOR FOLLOW-ON CONTRACT, ENTER PRECEDING CONTRACT NUMBER AND PROJECTED COMPLETION DATE

A DOES NOT APPLY B. CONTRACT NUMBER DATE

DR-33-2-33M . 03131/2003

4. PROJECT TITLE AND OTHER IDENTIFINIG INFORMATION

Business Analysis, System Review and Process Re-engineering Services from GSA Schedule

5. PERFORMANCE WILL REQUIRE NATIONAL SECURITY RESTRICTED DATA
A. ACCESS TO CLASSIFIED MATTER OR CLASSIFIED INFORMATION NOT

[ YES (If YES,' answer 1-7 below) APPLICABLE S O
g NO (H *NO, ptoceed to 5.C.) - ~SECRET CONFIDENTIAL 'SECRET CONFIDENTIALNO* (if 'N. proceed to S.C.)

1. ACCESS TO FOREIGN INTELLIGENCE INFORMATION LiLi] E
2 RECEIPT, STORAGE, OR OTHER SAFEGUARDING OF

CLASSIFIED MATTER. (See 5.B.) E F

3. GENERATION OF CLASSIFIED MATTER. Li L[] Li
4. ACCESS TO CRYPTOGRAPHIC MATERIAL OR OTHER

CLASSIFIED COMSEC INFORMATION. Lf ] C o g

5. ACCESS TO CLASSIFIED MATTER OR CLASSIFIED
INFORMATION PROCESSED BY ANOTHER AGENCY. E' Li L ]

6. CLASSIFIED USE OF AN INFORMATION TECHNOLOGY
PROCESSING SYSTEM. F

7. OTHER (Specify) -i i Li L
B. IS FACILITY CLEARANCE REQUIRED? L YES W NO

C. UNESCORTED ACCESS IS REQUIRED TO PROTECTED AND VITAL AREAS OF NUCLEAR POWER PLANTS.

D. Li ACCESS IS REQUIRED TO UNCLASSIFIED SAFEGUARDS INFORMATION.

E. D ACCESS IS REQUIRED TO SENSTivE IT SYSTEMS AND DATA.

F. [j UNESCORTED ACCESS TO NRC HEADQUARTERS BUILDING.

FOR PROCEDURES AND REQUIREMENTS ON PROVIDING TEMPORARY AND FINAL APPROVAL FOR UNESCORTED ACCESS. REFER TO NRCMD 1Z

NRC FORM 187 (1.2000) PRINTED ON RECYCLED PAPER ISUS RA*IS WUS ue.I�Imu uuj Urworn
NRC FORM 17 10 PRINTED ON RECYCLED PAPER lia luli "ra moa'gnMu wias. ii-um,
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6. INFORMATION PERTAINING TO THESE REQUIREMENTS OR THIS PROJECT, EVEN THOUGH SUCH INFORMATION IS CONSIDERED UNCLASSIFIED,
SHALL NOT BE RELEASED FOR DISSEMINATION EXCEPT AS APPROVED BY: I

NAME AND TITLE

James C. Corbett (Project Officer)
Chief, Infrastructure Operations Branch/OCIOIITID

7. CLASSIFICATION GUIDANCE
NATURE OF CLASSIFIED GUIDANCE IDENTIFICATION OF CLASSIFICATION GUIDES

B. CLASSIFIED REVIEW OF CONTRACTOR I SUBCONTRACTOR REPORT(S) AND OTHER DOCUMENTS WILL BE
CONDUCTED BY:

U AUTHORIZED CLASSIFIER (Name and Trhej) DMSION OF FACILITIES AND SECURITY

9. REQUIRED DISTRIBUTION OF NRC FORM 187 Check appropriate box(es)

SPONSORING NRC OFFICE OR DMSION (Item 1OA) DMSION OF CONTRACTS AND PROPERTY MANAGEMENT

DMSION OF FACILITIES AND SECURITY (Item 10B) [ CONTRACTOR (Item 1)

SECURITYICLASSIFICATION REQUIREMENTS FOR SUBCONTRACTS RESULTING FROM THIS CONTRACT WV1LL BE APPROVED BY THEL OFFICIALS NAMED IN ITEMS 10B AND 10C BELOW.

10. APPROVALS

SECURIYCLASSIFICATION REQUIREMENTS FOR SUBCONTRACTS RESULTING FROM THIS CONTRACT WILL BE APPROVED BY THE OFFICIALS NAMED IN
ITEMS OB AND 10C BELOW.

NAME (Print or type) SIGNATURE DATE
A DIRECTOR, OFFICE OR DMSION SIGNATURE DATE

Arnold E. Levin, Director, OCIOA[TID e? le3
B. DIRECTOR, DMSION OF FACILITIES AND SECURITY SIGNATURE DATE

Thomas 0. Martin, Director, ADM/DFS
C. DIRECTOR, DMSION OF CONTRACTS AND PROPERTY MANAGEMENT SG E AT

(Not plicable to DOE agreements)

Kathryn 0. Greene, Director, ADMIDCPM

I ,, _K_
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DELIVERY ORDER TERMS AND CONDITIONS
NOT SPECIFIED IN THE CONTRACT

A.1 NRC ACQUISITION CLAUSES - (NRCAR) 48 CFR CH. 20

A.2 OTHER APPLICABLE CLAUSES

[X] See Addendum for the following in full text (if checked)

[X] 52.216-18, Ordering

[X] 52.216-19, Order Limitations

[X] 52.216-22, Indefinite Quantity

[]52.217-6, Option for Increased Quantity

[]52.217-7, Option for Increased Quantity Separately Priced Line Item

[]52.217-8, Option to Extend Services

[]52.217-9, Option to Extend the Term of the Contract

A.3 ELECTRONIC PAYMENT

The Debt Collection Improvement Act of 1996 requires that all payments except IRS tax refunds be made by Electronic
Funds Transfer. It is the policy of the Nuclear Regulatory Commission to pay vendors by the Automated Clearing House
(ACH) electronic funds transfer payment system. The electronic system is known as Vendor Express. Payment shall be
made in accordance with FAR 52.232-33, entitled "Mandatory Information for Electronic Funds Transfer Payment".

To receive payment, the contractor shall complete the "Company Infornation" portion of the Standard Form 3881,
entitled "ACH Vendor/Miscellaneous Payment Enrollment Form" found as an attachment to this document. The
contractor shall take the form to the ACH Coordinator at the financial institution that maintains its company's bank
account. The contractor shall discuss with the ACH Coordinator how the payment identification information (addendum
record) will be passed to them once the payment is received by the financial institution. Further information concerning
the addendum is provided at Attachment 1. The ACN Coordinator should fill out the "Financial Institution Information"
portion of the form and return it to the Office of the Controller at the following address: Nuclear Regulatory Commission,
Division of Accounting and Finance, Financial Operations Section, Mail Stop T-9-H-4, Washington, DC 20555, ATTN:
ACH/Vendor Express. It is the responsibility of the contractor to ensure that the financial institution returns the
completed form to the above cited NRC address. If the contractor can provide the financial information, signature of the
financial institutions ACH Coordinator is not required. The NRC is under no obligation to send reminders. Only after the
Office of the Controller has processed the contractor's sign-up form will the contractor be eligible to receive payments.
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Once electronic funds transfer is established for payments authorized by NRC, the contractor needs to submit an
additional SF 3881 only to report changes to the information supplied.

Questions concerning ACH/Vendor Express should be directed to the Financial Operations staff at (301) 415-7520."

A.4 CONSIDERATION AND OBLIGATION-DELIVERY ORDERS (JUN 1988)

(a) The total estimated amount of this contract (ceiling) for the products/services ordered, delivered, and accepted under
this contract is $204,080.00. The Contracting Officer may unilaterally increase this amount as necessary for orders to be
placed with the contractor during the contract period provided such orders are within any maximum ordering limitation
prescribed under this contract.

(b) The amount presently obligated with respect to this contract is $104,000.00. The Contracting Officer may issue
orders for work up to the amount presently obligated. This obligated amount may be unilaterally increased from time to
time by the Contracting Officer by written modification to this contract. The obligated amount shall, at no time, exceed
the contract ceiling as specified in paragraph a above. When and if the amount(s) paid and payable to the Contractor
hereunder shall equal the obligated amount, the Contractor shall not be obligated to continue performance of the work
unless and until the Contracting Officer shall increase the amount obligated with respect to this contract. Any work
undertaken by the Contractor in excess of the obligated amount specified above is done so at the Contractor's sole risk.

A.5 SEAT BELTS

Contractors, subcontractors, and grantees, are encouraged to adopt and enforce on-the-job seat belt policies and
programs for their employees when operating company-owned, rented, or personally owned vehicles.

A.6 APPROPRIATE USE OF GOVERNMENT FURNISHED INFORMATION TECHNOLOGY
(IT) EQUIPMENT AND/ OR IT SERVICES/ ACCESS (MARCH 2002)

As part of contract performance the NRC may provide the contractor with information technology (IT) equipment and IT
services or IT access as identified in the solicitation or subsequently as identified in the contract or delivery order.
Government furnished IT equipment, or IT services, or IT access may include but is not limited to computers, copiers,
facsimile machines, printers, pagers, software, phones, Internet access and use, and email access and use. The contractor
(including the contractor's employees, consultants and subcontractors) shall use the government furnished IT equipment,
and / or IT provided services, and? or IT access solely to perform the necessary efforts required under the contract. The
contractor (including the contractor's employees, consultants and subcontractors) are prohibited from engaging or using
the government IT equipment and government provided IT services or IT access for any personal use, misuse, abuses or
any other unauthorized usage.

The contractor is responsible for monitoring its employees, consultants and subcontractors to ensure that government
furnished IT equipment and/ or IT services, and/ or IT access are not being used for personal use, misused or abused.
The government reserves the right to withdraw or suspend the use of its government furnished IT equipment, IT services
and/ or IT access arising from contractor personal usage, or misuse or abuse; and/ or to disallow any payments associated
with contractor (including the contractor's employees, consultants and subcontractors) personal usage, misuses or abuses
of IT equipment, IT services and? or IT access; and/ or to terminate for cause the contract or delivery order arising from
violation of this provision.
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A.7 COMPLIANCE WITH U.S. IMMIGRATION LAWS AND REGULATIONS

NRC contractors are responsible to ensure that their alien personnel are not in violation of United States Immigration and
Naturalization (INS) laws and regulations, including employment authorization documents and visa requirements. Each
alien employee of the Contractor must be lawfully admitted for permanent residence as evidenced by Alien Registration
Receipt Card Form 1-151 or must present other evidence from the Immigration and Naturalization Services that
employment will not affect his/her immigration status. The INS Office of Business Liaison (OBL) provides information
to contractors to help them understand the employment eligibility verification process for non-US citizens. This
information can be found on the INS website, http://www.ins.usdoj.gov/graphics/services/employerinfo/index.htrn#obl.

The NRC reserves the right to deny or withdraw Contractor use or access to NRC facilities or its equipment/services,
and/or take any number of contract administrative actions (e.g., disallow costs, terminate for cause) should the Contractor
violate the Contractor=s responsibility under this clause.

(End of Clause)

A.8 2052.204-70 SECURITY

(a) Security/Classification Requirements Form. The attached NRC Form 187 (See List of Attachments) furnishes the
basis for providing security and classification requirements to prime contractors, subcontractors, or others (e.g., bidders)
who have or may have an NRC contractual relationship that requires access to classified information or matter, access on
a continuing basis (in excess of 30 or more days) to NRC Headquarters controlled buildings, or otherwise requires NRC
photo identification or card-key badges.

(b) It is the contractor's duty to safeguard National Security Information, Restricted Data, and Formerly Restricted Data.
The contractor shall, in accordance with the Commission's security regulations and requirements, be responsible for
safeguarding National Security Information, Restricted Data, and Formerly Restricted Data, and for protecting against
sabotage, espionage, loss, and theft, the classified documents and material in the contractor's possession in connection
with the performance of work under this contract. Except as otherwise expressly provided in this contract, the contractor
shall, upon completion or termination of this contract, transmit to the Commission any classified matter in the possession
of the contractor or any person under the contractor's control in connection with performance of this contract. If retention
by the contractor of any classified matter is required after the completion or termination of the contract and the retention is
approved by the contracting officer, the contractor shall complete a certificate of possession to be furnished to the
Commission specifying the classified matter to be retained. The certification must identify the items and types or
categories of matter retained, the conditions governing the retention of the matter and their period of retention, if known.
If the retention is approved by the contracting officer, the security provisions of the contract continue to be applicable to
the matter retained.

(c) In connection with the performance of the work under this contract, the contractor may be furnished, or may develop
or acquire, proprietary data (trade secrets) or confidential or privileged technical, business, or financial information,
including Commission plans, policies, reports, financial plans, internal data protected by the Privacy Act of 1974 (Pub. L.
93-579), or other information which has not been released to the public or has been determined by the Commission to be
otherwise exempt from disclosure to the public. The contractor agrees to hold the information in confidence and not to
directly or indirectly duplicate, disseminate, or disclose the information in whole or in part to any other person or
organization except as may be necessary to perform the work under this contract. The contractor agrees to return the
information to the Commission or otherwise dispose of it at the direction of the contracting officer. Failure to comply with
this clause is grounds for termination of this contract.

(d) Regulations. The contractor agrees to conform to all security regulations and requirements of the Commission
which are subject to change as directed by the NRC Division of Facilities and Security and the Contracting Officer. These
changes will be under the authority of the FAR Changes clause referenced in this document.

(e) Definition of National Security Information. The term National Security Information, as used in this clause, means

Page 6



(R$ORDER-NUMBER)

information that has been determined pursuant to Executive Order 12958 or any predecessor order to require protection
against unauthorized disclosure and that is so designated.

(f) Definition of Restricted Data. The term Restricted Data, as used in this clause, means all data concerning design,
manufacture, or utilization of atomic weapons; the production of special nuclear material; or the use of special nuclear
material in the production of energy, but does not include data declassified or removed from the Restricted Data category
pursuant to Section 142 of the Atomic Energy Act of 1954, as amended.

(g) Definition of Formerly Restricted Data. The term Formerly Restricted Data, as used in this clause, means all data
removed from the Restricted Data category under Section 142-d of the Atomic Energy Act of 1954, as amended.

(h) Security Clearance Personnel. The contractor may not permit any individual to have access to Restricted Data,
Formerly Restricted Data, or other classified information, except in accordance with the Atomic Energy Act of 1954, as
amended, and the Commission's regulations or requirements applicable to the particular type or category of classified
information to which access is required. The contractor shall also execute a Standard Form 312, Classified Information
Nondisclosure Agreement, when access to classified information is required.

(i) Criminal Liabilities. It is understood that disclosure of National Security Information, Restricted Data, and Formerly
Restricted Data relating to the work or services ordered hereunder to any person not entitled to receive it, or failure to
safeguard any Restricted Data, Formerly Restricted Data, or any other classified matter that may come to the contractor or
any person under the contractor's control in connection with work under this contract, may subject the contractor, its
agents, employees, or subcontractors to criminal liability under the laws of the United Stat s. (See the Atomic Energy Act
of 1954, as amended, 42 U.S.C. 2011 et seq.; 18 U.S.C. 793 and 794; and Executive Order 12958.)

(j) Subcontracts and Purchase Orders. Except as otherwise authorized in writing by the contracting officer, the
contractor shall insert provisions similar to the foregoing in all subcontracts and purchase orders under this contract

(k) In performing the contract work, the contractor shall classify all documents, material, and equipment originated or
generated by the contractor in accordance with guidance issued by the Commission. Every subcontract and purchase
order issued hereunder involving the origination or generation of classified documents, material, and equipment must
provide that the subcontractor or supplier assign classification to all documents, material, and equipment in accordance
with guidance furnished by the contractor.

A.9 2052.215-70 KEY PERSONNEL (JAN 1993)

(a) The following individuals are considered to be essential to the successful performance of the work hereunder:

David Weaver Senior Programmer/Analyst I

The contractor agrees that personnel may not be removed from the contract work or replaced without compliance with
paragraphs (b) and (c) of this section.

(b) If one or more of the key personnel, for whatever reason, becomes, or is expected to become, unavailable for work
under this contract for a continuous period exceeding 30 work days, or is expected to devote substantially less effort to the
work than indicated in the proposal or initially anticipated, the contractor shall immediately notify the contracting officer
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and shall, subject to the con-currence of the contracting officer, promptly replace the personnel with personnel of at least
substantially equal ability and qualifications.

(c) Each request for approval of substitutions must be in writing and contain a detailed explanation of the circumstances
necessitating the proposed substitutions. The request must also contain a complete resume for the proposed substitute and
other information requested or needed by the contracting officer to evaluate the proposed substitution. The contracting
officer and the project officer shall evaluate the contractor's request and the contracting officer shall promptly notifr the
contractor of his or her decision in writing.

(d) If the contracting officer determines that suitable and timely replacement of key personnel who have been
reassigned, terminated, or have otherwise become unavailable for the contract work is not reasonably forthcoming, or that
the resultant reduction of productive effort would be so substantial as to impair the successful completion of the contract
or the service order, the contract may be terminated by the contracting officer for default or for the convenience of the
Government, as appropriate. If the contracting officer finds the contractor at fault for the condition, the contract price or
fixed fee may be equitably adjusted downward to compensate the Government for any resultant delay, loss, or damage.

A.10 2052.215-71 PROJECT OFFICER AUTHORITY-ALTERNATE 1

(a) The contracting officer's authorized representative, hereinafter referred to as the project officer, for this contract is:

Name: James C. Corbett

Address: U.S. Nuclear Regulatory Commission
Mail Stop T6-F33
Washington, DC
20555

Telephone Number: 301-415-7500

(b) The project officer shall:

(l) Place delivery orders for items required under this contract up to the amount obligated on the contract award
document.

(2) Monitor contractor performance and recommend changes in requirements to the contracting officer.

(3) Inspect and accept products/services provided under the contract.

(4) Review all contractor invoices/vouchers requesting payment for products/services provided under the contract and
make recommendations for approval, disapproval, or suspension.

(5) Immediately notify the Personnel Security Branch, Division of Facilities and Security (PERSEC/DFS) (via e-mail)
when a contractor employee no longer requires access authorization and return the individual's badge to PERSECIDFS
within three days after their termination.

(c) The project officer may not make changes to the express terms and conditions of this contract.
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A.11 52.216-18 ORDERING (OCT 1995)

(a) Any supplies and services to be furnished under this contract shall be ordered by issuance of delivery orders or task
orders by the individuals or activities designated in the Schedule. Such orders may be issued from 06/20/2003 through
06/19/2004.

(b) All delivery orders or task orders are subject to the terms and conditions of this contract. In the event of conflict
between a delivery order or task order and this contract, the contract shall control.

(c) If mailed, a delivery order or task order is considered "issued" when the Government deposits the order in the mail.
Orders may be issued orally, by facsimile, or by electronic commerce methods only if authorized in the Schedule.

A.12 52.216-22 INDEFINITE QUANTITY (OCT 1995)

(a) This is an indefinite-quantity contract for the supplies or services specified, and effective for the period stated, in the
Schedule. The quantities of supplies and services specified in the Schedule are estimates only and are not purchased by
this contract.

(b) Delivery or performance shall be made only as authorized by orders issued in accordance with the Ordering clause.
The Contractor shall furnish to the Government, when and'if ordered, the supplies or services specified in the Schedule up
to and including the quantity designated in the Schedule as the "maximum." The Government shall order at least the
quantity of supplies or services designated in the Schedule as the "minimum."

(c) Except for any limitations on quantities in the Order Limitations clause or in the Schedule, there is no limit on the
number of orders that may be issued. The Government may issue orders requiring delivery to multiple destinations or
performance at multiple locations.

(d) Any order issued during the effective period of this contract and not completed within that period shall be completed
by the Contractor within the time specified in the order. The contract shall govern the Contractor's and Government's
rights and obligations with respect to that order to the same extent as if the order were completed during the contract's
effective period; provided, that the Contractor shall not be required to make any deliveries under this contract after three
months of the expiration date..

A.13 52.217-9 OPTION TO EXTEND THE TERM OF THE CONTRACT
(MAR 2000)

(a) The Government may extend the term of this contract by written notice to the Contractor within 30 days; provided
that the Government gives the Contractor a preliminary written notice of its intent to extend at least 60 days before the
contract expires. The preliminary notice does not commit the Government to an extension.

(b) If the Government exercises this option, the extended contract shall be considered to include this option clause.

(c) The total duration of this contract, including the exercise of any options under this clause, shall not exceed two (2)
years.
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SAFETY OF ON-SITE CONTRACTOR PERSONNEL

Ensuring the safety of occupants of Federal buildings is a responsibility shared by the professionals implementing our
security and safety programs and the persons being protected. The NRC's Office of Administration (ADM) Division of
Facilities and Security (DFS) has coordinated an Occupant Emergency Plan (OEP) for NRC Headquarters buildings with
local authorities. The OEP has been approved by the Montgomery County Fire and Rescue Service. It is designed to
improve building occupants' chances of survival, minimize damage to property, and promptly account for building
occupants when necessary. The contractor's Project Director shall ensure that all personnel working fll time on-site at
NRC Headquarters read the NRC's OEP, provided electronically on the NRC Intranet at
http://www.intemal.nrc.gov/ADM/OEP.pdf. The contractor's Project Director also shall emphasize to each staff member
that they are to be familiar with and guided by the OEP, as well as by instructions given by emergency response personnel
in situations which pose an immediate health or safety threat to building occupants.

The NRC Project Officer shall ensure that the contractor's Project Director has communicated the requirement for on-site
contractor staff to follow the guidance in the OEP. The NRC Project Officer also will assist in accounting for on-site
contract persons in the event of a major emergency (e.g., explosion occurs and casualties or injuries are suspected) during
which a full evacuation will be required, including the assembly and accountability of occupants. The NRC DFS will
conduct drills periodically to train occupants and assess these procedures.

End of Provision
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