
2. Security

Currently licensees that have permanently shutdown reactor operations and have offloaded the 
spent fuel into the SFP are still required to meet all the security requirements for operating 
reactors in 10 CFR 73.55 [Ref] This level of security would require a site with a permanently 
shutdown reactor to provide security protection at the same level as that for an operating 
reactor site. The industry has asked the NRC to consider whether the likelihood of radiological 
release from decommissioning plants due to sabotage is low enough to justify modification of 
safeguards requirements for SFPs at decommissioning plants.  

In the past, decommissioning licensees have requested exemptions from specific regulations in 
10 CFR 73.55, justifying their requests on the basis of a reduction in the number of target sets 
susceptible to sabotage attacks, and the consequent reduced hazard to public health and 
safety. Limited exemptions based on these assertions have been granted. The risk analysis in 
this report does not take exception to the reduced target set argument; however, the analysis 
does not support the assertion of a lesser hazard to public health and safety, given the 
consequences that can occur from a sabotage induced uncovery of fuel in the SFP when a 
zirconium fire potential exists. Further, it cannot evaluate the potential consequences of a 
sabotage event that could directly cause off site fission product dispersion, say from a vehicle 
bomb that was driven into the SFP even if a zirconium fire was no longer possible. However, 
this report would support a regulatory framework that relieves licensees from selected 
requirements in 10 CFR 73.55 on the basis of target set reduction when all fuel has been 
placed in the SFP.  

The risk estimates contained in this report are based on accidents initiated by random 
equipment failures, human errors or external events. PRA practitioners have developed and 
used dependable methods for estimating the frequency of such random events. By contrast, 
this analysis, and PRA analyses in general, do not include events due to sabotage. No 
established method exists for estimating the likelihood of a sabotage event. Nor is there a 
method for analyzing the effect of security provisions on that likelihood. Security regulations 
are based on a zero tolerance for sabotage, involving special nuclear material - which includes 
spent fuel; the regulations are designed and structured to remove sabotage from design basis 
threats at a commercial nuclear power plant, regardless of the probability or consequences.  

The technical information contained in this report shows that the consequences of a zirconium 
fire would be high enough to justify provisions to prevent sabotage. Moreover, the risk analysis 
could be used effectively to assist in determining priorities for, and details of, the security 
capability at a plant. However, there is no information in the analysis that bears on the level of 
security necessary to limit the risk from sabotage events. Those decisions will continue to be 
made based on a deterministic assessment of the level of threat and the difficulty of protecting 
the facility: 

The staff noted that 10 CFR 73.51 [Ref], which specifies the security requirements for an ISFSI 
licensed under 10 CFR 72 [Ref], is silent on the vehicle bomb threat. The staff also noted that 
the applicability of 10 CFR 26 [Ref] - Fitness for Duty Programs, has not been established for 
decommissioning reactors once the fuel has been removed from the reactor vessel and placed 
in the SFP, and specifically does not apply to ISFSIs licensed under 10 CFR 72. Given the 
importance of a vehicle bomb threat to the integrity of SFP, and the significance of HRA to the 
conclusions reached in the SFP risk analysis, the staff recommends that for coherency in the



regulations, these subjects be revisited during the overall integration of rules for 
decommissioning reactors.


