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-----------------------------------------------------------------------

NUCLEAR REGULATORY COMMISSION

10 CFR Parts 30, 40, 50, and 70

[Docket No. PRM-50-65]

 
Nuclear Information and Resource Service; Petition for Rulemaking 
Denial

AGENCY: Nuclear Regulatory Commission.

ACTION: Petition for rulemaking; denial.

-----------------------------------------------------------------------

SUMMARY: The Nuclear Regulatory Commission (NRC) is denying a petition 
for rulemaking (PRM-50-65) from the Nuclear Information and Resource 
Service (NIRS). The petitioner requested that NRC amend its regulations 
to require the shutdown of nuclear facilities that are not compliant 
with date-sensitive, computer-related issues regarding the Year 2000 
(Y2K) issue. The petitioner requested that NRC take this action to 
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ensure that Y2K issues will not cause the failure of nuclear safety 
systems and thereby pose a threat to public health and safety. NRC is 
denying the petition because the Commission has determined that the 
actions taken by licensees to implement a systematic and structured 
facility-specific Y2K readiness program and NRC's oversight of the 
licensees' implementation of these Y2K readiness programs provide 
reasonable assurance of adequate protection to public health and 
safety.

ADDRESSES: Copies of the petition for rulemaking, the public comments 
received, and NRC's letters to the petitioners are available for public 
inspection or copying in the NRC Public Document Room, 2120 L Street, 
NW. (Lower Level), Washington, DC, as well as on NRC's rulemaking 
website at http://ruleforum.llnl.gov.

FOR FURTHER INFORMATION CONTACT: Matthew Chiramal, Office of Nuclear 
Reactor Regulation, U.S. Nuclear Regulatory Commission, Washington, DC 
20555-0001, telephone 301-415-2845, E-mail address <mxc@nrc.gov>, or 
Gary W. Purdy, Office of Nuclear Material Safety and Safeguards, U.S. 
Nuclear Regulatory Commission, Washington, DC 20555-0001, telephone 
301-415-7897, E-mail address <gwp1@nrc.gov>.

SUPPLEMENTARY INFORMATION:

Background

    NRC received three related petitions for rulemaking (PRM-50-65, 
PRM-50-66, and PRM-50-67), each dated December 10, 1998, submitted by 
NIRS concerning various aspects of Y2K issues and nuclear safety. This 
petition (PRM-50-65) requested that NRC adopt regulations that would 
require facilities licensed by NRC under 10 CFR Parts 30, 40, 50, and 
70 to be Y2K compliant. The second petition (PRM-50-66) requested that 
NRC adopt regulations that would require facilities licensed by NRC 
under 10 CFR Part 50 to develop and implement adequate contingency and 
emergency plans to address potential system failures. The third 
petition (PRM-50-67) requested that NRC adopt regulations that would 
require facilities licensed by NRC under 10 CFR Parts 50 and 70 to 
provide reliable sources of back-up power. Because of the nature of 
these petitions and the date-specific issues they address, the 
petitioner requested that the petitions be addressed on an expedited 
schedule.
    On January 25, 1999, NRC published a notice of receipt of a 
petition for rulemaking in the Federal Register (64 FR 3789). It was 
available on NRC's rulemaking website and in the NRC Public Document 
Room. The notice of receipt of a petition for rulemaking invited 
interested persons to submit comments by February 24, 1999.

The Petition
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    The petitioner requested that NRC adopt the following text as a 
rule:

    Any and all facilities licensed by the Nuclear Regulatory 
Commission under 10 CFR Parts 30, 40, 50, and 70 shall be closed by 
12 pm Eastern Standard Time, December 1, 1999, unless and until each 
facility has: (a) fully and comprehensively examined all computer 
systems, embedded chips, and other electronic equipment that may be 
date-sensitive to ensure that all such systems that may be relevant 
to safety are Y2K compliant; (b) repaired, modified, and/or replaced 
all such systems that are not found to be Y2K compliant; (c) made 
available to the public all information related to the examination 
and repair, modification and/or replacement of all such systems; (d) 
determined, through full-scale testing, that all repairs, 
modifications, and/or replacements of all such systems are, in fact, 
Y2K compliant.

    The petitioner noted that in NRC Generic Letter (GL) 98-01, ``Year 
2000 Readiness of Computer Systems at Nuclear Power Plants,'' dated May 
11, 1998, the NRC has recognized the potential for date-related 
problems that may affect a system or application (the Y2K problem). 
These potential problems include not representing the year properly, 
not recognizing leap years, and improper date calculations. These 
problems could result in the inability of computer systems to operate 
or to function properly. The petitioner stated that the Y2K problem 
could potentially interfere with the proper operation of computer 
systems, microprocessor-based hardware, and software or databases 
relied on at nuclear power plants. Further, the petitioner asserted 
that the Y2K problem could result in a plant trip and subsequent 
complications in tracking post-shutdown plant status and recovery as a 
result of a loss of emergency data collection. Additionally, the 
petitioner is also concerned that power grids providing offsite power 
to nuclear stations could be affected to the extent that localized and 
widespread grid failures could occur.
    The petitioner acknowledged that NRC has recognized the potential 
safety and environmental problems that could result if date-sensitive 
electronic systems fail to operate or provide false information. The 
petitioner asserted that NRC has required its licensees of reactor and 
major fuel cycle facilities to report by July 1, 1999, on their 
programs to ensure compliance with Y2K issues. In addition, the 
petitioner asserted that NRC has not made explicit how it will define 
compliance nor what it plans to do for licensees of facilities that 
cannot prove compliance. In the petitioner's suggested regulatory text, 
NIRS defined compliance with Y2K issues as evaluation of all potential 
problems that may be safety-related, repair of all such problems, and 
full-scale testing of all solutions. The petitioner's proposed 
regulation would also require full public disclosure of all evaluation, 
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repair, and testing data so that the information may be examined by 
independent experts and the public. Finally, the petitioner's proposed 
regulation would make it clear that nuclear facilities will be closed
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until they can demonstrate full compliance with Y2K issues.
    The petitioner concluded by stating that NRC is obligated to act 
decisively to protect public health and safety and the environment. 
NIRS stated that anything short of the suggested approach in the 
petition is insufficient to fulfill this obligation and that NRC should 
adopt the suggested regulation as soon as possible.

Public Comments on the Petition

    In response to the petition, NRC received 70 comment letters, 
including 1 letter signed by 25 individuals from the State of Michigan, 
3 letters from industry groups, 10 letters from utilities, 13 letters 
from private organizations, and 43 letters from private citizens.
    Fifty-four letters supported the petition, 40 of which were from 
private citizens, 13 were from private organizations, and 1 that was 
signed by 25 individuals. The comments supporting the petition 
addressed concerns related to avoiding the occurrence of a catastrophic 
nuclear accident, the reasonableness of the petitioner's request, and 
opined that any uncertainty is too great for the nuclear industry.
    Sixteen letters opposed the petition, of which 3 were from private 
citizens, 3 were from associated industries, and 10 were from 
utilities. The comments opposing the petition stated that the nuclear 
power industry has taken a coordinated approach to Y2K readiness, 
nuclear power plant licensees are implementing a structured Y2K 
program, NRC Y2K initiatives are underway, NRC staff is monitoring 
licensee activities, and current regulations and license conditions are 
adequate to address potential Y2K computer issues.
    In some of the letters supporting the petition, the authors 
included the following additional comments that provide information or 
request action that was not contained in the petition. These comments 
noted:
    1. The date proposed in the petition, December 1, 1999, to shut 
down all non-Y2K compliant nuclear power plants should be moved up 1 to 
6 months before the year 2000. The reasons given were to allow 
sufficient time to shut down and to provide additional safety.
    2. Power grid failure would not allow controlled shutdown of the 
plant and plants could experience problems like the Russians. The Y2K 
problem could increase the chance of a core melt.
    3. The problem of ``embedded systems,'' microchips, 
microprocessors, and such systems-within-systems are difficult to 
identify and the effects of their multiple failures are poorly 
understood, especially in the U.S. power grid.
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    4. The audits conducted by NRC staff are too few.
    These comments are addressed specifically in the discussion of 
``Reasons for Denial.''

Reasons for Denial

    The NRC is denying the NIRS petition because the NRC has determined 
that: (1) the actions taken by licensees to implement a systematic and 
structured facility-specific Y2K readiness program; and (2) NRC's 
oversight of licensees' implementation of these Y2K readiness programs 
together constitute an effective process for addressing Y2K issues such 
that there will continue to be reasonable assurance of adequate 
protection of public health and safety. NIRS has not presented any 
information (and no public comments have been received) that 
demonstrates that: (1) the licensees' activities are fundamentally 
incapable of effectively addressing Y2K issues in a timely fashion; (2) 
licensees are not adequately implementing the Y2K readiness programs; 
(3) NRC's inspection, audit, and oversight activities are fundamentally 
incapable of providing adequate regulatory control with respect to 
licensee implementation of Y2K readiness programs; and (4) the NRC is 
not effectively implementing its inspection, audit, and oversight 
activities with respect to Y2K issues. Finally, NIRS has not provided 
any basis why the NRC's current regulatory approach, which retains the 
regulatory authority to order licensees to discontinue or modify their 
licensed activities if the NRC finds that reasonable assurance of 
adequate protection to public health and safety will not be provided 
because of Y2K issues, will be inadequate in view of the 6-month time 
period between July 1, 1999, when licensees are required to inform the 
NRC of the status of their Y2K remediation activities and the December 
31, 1999, date, when Y2K-induced problems are most likely to begin 
occurring.
    Parts (a), (b), and (d) of the NIRS proposed rule are addressed 
below in Sections I, II, III, IV, and V for Part 50 operating nuclear 
power plants, Part 50 non-power reactors, Part 50 decommissioning 
nuclear power plants, major licensees under Parts 40 and 70, and Part 
30 and minor Parts 40 and 70 licensees, respectively. Part (c) of NIRS' 
proposed rule, concerning public access to Y2K information, is 
addressed for all types of licensees in Section VI.

I. Part 50 Operating Nuclear Power Plant Licensees

A. Industry and NRC Activities Addressing Y2K

    To alert nuclear facility licensees to the Y2K problem, NRC issued 
Information Notice (IN) 96-70, ``Year 2000 Effect on Computer System 
Software,'' on December 24, 1996. IN 96-70 described the potential 
problems that nuclear power plant computer systems and software may 
encounter as a result of the change to the new century and how the Y2K 
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issue may affect NRC licensees. IN 96-70 encouraged licensees to 
examine their uses of computer systems and software well before the 
year 2000 and suggested that licensees consider appropriate actions for 
examining and evaluating their computer systems for Y2K 
vulnerabilities.
    In 1997, the nuclear industry began to assess the Y2K challenge and 
work with key Federal agencies to help nuclear power plant operators 
prepare for continued safe operations at the start of the year 2000. In 
July 1997, the Nuclear Utilities Software Management Group (NUSMG), a 
nuclear industry working group, conducted the first industry-wide 
workshop on Y2K readiness.
    In October 1997, the Nuclear Energy Institute (NEI) and NUSMG 
issued a Y2K program plan guidance document, NEI/NUSMG 97-07, ``Nuclear 
Utility Year 2000 Readiness,'' to all U.S. nuclear power plant 
licensees. This document provides a step-by-step method to identify, 
test, and repair potential Y2K computer problems and contains detailed 
procedures and checklists for resolving Y2K issues, based on the best 
utility practices.
    NEI/NUSMG 97-07 presented a strategy for developing and 
implementing a nuclear utility Y2K program. The strategy recognizes 
management, implementation, quality assurance (QA) measures, regulatory 
considerations, and documentation as the fundamental elements of a 
successful Y2K project. The document contains examples currently in use 
by licensees and also recommends that the Y2K program be administered 
using standard project management techniques. The recommended 
components for management planning are management awareness, 
sponsorship, project leadership, project objectives, the project 
management team, the management plan, project reports, interfaces, 
resources, oversight, and QA. The suggested phases of implementation 
are awareness, initial assessment (which includes inventory, 
categorization, classification,
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prioritization, and analysis of initial assessment), detailed 
assessment (including vendor evaluation, utility-owned or utility-
supported software evaluation, interface evaluation, and remedial 
planning), remediation, Y2K testing and validation, and notification.
    Y2K testing is used both as an investigative tool to examine 
systems and components to identify Y2K problems and as a validation 
tool to confirm that the corrective actions have eliminated the Y2K 
problem. Y2K testing in support of evaluation efforts to determine 
whether a Y2K problem is present is performed during detailed 
assessments. Systems and components will then be repaired or replaced 
in a process known as ``remediation.'' Y2K testing subsequent to 
remediation is performed to determine whether the remediation efforts 
have eliminated the Y2K problem and no unintended functions are 
introduced. Y2K testing may be performed at several levels:
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    <bullet> Unit testing, which focuses on functional and compliance 
testing of a single application or software module;
    <bullet> Integration testing, which tests the integration of 
related software modules and applications; and
    <bullet> System testing, which tests the hardware and software 
components of a system.
    For systems, components, and equipment classified as safety-related 
or critical to operations, the Y2K remediation activities include Y2K 
testing. On one end of the spectrum, there are the stand-alone, date-
aware, microprocessor-based components that do not communicate digital 
information to any other devices. Properly performed bench testing of 
these devices, by the licensee or the vendor, coupled with software/
firmware revision-level verification of the field devices as required, 
is adequate to establish their Y2K status. Repeating this test in the 
field as part of a plant-wide integrated test will not add any 
additional benefits related to system Y2K readiness. On the other end 
of the spectrum, the most highly complex systems, such as distributed 
control systems, may require in-plant testing of the remediated system. 
This testing may include a large portion of the plant equipment. 
However, even in this case, the maximum bounds of the test would 
involve the individual system being tested and the other devices and 
systems with which it communicates digital/date-related information.
    NEI/NUSMG 97-07 specifies the QA measures that will apply to the 
activities in NEI/NUSMG 97-07 that apply primarily to project 
management and implementation. Documentation of Y2K program activities 
and results includes documentation requirements, project management 
documentation, vendor documentation, inventory lists, checklists for 
initial and detailed assessments, and record retention. NEI/NUSMG 97-07 
also contains examples of various plans and checklists as appendices 
that may be used or modified to meet the licensee's specific needs and/
or requirements.
    After issuing NEI/NUSMG 97-07, NEI conducted workshops and other 
means of sharing the experiences on the use of the document. In 
November 1997, NEI and NUSMG conducted the first in a series of 
industry-wide workshops on Y2K issues for project managers in charge of 
ensuring Y2K readiness at all operating nuclear power plants. In 
December 1997, NEI created an on-line bulletin board to share technical 
information and experiences related to testing and repairing computers 
and equipment.
    In January 1998, the NRC issued a draft generic letter for public 
comment which proposed: (1) that licensees of operating nuclear power 
plants be required to provide certain information regarding their 
programs that address the Y2K problem in computer systems at their 
facilities; and (2) to endorse the guidance in NEI/NUSMG 97-07 as one 
possible approach in implementing a plant-specific Y2K readiness 
program, if augmented in the area of risk management, contingency 
planning, and remediation of embedded systems [Federal Register (63 FR 
4498)]. In the absence of adverse comment on the adequacy of the 
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guidance in NEI/NUSMG 97-07, the NRC issued GL 98-01 on May 11, 1998 
[Federal Register (63 FR 27607)]. In August 1998, NEI issued an 
industry document, NEI/NUSMG 98-07, ``Nuclear Utility Year 2000 
Readiness Contingency Planning,'' that provided additional guidance for 
establishing a plant-specific contingency planning process. NEI/NUSMG 
98-07 addressed management controls, preparation of individual 
contingency plans, and development of an integrated contingency plan 
that allows the licensee to manage internal and external risks 
associated with Y2K-induced events. External events that should be 
considered for facility-specific contingency planning include electric 
grid/transmission/distribution system events, such as loss of off-site 
power, grid instability and voltage fluctuations, load fluctuations and 
loss of grid control systems; loss of emergency plan equipment and 
services; loss of essential services; and depletion of consumables. NRC 
considers the guidance in NEI/NUSMG 98-07, when properly implemented, 
as an acceptable approach for licensees to mitigate and manage Y2K-
induced events that could occur on Y2K-critical dates. In GL 98-01, NRC 
required all operating nuclear power plant licensees to submit written 
responses regarding their facility-specific Y2K readiness program in 
order to confirm that they are addressing the Y2K problem effectively. 
All licensees have responded to GL 98-01, stating that they have 
adopted a plant-specific Y2K readiness program based on the guidance of 
NEI/NUSMG 97-07, and the scope of the program includes identifying and, 
where appropriate, remediating, embedded systems, and provides for risk 
management and the development of contingency plans.
    GL 98-01 <SUP>1</SUP> also requests a written response, no later 
than July 1, 1999, confirming that these facilities are Y2K ready with 
regard to compliance with the terms and conditions of their license and 
NRC regulations. Licensees that are not Y2K ready by July 1, 1999, must 
provide a status report and schedule for the remaining work to ensure 
timely Y2K readiness. By July 1, 1999, all licensees responded to GL 
98-01, Supplement 1. The responses indicated that 68 plants are Y2K 
ready and 35 plants need to complete work on a few non-safety computer 
systems or devices after July 1, 1999 to be Y2K ready.
---------------------------------------------------------------------------

    \1\ On January 14, 1999, NRC issued GL 98-01, Supplement 1, 
``Year 2000 Readiness of Computer Systems at Nuclear Power Plants,'' 
which provided licensees with a voluntary alternate response to that 
required by GL 98-01. The alternate response, also due by July 1, 
1999, should provide information on the overall Y2K readiness of the 
plant, including those systems necessary for continued plant 
operation that are not covered by the terms and conditions of the 
license and NRC regulations.
---------------------------------------------------------------------------

    As part of its oversight of licensee Y2K activities, NRC staff 
conducted sample audits of 12 plant-specific Y2K readiness programs. 
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The objectives of the audits were to--
    <bullet> Assess the effectiveness of licensees' programs for 
achieving Y2K readiness and in addressing compliance with the terms and 
conditions of their license and NRC regulations and continued safe 
operation.
    <bullet> Evaluate program implementation activities to ensure that 
licensees are on schedule to achieve Y2K readiness in accordance with 
GL 98-01 guidelines.
    <bullet> Assess licensees' contingency planning for addressing 
risks associated with events resulting from Y2K problems.
    The NRC determined that this approach was an appropriate means of 
oversight of licensee Y2K readiness efforts because: (1) all licensees 
had committed to the nuclear power
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industry Y2K readiness guidance (NEI/NUSMG 97-07) in their first 
response to NRC GL 98-01; and (2) the audit would verify that licensees 
were effectively implementing the guidelines. The audit sample of 12 
licensees included large utilities such as Commonwealth Edison and 
Tennessee Valley Authority as well as small single-unit licensees such 
as North Atlantic Energy (Seabrook) and Wolf Creek Nuclear Operating 
Corporation. The NRC staff selected a variety of types of plants of 
different ages and locations in this sample in order to obtain the 
necessary assurance that nuclear power industry Y2K readiness programs 
are being effectively implemented and that licensees are on schedule to 
meet the readiness target date of July 1, 1999, established in GL 98-
01. Also, NRC staff had not identified any Y2K problems in safety-
related actuation systems as part of its audit activities.
    In late January 1999, the NRC staff completed the 12 audits. At the 
conclusion of the audits, the NRC staff had the following observations:
    <bullet> Plant-specific Y2K projects based on NEI/NUSMG 97-07 began 
in mid to late 1997. Use of NEI/NUSMG 97-07 guidance results in an 
effective, structured program. The programs are generally on schedule 
for plants to be Y2K ready by July 1, 1999. However, at some plants the 
licensees have scheduled some remediation, testing, and final 
certification for the fall 1999 outage.
    <bullet> Management oversight is vital for program effectiveness.
    <bullet> Sharing information through owners groups, utility 
alliances, the Electric Power Research Institute, and NEI is aiding the 
overall nuclear industry effort.
    <bullet> Independent audits and peer reviews of programs are very 
useful.
    <bullet> Safety system functions are usually not affected. There is 
limited computer use in safety-related systems and components.
    <bullet> Failures identified in embedded devices have generally not 
affected the functions performed but have led to errors such as 
incorrect dates in printouts, logs, or displays.
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    <bullet> Central control of Y2K program activities, effective QA 
(including the use of existing plant procedures and controls), and 
independent peer reviews promote consistency across activities and 
improve the program.
    On the basis of these audit observations, the NRC staff concluded 
that the audited licensees are effectively addressing Y2K issues and 
are undertaking the actions necessary to achieve Y2K readiness in 
accordance with the GL 98-01 target date, although some plants will 
have some remediation, testing, and final certification scheduled for 
the fall 1999 outage. The NRC staff did not identify any issues that 
would prevent these licensees from achieving Y2K readiness.
    Licensee Y2K contingency planning efforts had not progressed far 
enough during the original 12 audits for a complete NRC staff review of 
the adequacy of implementation of the Y2K activities. Therefore, the 
NRC staff audited the contingency planning efforts of six licensees 
different from the 12 included in the initial sample Y2K readiness 
audits. These audits focused on the licensee's approach to addressing 
both internal and external Y2K risks to safe plant operations based on 
the guidance in NEI/NUSMG 98-07. These audits were completed in June 
1999.
    In addition to NRC staff activities addressed above, NRC regional 
staff reviewed plant-specific Y2K program implementation activities at 
all operating nuclear power plants. The regional staff used guidance 
prepared by NRC Headquarters staff, which conducted the 12 sample 
audits. These reviews were completed by July 1999. One of the public 
comments received by NRC in response to the petition indicated that the 
audits conducted by NRC staff are too few. On the basis of the 
information above, the NRC staff has reviewed the Y2K programs at all 
operating nuclear power plants, thereby addressing this comment.
    NRC staff will continue its oversight of Y2K issues at nuclear 
power plants through the remainder of 1999. On the basis of the reviews 
of the licensee responses to GL 98-01, Supplement 1, findings of the 
additional audits and reviews, and any additional information, NRC 
will, by September 1999, determine the need for issuing orders to 
address Y2K readiness issues, including, if warranted, shutdown of a 
plant. At this time, NRC believes that all licensees will be able to 
operate their plants safely during the transition from 1999 to 2000 and 
does not believe that significant plant-specific action directed by NRC 
is likely to be needed.
    As discussed above, GL 98-01 set a date of July 1, 1999, for 
licensees to submit information on their efforts to complete their 
plant-specific Y2K program. The July 1, 1999, date was selected to 
ensure that there would be adequate time for the Commission to 
determine what additional regulatory action, if any, would be necessary 
to ensure that Y2K problems will not threaten adequate protection to 
public health and safety. Licensees of plants with a projected 
completion date by September 30, 1999, will be monitored to ensure that 
the schedules are maintained. Completion of plant-specific items 
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identified by licensees in the generic letter responses will be 
documented in routine NRC inspection reports. The licensees of the 
plants that are scheduled to be Y2K ready after September 30 will 
receive additional scrutiny on a case-by-case basis to ensure that no 
Y2K deficiencies remain. If, by September 30, 1999, it appears that Y2K 
readiness activities will not be completed by December 31, 1999 
transition such that there is sufficient assurance that all license 
conditions and relevant NRC regulations <SUP>2</SUP> are met, the NRC 
will take appropriate regulatory action, including the issuance of 
orders requiring specific actions, if warranted. NIRS presents no 
information or argument why these above actions by the licensees and 
the inspection, auditing, and oversight activities of the NRC are 
insufficient to address Y2K problems, such that actions required in 
NIRS' proposed rule are necessary.
---------------------------------------------------------------------------

    \2\ These regulations are--
    <bullet> 10 CFR 50.36, ``Technical Specifications,'' paragraph 
(c)(3), ``Surveillance requirements,'' and paragraph (c)(5), 
``Administrative controls.''
    <bullet> 10 CFR 50.47, ``Emergency Plans,'' paragraph (b)(8).
    <bullet> Appendix B to 10 CFR Part 50, Criterion III, ``Design 
Control,'' and Criterion XVII, ``Quality Assurance Records.''
    <bullet> Appendix E to 10 CFR Part 50, Section VI, ``Emergency 
Response Data System.''
    <bullet> Appendix A to 10 CFR Part 50, General Design Criterion 
(GDC) 13, ``Instrumentation and Control''; GDC 19, ``Control Room''; 
and GDC 23, ``Protection System Failure Modes.''
---------------------------------------------------------------------------

B. The Need for Y2K ``Compliance,'' as Opposed to ``Readiness''

    NIRS' proposed rule would require that nuclear power plants be shut 
down by December 1, 1999, unless licensees demonstrate that Y2K 
compliance has been achieved. However, NIRS has not explained why ``Y2K 
compliance,'' as opposed to ``Y2K readiness,'' is necessary. ``Y2K 
compliant'' is generally understood as referring to computer systems or 
applications that accurately process date/time data (including but not 
limited to calculating, comparing, and sequencing) from, into, and 
between the 20th and 21st centuries, the years 1999 and 2000, and leap-
year calculations. ``Y2K ready'' is generally understood as referring 
to a computer system or application that has been determined to be 
suitable for continued use into the year 2000 even though the computer 
system or application is not fully Y2K compliant. For ``Y2K ready'' 
systems, licensees may have to rely upon work arounds and other 
activities to ensure that the systems, components,
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and equipment function as intended. Prudence might lead to Y2K 
compliance as an objective for remedial activities in order to reduce 
licensee costs of implementing workarounds and other activities in the 
interim until full Y2K compliance is achieved. However, protection of 
public health and safety does not necessitate establishment of Y2K 
compliance as a regulatory requirement, and failure to achieve 
compliance should not require plant shutdown, so long as Y2K readiness 
is achieved. Accordingly, the NRC does not believe that a rule that 
requires Y2K compliance, or Y2K readiness, is appropriate or necessary 
for ensuring reasonable assurance of adequate protection at nuclear 
power plants after December 1, 1999.

C. Limited Susceptibility of Nuclear Power Plant Systems to Y2K 
Problems

    NRC audits and reviews indicate that most nuclear power plant 
systems necessary for shutting down the reactor and maintaining it in a 
safe shutdown condition are not susceptible to Y2K problems. The 
majority of commercial nuclear power plants have protection systems 
that are analog rather than digital. Because Y2K concerns are 
associated with digital systems, analog reactor protection system 
functions are not affected by the Y2K issue. Errors such as incorrect 
dates in printouts, logs, or displays have been identified by licensees 
in safety-related devices, but the errors do not affect the functions 
performed by the devices or systems. Most Y2K issues are in balance-of-
plant and other systems that have no direct functions necessary for 
safe operation of the reactor.
    With respect to safety systems using digital electronics that are 
necessary for performing safe-shutdown and maintaining the reactor in a 
safe shutdown condition, licensees are undertaking the NEI/NUSMG 97-07 
and NEI/NUSMG 98-07 processes described above for addressing Y2K 
problems. With respect to balance-of-plant systems, licensees 
implementing their plant-specific Y2K program are classifying important 
balance-of-plant and other non-safety-related systems (such as those 
that support continued plant operations, provide information and aid to 
the plant operators like sequence-of-events monitoring for tracking 
post-shutdown status of plants, and whose failure could lead to a plant 
transient or trip) as ``mission-critical'' or ``high.'' Systems and 
equipment classified as mission-critical or high, when found to be Y2K 
susceptible during the assessment stage of the Y2K program, are also 
scheduled to be remediated similar to safety-related systems.
    In sum, the NRC believes that the actual scope of plant systems 
necessary to provide reasonable assurance of adequate protection to 
public health and safety, which are potentially susceptible to Y2K 
problems, is relatively limited and that the licensees' current 
activities are sufficient to ensure that Y2K problems will not 
adversely affect safety-related or balance-of-plant systems.
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D. Public Comments

    One public comment in support of the NIRS petition stated that 
embedded chips are difficult to identify and the effects of their 
failures are poorly understood, especially in the U.S. power grid. When 
the NRC staff was developing GL 98-01, it recognized that embedded 
systems pose a potential Y2K problem that must be recognized and 
addressed in any successful Y2K effort. Accordingly, GL 98-01 informed 
licensees that Y2K programs should be augmented to address remediation 
of embedded systems. Licensees have stated in their responses to the 
generic letter that embedded systems are being addressed in their Y2K 
programs, and these statements have been confirmed by NRC audits to 
date. NRC understands that the electric utilities providing power to 
the grid have similar efforts underway that are being monitored by the 
North American Electric Reliability Council.
    One public comment in support of the petition indicated that the 
rule should require nuclear power plants to shut down 6 months before 
the end of 1999 to allow a safe period of time to shut down the plant. 
The NRC does not agree that it takes 6 months to safely shut down a 
plant. Under normal conditions, it takes several hours to safely shut 
down a nuclear power plant by reducing reactor power gradually. 
However, in an emergency, the reactor can be shut down safely within 
seconds, either automatically or manually. The reactor will be shut 
down automatically by the reactor protection system upon the sensing of 
an unusual condition. Moreover, the operator always has the capability 
to manually shut down the reactor using the reactor protection system. 
Accordingly, the NRC does not agree that it is necessary to shut down 
nuclear power plants 6 months before the end of 1999 in order to ensure 
a safe shutdown of the plants.
    A commenter in favor of the petition stated that the Y2K problem 
could increase the chance of a meltdown. However, the commenter did not 
provide any basis for this assertion. The NRC disagrees with the 
commenter. Safety functions performed by the reactor protection system 
for shutting down the reactor and by the engineered safety features 
actuation for mitigating accidents, cooling down the reactor, and 
providing emergency power to safety systems upon a loss of offsite 
power are not affected by the Y2K problem. Although there is some 
concern that the reliability of the offsite power sources may be lower 
during the Y2K transition, if a loss of offsite power were to occur 
because of Y2K, the plant would trip automatically because all nuclear 
plants are designed for such an event. The emergency onsite power 
supply system would provide power to the safety system equipment 
automatically. This sequence of events is not affected by the Y2K 
problem because all these safety systems do not rely upon computer-
operated systems or components that are date-sensitive. For these 
reasons, the NRC disagrees that a Y2K problem could increase the 
probability of a core melt accident at a nuclear power plant.
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    One public comment in support of the petition indicated that the 
audits conducted by NRC staff are too few. The NRC has responded to 
this comment in section I.A.

E. Summary

    The NRC believes that licensees' Y2K activities and programs, 
considered together with NRC oversight activities, provide a reasonable 
approach for ensuring that Y2K problems will not pose an unreasonable 
threat to public health and safety. NIRS has not explained why this 
regulatory approach will not provide reasonable assurance of adequate 
protection from any potential Y2K-initiated problems at operating 
nuclear power plants, such that the rule proposed by NIRS is necessary.

II. Part 50 Non-Power Reactor Licensees

    NRC used several methods to inform all non-power reactor (NPR) 
licensees of the need to ensure that their facilities are ready for the 
year 2000. In 1996, NRC staff contacted all NPR licensees informing 
them of a potential for problems in systems either controlling or 
supporting the reactor because of Y2K issues. In December 1996, NRC 
issued IN 96-70 to alert nuclear facility licensees to the Y2K problem. 
IN 96-70 described the potential problems that nuclear power plant 
computer systems and software may encounter as a result of the change 
to the new century and how the Y2K issue may affect NRC licensees. IN 
96-70 encouraged all licensees to examine their uses of computer 
systems and software well
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before the year 2000. IN 96-70 also suggested that licensees consider 
appropriate actions for examining and evaluating their computer systems 
for Y2K vulnerabilities.
    NRC also coordinated with the Organization of Test, Research and 
Training Reactors (TRTR) to distribute information about the Y2K 
problem through TRTR newsletters. These newsletters were distributed to 
all members of the organization to focus attention on the Y2K problem 
and related ongoing activities. The staff at all 37 licensees with 
operating reactors receive copies of the TRTR newsletter. The TRTR 
newsletters articles included ``Concerns about the Millennium,'' 
February 1997; ``Year 2000 Concerns,'' February 1998; ``NRC Response on 
Year 2000,'' May 1998; ``More on the Y2K Issue,'' August 1998; and 
``Another Y2000 Notice,'' November 1998. NRC staff has confirmed 
through several telephone conversations and discussions during 
inspections that all licensees of operating reactors are aware of the 
Y2K concerns and have ongoing actions to be Y2K ready by the end of the 
year or sooner.
    Since 1998, while conducting inspections of NPR facilities, the NRC 
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staff is also verifying that licensees are addressing the Y2K problem 
with regard to reactor safety. NRC staff has inspected about 50 percent 
of the operating reactors and intends to complete the inspections of 
all operating NPRs by October 1999. These inspections will verify that 
the licensees have programs to deal with Y2K and that all digital 
safety equipment at these facilities are considered in the program. 
Moreover, most institutions that operate the NPRs have their own Y2K 
programs that include the NPRs.
    The safety systems at most operating reactors are analog systems 
that are not affected by the Y2K problem. Several operating reactors 
have digital safety equipment that provides instrument indication to 
the facility operator that is part of the licensee's Y2K program. Also, 
seven of these reactors have digital reactor protection system 
functions also considered in the licensee's Y2K program. These systems 
operate in parallel with the analog reactor protection systems, which 
are not affected by Y2K. Also, the digital systems initiate reactor 
scrams in case of a malfunction in the digital equipment. The analog 
systems generally provide the required reactor safety functions. The 
analog systems are independent of the digital equipment and have built-
in redundancy to ensure that the reactor scrams. The power levels of 
these reactors are low (up to a maximum of 2 MWt) and many of them 
operate at low temperatures in relatively large pools of water. The 
only safety function that is generally required is for the reactor to 
scram. Thus, the Y2K concern poses very low risk. NIRS does not explain 
why the licensees' Y2K program activities and NRC's oversight of the 
licensees' implementation of the programs are inadequate such that the 
rule proposed by NIRS is necessary to provide reasonable assurance of 
adequate protection.

III. Part 50 Decommissioning Nuclear Power Plant Licensees

    The suggested rule language in the petition would require that all 
facilities not compliant with Y2K issues be shut down by December 1, 
1999. Nuclear power plants that are permanently shutdown with fuel 
removed from the reactor core would, therefore, not be subject to the 
rule as proposed by NIRS. However, since the purpose of the proposed 
rule appears to be directed to ensuring that Y2K problems at all 
nuclear power plants--both operating and decommissioning--will not pose 
a threat to public health and safety, the following discussion on the 
activities for addressing the Y2K problem at decommissioning nuclear 
power plants is provided.
    There are two potential radiological health and safety concerns 
with respect to Y2K problems at decommissioning plants: (1) spent fuel 
storage, including site security; and (2) the actual conduct of 
dismantlement and decommissioning activities. Of greater concern is the 
spent fuel storage. The concerns in this area relate to providing 
sufficient cooling to the spent fuel and providing sufficient security 
against diversion and sabotage of the spent fuel. There are 21 
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decommissioning nuclear power plants that have been shut down more than 
a year, 6 of which have had spent fuel removed from the site. 
Accordingly, there are only 15 decommissioning nuclear power plants 
where spent fuel storage is of concern. Although licensees for all of 
these facilities are implementing Y2K programs, it is unlikely that Y2K 
problems would pose a significant problem to providing sufficient spent 
fuel cooling. First, electrical and makeup water systems for spent fuel 
pools are not computer-controlled. Moreover, even if there was an 
interruption in electrical power, there is a long time period for the 
licensee to respond to the problem before integrity of the spent fuel 
rods becomes an issue because sufficient time is available to take 
compensatory action before boiling starts. The spent fuel pool is 
conservatively estimated (based on the Zion units) to begin boiling 68 
hours after loss of the spent fuel pool cooling system. Boiling does 
not become a concern until the fuel rods begin to be uncovered by boil-
off of cooling water. Since fuel rods are normally covered by 23 feet 
of water (for purposes of shielding), and it would take approximately 
two weeks or more to begin uncovering the spent fuel rods (assuming 
that no make-up water is added to the pool), the NRC believes that 
there is sufficient time to recover electrical power and/or provide 
makeup water to prevent the fuel rods from uncovering.
    The other threat to spent fuel is diversion and sabotage. Licensees 
of decommissioning reactors are taking steps to ensure that Y2K 
problems will not disable necessary security and safeguards systems and 
controls. Licensees with computer-based site security systems that have 
been identified as potentially Y2K vulnerable have tested the system 
for Y2K, upgraded the system to be Y2K compliant, or will make the 
system Y2K compliant before the end of 1999.
    With respect to the safety of conducting dismantlement and 
decommissioning activities, the NRC does not believe that these 
activities are subject to Y2K problems that would pose a threat to 
public health and safety because the conduct of these activities in the 
field do not rely upon computer-controlled devices to ensure protection 
against radiological dangers.
    In sum, licensees of decommissioning nuclear power plants are 
implementing Y2K activities that address equipment and systems 
important to safety, such that there is reasonable assurance of 
adequate protection to public health and safety.

IV. Major Parts 40 and 70 Licensees

    To alert major Parts 40 and 70 licensees of the potential Y2K 
problem, NRC issued Information Notice (IN) 96-70, ``Year 2000 Effect 
on Computer System Software,'' dated December 24, 1996. IN 96-70 
described the potential Y2K problems, encouraged licensees to examine 
their uses of computer systems and software well before the year 2000, 
and suggested that licensees consider appropriate actions to examine 
and evaluate their computer systems for Y2K vulnerabilities.
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    In order to gather Y2K information regarding materials and major 
fuel cycle facilities, NRC formed a Y2K Team within the Office of 
Nuclear Material Safety and Safeguards (NMSS) in 1997. From September 
1997 through December 1997, this NMSS Y2K Team visited a cross-section 
of materials
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licensees and fuel cycle facilities and conducted Y2K interviews. Each 
licensee or facility visited by the team indicated that they were aware 
of the Y2K issue and were in various stages of implementing their Y2K 
readiness program.
    On June 22, 1998, the NRC staff issued Generic Letter (GL) 98-03, 
``NMSS Licensees' and Certificate Holders' Year 2000 Readiness 
Programs.'' This GL requested major Parts 40 and 70 licensees to submit 
by September 20, 1998, written responses regarding their facility-
specific Y2K readiness program in order to confirm that they were 
addressing the Y2K problem effectively. All licensees responded to GL 
98-03 by stating that they have adopted a facility-specific Y2K 
readiness program and that the scope of the program included 
identifying and, where appropriate, remediating, hardware, software, 
and embedded systems, and provided for risk management and the 
development of contingency plans.
    GL 98-03 also requested a written response, no later than December 
31, 1998, which confirmed that these facilities were Y2K ready or 
provided a status report of work remaining to be done to become Y2K 
ready, including completion schedules. All licensees provided a second 
response to GL 98-03, which identified work remaining to be done, 
including completion schedules. Furthermore, following the second 
response, NRC requested a third written response, no later than July 1, 
1999, which would confirm that these facilities are Y2K ready or would 
provide an updated status report.
    On August 12, 1998, IN 98-30, ``Effect of the Year 2000 Computer 
Problem on NRC Licensees and Certificate Holders,'' provided licensees 
additional information on the Y2K issue. IN 98-30 provided definitions 
of ``Y2K ready'' and ``Y2K compliant,'' encouraged licensees to contact 
vendors and test their systems for Y2K problems, and described elements 
of a Y2K readiness program.
    Between September 1997 and October 1998, the major Parts 40 & 70 
licensees were also asked Y2K questions during other inspections. Based 
on these Y2K inspections, the licensees were aware of the Y2K problem 
and were adequately addressing Y2K issues. There have been no 
identified risk-significant Y2K concerns for major Parts 40 and 70 
licensees.
    NIRS' proposed rule would require that licensees be shutdown by 
December 1, 1999, unless licensees demonstrate that ``Y2K compliance'' 
has been achieved. However, NIRS has not explained why ``Y2K 
compliance'' as opposed to ``Y2K readiness'' is necessary. NIRS 
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asserted that NRC has not made explicit how it will define ``Y2K 
compliance.'' However, NRC explicitly defined the terms ``Y2K ready'' 
and ``Y2K compliant'' in GL 98-03. ``Y2K ready'' was defined as a 
computer system or application that has been determined to be suitable 
for continued use into the year 2000, even though the computer system 
or application is not Y2K compliant. ``Y2K compliant'' was defined as a 
computer system or application that accurately processes date/time data 
(including, but not limited to, calculating, comparing, and sequencing) 
from, into, and between the years 1999 and 2000, and beyond, including 
leap-year calculations. Thus, by definition, systems that are ``Y2K 
ready'' are able to perform their functions properly. There is no 
discernable safety reason why achieving Y2K readiness rather than Y2K 
compliance should result in facility shutdown. Accordingly, there is no 
basis for requiring facility shutdown if a licensee cannot demonstrate 
Y2K compliance.
    NIRS presents no information or argument why those actions by the 
licensees and NRC described above are insufficient to address Y2K 
problems and to demonstrate that reasonable assurance of adequate 
protection will not be provided after December 1, 1999, so that 
facility shutdown is necessary.

V. Part 30 and Minor Parts 40 and 70 Licensees

    To alert Part 30 and minor Parts 40 and 70 licensees, the NRC 
issued INs 96-70 and 98-30, which have been discussed in Section IV, 
``Major Parts 40 and 70 Licensees.''
    In addition to the efforts by the NMSS Y2K Team to gather 
information regarding materials licensees and major fuel facilities 
from September through December 1997, discussed under Section IV, NMSS 
staff also conducted telephone interviews with device manufacturers and 
distributors. Further, NRC determined that few of approximately 5,800 
materials licensees use processes or have safety systems that are 
computer-controlled, thus minimizing potential Y2K impacts. The 
interviews and site visits confirmed that licensees were identifying 
and addressing potential Y2K problems.
    From the interviews conducted by the NMSS Y2K Team, NRC learned 
that early versions of some treatment planning systems (computer 
systems for calculating dose to medical patients being treated with 
radiation or radioactive material) have Y2K problems and that upgrades 
for treatment planning systems were available. However, treatment 
planning systems are regulated by the U.S. Food and Drug Administration 
(FDA) and not by NRC because the systems do not contain licensed 
material. NRC has shared information on non-Y2K-compliant treatment 
planning systems with the FDA. For materials licensees, the NMSS Y2K 
Team did not identify any Y2K issues for NRC-regulated material. As a 
result of the interviews and site visits, NRC's focus has been to 
determine if any commercially available devices (medical and 
industrial) have potential Y2K vulnerabilities and to ensure that 
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licensees evaluate self-developed systems, commercial off-the shelf 
software and hardware, and safety systems.
    In addition to Y2K interviews, materials inspectors have been 
instructed to confirm receipt of NRC's information notices, determine 
whether the licensees have identified any potential problems associated 
with the Y2K issue, and note any corrective actions taken by the 
licensees. Through the routine inspection process, NRC has made 
assessments of the Y2K status of its materials licensees and continues 
to do so. To date, only the treatment planning systems described above, 
dose calibrators, and a tote position display for an irradiator have 
been identified through the inspection process as having Y2K problems. 
NRC materials inspectors have indicated that licensees are aware of 
available upgrades for treatment planning systems and dose calibrators. 
The irradiator tote position display is not a safety system. Further, 
the irradiator tote position display system that had the Y2K problem 
was a one-of-a-kind modification made by the licensee (the licensee was 
authorized by NRC to make the modification). The irradiator licensee is 
updating the tote position display system to eliminate the Y2K problem. 
No generic Y2K issues for NRC-regulated material used by materials 
licensees have been identified.
    NIRS asserted that NRC has not made explicit what it plans to do 
about those facilities that cannot prove compliance. As discussed in 
Section IV, ``Major Parts 40 and 70 Licensees'' above, NIRS has not 
explained why ``Y2K compliance'' as opposed to ``Y2K readiness'' is 
necessary. Furthermore, Y2K readiness is not required for protection of 
public health and safety for Part 30 and minor Parts 40 and 70 
licensees due to the amount and type of licensed material used by them. 
The risks to the public from these facilities are low. In addition, NRC 
has determined that few of the

[[Page 45907]]

approximately 5,800 materials licensees use processes or have safety 
systems that are computer-controlled, thus minimizing potential Y2K 
impacts. Accordingly, there is no basis for requiring facility shutdown 
if a licensee cannot demonstrate ``Y2K compliance.''
    NIRS presents no information or argument why those actions by the 
licensees and NRC described above are insufficient to address Y2K 
problems and to demonstrate that reasonable assurance of adequate 
protection will not be provided after December 1, 1999, so that 
facility shutdown is necessary.

VI. Public Information

    NIRS requested in item (c) of its petition that NRC adopt 
regulations that would require that licensees make available to the 
public by December 1, 1999, all information related to the examination 
and repair, modification, and/or replacement of all computer systems, 
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embedded chips, and other electronic equipment that may be date-
sensitive. NIRS indicated that this rule provision is necessary in 
order to allow ``independent experts'' and the public to examine this 
information.
    The NRC has already made available to the public substantial 
information on Y2K and the status of licensees' activities to address 
potential Y2K problems and will continue to make this information 
public. The audit reports of the NRC staff reviews of the 12 nuclear 
power plant-specific Y2K readiness project activities and documentation 
are publicly available both in the Public Document Rooms and the NRC 
Year 2000 Web site. The Y2K readiness information submitted in July 
1999 by nuclear power plant licensees under GL 98-01, Supplement 1, is 
available to the public, as with any other correspondence that is 
received from licensees. The reports documenting the NRC staff audits 
of the six nuclear power plant-specific contingency planning activities 
and the results of the facility-specific Y2K program reviews of all 
operating nuclear power plants are also available to the public. The 
NRC inspection reports with Y2K information from Parts 30, 40, and 70 
licensees and the licensees' responses to GL 98-03 have been placed in 
the PDR. Summaries of (1) inspection reports with Y2K information, (2) 
GL 98-03 responses, and (3) interviews with a cross-section of 
materials and fuel cycle licensees on Y2K issues are available on the 
NRC Year 2000 Web site.
    In view of the information that has been made available and will be 
made available to the public, NIRS has not provided any basis for 
requiring licensees, by rule, to provide public access to Y2K 
information beyond that which the NRC has determined must be submitted 
to the NRC in furtherance of the NRC's regulatory oversight.

Conclusion

    The rule proposed by NIRS is not needed because the Commission has 
determined that the activities taken by licensees to implement a 
systematic and structured facility-specific Y2K readiness program, 
together with the NRC's oversight of the licensees' implementation of 
these Y2K readiness programs, provide reasonable assurance of adequate 
protection to public health and safety.
    For these reasons, the Commission denies the petition.

    Dated at Rockville, Maryland, this 17th day of August, 1999.

    For the Nuclear Regulatory Commission.
Andrew L. Bates,
Acting Secretary of the Commission.
[FR Doc. 99-21750 Filed 8-20-99; 8:45 am]
BILLING CODE 7590-01-P
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This section of the FEDERAL REGISTER
contains notices to the public of the proposed
issuance of rules and regulations. The
purpose of these notices is to give interested
persons an opportunity to participate in the
rule making prior to the adoption of the final
rules.
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Monday, August 23, 1999

NUCLEAR REGULATORY
COMMISSION

10 CFR Parts 30, 40, 50, and 70

[Docket No. PRM–50–65]

Nuclear Information and Resource
Service; Petition for Rulemaking Denial

AGENCY: Nuclear Regulatory
Commission.
ACTION: Petition for rulemaking; denial.

SUMMARY: The Nuclear Regulatory
Commission (NRC) is denying a petition
for rulemaking (PRM–50–65) from the
Nuclear Information and Resource
Service (NIRS). The petitioner requested
that NRC amend its regulations to
require the shutdown of nuclear
facilities that are not compliant with
date-sensitive, computer-related issues
regarding the Year 2000 (Y2K) issue.
The petitioner requested that NRC take
this action to ensure that Y2K issues
will not cause the failure of nuclear
safety systems and thereby pose a threat
to public health and safety. NRC is
denying the petition because the
Commission has determined that the
actions taken by licensees to implement
a systematic and structured facility-
specific Y2K readiness program and
NRC’s oversight of the licensees’
implementation of these Y2K readiness
programs provide reasonable assurance
of adequate protection to public health
and safety.
ADDRESSES: Copies of the petition for
rulemaking, the public comments
received, and NRC’s letters to the
petitioners are available for public
inspection or copying in the NRC Public
Document Room, 2120 L Street, NW.
(Lower Level), Washington, DC, as well
as on NRC’s rulemaking website at
http://ruleforum.llnl.gov.
FOR FURTHER INFORMATION CONTACT:
Matthew Chiramal, Office of Nuclear
Reactor Regulation, U.S. Nuclear
Regulatory Commission, Washington,
DC 20555–0001, telephone 301–415–
2845, E-mail address <mxc@nrc.gov>, or
Gary W. Purdy, Office of Nuclear

Material Safety and Safeguards, U.S.
Nuclear Regulatory Commission,
Washington, DC 20555–0001, telephone
301–415–7897, E-mail address
<gwp1@nrc.gov>.
SUPPLEMENTARY INFORMATION:

Background
NRC received three related petitions

for rulemaking (PRM–50–65, PRM–50–
66, and PRM–50–67), each dated
December 10, 1998, submitted by NIRS
concerning various aspects of Y2K
issues and nuclear safety. This petition
(PRM–50–65) requested that NRC adopt
regulations that would require facilities
licensed by NRC under 10 CFR Parts 30,
40, 50, and 70 to be Y2K compliant. The
second petition (PRM–50–66) requested
that NRC adopt regulations that would
require facilities licensed by NRC under
10 CFR Part 50 to develop and
implement adequate contingency and
emergency plans to address potential
system failures. The third petition
(PRM–50–67) requested that NRC adopt
regulations that would require facilities
licensed by NRC under 10 CFR Parts 50
and 70 to provide reliable sources of
back-up power. Because of the nature of
these petitions and the date-specific
issues they address, the petitioner
requested that the petitions be
addressed on an expedited schedule.

On January 25, 1999, NRC published
a notice of receipt of a petition for
rulemaking in the Federal Register (64
FR 3789). It was available on NRC’s
rulemaking website and in the NRC
Public Document Room. The notice of
receipt of a petition for rulemaking
invited interested persons to submit
comments by February 24, 1999.

The Petition
The petitioner requested that NRC

adopt the following text as a rule:
Any and all facilities licensed by the

Nuclear Regulatory Commission under 10
CFR Parts 30, 40, 50, and 70 shall be closed
by 12 pm Eastern Standard Time, December
1, 1999, unless and until each facility has: (a)
fully and comprehensively examined all
computer systems, embedded chips, and
other electronic equipment that may be date-
sensitive to ensure that all such systems that
may be relevant to safety are Y2K compliant;
(b) repaired, modified, and/or replaced all
such systems that are not found to be Y2K
compliant; (c) made available to the public
all information related to the examination
and repair, modification and/or replacement
of all such systems; (d) determined, through
full-scale testing, that all repairs,

modifications, and/or replacements of all
such systems are, in fact, Y2K compliant.

The petitioner noted that in NRC
Generic Letter (GL) 98–01, ‘‘Year 2000
Readiness of Computer Systems at
Nuclear Power Plants,’’ dated May 11,
1998, the NRC has recognized the
potential for date-related problems that
may affect a system or application (the
Y2K problem). These potential problems
include not representing the year
properly, not recognizing leap years,
and improper date calculations. These
problems could result in the inability of
computer systems to operate or to
function properly. The petitioner stated
that the Y2K problem could potentially
interfere with the proper operation of
computer systems, microprocessor-
based hardware, and software or
databases relied on at nuclear power
plants. Further, the petitioner asserted
that the Y2K problem could result in a
plant trip and subsequent complications
in tracking post-shutdown plant status
and recovery as a result of a loss of
emergency data collection.
Additionally, the petitioner is also
concerned that power grids providing
offsite power to nuclear stations could
be affected to the extent that localized
and widespread grid failures could
occur.

The petitioner acknowledged that
NRC has recognized the potential safety
and environmental problems that could
result if date-sensitive electronic
systems fail to operate or provide false
information. The petitioner asserted that
NRC has required its licensees of reactor
and major fuel cycle facilities to report
by July 1, 1999, on their programs to
ensure compliance with Y2K issues. In
addition, the petitioner asserted that
NRC has not made explicit how it will
define compliance nor what it plans to
do for licensees of facilities that cannot
prove compliance. In the petitioner’s
suggested regulatory text, NIRS defined
compliance with Y2K issues as
evaluation of all potential problems that
may be safety-related, repair of all such
problems, and full-scale testing of all
solutions. The petitioner’s proposed
regulation would also require full public
disclosure of all evaluation, repair, and
testing data so that the information may
be examined by independent experts
and the public. Finally, the petitioner’s
proposed regulation would make it clear
that nuclear facilities will be closed
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until they can demonstrate full
compliance with Y2K issues.

The petitioner concluded by stating
that NRC is obligated to act decisively
to protect public health and safety and
the environment. NIRS stated that
anything short of the suggested
approach in the petition is insufficient
to fulfill this obligation and that NRC
should adopt the suggested regulation as
soon as possible.

Public Comments on the Petition
In response to the petition, NRC

received 70 comment letters, including
1 letter signed by 25 individuals from
the State of Michigan, 3 letters from
industry groups, 10 letters from utilities,
13 letters from private organizations,
and 43 letters from private citizens.

Fifty-four letters supported the
petition, 40 of which were from private
citizens, 13 were from private
organizations, and 1 that was signed by
25 individuals. The comments
supporting the petition addressed
concerns related to avoiding the
occurrence of a catastrophic nuclear
accident, the reasonableness of the
petitioner’s request, and opined that any
uncertainty is too great for the nuclear
industry.

Sixteen letters opposed the petition,
of which 3 were from private citizens,
3 were from associated industries, and
10 were from utilities. The comments
opposing the petition stated that the
nuclear power industry has taken a
coordinated approach to Y2K readiness,
nuclear power plant licensees are
implementing a structured Y2K
program, NRC Y2K initiatives are
underway, NRC staff is monitoring
licensee activities, and current
regulations and license conditions are
adequate to address potential Y2K
computer issues.

In some of the letters supporting the
petition, the authors included the
following additional comments that
provide information or request action
that was not contained in the petition.
These comments noted:

1. The date proposed in the petition,
December 1, 1999, to shut down all non-
Y2K compliant nuclear power plants
should be moved up 1 to 6 months
before the year 2000. The reasons given
were to allow sufficient time to shut
down and to provide additional safety.

2. Power grid failure would not allow
controlled shutdown of the plant and
plants could experience problems like
the Russians. The Y2K problem could
increase the chance of a core melt.

3. The problem of ‘‘embedded
systems,’’ microchips, microprocessors,
and such systems-within-systems are
difficult to identify and the effects of

their multiple failures are poorly
understood, especially in the U.S.
power grid.

4. The audits conducted by NRC staff
are too few.

These comments are addressed
specifically in the discussion of
‘‘Reasons for Denial.’’

Reasons for Denial

The NRC is denying the NIRS petition
because the NRC has determined that:
(1) the actions taken by licensees to
implement a systematic and structured
facility-specific Y2K readiness program;
and (2) NRC’s oversight of licensees’
implementation of these Y2K readiness
programs together constitute an effective
process for addressing Y2K issues such
that there will continue to be reasonable
assurance of adequate protection of
public health and safety. NIRS has not
presented any information (and no
public comments have been received)
that demonstrates that: (1) the licensees’
activities are fundamentally incapable
of effectively addressing Y2K issues in
a timely fashion; (2) licensees are not
adequately implementing the Y2K
readiness programs; (3) NRC’s
inspection, audit, and oversight
activities are fundamentally incapable
of providing adequate regulatory control
with respect to licensee implementation
of Y2K readiness programs; and (4) the
NRC is not effectively implementing its
inspection, audit, and oversight
activities with respect to Y2K issues.
Finally, NIRS has not provided any
basis why the NRC’s current regulatory
approach, which retains the regulatory
authority to order licensees to
discontinue or modify their licensed
activities if the NRC finds that
reasonable assurance of adequate
protection to public health and safety
will not be provided because of Y2K
issues, will be inadequate in view of the
6-month time period between July 1,
1999, when licensees are required to
inform the NRC of the status of their
Y2K remediation activities and the
December 31, 1999, date, when Y2K-
induced problems are most likely to
begin occurring.

Parts (a), (b), and (d) of the NIRS
proposed rule are addressed below in
Sections I, II, III, IV, and V for Part 50
operating nuclear power plants, Part 50
non-power reactors, Part 50
decommissioning nuclear power plants,
major licensees under Parts 40 and 70,
and Part 30 and minor Parts 40 and 70
licensees, respectively. Part (c) of NIRS’
proposed rule, concerning public access
to Y2K information, is addressed for all
types of licensees in Section VI.

I. Part 50 Operating Nuclear Power
Plant Licensees

A. Industry and NRC Activities
Addressing Y2K

To alert nuclear facility licensees to
the Y2K problem, NRC issued
Information Notice (IN) 96–70, ‘‘Year
2000 Effect on Computer System
Software,’’ on December 24, 1996. IN
96–70 described the potential problems
that nuclear power plant computer
systems and software may encounter as
a result of the change to the new century
and how the Y2K issue may affect NRC
licensees. IN 96–70 encouraged
licensees to examine their uses of
computer systems and software well
before the year 2000 and suggested that
licensees consider appropriate actions
for examining and evaluating their
computer systems for Y2K
vulnerabilities.

In 1997, the nuclear industry began to
assess the Y2K challenge and work with
key Federal agencies to help nuclear
power plant operators prepare for
continued safe operations at the start of
the year 2000. In July 1997, the Nuclear
Utilities Software Management Group
(NUSMG), a nuclear industry working
group, conducted the first industry-wide
workshop on Y2K readiness.

In October 1997, the Nuclear Energy
Institute (NEI) and NUSMG issued a
Y2K program plan guidance document,
NEI/NUSMG 97–07, ‘‘Nuclear Utility
Year 2000 Readiness,’’ to all U.S.
nuclear power plant licensees. This
document provides a step-by-step
method to identify, test, and repair
potential Y2K computer problems and
contains detailed procedures and
checklists for resolving Y2K issues,
based on the best utility practices.

NEI/NUSMG 97–07 presented a
strategy for developing and
implementing a nuclear utility Y2K
program. The strategy recognizes
management, implementation, quality
assurance (QA) measures, regulatory
considerations, and documentation as
the fundamental elements of a
successful Y2K project. The document
contains examples currently in use by
licensees and also recommends that the
Y2K program be administered using
standard project management
techniques. The recommended
components for management planning
are management awareness,
sponsorship, project leadership, project
objectives, the project management
team, the management plan, project
reports, interfaces, resources, oversight,
and QA. The suggested phases of
implementation are awareness, initial
assessment (which includes inventory,
categorization, classification,
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1 On January 14, 1999, NRC issued GL 98–01,
Supplement 1, ‘‘Year 2000 Readiness of Computer
Systems at Nuclear Power Plants,’’ which provided
licensees with a voluntary alternate response to that
required by GL 98–01. The alternate response, also
due by July 1, 1999, should provide information on
the overall Y2K readiness of the plant, including
those systems necessary for continued plant
operation that are not covered by the terms and
conditions of the license and NRC regulations.

prioritization, and analysis of initial
assessment), detailed assessment
(including vendor evaluation, utility-
owned or utility-supported software
evaluation, interface evaluation, and
remedial planning), remediation, Y2K
testing and validation, and notification.

Y2K testing is used both as an
investigative tool to examine systems
and components to identify Y2K
problems and as a validation tool to
confirm that the corrective actions have
eliminated the Y2K problem. Y2K
testing in support of evaluation efforts
to determine whether a Y2K problem is
present is performed during detailed
assessments. Systems and components
will then be repaired or replaced in a
process known as ‘‘remediation.’’ Y2K
testing subsequent to remediation is
performed to determine whether the
remediation efforts have eliminated the
Y2K problem and no unintended
functions are introduced. Y2K testing
may be performed at several levels:

• Unit testing, which focuses on
functional and compliance testing of a
single application or software module;

• Integration testing, which tests the
integration of related software modules
and applications; and

• System testing, which tests the
hardware and software components of a
system.

For systems, components, and
equipment classified as safety-related or
critical to operations, the Y2K
remediation activities include Y2K
testing. On one end of the spectrum,
there are the stand-alone, date-aware,
microprocessor-based components that
do not communicate digital information
to any other devices. Properly
performed bench testing of these
devices, by the licensee or the vendor,
coupled with software/firmware
revision-level verification of the field
devices as required, is adequate to
establish their Y2K status. Repeating
this test in the field as part of a plant-
wide integrated test will not add any
additional benefits related to system
Y2K readiness. On the other end of the
spectrum, the most highly complex
systems, such as distributed control
systems, may require in-plant testing of
the remediated system. This testing may
include a large portion of the plant
equipment. However, even in this case,
the maximum bounds of the test would
involve the individual system being
tested and the other devices and
systems with which it communicates
digital/date-related information.

NEI/NUSMG 97–07 specifies the QA
measures that will apply to the activities
in NEI/NUSMG 97–07 that apply
primarily to project management and
implementation. Documentation of Y2K

program activities and results includes
documentation requirements, project
management documentation, vendor
documentation, inventory lists,
checklists for initial and detailed
assessments, and record retention. NEI/
NUSMG 97–07 also contains examples
of various plans and checklists as
appendices that may be used or
modified to meet the licensee’s specific
needs and/or requirements.

After issuing NEI/NUSMG 97–07, NEI
conducted workshops and other means
of sharing the experiences on the use of
the document. In November 1997, NEI
and NUSMG conducted the first in a
series of industry-wide workshops on
Y2K issues for project managers in
charge of ensuring Y2K readiness at all
operating nuclear power plants. In
December 1997, NEI created an on-line
bulletin board to share technical
information and experiences related to
testing and repairing computers and
equipment.

In January 1998, the NRC issued a
draft generic letter for public comment
which proposed: (1) that licensees of
operating nuclear power plants be
required to provide certain information
regarding their programs that address
the Y2K problem in computer systems
at their facilities; and (2) to endorse the
guidance in NEI/NUSMG 97–07 as one
possible approach in implementing a
plant-specific Y2K readiness program, if
augmented in the area of risk
management, contingency planning, and
remediation of embedded systems
[Federal Register (63 FR 4498)]. In the
absence of adverse comment on the
adequacy of the guidance in NEI/
NUSMG 97–07, the NRC issued GL 98–
01 on May 11, 1998 [Federal Register
(63 FR 27607)]. In August 1998, NEI
issued an industry document, NEI/
NUSMG 98–07, ‘‘Nuclear Utility Year
2000 Readiness Contingency Planning,’’
that provided additional guidance for
establishing a plant-specific
contingency planning process. NEI/
NUSMG 98–07 addressed management
controls, preparation of individual
contingency plans, and development of
an integrated contingency plan that
allows the licensee to manage internal
and external risks associated with Y2K-
induced events. External events that
should be considered for facility-
specific contingency planning include
electric grid/transmission/distribution
system events, such as loss of off-site
power, grid instability and voltage
fluctuations, load fluctuations and loss
of grid control systems; loss of
emergency plan equipment and
services; loss of essential services; and
depletion of consumables. NRC
considers the guidance in NEI/NUSMG

98–07, when properly implemented, as
an acceptable approach for licensees to
mitigate and manage Y2K-induced
events that could occur on Y2K-critical
dates. In GL 98–01, NRC required all
operating nuclear power plant licensees
to submit written responses regarding
their facility-specific Y2K readiness
program in order to confirm that they
are addressing the Y2K problem
effectively. All licensees have
responded to GL 98–01, stating that they
have adopted a plant-specific Y2K
readiness program based on the
guidance of NEI/NUSMG 97–07, and the
scope of the program includes
identifying and, where appropriate,
remediating, embedded systems, and
provides for risk management and the
development of contingency plans.

GL 98–01 1 also requests a written
response, no later than July 1, 1999,
confirming that these facilities are Y2K
ready with regard to compliance with
the terms and conditions of their license
and NRC regulations. Licensees that are
not Y2K ready by July 1, 1999, must
provide a status report and schedule for
the remaining work to ensure timely
Y2K readiness. By July 1, 1999, all
licensees responded to GL 98–01,
Supplement 1. The responses indicated
that 68 plants are Y2K ready and 35
plants need to complete work on a few
non-safety computer systems or devices
after July 1, 1999 to be Y2K ready.

As part of its oversight of licensee
Y2K activities, NRC staff conducted
sample audits of 12 plant-specific Y2K
readiness programs. The objectives of
the audits were to—

• Assess the effectiveness of
licensees’ programs for achieving Y2K
readiness and in addressing compliance
with the terms and conditions of their
license and NRC regulations and
continued safe operation.

• Evaluate program implementation
activities to ensure that licensees are on
schedule to achieve Y2K readiness in
accordance with GL 98–01 guidelines.

• Assess licensees’ contingency
planning for addressing risks associated
with events resulting from Y2K
problems.

The NRC determined that this
approach was an appropriate means of
oversight of licensee Y2K readiness
efforts because: (1) all licensees had
committed to the nuclear power
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2 These regulations are—
• 10 CFR 50.36, ‘‘Technical Specifications,’’

paragraph (c)(3), ‘‘Surveillance requirements,’’ and
paragraph (c)(5), ‘‘Administrative controls.’’

• 10 CFR 50.47, ‘‘Emergency Plans,’’ paragraph
(b)(8).

• Appendix B to 10 CFR Part 50, Criterion III,
‘‘Design Control,’’ and Criterion XVII, ‘‘Quality
Assurance Records.’’

• Appendix E to 10 CFR Part 50, Section VI,
‘‘Emergency Response Data System.’’

• Appendix A to 10 CFR Part 50, General Design
Criterion (GDC) 13, ‘‘Instrumentation and Control’’;
GDC 19, ‘‘Control Room’’; and GDC 23, ‘‘Protection
System Failure Modes.’’

industry Y2K readiness guidance (NEI/
NUSMG 97–07) in their first response to
NRC GL 98–01; and (2) the audit would
verify that licensees were effectively
implementing the guidelines. The audit
sample of 12 licensees included large
utilities such as Commonwealth Edison
and Tennessee Valley Authority as well
as small single-unit licensees such as
North Atlantic Energy (Seabrook) and
Wolf Creek Nuclear Operating
Corporation. The NRC staff selected a
variety of types of plants of different
ages and locations in this sample in
order to obtain the necessary assurance
that nuclear power industry Y2K
readiness programs are being effectively
implemented and that licensees are on
schedule to meet the readiness target
date of July 1, 1999, established in GL
98–01. Also, NRC staff had not
identified any Y2K problems in safety-
related actuation systems as part of its
audit activities.

In late January 1999, the NRC staff
completed the 12 audits. At the
conclusion of the audits, the NRC staff
had the following observations:

• Plant-specific Y2K projects based
on NEI/NUSMG 97–07 began in mid to
late 1997. Use of NEI/NUSMG 97–07
guidance results in an effective,
structured program. The programs are
generally on schedule for plants to be
Y2K ready by July 1, 1999. However, at
some plants the licensees have
scheduled some remediation, testing,
and final certification for the fall 1999
outage.

• Management oversight is vital for
program effectiveness.

• Sharing information through
owners groups, utility alliances, the
Electric Power Research Institute, and
NEI is aiding the overall nuclear
industry effort.

• Independent audits and peer
reviews of programs are very useful.

• Safety system functions are usually
not affected. There is limited computer
use in safety-related systems and
components.

• Failures identified in embedded
devices have generally not affected the
functions performed but have led to
errors such as incorrect dates in
printouts, logs, or displays.

• Central control of Y2K program
activities, effective QA (including the
use of existing plant procedures and
controls), and independent peer reviews
promote consistency across activities
and improve the program.

On the basis of these audit
observations, the NRC staff concluded
that the audited licensees are effectively
addressing Y2K issues and are
undertaking the actions necessary to
achieve Y2K readiness in accordance

with the GL 98–01 target date, although
some plants will have some
remediation, testing, and final
certification scheduled for the fall 1999
outage. The NRC staff did not identify
any issues that would prevent these
licensees from achieving Y2K readiness.

Licensee Y2K contingency planning
efforts had not progressed far enough
during the original 12 audits for a
complete NRC staff review of the
adequacy of implementation of the Y2K
activities. Therefore, the NRC staff
audited the contingency planning efforts
of six licensees different from the 12
included in the initial sample Y2K
readiness audits. These audits focused
on the licensee’s approach to addressing
both internal and external Y2K risks to
safe plant operations based on the
guidance in NEI/NUSMG 98–07. These
audits were completed in June 1999.

In addition to NRC staff activities
addressed above, NRC regional staff
reviewed plant-specific Y2K program
implementation activities at all
operating nuclear power plants. The
regional staff used guidance prepared by
NRC Headquarters staff, which
conducted the 12 sample audits. These
reviews were completed by July 1999.
One of the public comments received by
NRC in response to the petition
indicated that the audits conducted by
NRC staff are too few. On the basis of
the information above, the NRC staff has
reviewed the Y2K programs at all
operating nuclear power plants, thereby
addressing this comment.

NRC staff will continue its oversight
of Y2K issues at nuclear power plants
through the remainder of 1999. On the
basis of the reviews of the licensee
responses to GL 98–01, Supplement 1,
findings of the additional audits and
reviews, and any additional
information, NRC will, by September
1999, determine the need for issuing
orders to address Y2K readiness issues,
including, if warranted, shutdown of a
plant. At this time, NRC believes that all
licensees will be able to operate their
plants safely during the transition from
1999 to 2000 and does not believe that
significant plant-specific action directed
by NRC is likely to be needed.

As discussed above, GL 98–01 set a
date of July 1, 1999, for licensees to
submit information on their efforts to
complete their plant-specific Y2K
program. The July 1, 1999, date was
selected to ensure that there would be
adequate time for the Commission to
determine what additional regulatory
action, if any, would be necessary to
ensure that Y2K problems will not
threaten adequate protection to public
health and safety. Licensees of plants
with a projected completion date by

September 30, 1999, will be monitored
to ensure that the schedules are
maintained. Completion of plant-
specific items identified by licensees in
the generic letter responses will be
documented in routine NRC inspection
reports. The licensees of the plants that
are scheduled to be Y2K ready after
September 30 will receive additional
scrutiny on a case-by-case basis to
ensure that no Y2K deficiencies remain.
If, by September 30, 1999, it appears
that Y2K readiness activities will not be
completed by December 31, 1999
transition such that there is sufficient
assurance that all license conditions and
relevant NRC regulations 2 are met, the
NRC will take appropriate regulatory
action, including the issuance of orders
requiring specific actions, if warranted.
NIRS presents no information or
argument why these above actions by
the licensees and the inspection,
auditing, and oversight activities of the
NRC are insufficient to address Y2K
problems, such that actions required in
NIRS’ proposed rule are necessary.

B. The Need for Y2K ‘‘Compliance,’’ as
Opposed to ‘‘Readiness’’

NIRS’ proposed rule would require
that nuclear power plants be shut down
by December 1, 1999, unless licensees
demonstrate that Y2K compliance has
been achieved. However, NIRS has not
explained why ‘‘Y2K compliance,’’ as
opposed to ‘‘Y2K readiness,’’ is
necessary. ‘‘Y2K compliant’’ is generally
understood as referring to computer
systems or applications that accurately
process date/time data (including but
not limited to calculating, comparing,
and sequencing) from, into, and
between the 20th and 21st centuries, the
years 1999 and 2000, and leap-year
calculations. ‘‘Y2K ready’’ is generally
understood as referring to a computer
system or application that has been
determined to be suitable for continued
use into the year 2000 even though the
computer system or application is not
fully Y2K compliant. For ‘‘Y2K ready’’
systems, licensees may have to rely
upon work arounds and other activities
to ensure that the systems, components,
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and equipment function as intended.
Prudence might lead to Y2K compliance
as an objective for remedial activities in
order to reduce licensee costs of
implementing workarounds and other
activities in the interim until full Y2K
compliance is achieved. However,
protection of public health and safety
does not necessitate establishment of
Y2K compliance as a regulatory
requirement, and failure to achieve
compliance should not require plant
shutdown, so long as Y2K readiness is
achieved. Accordingly, the NRC does
not believe that a rule that requires Y2K
compliance, or Y2K readiness, is
appropriate or necessary for ensuring
reasonable assurance of adequate
protection at nuclear power plants after
December 1, 1999.

C. Limited Susceptibility of Nuclear
Power Plant Systems to Y2K Problems

NRC audits and reviews indicate that
most nuclear power plant systems
necessary for shutting down the reactor
and maintaining it in a safe shutdown
condition are not susceptible to Y2K
problems. The majority of commercial
nuclear power plants have protection
systems that are analog rather than
digital. Because Y2K concerns are
associated with digital systems, analog
reactor protection system functions are
not affected by the Y2K issue. Errors
such as incorrect dates in printouts,
logs, or displays have been identified by
licensees in safety-related devices, but
the errors do not affect the functions
performed by the devices or systems.
Most Y2K issues are in balance-of-plant
and other systems that have no direct
functions necessary for safe operation of
the reactor.

With respect to safety systems using
digital electronics that are necessary for
performing safe-shutdown and
maintaining the reactor in a safe
shutdown condition, licensees are
undertaking the NEI/NUSMG 97–07 and
NEI/NUSMG 98–07 processes described
above for addressing Y2K problems.
With respect to balance-of-plant
systems, licensees implementing their
plant-specific Y2K program are
classifying important balance-of-plant
and other non-safety-related systems
(such as those that support continued
plant operations, provide information
and aid to the plant operators like
sequence-of-events monitoring for
tracking post-shutdown status of plants,
and whose failure could lead to a plant
transient or trip) as ‘‘mission-critical’’ or
‘‘high.’’ Systems and equipment
classified as mission-critical or high,
when found to be Y2K susceptible
during the assessment stage of the Y2K
program, are also scheduled to be

remediated similar to safety-related
systems.

In sum, the NRC believes that the
actual scope of plant systems necessary
to provide reasonable assurance of
adequate protection to public health and
safety, which are potentially susceptible
to Y2K problems, is relatively limited
and that the licensees’ current activities
are sufficient to ensure that Y2K
problems will not adversely affect
safety-related or balance-of-plant
systems.

D. Public Comments
One public comment in support of the

NIRS petition stated that embedded
chips are difficult to identify and the
effects of their failures are poorly
understood, especially in the U.S.
power grid. When the NRC staff was
developing GL 98–01, it recognized that
embedded systems pose a potential Y2K
problem that must be recognized and
addressed in any successful Y2K effort.
Accordingly, GL 98–01 informed
licensees that Y2K programs should be
augmented to address remediation of
embedded systems. Licensees have
stated in their responses to the generic
letter that embedded systems are being
addressed in their Y2K programs, and
these statements have been confirmed
by NRC audits to date. NRC understands
that the electric utilities providing
power to the grid have similar efforts
underway that are being monitored by
the North American Electric Reliability
Council.

One public comment in support of the
petition indicated that the rule should
require nuclear power plants to shut
down 6 months before the end of 1999
to allow a safe period of time to shut
down the plant. The NRC does not agree
that it takes 6 months to safely shut
down a plant. Under normal conditions,
it takes several hours to safely shut
down a nuclear power plant by reducing
reactor power gradually. However, in an
emergency, the reactor can be shut
down safely within seconds, either
automatically or manually. The reactor
will be shut down automatically by the
reactor protection system upon the
sensing of an unusual condition.
Moreover, the operator always has the
capability to manually shut down the
reactor using the reactor protection
system. Accordingly, the NRC does not
agree that it is necessary to shut down
nuclear power plants 6 months before
the end of 1999 in order to ensure a safe
shutdown of the plants.

A commenter in favor of the petition
stated that the Y2K problem could
increase the chance of a meltdown.
However, the commenter did not
provide any basis for this assertion. The

NRC disagrees with the commenter.
Safety functions performed by the
reactor protection system for shutting
down the reactor and by the engineered
safety features actuation for mitigating
accidents, cooling down the reactor, and
providing emergency power to safety
systems upon a loss of offsite power are
not affected by the Y2K problem.
Although there is some concern that the
reliability of the offsite power sources
may be lower during the Y2K transition,
if a loss of offsite power were to occur
because of Y2K, the plant would trip
automatically because all nuclear plants
are designed for such an event. The
emergency onsite power supply system
would provide power to the safety
system equipment automatically. This
sequence of events is not affected by the
Y2K problem because all these safety
systems do not rely upon computer-
operated systems or components that
are date-sensitive. For these reasons, the
NRC disagrees that a Y2K problem
could increase the probability of a core
melt accident at a nuclear power plant.

One public comment in support of the
petition indicated that the audits
conducted by NRC staff are too few. The
NRC has responded to this comment in
section I.A.

E. Summary
The NRC believes that licensees’ Y2K

activities and programs, considered
together with NRC oversight activities,
provide a reasonable approach for
ensuring that Y2K problems will not
pose an unreasonable threat to public
health and safety. NIRS has not
explained why this regulatory approach
will not provide reasonable assurance of
adequate protection from any potential
Y2K-initiated problems at operating
nuclear power plants, such that the rule
proposed by NIRS is necessary.

II. Part 50 Non-Power Reactor
Licensees

NRC used several methods to inform
all non-power reactor (NPR) licensees of
the need to ensure that their facilities
are ready for the year 2000. In 1996,
NRC staff contacted all NPR licensees
informing them of a potential for
problems in systems either controlling
or supporting the reactor because of
Y2K issues. In December 1996, NRC
issued IN 96–70 to alert nuclear facility
licensees to the Y2K problem. IN 96–70
described the potential problems that
nuclear power plant computer systems
and software may encounter as a result
of the change to the new century and
how the Y2K issue may affect NRC
licensees. IN 96–70 encouraged all
licensees to examine their uses of
computer systems and software well

VerDate 18-JUN-99 15:16 Aug 20, 1999 Jkt 183247 PO 00000 Frm 00005 Fmt 4702 Sfmt 4702 E:\FR\FM\23AUP1.XXX pfrm11 PsN: 23AUP1



45905Federal Register / Vol. 64, No. 162 / Monday, August 23, 1999 / Proposed Rules

before the year 2000. IN 96–70 also
suggested that licensees consider
appropriate actions for examining and
evaluating their computer systems for
Y2K vulnerabilities.

NRC also coordinated with the
Organization of Test, Research and
Training Reactors (TRTR) to distribute
information about the Y2K problem
through TRTR newsletters. These
newsletters were distributed to all
members of the organization to focus
attention on the Y2K problem and
related ongoing activities. The staff at all
37 licensees with operating reactors
receive copies of the TRTR newsletter.
The TRTR newsletters articles included
‘‘Concerns about the Millennium,’’
February 1997; ‘‘Year 2000 Concerns,’’
February 1998; ‘‘NRC Response on Year
2000,’’ May 1998; ‘‘More on the Y2K
Issue,’’ August 1998; and ‘‘Another
Y2000 Notice,’’ November 1998. NRC
staff has confirmed through several
telephone conversations and
discussions during inspections that all
licensees of operating reactors are aware
of the Y2K concerns and have ongoing
actions to be Y2K ready by the end of
the year or sooner.

Since 1998, while conducting
inspections of NPR facilities, the NRC
staff is also verifying that licensees are
addressing the Y2K problem with regard
to reactor safety. NRC staff has
inspected about 50 percent of the
operating reactors and intends to
complete the inspections of all
operating NPRs by October 1999. These
inspections will verify that the licensees
have programs to deal with Y2K and
that all digital safety equipment at these
facilities are considered in the program.
Moreover, most institutions that operate
the NPRs have their own Y2K programs
that include the NPRs.

The safety systems at most operating
reactors are analog systems that are not
affected by the Y2K problem. Several
operating reactors have digital safety
equipment that provides instrument
indication to the facility operator that is
part of the licensee’s Y2K program.
Also, seven of these reactors have digital
reactor protection system functions also
considered in the licensee’s Y2K
program. These systems operate in
parallel with the analog reactor
protection systems, which are not
affected by Y2K. Also, the digital
systems initiate reactor scrams in case of
a malfunction in the digital equipment.
The analog systems generally provide
the required reactor safety functions.
The analog systems are independent of
the digital equipment and have built-in
redundancy to ensure that the reactor
scrams. The power levels of these
reactors are low (up to a maximum of

2 MWt) and many of them operate at
low temperatures in relatively large
pools of water. The only safety function
that is generally required is for the
reactor to scram. Thus, the Y2K concern
poses very low risk. NIRS does not
explain why the licensees’ Y2K program
activities and NRC’s oversight of the
licensees’ implementation of the
programs are inadequate such that the
rule proposed by NIRS is necessary to
provide reasonable assurance of
adequate protection.

III. Part 50 Decommissioning Nuclear
Power Plant Licensees

The suggested rule language in the
petition would require that all facilities
not compliant with Y2K issues be shut
down by December 1, 1999. Nuclear
power plants that are permanently
shutdown with fuel removed from the
reactor core would, therefore, not be
subject to the rule as proposed by NIRS.
However, since the purpose of the
proposed rule appears to be directed to
ensuring that Y2K problems at all
nuclear power plants—both operating
and decommissioning—will not pose a
threat to public health and safety, the
following discussion on the activities
for addressing the Y2K problem at
decommissioning nuclear power plants
is provided.

There are two potential radiological
health and safety concerns with respect
to Y2K problems at decommissioning
plants: (1) spent fuel storage, including
site security; and (2) the actual conduct
of dismantlement and decommissioning
activities. Of greater concern is the
spent fuel storage. The concerns in this
area relate to providing sufficient
cooling to the spent fuel and providing
sufficient security against diversion and
sabotage of the spent fuel. There are 21
decommissioning nuclear power plants
that have been shut down more than a
year, 6 of which have had spent fuel
removed from the site. Accordingly,
there are only 15 decommissioning
nuclear power plants where spent fuel
storage is of concern. Although
licensees for all of these facilities are
implementing Y2K programs, it is
unlikely that Y2K problems would pose
a significant problem to providing
sufficient spent fuel cooling. First,
electrical and makeup water systems for
spent fuel pools are not computer-
controlled. Moreover, even if there was
an interruption in electrical power,
there is a long time period for the
licensee to respond to the problem
before integrity of the spent fuel rods
becomes an issue because sufficient
time is available to take compensatory
action before boiling starts. The spent
fuel pool is conservatively estimated

(based on the Zion units) to begin
boiling 68 hours after loss of the spent
fuel pool cooling system. Boiling does
not become a concern until the fuel rods
begin to be uncovered by boil-off of
cooling water. Since fuel rods are
normally covered by 23 feet of water (for
purposes of shielding), and it would
take approximately two weeks or more
to begin uncovering the spent fuel rods
(assuming that no make-up water is
added to the pool), the NRC believes
that there is sufficient time to recover
electrical power and/or provide makeup
water to prevent the fuel rods from
uncovering.

The other threat to spent fuel is
diversion and sabotage. Licensees of
decommissioning reactors are taking
steps to ensure that Y2K problems will
not disable necessary security and
safeguards systems and controls.
Licensees with computer-based site
security systems that have been
identified as potentially Y2K vulnerable
have tested the system for Y2K,
upgraded the system to be Y2K
compliant, or will make the system Y2K
compliant before the end of 1999.

With respect to the safety of
conducting dismantlement and
decommissioning activities, the NRC
does not believe that these activities are
subject to Y2K problems that would
pose a threat to public health and safety
because the conduct of these activities
in the field do not rely upon computer-
controlled devices to ensure protection
against radiological dangers.

In sum, licensees of decommissioning
nuclear power plants are implementing
Y2K activities that address equipment
and systems important to safety, such
that there is reasonable assurance of
adequate protection to public health and
safety.

IV. Major Parts 40 and 70 Licensees
To alert major Parts 40 and 70

licensees of the potential Y2K problem,
NRC issued Information Notice (IN) 96–
70, ‘‘Year 2000 Effect on Computer
System Software,’’ dated December 24,
1996. IN 96–70 described the potential
Y2K problems, encouraged licensees to
examine their uses of computer systems
and software well before the year 2000,
and suggested that licensees consider
appropriate actions to examine and
evaluate their computer systems for Y2K
vulnerabilities.

In order to gather Y2K information
regarding materials and major fuel cycle
facilities, NRC formed a Y2K Team
within the Office of Nuclear Material
Safety and Safeguards (NMSS) in 1997.
From September 1997 through
December 1997, this NMSS Y2K Team
visited a cross-section of materials
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licensees and fuel cycle facilities and
conducted Y2K interviews. Each
licensee or facility visited by the team
indicated that they were aware of the
Y2K issue and were in various stages of
implementing their Y2K readiness
program.

On June 22, 1998, the NRC staff
issued Generic Letter (GL) 98–03,
‘‘NMSS Licensees’ and Certificate
Holders’ Year 2000 Readiness
Programs.’’ This GL requested major
Parts 40 and 70 licensees to submit by
September 20, 1998, written responses
regarding their facility-specific Y2K
readiness program in order to confirm
that they were addressing the Y2K
problem effectively. All licensees
responded to GL 98–03 by stating that
they have adopted a facility-specific
Y2K readiness program and that the
scope of the program included
identifying and, where appropriate,
remediating, hardware, software, and
embedded systems, and provided for
risk management and the development
of contingency plans.

GL 98–03 also requested a written
response, no later than December 31,
1998, which confirmed that these
facilities were Y2K ready or provided a
status report of work remaining to be
done to become Y2K ready, including
completion schedules. All licensees
provided a second response to GL 98–
03, which identified work remaining to
be done, including completion
schedules. Furthermore, following the
second response, NRC requested a third
written response, no later than July 1,
1999, which would confirm that these
facilities are Y2K ready or would
provide an updated status report.

On August 12, 1998, IN 98–30, ‘‘Effect
of the Year 2000 Computer Problem on
NRC Licensees and Certificate Holders,’’
provided licensees additional
information on the Y2K issue. IN 98–30
provided definitions of ‘‘Y2K ready’’
and ‘‘Y2K compliant,’’ encouraged
licensees to contact vendors and test
their systems for Y2K problems, and
described elements of a Y2K readiness
program.

Between September 1997 and October
1998, the major Parts 40 & 70 licensees
were also asked Y2K questions during
other inspections. Based on these Y2K
inspections, the licensees were aware of
the Y2K problem and were adequately
addressing Y2K issues. There have been
no identified risk-significant Y2K
concerns for major Parts 40 and 70
licensees.

NIRS’ proposed rule would require
that licensees be shutdown by December
1, 1999, unless licensees demonstrate
that ‘‘Y2K compliance’’ has been
achieved. However, NIRS has not

explained why ‘‘Y2K compliance’’ as
opposed to ‘‘Y2K readiness’’ is
necessary. NIRS asserted that NRC has
not made explicit how it will define
‘‘Y2K compliance.’’ However, NRC
explicitly defined the terms ‘‘Y2K
ready’’ and ‘‘Y2K compliant’’ in GL 98–
03. ‘‘Y2K ready’’ was defined as a
computer system or application that has
been determined to be suitable for
continued use into the year 2000, even
though the computer system or
application is not Y2K compliant. ‘‘Y2K
compliant’’ was defined as a computer
system or application that accurately
processes date/time data (including, but
not limited to, calculating, comparing,
and sequencing) from, into, and
between the years 1999 and 2000, and
beyond, including leap-year
calculations. Thus, by definition,
systems that are ‘‘Y2K ready’’ are able
to perform their functions properly.
There is no discernable safety reason
why achieving Y2K readiness rather
than Y2K compliance should result in
facility shutdown. Accordingly, there is
no basis for requiring facility shutdown
if a licensee cannot demonstrate Y2K
compliance.

NIRS presents no information or
argument why those actions by the
licensees and NRC described above are
insufficient to address Y2K problems
and to demonstrate that reasonable
assurance of adequate protection will
not be provided after December 1, 1999,
so that facility shutdown is necessary.

V. Part 30 and Minor Parts 40 and 70
Licensees

To alert Part 30 and minor Parts 40
and 70 licensees, the NRC issued INs
96–70 and 98–30, which have been
discussed in Section IV, ‘‘Major Parts 40
and 70 Licensees.’’

In addition to the efforts by the NMSS
Y2K Team to gather information
regarding materials licensees and major
fuel facilities from September through
December 1997, discussed under
Section IV, NMSS staff also conducted
telephone interviews with device
manufacturers and distributors. Further,
NRC determined that few of
approximately 5,800 materials licensees
use processes or have safety systems
that are computer-controlled, thus
minimizing potential Y2K impacts. The
interviews and site visits confirmed that
licensees were identifying and
addressing potential Y2K problems.

From the interviews conducted by the
NMSS Y2K Team, NRC learned that
early versions of some treatment
planning systems (computer systems for
calculating dose to medical patients
being treated with radiation or
radioactive material) have Y2K

problems and that upgrades for
treatment planning systems were
available. However, treatment planning
systems are regulated by the U.S. Food
and Drug Administration (FDA) and not
by NRC because the systems do not
contain licensed material. NRC has
shared information on non-Y2K-
compliant treatment planning systems
with the FDA. For materials licensees,
the NMSS Y2K Team did not identify
any Y2K issues for NRC-regulated
material. As a result of the interviews
and site visits, NRC’s focus has been to
determine if any commercially available
devices (medical and industrial) have
potential Y2K vulnerabilities and to
ensure that licensees evaluate self-
developed systems, commercial off-the
shelf software and hardware, and safety
systems.

In addition to Y2K interviews,
materials inspectors have been
instructed to confirm receipt of NRC’s
information notices, determine whether
the licensees have identified any
potential problems associated with the
Y2K issue, and note any corrective
actions taken by the licensees. Through
the routine inspection process, NRC has
made assessments of the Y2K status of
its materials licensees and continues to
do so. To date, only the treatment
planning systems described above, dose
calibrators, and a tote position display
for an irradiator have been identified
through the inspection process as
having Y2K problems. NRC materials
inspectors have indicated that licensees
are aware of available upgrades for
treatment planning systems and dose
calibrators. The irradiator tote position
display is not a safety system. Further,
the irradiator tote position display
system that had the Y2K problem was
a one-of-a-kind modification made by
the licensee (the licensee was
authorized by NRC to make the
modification). The irradiator licensee is
updating the tote position display
system to eliminate the Y2K problem.
No generic Y2K issues for NRC-
regulated material used by materials
licensees have been identified.

NIRS asserted that NRC has not made
explicit what it plans to do about those
facilities that cannot prove compliance.
As discussed in Section IV, ‘‘Major Parts
40 and 70 Licensees’’ above, NIRS has
not explained why ‘‘Y2K compliance’’
as opposed to ‘‘Y2K readiness’’ is
necessary. Furthermore, Y2K readiness
is not required for protection of public
health and safety for Part 30 and minor
Parts 40 and 70 licensees due to the
amount and type of licensed material
used by them. The risks to the public
from these facilities are low. In addition,
NRC has determined that few of the
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approximately 5,800 materials licensees
use processes or have safety systems
that are computer-controlled, thus
minimizing potential Y2K impacts.
Accordingly, there is no basis for
requiring facility shutdown if a licensee
cannot demonstrate ‘‘Y2K compliance.’’

NIRS presents no information or
argument why those actions by the
licensees and NRC described above are
insufficient to address Y2K problems
and to demonstrate that reasonable
assurance of adequate protection will
not be provided after December 1, 1999,
so that facility shutdown is necessary.

VI. Public Information
NIRS requested in item (c) of its

petition that NRC adopt regulations that
would require that licensees make
available to the public by December 1,
1999, all information related to the
examination and repair, modification,
and/or replacement of all computer
systems, embedded chips, and other
electronic equipment that may be date-
sensitive. NIRS indicated that this rule
provision is necessary in order to allow
‘‘independent experts’’ and the public to
examine this information.

The NRC has already made available
to the public substantial information on
Y2K and the status of licensees’
activities to address potential Y2K
problems and will continue to make this
information public. The audit reports of
the NRC staff reviews of the 12 nuclear
power plant-specific Y2K readiness
project activities and documentation are
publicly available both in the Public
Document Rooms and the NRC Year
2000 Web site. The Y2K readiness
information submitted in July 1999 by
nuclear power plant licensees under GL
98–01, Supplement 1, is available to the
public, as with any other
correspondence that is received from
licensees. The reports documenting the
NRC staff audits of the six nuclear
power plant-specific contingency
planning activities and the results of the
facility-specific Y2K program reviews of
all operating nuclear power plants are
also available to the public. The NRC
inspection reports with Y2K
information from Parts 30, 40, and 70
licensees and the licensees’ responses to
GL 98–03 have been placed in the PDR.
Summaries of (1) inspection reports
with Y2K information, (2) GL 98–03
responses, and (3) interviews with a
cross-section of materials and fuel cycle
licensees on Y2K issues are available on
the NRC Year 2000 Web site.

In view of the information that has
been made available and will be made
available to the public, NIRS has not
provided any basis for requiring
licensees, by rule, to provide public

access to Y2K information beyond that
which the NRC has determined must be
submitted to the NRC in furtherance of
the NRC’s regulatory oversight.

Conclusion

The rule proposed by NIRS is not
needed because the Commission has
determined that the activities taken by
licensees to implement a systematic and
structured facility-specific Y2K
readiness program, together with the
NRC’s oversight of the licensees’
implementation of these Y2K readiness
programs, provide reasonable assurance
of adequate protection to public health
and safety.

For these reasons, the Commission
denies the petition.

Dated at Rockville, Maryland, this 17th day
of August, 1999.

For the Nuclear Regulatory Commission.
Andrew L. Bates,
Acting Secretary of the Commission.
[FR Doc. 99–21750 Filed 8–20–99; 8:45 am]
BILLING CODE 7590–01–P

NUCLEAR REGULATORY
COMMISSION

10 CFR Part 35

[Docket No. PRM–35–15]

Jeffery C. Angel; Receipt of Petition for
Rulemaking

AGENCY: Nuclear Regulatory
Commission.
ACTION: Petition for rulemaking; Notice
of receipt.

SUMMARY: The Nuclear Regulatory
Commission (NRC) has received and
requests public comment on a petition
for rulemaking filed by Jeffery C. Angel.
The petition has been docketed by the
Commission and has been assigned
Docket No. PRM–35–15. The petitioner
requests that the NRC amend its
regulations concerning the medical use
of byproduct material to prohibit the
hand-held administration of
radiopharmaceuticals by injection and
to require the use of the Angel Shield,
a device to administer radioactive
substances. The petitioner requests that
the NRC take this action to make the
administration of radiopharmaceuticals
by injection safer.
DATES: Submit comments by November
8, 1999. Comments received after this
date will be considered if it is practical
to do so, but assurance of consideration
cannot be given except as to comments
received on or before this date.
ADDRESSES: Submit comments to:
Secretary, U.S. Nuclear Regulatory

Commission, Washington, DC 20555.
Attention: Rulemakings and
Adjudications staff.

Deliver comments to 11555 Rockville
Pike, Rockville, Maryland, between 7:30
am and 4:15 pm on Federal workdays.

For a copy of the petition, write to
David L. Meyer, Chief, Rules and
Directives Branch, Division of
Administrative Services, Office of
Administration, U.S. Nuclear Regulatory
Commission, Washington, DC 20555–
0001.

You may also provide comments via
the NRC’s interactive rulemaking
website at http://ruleforum.llnl.gov.
This site provides the capability to
upload comments as files (any format),
if your web browser supports that
function. For information about the
interactive rulemaking website, contact
Ms. Carol Gallagher, (301) 415–5905 (e-
mail: CAG@nrc.gov).
FOR FURTHER INFORMATION CONTACT:
David L. Meyer, Office of
Administration, U.S. Nuclear Regulatory
Commission, Washington, DC 20555.
Telephone: 301–415–7162 or Toll-free:
1–800–368–5642 or E-mail:
DLM1@NRC.GOV.
SUPPLEMENTARY INFORMATION:

Background

On June 29, 1999, the Nuclear
Regulatory Commission (NRC) received
a petition for rulemaking submitted by
Jeffery C. Angel. The petitioner requests
that the NRC amend its regulations
concerning the medical use of
byproduct material to prohibit the hand-
held administration of
radiopharmaceuticals by injection and
require the use of the Angel Shield, a
device to administer radioactive
substances. The petitioner requests that
the NRC take this action to make the
administration of radiopharmaceuticals
by injection safer. The petition has been
docketed as PRM–35–15. The NRC is
soliciting public comment on the
petition for rulemaking.

The NRC’s regulations governing the
medical use of byproduct material
appear in 10 CFR Part 35. Paragraph (c)
of § 35.60 requires that an individual
use a syringe radiation shield when
administering a radiopharmaceutical by
injection unless the use of the shield is
contraindicated for that patient or
human research subject.

Discussion

The petitioner states that the current
practice of placing the
radiopharmaceutical into a syringe
radiation shield and delivering a hand-
held injection places the person
administering the substance in direct
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NUCLEAR REGULATORY COMMISSION

10 CFR Part 50

[Docket No. PRM-50-66]

 
Nuclear Information and Resource Service; Petition for Rulemaking 
Denial

AGENCY: Nuclear Regulatory Commission.

ACTION: Petition for rulemaking; denial.

-----------------------------------------------------------------------

SUMMARY: The Nuclear Regulatory Commission (NRC) is denying a petition 
for rulemaking (PRM-50-66) from the Nuclear Information and Resource 
Service (NIRS). The petitioner requested that NRC amend its regulations 
to require licensees of operating nuclear power plant facilities to 
conduct a full-scale emergency planning exercise that involves coping 
with a date-sensitive, computer-related failure resulting from a Year 
2000 (Y2K) issue. The petitioner requested that NRC take this action to 
ensure that licensees of nuclear facilities have developed and can 
implement adequate contingency and emergency plans to address potential 
major system failures that may be caused by a Y2K computer problem. NRC 
is denying the petition because the Commission has determined that the 
actions taken by the licensees to implement systematic and structured 
Y2K readiness contingency plans for critical Y2K dates in concert with 
existing required emergency response plans and procedures, and NRC's 
oversight of the licensees' implementation of these Y2K readiness 
contingency plans provide reasonable assurance of adequate protection 
to public health and safety.

ADDRESSES: Copies of the petition for rulemaking, the public comments 
received, and the NRC's letters to the petitioners are available for 
public inspection or copying in the NRC Public Document Room, 2120 L 
Street, NW. (Lower Level), Washington, DC, as well as NRC's rulemaking 
web site at http://ruleforum.llnl.gov.

WAIS Document Retrieval

http://frwebgate.access.gpo.gov/cgi-bin/getdoc.cgi?dbname=1999_register&docid=fr23au99-22 (1 of 8) [07/10/2000 4:19:18 PM]



FOR FURTHER INFORMATION CONTACT: Matthew Chiramal, Office of Nuclear 
Reactor Regulation, U.S. Nuclear Regulatory Commission, Washington, DC 
20555-0001, telephone 301-415-2845, E-mail address mxc@nrc.gov.

SUPPLEMENTARY INFORMATION:

Background

    NRC received three related petitions for rulemaking (PRM-50-65, 
PRM-50-66, and PRM-50-67), each dated December 10, 1998, submitted by 
the NIRS concerning various aspects of Y2K issues and nuclear safety. 
This petition (PRM-50-66) requested that NRC adopt regulations that 
would require facilities licensed by NRC under 10 CFR Part 50 to 
develop and implement adequate contingency and emergency plans to 
address potential system failures. The first petition (PRM-50-65) 
requested that NRC adopt regulations that would require facilities 
licensed by NRC under 10 CFR Parts 30, 40, 50, and 70 to be Y2K 
compliant. The third petition (PRM-50-67) requested that NRC adopt 
regulations that would require facilities licensed by NRC under 10 CFR 
Parts 50

[[Page 45909]]

and 70 to provide reliable sources of backup power.
    Because of the nature of these petitions and the date-specific 
issues they address, the petitioner requested that the petitions be 
addressed on an expedited schedule.
    On January 25, 1999, NRC published a notice of receipt of this 
petition for rulemaking in the Federal Register (64 FR 3791). It was 
available on the NRC's rulemaking website and NRC Public Document Room. 
The notice of receipt of petition for rulemaking invited interested 
persons to submit comments by February 24, 1999.

The Petition

    The petitioner requested that NRC adopt the following text as a 
rule: <SUP>1</SUP>
---------------------------------------------------------------------------

    \1\ In preliminary discussion, the petitioner stated, ``We also 
believe that other major fuel cycle facilities should be subject to 
a similar rule.'' However, the petitioner provided no supporting 
reasoning, no regulatory text, and no specific request that NRC 
adopt such a rule. Therefore, NRC has considered only the 
specifically requested rule language.

    All licensees subject to 10 CFR Part 50 and Appendix E will 
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conduct a full-scale emergency planning exercise (as normally 
required under 10 CFR 50.47) during 1999. This exercise shall 
include a component that includes failure of one or more computer or 
other digital systems (this is popularly known as the ``Y2K bug'') 
on January 1, 2000, or other relevant date. Licensees that do not 
conduct, or that fail, this exercise shall close their facilities 
licensed under this Part by December 1, 1999, until such time as the 
licensees have conducted a successful exercise.
    NRC shall publish and provide to each licensee, within 30 days 
of the date of this rule, a Regulatory Guide that outlines potential 
emergency exercise scenarios. NRC shall publish and provide to each 
licensee, by December 1, 1999, a Regulatory Guide that describes the 
various scenarios that have been undertaken and the successful (and 
unsuccessful) responses to the problems posed.

    The petitioner stated that although the probability of the 
occurrence of Y2K-related events that would require emergency response 
and the implementation of contingency plans is unknown, it would fall 
within the range of safety matters for which NRC requires emergency 
planning exercises. Furthermore, the petitioner asserts that addressing 
Y2K-related problems will require the use of potentially unfamiliar 
contingency plans, relying on ingenuity to circumvent failure of 
essential communications systems or failure of offsite emergency 
responders to perform their tasks effectively and coping with issues 
not normally tested during emergency exercises.
    The petitioner considers it prudent to require each licensee to 
conduct an exercise and that each exercise address a different aspect 
of the Y2K problem. The petitioner suggested that some exercises should 
test problems initiated by Y2K-related failures and that others should 
test problems exacerbated by Y2K-related failures. The petitioner 
believes that this approach would provide some familiarity with the 
possible range of issues that could develop and create an overall 
industry capability to effectively address potential Y2K problems.
    Under the petitioner's suggested regulation, the licensees would 
develop exercise scenarios that would be approved by NRC in an 
expedited fashion, and NRC would publish and distribute regulatory 
guides that would outline potential emergency response scenarios and 
describe the scenarios that were tested and the successful responses to 
the problem posed.
    The petitioner stated that these actions would provide reasonable 
assurance that nuclear power plant licensees have developed and can 
implement adequate contingency and emergency plans to address major 
system failures that may be caused by the Y2K problem.

Public Comments on the Petition

    In response to this petition, NRC received 64 comment letters, 
including 1 letter signed by 25 citizens from the State of Michigan, 3 
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from nuclear associated industries, 11 from utilities, 13 from private 
organizations, 1 from the State of Illinois Department of Nuclear 
Safety, and 35 from private citizens.
    Forty-six letters supported the petition, of which 13 were from 
private organizations, 32 were from private citizens, and one which was 
signed by 25 citizens of the State of Michigan. Thirty-nine of these 46 
letters communicated a brief statement in support of the petition. 
Seven of the 46 letters, of which 3 were from private individuals and 4 
were from private organizations, discussed reasons for supporting the 
petition.
    In some letters, support of the petition was based on belief that 
actual emergency response exercises will provide invaluable information 
in addressing Y2K issues because of the complexity of Y2K issues and 
the lack of experience of licensees of nuclear facilities in responding 
to such an event.
    Others letters stated that all emergency plans rely heavily on 
offsite sources of help, such as police, fire, and other essential 
services, but that these services, as well as critical communications 
entities, may also be vulnerable to the Y2K problem if they are not 
properly assessed, remedied, and tested. Some letters cited numerous 
problems that have occurred in previous emergency planning exercises, 
irrespective of the Y2K problem. An example stated was the Pilgrim 
exercise of December 13, 1995, in which the Boston Edison Company was 
unable to communicate to the proper authorities. Other examples cited 
the occurrence of lost electrical buses. Some letters communicated the 
importance of testing and retesting for every conceivable contingency.
    Eighteen letters opposed the petition, of which 3 were from private 
citizens, 3 were from nuclear associated industries, one was from the 
State of Illinois Department of Nuclear Safety, and 11 were from 
utilities. The letters opposing the petition stated that the additional 
emergency planning exercise suggested by the petition is not needed to 
ensure public health and safety. These letters indicated that NRC 
analysis and industry testing have confirmed that safety systems will 
function to shut down a reactor if required, that licensees and NRC are 
developing contingency plans for key Y2K rollover dates, and that these 
contingency plans will evaluate specific risk factors and, where 
appropriate, provide mitigation strategies to allow continued safe 
operation. These letters stated that this effort provides a rational 
review and systematic approach to issues that could affect the 
continued safe operation of a plant within the conditions of its 
license, which the commenters believe is a more effective approach for 
ensuring that plants continue to operate and meet commitments.

Reasons for Denial

    Pursuant to 10 CFR 50.47, ``Emergency Plans''; 10 CFR 50.54, 
``Conditions of Licenses,'' paragraphs (q), (s), and (t); and Appendix 
E to 10 CFR Part 50, nuclear facilities are required to provide 
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emergency response capabilities that take into account a variety of 
circumstances and challenges, to exercise their plans periodically to 
develop and maintain key skills of involved personal, and to identify 
deficiencies in the emergency plan and personnel and take appropriate 
actions to correct identified deficiencies. In accordance with 10 CFR 
50.54(q), nuclear power reactor licensees are required to follow and 
maintain in effect emergency plans that meet the planning standards in 
10 CFR 50.47(b) and the requirements of Appendix E to Part 50. In part, 
licensees are required to train
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and test their organization and associated equipment to ensure that 
under all conditions and contingencies, such as power outages and 
computer and communication failures, appropriate emergency response is 
available and effective in an emergency.
    To accomplish these requirements, licensees conduct numerous 
exercises and drills throughout the year. Inherent in the nature of 
emergency response is the realization that in an emergency, equipment 
may fail, loss of power may occur, personnel may not be available, and 
weather conditions may cause the emergency or escalate it. It is 
typical that, in the development of scenarios for exercises and drills, 
as well as in employee training programs, communication links, plant 
computers, and display and monitoring equipment are ``out of service'' 
or ``fail'' at inappropriate times. The NRC staff commonly oversees 
exercises that include these types of problems and the licensee's staff 
benefits from having to work around this training obstacle when a 
particular approach has been blocked. The NRC staff has observed 
licensees resorting to manual and backup systems to respond effectively 
and overcome these obstacles.
    In terms of the effects of the Y2K problem, the NRC staff believes 
that the Y2K problem is not unique--it is a software error. Although 
the cause of computer and equipment failure may be different under Y2K, 
the result and the expected response are the same as situations 
encountered during many previous emergency exercises and drills. 
Therefore, there is no need to require licensees to conduct additional 
exercises to test specifically for potential Y2K failures.
    In addition to existing emergency response plans, licensees of 
operating nuclear power plants and decommissioning power plants where 
spent fuel is stored at the plant site are preparing and implementing 
Y2K contingency plans as part of the plant-specific Y2K program. 
Operating nuclear power plant-specific Y2K contingency plans are based 
on the guidance in Nuclear Energy Institute/Nuclear Utilities Software 
Management Group NEI/NUSMG 98-07,<SUP>2</SUP> ``Nuclear Utility Year 
2000 Readiness Contingency Planning,'' dated August 1998, which 
provides a process and a method for preparing and implementing a 
facility-specific integrated contingency plan that considers specific 
risks from internal and external sources. The Y2K contingency plans are 
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generally built upon existing contingency activities (such as emergency 
preparedness, disaster recovery, storm damage restoration, grid 
restoration, and station blackout) and plant emergency procedures, 
coupled with the consideration that potential Y2K-related failures 
could affect many systems and components. Among the external events 
that are considered for contingency planning are--
---------------------------------------------------------------------------

    \2\ NEI/NUSMG 98-07 was preceded by NEI/NUSMG 97-07, ``Nuclear 
Utility Year 2000 Readiness,'' dated October 1997, which presented a 
strategy for developing and implementing a nuclear utility Y2K 
program.
---------------------------------------------------------------------------

    <bullet> the loss of emergency plan equipment and services: pagers, 
radios, sirens and meteorology information, and
    <bullet> the loss of essential services: telephone, microwave, 
water, satellites, networks, security, police, and fire-fighting 
capability.
    The need for simulated exercises, development of special 
procedures, and Y2K contingency plan specific training is considered in 
the Y2K contingency planning process. Contingency plan verification is 
included in NEI/NUSMG 98-07 guidelines to provide confidence that the 
plans can be executed as intended. The contingency planning efforts, as 
outlined in NEI/NUSMG 98-07, provide additional training, staffing, and 
material procurement for occurrences that could happen at any time but 
that have a higher probability of occurring during the critical Y2K-
related dates. Licensees and NRC are currently developing contingency 
plans for critical Y2K rollover dates. These contingency plans evaluate 
specific risk factors and, where appropriate, provide mitigation 
strategies to cope with plant-specific effects of the most probable and 
serious failures that might be initiated or exacerbated by the Y2K 
problem.
    On May 11, 1998, NRC issued Generic Letter (GL) 98-01, ``Year 2000 
Readiness of Computer Systems at Nuclear Power Plants.'' In GL 98-01, 
NRC requested that all operating nuclear power plant licensees submit 
written responses regarding their facility-specific Y2K readiness 
programs in order to obtain confirmation that licensees are addressing 
the Y2K problem effectively. All licensees have responded to GL 98-01, 
stating that they have adopted plant-specific programs that are 
intended to make the plants Y2K ready by July 1, 1999. These programs 
are patterned on industry guidelines (NEI/NUSMG 97-07, ``Nuclear 
Utilities Year 2000 Readiness'') that have been found acceptable by 
NRC. GL 98-01 also requests a written response, no later than July 1, 
1999, confirming that these facilities are Y2K ready, including 
contingency planning. Licensees who are not Y2K ready by July 1, 1999, 
must provide a status report and schedule for the remaining work to 
ensure timely Y2K readiness.
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    NRC considers the guidance in NEI/NUSMG 98-07, when properly 
implemented, as an acceptable approach for licensees to mitigate and 
manage Y2K-induced events that could occur on Y2K-critical dates.
    As part of its oversight of licensee Y2K program activities, NRC 
staff audited the contingency planning effort of six licensee 
facilities. These audits were completed during June 1999. These audits 
focused on the licensee's approach to addressing both internal and 
external Y2K risks to safe plant operation, based on the guidance in 
NEI/NUSMG 98-07. The audits at these facilities examined in detail 
back-up measures the utilities have in place to deal with possible Y2K 
problems, either on site or off site, including problems with the loss 
of emergency plan equipment and services (pagers, radios, sirens, and 
meteorology), the loss of essential services (telephone, microwave, 
water, satellites, networks, security, police), and the failure of the 
offsite emergency responders to perform their task effectively.
    Additionally, NRC regional staff reviewed Y2K activities at all 
operating nuclear power plants to verify the status of licensee efforts 
to ensure that all plants will be able to function safely on January 1, 
2000, and beyond. The reviews: (1) verify that all NRC licensees have 
implemented Y2K program activities; (2) evaluate the progress they have 
made to ensure that they are on schedule to achieve Y2K readiness; and 
(3) assess their contingency plans for addressing Y2K-related issues. 
The regional staff is using guidance prepared by the NRC Headquarters 
staff that is based on NRC GL 98-01, NEI/NUSMG 97-07, and NEI/NUSMG 98-
07. These reviews were completed by July 1999.
    The offsite components of emergency preparedness and response, 
which are the responsibility of States, counties, and municipalities, 
are already utilized by those governmental entities to address a wide 
range of events (e.g., grid failures, tornadoes, floods, hurricanes, 
snowstorms, industrial accidents). These events often involve 
widespread loss of normal capabilities and services (e.g., loss of 
electricity and telephone service, blocking of roads) coupled with the 
need for a multi-capability response. NRC is also working closely with 
the Federal Emergency Management Agency (FEMA) on its plans to conduct 
Y2K workshops for the State and local radiological emergency 
preparedness community. NRC and nuclear facilities licensees will 
participate in these workshops. NRC is an active member of
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the Emergency Services Sector Working Group for Y2K, which is headed by 
FEMA. In addition, to facilitate Agreement State efforts to address the 
Y2K issue, a link to State Government Year 2000 Web sites has been 
provided by the NRC. NRC will make every effort to share with the 
States any Y2K issue that may also affect Agreement States or Agreement 
State licensees.
    NIRS has not explained why the approach currently being pursued by 
the licensees, the nuclear industry, and NRC does not provide 
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reasonable assurance of adequate emergency response capabilities during 
the transition from 1999 to 2000.
    In the case of research and training/test reactors, licensees of 
these facilities also have established programs to evaluate and correct 
Y2K deficiencies. Many research reactors will be shut down on January 
1, 2000, as the institutions operating them (e.g., universities and 
laboratories) will be closed for the holiday. Further, these reactors 
often have passive safety features and low power levels, which ensure 
minimal potential offsite consequences. In addition, NRC staff 
concluded that any research reactor in operation on January 1, 2000, 
could be readily shut down manually using emergency procedures and 
existing shutdown systems, even if their operational systems should 
experience a Y2K problem.

Conclusion

    Plant-specific industry planning for Y2K contingencies, which is 
built upon existing emergency response plans and procedures required by 
the current emergency preparedness regulations, provides a reasonable 
assurance that adequate protection measures will be taken in the event 
of radiological emergency during Y2K critical dates. Imposing a new 
prescriptive rule as proposed in the petition in an area in which the 
industry action is already exceeding the actions that address the 
petitioner's general issues would be counterproductive to the ongoing 
Y2K readiness efforts of the licensees. Therefore, the additional full-
scale emergency planning exercise requested by the NIRS is not 
necessary to ensure emergency response capabilities to provide 
reasonable assurance of adequate protection to public health and safety 
despite the occurrence of Y2K problems.
    For these reasons, the Commission denies the petition.

    Dated at Rockville, Maryland, this 17th day of August, 1999.

    For the Nuclear Regulatory Commission.
Andrew L. Bates,
Acting Secretary of the Commission.
[FR Doc. 99-21751 Filed 8-20-99; 8:45 am]
BILLING CODE 7590-01-P
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and immediate contact with the
radiopharmaceutical. The petitioner
contends that this practice results in the
unnecessary exposure of this individual
to radiation. The petitioner asserts that
the design and engineering of syringe
radiation shields is not based on sound
radiation protection principles. The
petitioner further states that current
syringe designs violate the fundamental
radiation principles of time, shielding,
and distance. The petitioner states that
syringe radiation shields provide
inadequate radiation protection
because—

1. They are hand held, thereby
placing an administrator in direct and
immediate contact with the radioactive
substance;

2. They must be light enough so that
they are not cumbersome to work with
and consequently, they do not
incorporate enough shielding to protect
administrators adequately; and

3. There is no shielding at the distal
or proximal portions of the shield,
which results in direct and unnecessary
radiation exposure.

The petitioner refers to the provisions
of 10 CFR 20.1101(b) that require
licensees to use procedures and
engineering controls based on sound
radiation protection principles to
achieve occupational dose rates that are
as low as is reasonably achievable
(ALARA).

The Petitioner’s Request

The petitioner requests that the NRC
amend its regulations concerning the
medical use of byproduct material to
prohibit the hand-held administration of
radiopharmaceuticals by injection. As
an alternative, the petitioner suggests
that the NRC require the use of the
Angel Shield, a radioactive substance
administrator that eliminates the hand-
held administration of
radiopharmaceuticals by injection. The
petitioner believes that radiation
exposure rates would be immediately
and substantially reduced through the
use of the Angel Shield. The petitioner
asserts that the Angel Shield reduces
radiation exposure by—

1. Eliminating the hand-held injection
of radiopharmaceuticals;

2. Encapsulating the syringe within
the administrator completely thereby
providing 360 degrees of protection;

3. Shielding 100 percent of low-
energy emissions (140 kev) and 88
percent of high-energy emissions (511
kev);

4. Allowing for the remote
administration of the
radiopharmaceutical; and

5. Reducing the number of missed
injections and subsequent multiple
exposures.

The petitioner explains that the Angel
Shield uses 1⁄2-inch lead walls that
completely encapsulate the
radiopharmaceutical. The petitioner
further explains that the entire
administration process is mechanized.
This removes the occupational worker
from direct and immediate contact with
the radioactive substance. As a result,
radiation exposure rates are
substantially and immediately reduced.

The petitioner contends that the
reduction of unnecessary radiation
exposure when administering
radiopharmaceuticals by injection is of
critical importance as the practice of
nuclear medicine evolves toward
therapeutic applications and the
administration of medium and high-
energy radiopharmaceuticals. The
petitioner states that the one of the
NRC’s primary duties is to establish
regulations on the safe use of nuclear
materials. The petitioner contends that
prohibiting the hand-held
administration of radiopharmaceuticals
by injection and requiring the use of the
Angel Shield makes the administration
of radiopharmaceuticals safer and
furthers the goals of ALARA by
reducing occupational dose rates.

The Petitioner
The petitioner has been a nuclear

medicine technologist for over twenty
years and has been exposed to radiation
on a recurrent daily basis. He invented
a radioactive substance administrator,
the Angel Shield, to protect himself and
others from unnecessary radiation
exposure when administering
radiopharmaceuticals by injection.

Dated at Rockville, Maryland, this 17th day
of August, 1999.

For the Nuclear Regulatory Commission.
Andrew L. Bates,
Acting Secretary of the Commission.
[FR Doc. 99–21792 Filed 8–20–99; 8:45 am]
BILLING CODE 7590–01–P

NUCLEAR REGULATORY
COMMISSION

10 CFR Part 50

[Docket No. PRM–50–66]

Nuclear Information and Resource
Service; Petition for Rulemaking Denial

AGENCY: Nuclear Regulatory
Commission.
ACTION: Petition for rulemaking; denial.

SUMMARY: The Nuclear Regulatory
Commission (NRC) is denying a petition

for rulemaking (PRM–50–66) from the
Nuclear Information and Resource
Service (NIRS). The petitioner requested
that NRC amend its regulations to
require licensees of operating nuclear
power plant facilities to conduct a full-
scale emergency planning exercise that
involves coping with a date-sensitive,
computer-related failure resulting from
a Year 2000 (Y2K) issue. The petitioner
requested that NRC take this action to
ensure that licensees of nuclear facilities
have developed and can implement
adequate contingency and emergency
plans to address potential major system
failures that may be caused by a Y2K
computer problem. NRC is denying the
petition because the Commission has
determined that the actions taken by the
licensees to implement systematic and
structured Y2K readiness contingency
plans for critical Y2K dates in concert
with existing required emergency
response plans and procedures, and
NRC’s oversight of the licensees’
implementation of these Y2K readiness
contingency plans provide reasonable
assurance of adequate protection to
public health and safety.

ADDRESSES: Copies of the petition for
rulemaking, the public comments
received, and the NRC’s letters to the
petitioners are available for public
inspection or copying in the NRC Public
Document Room, 2120 L Street, NW.
(Lower Level), Washington, DC, as well
as NRC’s rulemaking web site at http:/
/ruleforum.llnl.gov.

FOR FURTHER INFORMATION CONTACT:
Matthew Chiramal, Office of Nuclear
Reactor Regulation, U.S. Nuclear
Regulatory Commission, Washington,
DC 20555–0001, telephone 301–415–
2845, E-mail address mxc@nrc.gov.

SUPPLEMENTARY INFORMATION:

Background

NRC received three related petitions
for rulemaking (PRM–50–65, PRM–50–
66, and PRM–50–67), each dated
December 10, 1998, submitted by the
NIRS concerning various aspects of Y2K
issues and nuclear safety. This petition
(PRM–50–66) requested that NRC adopt
regulations that would require facilities
licensed by NRC under 10 CFR Part 50
to develop and implement adequate
contingency and emergency plans to
address potential system failures. The
first petition (PRM–50–65) requested
that NRC adopt regulations that would
require facilities licensed by NRC under
10 CFR Parts 30, 40, 50, and 70 to be
Y2K compliant. The third petition
(PRM–50–67) requested that NRC adopt
regulations that would require facilities
licensed by NRC under 10 CFR Parts 50
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1 In preliminary discussion, the petitioner stated,
‘‘We also believe that other major fuel cycle
facilities should be subject to a similar rule.’’
However, the petitioner provided no supporting
reasoning, no regulatory text, and no specific
request that NRC adopt such a rule. Therefore, NRC
has considered only the specifically requested rule
language.

and 70 to provide reliable sources of
backup power.

Because of the nature of these
petitions and the date-specific issues
they address, the petitioner requested
that the petitions be addressed on an
expedited schedule.

On January 25, 1999, NRC published
a notice of receipt of this petition for
rulemaking in the Federal Register (64
FR 3791). It was available on the NRC’s
rulemaking website and NRC Public
Document Room. The notice of receipt
of petition for rulemaking invited
interested persons to submit comments
by February 24, 1999.

The Petition

The petitioner requested that NRC
adopt the following text as a rule: 1

All licensees subject to 10 CFR Part 50 and
Appendix E will conduct a full-scale
emergency planning exercise (as normally
required under 10 CFR 50.47) during 1999.
This exercise shall include a component that
includes failure of one or more computer or
other digital systems (this is popularly
known as the ‘‘Y2K bug’’) on January 1, 2000,
or other relevant date. Licensees that do not
conduct, or that fail, this exercise shall close
their facilities licensed under this Part by
December 1, 1999, until such time as the
licensees have conducted a successful
exercise.

NRC shall publish and provide to each
licensee, within 30 days of the date of this
rule, a Regulatory Guide that outlines
potential emergency exercise scenarios. NRC
shall publish and provide to each licensee,
by December 1, 1999, a Regulatory Guide that
describes the various scenarios that have
been undertaken and the successful (and
unsuccessful) responses to the problems
posed.

The petitioner stated that although the
probability of the occurrence of Y2K-
related events that would require
emergency response and the
implementation of contingency plans is
unknown, it would fall within the range
of safety matters for which NRC requires
emergency planning exercises.
Furthermore, the petitioner asserts that
addressing Y2K-related problems will
require the use of potentially unfamiliar
contingency plans, relying on ingenuity
to circumvent failure of essential
communications systems or failure of
offsite emergency responders to perform
their tasks effectively and coping with
issues not normally tested during
emergency exercises.

The petitioner considers it prudent to
require each licensee to conduct an
exercise and that each exercise address
a different aspect of the Y2K problem.
The petitioner suggested that some
exercises should test problems initiated
by Y2K-related failures and that others
should test problems exacerbated by
Y2K-related failures. The petitioner
believes that this approach would
provide some familiarity with the
possible range of issues that could
develop and create an overall industry
capability to effectively address
potential Y2K problems.

Under the petitioner’s suggested
regulation, the licensees would develop
exercise scenarios that would be
approved by NRC in an expedited
fashion, and NRC would publish and
distribute regulatory guides that would
outline potential emergency response
scenarios and describe the scenarios
that were tested and the successful
responses to the problem posed.

The petitioner stated that these
actions would provide reasonable
assurance that nuclear power plant
licensees have developed and can
implement adequate contingency and
emergency plans to address major
system failures that may be caused by
the Y2K problem.

Public Comments on the Petition
In response to this petition, NRC

received 64 comment letters, including
1 letter signed by 25 citizens from the
State of Michigan, 3 from nuclear
associated industries, 11 from utilities,
13 from private organizations, 1 from
the State of Illinois Department of
Nuclear Safety, and 35 from private
citizens.

Forty-six letters supported the
petition, of which 13 were from private
organizations, 32 were from private
citizens, and one which was signed by
25 citizens of the State of Michigan.
Thirty-nine of these 46 letters
communicated a brief statement in
support of the petition. Seven of the 46
letters, of which 3 were from private
individuals and 4 were from private
organizations, discussed reasons for
supporting the petition.

In some letters, support of the petition
was based on belief that actual
emergency response exercises will
provide invaluable information in
addressing Y2K issues because of the
complexity of Y2K issues and the lack
of experience of licensees of nuclear
facilities in responding to such an event.

Others letters stated that all
emergency plans rely heavily on offsite
sources of help, such as police, fire, and
other essential services, but that these
services, as well as critical

communications entities, may also be
vulnerable to the Y2K problem if they
are not properly assessed, remedied,
and tested. Some letters cited numerous
problems that have occurred in previous
emergency planning exercises,
irrespective of the Y2K problem. An
example stated was the Pilgrim exercise
of December 13, 1995, in which the
Boston Edison Company was unable to
communicate to the proper authorities.
Other examples cited the occurrence of
lost electrical buses. Some letters
communicated the importance of testing
and retesting for every conceivable
contingency.

Eighteen letters opposed the petition,
of which 3 were from private citizens,
3 were from nuclear associated
industries, one was from the State of
Illinois Department of Nuclear Safety,
and 11 were from utilities. The letters
opposing the petition stated that the
additional emergency planning exercise
suggested by the petition is not needed
to ensure public health and safety.
These letters indicated that NRC
analysis and industry testing have
confirmed that safety systems will
function to shut down a reactor if
required, that licensees and NRC are
developing contingency plans for key
Y2K rollover dates, and that these
contingency plans will evaluate specific
risk factors and, where appropriate,
provide mitigation strategies to allow
continued safe operation. These letters
stated that this effort provides a rational
review and systematic approach to
issues that could affect the continued
safe operation of a plant within the
conditions of its license, which the
commenters believe is a more effective
approach for ensuring that plants
continue to operate and meet
commitments.

Reasons for Denial
Pursuant to 10 CFR 50.47,

‘‘Emergency Plans’’; 10 CFR 50.54,
‘‘Conditions of Licenses,’’ paragraphs
(q), (s), and (t); and Appendix E to 10
CFR Part 50, nuclear facilities are
required to provide emergency response
capabilities that take into account a
variety of circumstances and challenges,
to exercise their plans periodically to
develop and maintain key skills of
involved personal, and to identify
deficiencies in the emergency plan and
personnel and take appropriate actions
to correct identified deficiencies. In
accordance with 10 CFR 50.54(q),
nuclear power reactor licensees are
required to follow and maintain in effect
emergency plans that meet the planning
standards in 10 CFR 50.47(b) and the
requirements of Appendix E to Part 50.
In part, licensees are required to train
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2 NEI/NUSMG 98–07 was preceded by NEI/
NUSMG 97–07, ‘‘Nuclear Utility Year 2000
Readiness,’’ dated October 1997, which presented a
strategy for developing and implementing a nuclear
utility Y2K program.

and test their organization and
associated equipment to ensure that
under all conditions and contingencies,
such as power outages and computer
and communication failures,
appropriate emergency response is
available and effective in an emergency.

To accomplish these requirements,
licensees conduct numerous exercises
and drills throughout the year. Inherent
in the nature of emergency response is
the realization that in an emergency,
equipment may fail, loss of power may
occur, personnel may not be available,
and weather conditions may cause the
emergency or escalate it. It is typical
that, in the development of scenarios for
exercises and drills, as well as in
employee training programs,
communication links, plant computers,
and display and monitoring equipment
are ‘‘out of service’’ or ‘‘fail’’ at
inappropriate times. The NRC staff
commonly oversees exercises that
include these types of problems and the
licensee’s staff benefits from having to
work around this training obstacle when
a particular approach has been blocked.
The NRC staff has observed licensees
resorting to manual and backup systems
to respond effectively and overcome
these obstacles.

In terms of the effects of the Y2K
problem, the NRC staff believes that the
Y2K problem is not unique—it is a
software error. Although the cause of
computer and equipment failure may be
different under Y2K, the result and the
expected response are the same as
situations encountered during many
previous emergency exercises and drills.
Therefore, there is no need to require
licensees to conduct additional
exercises to test specifically for
potential Y2K failures.

In addition to existing emergency
response plans, licensees of operating
nuclear power plants and
decommissioning power plants where
spent fuel is stored at the plant site are
preparing and implementing Y2K
contingency plans as part of the plant-
specific Y2K program. Operating
nuclear power plant-specific Y2K
contingency plans are based on the
guidance in Nuclear Energy Institute/
Nuclear Utilities Software Management
Group NEI/NUSMG 98–07,2 ‘‘Nuclear
Utility Year 2000 Readiness
Contingency Planning,’’ dated August
1998, which provides a process and a
method for preparing and implementing
a facility-specific integrated contingency
plan that considers specific risks from

internal and external sources. The Y2K
contingency plans are generally built
upon existing contingency activities
(such as emergency preparedness,
disaster recovery, storm damage
restoration, grid restoration, and station
blackout) and plant emergency
procedures, coupled with the
consideration that potential Y2K-related
failures could affect many systems and
components. Among the external events
that are considered for contingency
planning are—

• the loss of emergency plan
equipment and services: pagers, radios,
sirens and meteorology information, and

• the loss of essential services:
telephone, microwave, water, satellites,
networks, security, police, and fire-
fighting capability.

The need for simulated exercises,
development of special procedures, and
Y2K contingency plan specific training
is considered in the Y2K contingency
planning process. Contingency plan
verification is included in NEI/NUSMG
98–07 guidelines to provide confidence
that the plans can be executed as
intended. The contingency planning
efforts, as outlined in NEI/NUSMG 98–
07, provide additional training, staffing,
and material procurement for
occurrences that could happen at any
time but that have a higher probability
of occurring during the critical Y2K-
related dates. Licensees and NRC are
currently developing contingency plans
for critical Y2K rollover dates. These
contingency plans evaluate specific risk
factors and, where appropriate, provide
mitigation strategies to cope with plant-
specific effects of the most probable and
serious failures that might be initiated
or exacerbated by the Y2K problem.

On May 11, 1998, NRC issued Generic
Letter (GL) 98–01, ‘‘Year 2000 Readiness
of Computer Systems at Nuclear Power
Plants.’’ In GL 98–01, NRC requested
that all operating nuclear power plant
licensees submit written responses
regarding their facility-specific Y2K
readiness programs in order to obtain
confirmation that licensees are
addressing the Y2K problem effectively.
All licensees have responded to GL 98–
01, stating that they have adopted plant-
specific programs that are intended to
make the plants Y2K ready by July 1,
1999. These programs are patterned on
industry guidelines (NEI/NUSMG 97–
07, ‘‘Nuclear Utilities Year 2000
Readiness’’) that have been found
acceptable by NRC. GL 98–01 also
requests a written response, no later
than July 1, 1999, confirming that these
facilities are Y2K ready, including
contingency planning. Licensees who
are not Y2K ready by July 1, 1999, must
provide a status report and schedule for

the remaining work to ensure timely
Y2K readiness.

NRC considers the guidance in NEI/
NUSMG 98–07, when properly
implemented, as an acceptable approach
for licensees to mitigate and manage
Y2K-induced events that could occur on
Y2K-critical dates.

As part of its oversight of licensee
Y2K program activities, NRC staff
audited the contingency planning effort
of six licensee facilities. These audits
were completed during June 1999.
These audits focused on the licensee’s
approach to addressing both internal
and external Y2K risks to safe plant
operation, based on the guidance in
NEI/NUSMG 98–07. The audits at these
facilities examined in detail back-up
measures the utilities have in place to
deal with possible Y2K problems, either
on site or off site, including problems
with the loss of emergency plan
equipment and services (pagers, radios,
sirens, and meteorology), the loss of
essential services (telephone,
microwave, water, satellites, networks,
security, police), and the failure of the
offsite emergency responders to perform
their task effectively.

Additionally, NRC regional staff
reviewed Y2K activities at all operating
nuclear power plants to verify the status
of licensee efforts to ensure that all
plants will be able to function safely on
January 1, 2000, and beyond. The
reviews: (1) verify that all NRC licensees
have implemented Y2K program
activities; (2) evaluate the progress they
have made to ensure that they are on
schedule to achieve Y2K readiness; and
(3) assess their contingency plans for
addressing Y2K-related issues. The
regional staff is using guidance prepared
by the NRC Headquarters staff that is
based on NRC GL 98–01, NEI/NUSMG
97–07, and NEI/NUSMG 98–07. These
reviews were completed by July 1999.

The offsite components of emergency
preparedness and response, which are
the responsibility of States, counties,
and municipalities, are already utilized
by those governmental entities to
address a wide range of events (e.g., grid
failures, tornadoes, floods, hurricanes,
snowstorms, industrial accidents).
These events often involve widespread
loss of normal capabilities and services
(e.g., loss of electricity and telephone
service, blocking of roads) coupled with
the need for a multi-capability response.
NRC is also working closely with the
Federal Emergency Management Agency
(FEMA) on its plans to conduct Y2K
workshops for the State and local
radiological emergency preparedness
community. NRC and nuclear facilities
licensees will participate in these
workshops. NRC is an active member of
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the Emergency Services Sector Working
Group for Y2K, which is headed by
FEMA. In addition, to facilitate
Agreement State efforts to address the
Y2K issue, a link to State Government
Year 2000 Web sites has been provided
by the NRC. NRC will make every effort
to share with the States any Y2K issue
that may also affect Agreement States or
Agreement State licensees.

NIRS has not explained why the
approach currently being pursued by
the licensees, the nuclear industry, and
NRC does not provide reasonable
assurance of adequate emergency
response capabilities during the
transition from 1999 to 2000.

In the case of research and training/
test reactors, licensees of these facilities
also have established programs to
evaluate and correct Y2K deficiencies.
Many research reactors will be shut
down on January 1, 2000, as the
institutions operating them (e.g.,
universities and laboratories) will be
closed for the holiday. Further, these
reactors often have passive safety
features and low power levels, which
ensure minimal potential offsite
consequences. In addition, NRC staff
concluded that any research reactor in
operation on January 1, 2000, could be
readily shut down manually using
emergency procedures and existing
shutdown systems, even if their
operational systems should experience a
Y2K problem.

Conclusion

Plant-specific industry planning for
Y2K contingencies, which is built upon
existing emergency response plans and
procedures required by the current
emergency preparedness regulations,
provides a reasonable assurance that
adequate protection measures will be
taken in the event of radiological
emergency during Y2K critical dates.
Imposing a new prescriptive rule as
proposed in the petition in an area in
which the industry action is already
exceeding the actions that address the
petitioner’s general issues would be
counterproductive to the ongoing Y2K
readiness efforts of the licensees.
Therefore, the additional full-scale
emergency planning exercise requested
by the NIRS is not necessary to ensure
emergency response capabilities to
provide reasonable assurance of
adequate protection to public health and
safety despite the occurrence of Y2K
problems.

For these reasons, the Commission
denies the petition.

Dated at Rockville, Maryland, this 17th day
of August, 1999.

For the Nuclear Regulatory Commission.
Andrew L. Bates,
Acting Secretary of the Commission.
[FR Doc. 99–21751 Filed 8–20–99; 8:45 am]
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Service; Petition for Rulemaking Denial

AGENCY: Nuclear Regulatory
Commission.
ACTION: Petition for rulemaking; denial.

SUMMARY: The Nuclear Regulatory
Commission (NRC) is denying a petition
for rulemaking (PRM–50–67) from the
Nuclear Information and Resource
Service (NIRS). The petitioner requested
that the NRC amend its regulations to
require that nuclear facilities ensure the
availability of backup power sources to
power safety systems of reactors and
other nuclear facilities in the event of a
date-sensitive, computer-related
incident resulting from a Year 2000
(Y2K) issue. The petitioner requested
that NRC take this action to ensure that
reliable backup sources of power are
available in the event of a Y2K incident.
The Commission agrees that
maintaining reliable emergency power
is important and has considered the
petitioners request as part of its review
of existing regulatory requirements and
licensee actions to assure reliable
emergency power during the Y2K
transition. Based on this review, the
Commission has determined that
existing regulatory requirements,
actions taken by the licensees to
implement a systematic and structured
Y2K readiness program adequately
address Y2K issues, and NRC’s
oversight of the licensees’
implementation of these programs
provide reasonable assurance of
adequate protection to public health and
safety. Because the Commission has
concluded that existing programs
already address the petitioner’s concern
regarding availability of emergency
power, the petition is denied.
ADDRESSES: Copies of the petition for
rulemaking, the public comments
received, and NRC’s letters to the
petitioners are available for public
inspection or copying in NRC Public
Document Room, 2120 L Street, NW
(Lower Level), Washington, DC, as well
as on NRC’s rulemaking web site at
http://ruleforum.llnl.gov.

FOR FURTHER INFORMATION CONTACT:
Matthew Chiramal, Office of Nuclear
Reactor Regulation, US Nuclear
Regulatory Commission, Washington,
DC 20555–0001, telephone 301–415–
2845, E-mail address mxc@nrc.gov, or
Gary W. Purdy, Office of Nuclear
Material Safety and Safeguards, US
Nuclear Regulatory Commission,
Washington, DC 20555–0001, telephone
301–415–7897, E-mail address
gwp1@nrc.gov.
SUPPLEMENTARY INFORMATION:

Background
NRC received three related petitions

for rulemaking (PRM–50–65, PRM–50–
66, PRM–50–67), each dated December
10, 1998, submitted by the NIRS
concerning various aspects of Y2K
issues and nuclear safety. This petition
(PRM–50–67) requested that NRC adopt
regulations that would require facilities
licensed by NRC under 10 CFR parts 50
and 70 to provide reliable sources of
backup power. The first petition (PRM–
50–65) requested that NRC adopt
regulations that would require facilities
licensed by NRC under 10 CFR parts 30,
40, 50, and 70 to be Y2K compliant. The
second petition (PRM–50–66) requested
that NRC adopt regulations that would
require facilities licensed by NRC under
10 CFR part 50 to develop and
implement adequate contingency and
emergency plans to address potential
system failures. Because of the nature of
these petitions and the date-specific
issues they address, the petitioner
requested that the petitions be
addressed on an expedited schedule.

On January 25, 1999, NRC published
a notice of receipt of a petition for
rulemaking in the Federal Register (64
FR 3789). It was available on NRC’s
rulemaking website and in the NRC
Public Document Room. The notice of
receipt of a petition for rulemaking
invited interested persons to submit
comments by February 24, 1999.

The Petition
The petitioner requested that NRC

adopt the following text as a rule:
The Nuclear Regulatory Commission

recognizes that date-sensitive computer
programs, embedded chips, and other
electronic systems that perform a major role
in distributing, allocating, and ensuring
electric power throughout the United States
may be prone to failure beginning on January
1, 2000. Loss of all alternating current
electricity from both the offsite power grid
and onsite emergency generators (commonly
known as ‘‘station blackout’’) long has been
identified by NRC as among the most
prominent contributors to risk for atomic
reactors.

(1) For these reasons, NRC requires of part
50 and 70 licensees as of December 1, 1999:
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NUCLEAR REGULATORY COMMISSION

10 CFR Parts 50 and 70

[Docket No. PRM-50-67]

 
Nuclear Information and Resource Service; Petition for Rulemaking 
Denial

AGENCY: Nuclear Regulatory Commission.

ACTION: Petition for rulemaking; denial.

-----------------------------------------------------------------------

SUMMARY: The Nuclear Regulatory Commission (NRC) is denying a petition 
for rulemaking (PRM-50-67) from the Nuclear Information and Resource 
Service (NIRS). The petitioner requested that the NRC amend its 
regulations to require that nuclear facilities ensure the availability 
of backup power sources to power safety systems of reactors and other 
nuclear facilities in the event of a date-sensitive, computer-related 
incident resulting from a Year 2000 (Y2K) issue. The petitioner 
requested that NRC take this action to ensure that reliable backup 
sources of power are available in the event of a Y2K incident. The 
Commission agrees that maintaining reliable emergency power is 
important and has considered the petitioners request as part of its 
review of existing regulatory requirements and licensee actions to 
assure reliable emergency power during the Y2K transition. Based on 
this review, the Commission has determined that existing regulatory 
requirements, actions taken by the licensees to implement a systematic 
and structured Y2K readiness program adequately address Y2K issues, and 
NRC's oversight of the licensees' implementation of these programs 
provide reasonable assurance of adequate protection to public health 
and safety. Because the Commission has concluded that existing programs 
already address the petitioner's concern regarding availability of 
emergency power, the petition is denied.

ADDRESSES: Copies of the petition for rulemaking, the public comments 
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received, and NRC's letters to the petitioners are available for public 
inspection or copying in NRC Public Document Room, 2120 L Street, NW 
(Lower Level), Washington, DC, as well as on NRC's rulemaking web site 
at http://ruleforum.llnl.gov.

FOR FURTHER INFORMATION CONTACT: Matthew Chiramal, Office of Nuclear 
Reactor Regulation, US Nuclear Regulatory Commission, Washington, DC 
20555-0001, telephone 301-415-2845, E-mail address mxc@nrc.gov, or Gary 
W. Purdy, Office of Nuclear Material Safety and Safeguards, US Nuclear 
Regulatory Commission, Washington, DC 20555-0001, telephone 301-415-
7897, E-mail address gwp1@nrc.gov.

SUPPLEMENTARY INFORMATION:

Background

    NRC received three related petitions for rulemaking (PRM-50-65, 
PRM-50-66, PRM-50-67), each dated December 10, 1998, submitted by the 
NIRS concerning various aspects of Y2K issues and nuclear safety. This 
petition (PRM-50-67) requested that NRC adopt regulations that would 
require facilities licensed by NRC under 10 CFR parts 50 and 70 to 
provide reliable sources of backup power. The first petition (PRM-50-
65) requested that NRC adopt regulations that would require facilities 
licensed by NRC under 10 CFR parts 30, 40, 50, and 70 to be Y2K 
compliant. The second petition (PRM-50-66) requested that NRC adopt 
regulations that would require facilities licensed by NRC under 10 CFR 
part 50 to develop and implement adequate contingency and emergency 
plans to address potential system failures. Because of the nature of 
these petitions and the date-specific issues they address, the 
petitioner requested that the petitions be addressed on an expedited 
schedule.
    On January 25, 1999, NRC published a notice of receipt of a 
petition for rulemaking in the Federal Register (64 FR 3789). It was 
available on NRC's rulemaking website and in the NRC Public Document 
Room. The notice of receipt of a petition for rulemaking invited 
interested persons to submit comments by February 24, 1999.

The Petition

    The petitioner requested that NRC adopt the following text as a 
rule:

    The Nuclear Regulatory Commission recognizes that date-sensitive 
computer programs, embedded chips, and other electronic systems that 
perform a major role in distributing, allocating, and ensuring 
electric power throughout the United States may be prone to failure 
beginning on January 1, 2000. Loss of all alternating current 
electricity from both the offsite power grid and onsite emergency 
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generators (commonly known as ``station blackout'') long has been 
identified by NRC as among the most prominent contributors to risk 
for atomic reactors.
    (1) For these reasons, NRC requires of part 50 and 70 licensees 
as of December 1, 1999:
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(a) that all emergency diesel generators that provide backup power 
to nuclear licensees must be operational and remain operational; (b) 
that licensees that cannot demonstrate full operational capabilities 
of all emergency diesel generators must close until such time that 
full operational capabilities of emergency diesel generators are 
attained; (c) that all licensees must have a 60-day supply of fuel 
for emergency diesel generators.
    (2) Further, to ensure adequate protection of public health and 
safety, NRC requires that all licensees under these sections must 
provide alternate means of backup power sufficient to assure safety. 
These may include, but are not limited to: solar power panels, wind 
turbines, hydroelectric power, biomass power, and other means of 
generating electricity. These additional backup systems must provide 
electricity directly to the licensee rather than to the broader 
electrical grid.
    (3) Irradiated fuel pools are to be immediately classified as 
Class 1-E; backup power systems must be sufficient to provide 
cooling for such pools. Licensees which cannot demonstrate 
compliance with sections (1) and (2) must cease operations as of 
December 1, 1999, until compliance with these sections is attained.

    The petitioner acknowledged that NRC has recognized the potential 
safety and environmental problems that could result if date-sensitive 
electronic systems fail to operate or provide false information. The 
petitioner asserted that NRC has required its licensees of reactor and 
major fuel cycle facilities to report by July 1, 1999, on their 
programs to ensure compliance with Y2K issues.
    The petitioner discussed the ``availability of electricity to power 
atomic reactor and other nuclear facility safety systems.'' The 
petitioner explained that electricity is required to operate atomic 
reactor safety and cooling systems and that this electricity is 
provided by offsite sources (overall an electrical grid). The 
petitioner commented that NRC has long recognized that the loss of all 
alternating current from both onsite and offsite systems, known 
generally as ``station blackout,'' is the most important contributor to 
risk at most atomic reactors. The petitioner correctly noted that NRC 
has required licensees to have backup sources of onsite emergency 
power, normally multiple emergency diesel generators, capable of 
supplying the electricity necessary to operate essential safety 
systems.
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    The petitioner asserted that the emergency diesel generators (EDGs) 
used at atomic reactors have proven unreliable and are often out of 
service. The petitioner claimed that the unprecedented condition posed 
by the Y2K problem, coupled with the demonstrated and ongoing failures 
of EDGs, constitutes reasonable doubt that EDGs can be relied on. 
Therefore, the petitioner believes that NRC should adopt regulations 
that require that licensees have all EDGs operational during the Y2K 
transition, that they have a 60-day supply of fuel as of December 1, 
1999, and that licensed facilities that cannot meet these requirements 
be closed.
    The petitioner discussed the likelihood and the potential 
consequences of a failure of all or a portion of the electric power 
grid in the United States. The petitioner recognized that the failure 
of all or a portion of the electrical grid as a result of Y2K issues is 
well beyond the scope of NRC's authority. However, the petitioner 
stated that the extended failure of all or a portion of the electrical 
grid would place severe stress on the current EDG system of backup 
power supply and that the failure of EDGs at one or more reactor sites 
could result in extended station blackouts and nuclear catastrophes. 
The petitioner asserted that this possibility is well within the range 
of probabilities for which NRC routinely requires action by its 
licensees. The petitioner further asserted that reliance on unreliable 
EDGs is insufficient under these conditions. Therefore, the petitioner 
believes that it is essential that NRC take the regulatory action 
suggested in this petition on an expedited basis.

Public Comments on the Petition

    In response to the petition, NRC received 73 comment letters, which 
included 1 letter signed by 25 citizens of the State of Michigan, 3 
letters from nuclear associated industries, 10 letters from utilities, 
14 letters from private organizations, and 45 letters from private 
citizens.
    Fifty-six letters supported the petition, of which 41 were from 
private citizens, 14 were from private organizations, including 1 from 
the NIRS and 1 signed by 25 individuals. The comments supporting the 
petition addressed the concern that diesel generators are unreliable 
and that a reliable electric power grid is needed.
    In some of the letters supporting the petition, the authors 
included the following additional comments that provide information or 
requested action that was not contained in the petition. These comments 
noted that--
    1. Y2K may increase the possibility of local, regional or 
widespread blackouts. Losing all electric power to the station is 
called station blackout. EDGs, each capable of powering the entire 
plant, compensate for the loss of off-site electric power. Reliability 
of diesel generators is considerably lower than required and, moreover, 
one of two diesel generators is often out of service. Therefore, for 
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Y2K, an additional source of backup power needs to be provided, and 
both EDGs should be operable with sufficient fuel on site to compensate 
for fuel delivery problems.
    2. In order to ensure that sufficient electric power is available 
during an extended loss of offsite power to safely shut down a nuclear 
plant and cool the spent fuel pool, enough diesel fuel should be 
available at the site for periods extending from 60 days to 160 days to 
whatever the time period that offsite power is not available.
    3. An additional power source or method should be available during 
power failure to provide makeup water to the spent fuel pool.
    4. On at least one occasion, a nuclear power plant licensee 
falsified data relative to the reliability of EDGs. The concern is that 
other nuclear utilities may not provide reliable data for their EDGs to 
NRC. These comments are addressed specifically in the discussion of 
``Reasons for Denial.''
    Seventeen letters opposed the petition, including 4 from private 
citizens, 3 from nuclear associated industries, and 10 from utilities. 
Comments opposing the petition stated that onsite emergency electric 
power generators are already required to be maintained in a state of 
readiness and validated by periodic testing, fuel supplies are 
maintained at a level adequate to facilitate appropriate response/
recovery actions, and the current regulations and license conditions 
are adequate to address the issue. One commenter used a specific 
facility as an example to demonstrate that in the highly unlikely event 
of a total loss of electrical power (meaning the loss of the electric 
grid and backup power) the conditions at that facility would not 
threaten public health and safety. Any potential adverse impacts would 
be limited to work areas and equipment within the facility, and there 
would be no catastrophic or significant loss of control or containment 
of nuclear material. That commenter indicated that the provision of a 
tertiary (meaning a secondary backup) source of electric power to its 
fuel facility, which would be independent of the broader electric grid, 
as would be required under PRM-50-67, is an unreasonable requirement 
that would force shutdown of the facility on December 1, 1999, in the 
absence of any significant credible safety risk.

Reasons for Denial

    NRC is denying the petition because the Commission has determined 
that
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current NRC regulations and license conditions governing power systems 
at part 50 and 70 facilities provide reasonable assurance of adequate 
protection to public health and safety, and licensees are taking 
appropriate actions to provide reasonable assurance that Y2K problems 
will not adversely affect the functioning of these power systems. The 
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NRC is reviewing the licensees' implementation of these Y2K activities 
and will have sufficient time to take appropriate regulatory action if 
licensees' Y2K activities and programs are not properly implemented in 
a timely fashion. NIRS does not explain why the licensees' Y2K 
activities and programs, and NRC's oversight of the licensees' 
implementation of these activities and programs, are inadequate such 
that the rule proposed by NIRS is necessary to provide reasonable 
assurance of adequate protection from Y2K-induced unavailability of 
onsite power systems.
    NIRS' proposed rule contained three separate requirements for Part 
50 and Part 70 licensees: (1) Operational demonstration of EDGs and 
provision of a 60-day diesel fuel supply; (2) alternate means of backup 
power; and (3) classification of fuel pools as Class 1-E. Facilities 
that cannot demonstrate compliance with these requirements by December 
1, 1999, would be required to shut down until they could demonstrate 
compliance. The proposed requirements are addressed below for part 50 
power reactors, part 50 decommissioning reactors, part 50 non-power 
reactors, and part 70 licensees in Sections I, II, III, and IV, 
respectively.

I. Part 50 Nuclear Power Plants

A. Diesel Generator Operational Capability and Sixty-Day Fuel Supply

    Nuclear power plants must be protected against loss of offsite 
power (LOOP) by providing an onsite backup power system by either 10 
CFR part 50, Appendix A, General Design Criteria (GDCs) 17 and 18, or 
equivalent requirements in the plant's licensing basis. Most licensees 
rely upon diesel generators to provide onsite backup power, although 
there is at least one licensee that relies upon hydroelectric power. 
All licensees have committed to provide an onsite supply of fuel to 
operate diesel generators; most commitments are for a 7-day supply. In 
addition, nuclear power plants are required by 10 CFR 50.63 to have the 
capability to withstand loss of all ac power (generally referred to as 
``station blackout'' [SBO]) for an established period of time. As 
indicated in Section I.A.2 there is no reason to believe that Y2K would 
significantly affect the probability or duration of a LOOP and/or a SBO 
from that otherwise assessed in a licensee's coping analysis required 
by 10 CFR 50.63. To demonstrate that their plants can cope with SBO, 
some licensees rely upon an alternate ac power source(s) (separate from 
the backup power system) that utilizes diesel generators or gas turbine 
generators.
1. EDG Reliability
    NIRS claims that EDGs have proven to be unreliable, such that 
licensees should be required to demonstrate ``full operational 
capability'' <SUP>1</SUP> of EDGs that provide backup power. As 
previously noted, backup onsite power is usually provided by diesel 
generators, which supply electric power to the plant safety systems 
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upon a LOOP. NRC regulations require that onsite electric power 
supplies and the onsite electric distribution system have sufficient 
independence, redundancy, and testability to perform their safety 
functions assuming a single failure. Furthermore, in accordance with 
their license conditions, all licensees are required to have backup 
electricity sources operational to supply safety-related equipment at 
all times independent of circumstances such as Y2K-induced LOOP. The 
operation and maintenance of diesel generators and other safety-related 
equipment necessary for the safe shutdown of the reactor are controlled 
by the plant technical specifications (TSs). The TSs are intended to 
ensure that sufficient power will be available to supply safety-related 
equipment at all times regardless of key Y2K dates. Moreover, the plant 
TSs require that immediate action be taken to restore inoperable diesel 
generators to operable status. The plant TSs require the diesel 
generators to be tested routinely in order to demonstrate their 
operability and their ability to supply power as needed.
---------------------------------------------------------------------------

    \1\ The NRC assumes that by ``capability,'' NIRS actually means 
``reliability'' because ``capability'' normally refers to the 
ability of the emergency power system to power safety related 
electrical loads at the plant; whereas reliability normally refers 
to the actual performance of the system in terms of availability, 
which is what NIRS addresses in its petition.
---------------------------------------------------------------------------

    NIRS did not present any information demonstrating that diesel 
generators are unreliable such that they should not be relied upon to 
provide backup power upon a LOOP. For each nuclear power plant, 
selected target diesel generator reliability values were established 
for plant-specific coping analysis in accordance with the requirements 
of 10 CFR 50.63, the SBO rule. Availability and reliability values are 
tracked by each licensee in accordance with the requirements of 10 CFR 
50.65, the maintenance rule, and associated industry guidance.
    In the resolution of Generic Safety Issue B-56, ``Diesel Generator 
Reliability,'' one of the options recommended by NRC staff was to 
revise the SBO rule to include specific requirements for demonstrating 
diesel generator reliability. However, in SECY-93-044, ``Resolution of 
Generic Safety Issue B-56, Diesel Generator Reliability,'' dated March 
25, 1993, the Commission disapproved the revision to the SBO rule on 
the basis of the real progress made by the nuclear industry in 
improving the reliability of the diesel generators. NRC requirements 
and industry activities have resulted in a very high diesel generator 
reliability. In 1993, the industry-wide average reliability of diesel 
generators was in excess of 98 percent. An Idaho National Engineering 
Laboratory study (INEL-95-0035, ``Emergency Diesel Generator Power 
System Reliability: 1987-1993'') of a number of nuclear power EDG 
reliability concluded that those plants with a 0.950 reliability target 
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goal were actually demonstrating 0.987, and the plants with a 0.975 
reliability target goal were actually demonstrating 0.985. The 
Commission stated that the industry should continue an aggressive 
program of maintenance as well as root cause analysis that will 
continue to offer assurance that diesel generator reliability will be 
maintained at a satisfactory level in the future.
    All licensees have implemented a maintenance monitoring program 
consistent with the maintenance rule, which became effective on July 
10, 1996. Licensees are required to monitor the performance of diesel 
generators against the established goals and to take appropriate 
corrective actions if the goals are not met. The maintenance rule 
requires that these goals be evaluated by the licensees at least every 
refueling cycle, not to exceed 2 years. To evaluate the process 
established by licensees to set goals and monitor them, and to verify 
that preventive maintenance has been effective for systems and 
components under the maintenance rule, NRC staff conducted baseline 
inspections of all nuclear plants during 1996-1998. At several plants, 
diesel generators were among the systems and components reviewed to 
verify that goals were established and monitoring and trending were 
being performed. For pilot plants, diesel generators continue to be 
inspected and evaluated using the risk-informed, performance-based 
inspection process, which is part of the
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NRC Oversight Baseline Inspection Program. NRC staff will continue to 
assess the reliability of diesel generators at nuclear power plants to 
ensure that the reliability of diesel generators is maintained at 
levels specified by each licensee when it performed its plant-specific 
coping analyses for SBO.
    Additionally, the scope of licensees' Y2K programs, including 
contingency planning, covers the onsite power and other emergency power 
systems at the plant. NRC audits and reviews of licensee Y2K program 
activities to date have verified licensee consideration of these 
systems, and no associated Y2K issue relating to onsite power systems 
have been identified.
    The NRC does not believe, on the basis of current information from 
the North American Electric Reliability Council (NERC),<SUP>2</SUP> 
that availability of offsite power from the electrical grid is likely 
to be significantly affected by Y2K-induced problems. In its most 
recent reports issued on January 11 and April 30, 1999, NERC states, 
``Transmission outages are expected to be minimal and outages that may 
occur are anticipated to be mitigated by reduced energy transfers 
established as part of the contingency planning process.'' Both reports 
indicate that the transition through critical Y2K rollover dates should 
have a minimal impact on electric systems operations in North America 
and that widespread, long-term loss of the grid as a result of Y2K-
induced events is not a credible scenario. Therefore, there is no 
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reason to believe that Y2K would significantly affect the probability 
or duration of a LOOP and/or a SBO from that otherwise assessed in the 
licensee's coping analysis required by 10 CFR 50.63.
---------------------------------------------------------------------------

    \2\  NERC is an electric industry organization made up of 10 
Regional Reliability Councils that account for nearly every bulk 
electric supply and delivery organization in the interconnections of 
North America. NERC and its Regional Reliability Councils set 
operating and engineering standards for the reliability of electric 
systems in North America. In May 1998, U.S. Department of Energy 
requested NERC to facilitate the electric industry's Y2K effort.
---------------------------------------------------------------------------

    As discussed above, the diesel generators and associated onsite 
power supply systems, being within the scope of licensees' Y2K 
readiness programs, will be Y2K ready prior to the Y2K transition, and 
no decrease in reliability of the diesel generators is expected. The 
information provided by NERC indicates that the likelihood of a LOOP is 
not expected to increase significantly during Y2K transition. Based on 
these considerations, plus the ability of the plants to cope with a 
station blackout, the likelihood of an event that will jeopardize 
public health and safety is acceptably low.
    One of the public comments received by NRC in response to the 
petition indicated a concern regarding falsification of EDG reliability 
data by licensees. This particular concern has been investigated and 
resolved as documented in an NRC memorandum dated December 20, 1993, 
from the Office of Investigations to the Region II Regional 
Administrator, ``Vogtle Electric Generating Plant: Alleged False 
Statements Regarding Test Results on Emergency Diesel Generators (Case 
No. 2-90-020R).'' Falsification of EDG failure data by licensees is not 
considered by NRC as an industry-wide, generic occurrence. Such 
incidents, when identified, will continue to be treated by NRC on a 
case-by-case basis and appropriate actions will be taken in response.
2. Sixty-day fuel supply
    NIRS' proposed rule would require each nuclear power plant licensee 
to have a 60-day onsite supply of fuel for diesel generators, as 
opposed to a 7-day fuel supply to which most licensees have committed. 
However, NIRS provided no technical basis why offsite power from the 
grid would not be reestablished within the 7-day period accommodated by 
existing onsite fuel supplies. Nor did NIRS explain why, should a LOOP 
continue for longer than 7 days, a licensee would be unable to resupply 
diesel fuel for a period of 60 days so that a 60-day fuel supply must 
be maintained onsite. Commenters on the NIRS petition who suggested a 
requirement for a larger fuel supply (able to accommodate 160 days of 
operation without resupply) also did not provide any technical bases 
for their recommendations. As stated previously, the likelihood or 
duration of a LOOP is not expected to be significantly affected by the 
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Y2K issue.
    Furthermore, the NRC licensees are taking appropriate actions to 
ensure that their plants will be able to cope with Y2K-induced LOOP 
durations longer than 7 days. As part of each plant's Y2K activities, 
each licensee is preparing a contingency plan, which includes obtaining 
diesel fuel and other necessary supplies to cope with Y2K-induced long-
term LOOP events. As part of NRC's review of licensees' implementation 
of their Y2K programs, NRC will confirm that licensee Y2K programs 
address emergency power sources, arrangements for obtaining critical 
commodities (e.g., EDG fuel oil) and other considerations for 
contingency planning identified in Nuclear Energy Institute/Nuclear 
Utilities Software Management Group (NEI/NUSMG) 98-07, ``Nuclear 
Utility Year 2000 Readiness Contingency Planning,'' dated August 1998.
    The capability of diesel generators and the adequacy of existing 
fuel supplies have been demonstrated at numerous plants during weather-
induced interruptions of the power grid and other cases of LOOP from 
the grid. An example is the Turkey Point nuclear plant LOOP event 
during the August 1992 Hurricane Andrew when the diesel generators 
automatically picked up safety-related loads and maintained the plant 
for an extended period (over 6 days) during the recovery until site 
power was restored. NRC considers the current 7-day fuel capacity to be 
sufficient to operate diesel generators for longer than the time that 
it takes to replenish the onsite supply from outside sources. 
Accordingly, a rule requiring licensees to maintain sufficient fuel to 
operate their diesel generators for a 60-day period or longer is not 
necessary to provide reasonable assurance of adequate protection 
against Y2K-induced LOOP events. The regulation requires nuclear power 
plants to withstand LOOP events regardless of whether the LOOP is due 
to Y2K or other causes. The petitioner has not demonstrated that Y2K 
would significantly affect the probability or duration of loss of all 
alternating current power from that otherwise assumed in the licensee's 
coping analysis required by 10 CFR 50.63, and the licensees' coping 
analyses continue to be applicable during the period that NIRS claims 
would present an increased susceptibility to a LOOP.

B. Additional Alternate Means of Backup Power

    NIRS' petition requests NRC to require all licensees to provide an 
alternate (second) means of backup power, such as solar power panels, 
wind turbines, hydroelectric power, and biomass power. The petition 
also requests NRC to require that the alternate backup power system 
provide electricity directly to the licensee rather than to the broader 
electrical grid.
1. Need for Additional Backup Power Source
    As discussed in Section I.A.1 above, not only must licensees 
provide a source of backup power upon a LOOP, some licensees have 
provided an alternate ac power source in order to demonstrate that they 
are able to cope with a LOOP concurrent with a loss of onsite backup 
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power (an SBO) for a specified duration. Thus, these licensees have 
three sources of power: (1) Offsite
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power from two independent circuits; (2) onsite backup power from 
independent, redundant power supplies; and (3) alternate ac power. The 
NRC does not believe that the NIRS' proposal for a fourth source of 
power (``alternative backup power,'' in the words of NIRS) is necessary 
to provide reasonable assurance of adequate protection against Y2K-
induced problems.
    The petitioner does not explain why Y2K would affect diesel 
generators as a source of backup and/or alternate ac power, such that a 
source of power in addition to diesel generators is necessary to 
address SBO. The scope of the licensees' Y2K program covers both the 
onsite backup and the alternate ac power systems at nuclear power 
plants. Since 1996, NRC has been working with the nuclear industry and 
licensees of operating nuclear power plants in order to achieve Y2K 
readiness at all nuclear power plants. NRC has issued Information 
Notice (IN) 96-70, ``Year 2000 Effect on Computer System Software,'' on 
December 24, 1996; Generic Letter (GL) 98-01, ``Year 2000 Readiness of 
Computer Systems at Nuclear Power Plants,'' on May 11, 1998; and GL 98-
01, Supplement 1, ``Year 2000 Readiness of Computer Systems at Nuclear 
Power Plants,'' on January 14, 1999.
    NRC issued IN 96-70 to alert nuclear power plant licensees of the 
Y2K problem. The information notice described the potential problems 
that nuclear power plant computer systems and software may encounter 
during and following the transition into the year 2000 and how the Y2K 
issue may affect NRC licensees. IN 96-70 encouraged licensees to 
examine their uses of computer systems and software well before the 
year 2000 and suggested that licensees consider appropriate actions for 
examining and evaluating their computer systems for Y2K 
vulnerabilities.
    In GL 98-01, NRC endorsed the guidance in the industry document 
issued by the NEI/NUSMG 97-07, ``Nuclear Utility Year 2000 Readiness,'' 
when properly augmented in the area of risk management, contingency 
planning, and remediation of embedded systems, as one possible approach 
in implementing a plant-specific Y2K readiness program. In August 1998, 
NEI issued an industry document, NEI/NUSMG 98-07, which provided 
additional guidance in the area of internal and external risk 
management and contingency planning. External events that should be 
considered for facility-specific contingency planning include electric 
grid/transmission/ distribution system events (e.g., a LOOP, grid 
instability and voltage fluctuations, load fluctuations and loss of 
grid control systems), loss of emergency plan equipment and services, 
loss of essential services, and depletion of consumables. The NRC 
considers the guidance in NEI/NUSMG 98-07, when properly implemented, 
as an acceptable approach to mitigate and manage Y2K-induced events 
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that could occur on Y2K-critical dates.
    In GL 98-01, NRC requested that all operating nuclear power plant 
licensees submit written responses regarding their facility-specific 
Y2K readiness programs in order to obtain confirmation that licensees 
are addressing the Y2K problem effectively. All licensees have 
responded to GL 98-01, stating that they have adopted plant-specific 
programs that are intended to make the plants Y2K ready by July 1, 
1999. GL 98-01 also requests a written response, no later than July 1, 
1999, confirming that these facilities are Y2K ready, including 
contingency planning. Licensees who are not Y2K ready by July 1, 1999, 
must provide a status report and schedule for the remaining work to 
ensure timely Y2K readiness.
    As part of its oversight of licensee Y2K activities, the NRC staff 
conducted sample audits of 12 plant-specific Y2K readiness programs. 
The objectives of the audits were as follows:
    1. To assess the effectiveness of licensee programs for achieving 
Y2K readiness and in addressing compliance with the terms and 
conditions of their license and NRC regulations and continued safe 
operation.
    2. To evaluate program implementation activities to ensure that 
licensees are on schedule to achieve Y2K readiness in accordance with 
GL 98-01 guidelines.
    3. To assess the licensee contingency planning for addressing risks 
associated with events resulting from Y2K problems.
    NRC staff determined that this approach was an appropriate means of 
oversight of licensee Y2K readiness efforts because: (1) All licensees 
had committed to the nuclear power industry Y2K readiness guidance 
(NEI/NUSMG 97-07) in their first response to NRC GL 98-01; and (2) the 
audit would verify that licensees were effectively implementing the 
guidelines. The sample of 12 licensees included large utilities such as 
Commonwealth Edison and Tennessee Valley Authority, as well as small 
single-unit licensees such as North Atlantic Energy (Seabrook) and Wolf 
Creek Nuclear Operating Corporation. NRC staff selected a variety of 
types of plants of different ages and locations in this sample in order 
to obtain the necessary assurance that nuclear power industry Y2K 
readiness programs are being effectively implemented and that licensees 
are on schedule to meet the readiness target date of July 1, 1999, 
established in GL 98-01.
    In late January 1999, NRC staff completed the 12 audits. On the 
basis of the audit observations, NRC staff has concluded that licensees 
are effectively addressing Y2K issues and are undertaking the actions 
necessary to achieve Y2K readiness in accordance with the GL 98-01 
target date, although some plants will have some remediation, testing, 
and final certification scheduled for the fall 1999 outage. NRC staff 
did not identify any issues that would prevent these licensees from 
achieving readiness.
    The NRC staff is not aware of any Y2K problems in nuclear power 
plant systems that directly affect actuation of safety functions, 
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including the emergency onsite power systems. Moreover, NRC audit 
results to date have not identified any associated residual Y2K 
problems with the emergency onsite power system and have confirmed the 
licensees' consideration of these systems. Also, the audits did not 
identify any Y2K problem in safety-related activation systems.
    Additionally, the NRC's regional staff reviewed Y2K activities at 
all operating nuclear power plants to verify the status of licensee 
efforts to ensure that all plants will be able to function safely on 
January 1, 2000, and beyond. These reviews: (1) Verified that all NRC 
licensees have implemented Y2K program activities; (2) evaluated the 
progress made to ensure that the licensees are on schedule to achieve 
Y2K readiness; and (3) assessed licensees' contingency plans for 
addressing Y2K-related issues. The reviews were completed by July 1999.
    The NRC staff audited the contingency planning efforts of six 
licensee facilities. The audits at these facilities examined in detail 
backup measures the utilities have in place to deal with possible Y2K 
problems, either on site or off site, that might affect plant 
operations. The audits were conducted in May and June 1999.
    The reviews and audits will allow NRC staff to verify the progress 
of all licensees and determine whether any regulatory action is needed. 
Information from the reviews will be used in conjunction with the 
status reports that NRC has required its nuclear power plant licensees 
to provide by July 1, 1999. By July 1, 1999, all licensees responded to 
GL 98-01, Supplement 1.
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The responses indicated that 68 plants are Y2K ready and 35 plants need 
to complete work on computer systems or devices after July 1, 1999.
    NIRS presents no information or argument why these actions by the 
licensees, the nuclear industry, and NRC are not sufficient to ensure 
that onsite back up and alternate ac power systems will not be 
adversely affected by Y2K-induced problems.
2. Specific Backup Power Sources Proposed by NIRS
    The petitioner's proposed alternative backup power sources, such as 
solar and wind, are not reliable backup power sources because of their 
undependability under unpredictable weather conditions or because they 
are limited by the amount of power they can generate. Additional 
comments received by the NRC in response to the petition also suggested 
the requirement for alternate power. The petitioner does not provide 
sufficient technical information to demonstrate that these additional 
alternative backup power sources would add more reliability than 
current backup power sources. Therefore, most of the sources of 
alternative backup power that are included in NIRS' proposed rule would 
not constitute an acceptable alternative source of backup power with 
the same level of availability and capability as diesel generators.

C. Spent Fuel Pool Class 1E Classification and Backup Power
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    The proposed rule would require all part 50 licensees to 
immediately classify irradiated (spent) fuel pools as Class 1-E and 
provide sufficient backup power to provide cooling to these pools. 
Because Class 1-E is an electric system classification, the NRC assumes 
that the petitioner intends the rule to require that the backup power 
supply for spent fuel pool cooling systems be classified as Class 1-E.
    The petitioner does not explain why classification of the electric 
power system for spent fuel pool cooling systems as Class 1-E is 
necessary to protect spent fuel pools against a Y2K-induced LOOP. The 
Class 1-E classification addresses design and quality assurance (QA) 
requirements for manufacture and installation of electrical system 
components. Most of these systems are based upon analog controls and, 
therefore, are not subject to Y2K problems. Furthermore, simple 
reclassification of the electrical power system by itself would not 
appear to have any direct effect on minimizing Y2K-induced loss of 
power necessary for spent fuel cooling. Rather, an evaluation of the 
power system for Y2K susceptibility is necessary, which is what 
licensees have committed to implement. Thus, it is unclear how the 
requested requirements in the NIRS petition would provide assurance 
that Y2K problems will not prevent electrical power systems from 
performing their necessary safety functions. The NRC concludes that a 
rule change is not necessary since licensees are already directly 
addressing spent fuel pool cooling as part of their Y2K programs.
    Furthermore, the NRC does not agree that a backup source of 
electrical power for spent fuel cooling is necessary at nuclear power 
plants in order to provide reasonable assurance of adequate protection. 
At most operating nuclear power plants, the emergency onsite power 
system can directly supply electric power to its spent fuel pool 
cooling systems. At those plants at which the spent fuel cooling system 
is not directly connected to the emergency onsite power system, the 
capability exists of connecting the cooling system to the emergency 
onsite power system. Requiring a backup (tertiary) source of electrical 
power is not justified in view of the length of time between loss of 
spent fuel cooling and the point at which there is a significant threat 
to integrity of the spent fuel rods. A licensee is required to keep the 
spent fuel pool filled to a level more than 23 feet above the top of 
the fuel rods and, generally, the water temperature in the pool is to 
be maintained below 140  deg.f. For a typical pool with a capacity of 
about 400,000 gallons and a worst case heat load causing 50 gpm of 
water loss as a result of evaporation, it would take about 3 days for 
the pool level to drop to the top of the fuel racks. This estimate does 
not include the heat-up time of 3 to 4 hours for the pool water to 
increase from 140  deg.f to 212  deg.f. This scenario assumes a total 
loss of all ac electric power and that no corrective actions are taken 
for 3 days in response to the decreasing water level in the spent fuel 
pool. For a typical heat load (non-refueling), the time to uncovering 
of the spent fuel pool would be around 2 weeks, again assuming that no 
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make-up water is added to the pool. Upon loss of water shielding, the 
radiation levels above the pool would increase. Assuming LOOP and 
failure of onsite emergency power sources, the only action necessary 
would be to provide make-up water to the spent fuel pool. The existing 
plant operating/emergency procedures provide for initiation of make-up 
water to the pool upon detection of low level. At many plants, the 
make-up water supply is provided by a plant safety system. Upon loss of 
all ac power, make-up water from any source, such as fire hoses 
supplied by diesel-driven fire pumps, can be used to maintain the 
required water level in the pool. In light of the substantial period of 
time available for a licensee to take mitigative actions upon loss of 
spent fuel pool electrical power, the NRC concludes that providing an 
additional backup source of power is not warranted at any operating 
nuclear power plant.

II. Part 50 Decommissioning Nuclear Power Plants

    There are 21 permanently shutdown nuclear power plants which have 
been shut down for more than a year. Six of these facilities have 
removed all spent fuel from the site. Therefore, there are only 15 
decommissioning power plants to which the proposed requirements in the 
petition would potentially apply.
    Spent fuel pool cooling and support systems may be configured 
differently for decommissioning plants than for operating reactors due 
to the reduced need for decay heat removal at decommissioning plants. 
As decay heat loads drop, utilities are able under 10 CFR 50.59 to 
remove equipment from service once it no longer is needed to provide 
its safety function. At some plants there is no need for forced 
circulation to remove heat from the pool as adequate heat loss to 
ambient keeps the pool at an acceptable temperature. After a period of 
decay in the spent fuel pool, the heat load from spent fuel is 
significantly reduced as short-lived fission products decay. 
Consequently, the potential for boiling is reduced and the time 
available for the licensee to take mitigative action is greater. With 
the exception of Zion and Big Rock Point, more than three years has 
elapsed since any fuel was irradiated in the reactor at any of the 
nuclear power plants currently undergoing decommissioning.
    The reasons discussed in Section I.C above regarding why electrical 
systems need not be classified Class 1-E for spent fuel pools at 
operating nuclear power plants also apply equally to decommissioning 
nuclear power plants. As previously noted, requiring a backup source of 
electrical power is not justified in view of the length of time between 
loss of spent fuel cooling and the point where there is a significant 
threat to integrity of the spent fuel rods. Upon loss of all ac power, 
make-up water from any source, such as fire hoses supplied by diesel-
driven fire pumps, can be used to maintain the required water level in 
the pool.
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    In view of the long time period available for the licensee to 
respond to loss of power to the spent fuel pool cooling system and the 
relative simplicity of mitigative actions, the requirements proposed by 
NIRS with respect to spent fuel pool electrical system reclassification 
and the provision of alternative power are not justified.

III. Part 50 Non-Power Reactor Licensees

    Non-power reactors operate at power levels ranging from 250 KWt to 
2 MWt, and they operate at low temperatures. Any non-power reactor in 
operation on January 1, 2000, can be readily shut down manually using 
emergency procedures and existing shutdown systems. These reactors have 
passive safety features and generally do not require power to shut down 
and dissipate decay heat. Accordingly, NRC regulations do not currently 
require part 50 non-power reactors to provide a backup power source.
    NIRS did not present any information or rationale why part 50 non-
power reactors must provide an ``alternate'' source of backup power to 
address Y2K losses of power. In particular, NIRS did not address the 
fact that these facilities are not required to have a backup power 
source because power is not required to shut down and maintain these 
facilities in a safe-shutdown condition. In the absence of any 
rationale in support of the proposed requirement, the Commission 
concludes that there is no basis for adopting the proposed requirement 
for part 50 non-power reactor licensees.

IV. Part 70 Licensees

    To alert major part 70 licensees of the Y2K problem, NRC issued 
Information Notice (IN) 96-70 in December 1996, and IN 98-30 in August 
1998. In IN 96-70, NRC staff described the potential Y2K problems, 
encouraged licensees to examine their uses of computer systems and 
software well before the year 2000, and suggested that licensees 
consider appropriate actions to examine and evaluate their computer 
systems for Y2K vulnerabilities. In IN 98-30, NRC staff provided 
definitions of ``Y2K ready'' and ``Y2K compliant,'' encouraged 
licensees to contact vendors and test their systems for Y2K problems, 
and described elements of a Y2K readiness program.
    In order to gather Y2K information regarding materials and major 
fuel cycle facilities, NRC formed a Y2K Team within the Office of 
Nuclear Material Safety and Safeguards (NMSS) in 1997. From September 
through December 1997, this NMSS Y2K Team visited a cross-section of 
materials licensees and fuel cycle facilities and conducted Y2K 
interviews. Each licensee or facility visited by the team indicated 
that it was aware of the Y2K issue and was in various stages of 
implementing its Y2K readiness program.
    On June 22, 1998, the NRC staff issued Generic Letter (GL) 98-03, 
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``NMSS Licensees and Certificate Holders' Year 2000 Readiness 
Programs,'' requested major part 70 licensees to inform NRC of the 
status of their Y2K readiness programs. In GL 98-03, the NRC staff 
requested all major part 70 licensees to submit by September 20, 1998, 
written responses regarding their facility-specific Y2K readiness 
program in order to confirm that they were addressing the Y2K problem 
effectively. All licensees responded to GL 98-03 by stating that they 
had adopted a facility-specific Y2K readiness program, and the scope of 
the program included identifying and, where appropriate, remediating 
embedded systems, and provided for risk management and the development 
of contingency plans. GL 98-03 also requested a written response, no 
later than December 31, 1998, which confirmed that these facilities 
were Y2K ready or provided a status report of work remaining to be done 
to become Y2K ready, including completion schedules. All licensees 
provided a second response to GL 98-03, which provided reports of work 
to be done, including completion schedules. Furthermore, following the 
second response, NRC requested a third written response, no later than 
July 1, 1999, which would confirm that these facilities were Y2K ready 
or would provide an updated status report.
    Between September 1997 and October 1998, the major fuel cycle 
facilities were also asked Y2K questions during other inspections. On 
the basis of these Y2K inspections, the licensees were aware of the Y2K 
problem and were adequately addressing Y2K issues. There have been no 
identified risk-significant Y2K concerns for major part 70 licensees.
    NIRS presents no information or argument why these above-mentioned 
actions by the licensees and NRC are not sufficient to address Y2K 
problems and provide reasonable assurance of adequate protection during 
the transition from 1999 to 2000.

EDG Reliability and Fuel Supply

    The requirements proposed in the NIRS petition would require that: 
(1) All EDGs that provide backup power be operational and (2) licensees 
have a 60-day supply of fuel for EDGs or the facility would be shut 
down. The petitioner indicated these requirements are necessary to 
protect public health and safety. However, there are no part 70 
licensees required to have EDGs in order to provide backup power to 
protect public health and safety. In the event of the loss of electric 
power in part 70 facilities, processing stops and there is no need for 
electric power to maintain a safe condition. There are some part 70 
licensees who have independent power sources in order to meet physical 
protection (PP) requirements. These licensees are also required to have 
contingency plans for PP (e.g., augmented guard force) in the event of 
loss of independent power. Based on the above discussion, the 60-day 
fuel supply requirement is also not needed for part 70 licensees to 
provide reasonable assurance of adequate protection to public health 
and safety.
    The petitioner does not provide sufficient technical information to 
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demonstrate that part 70 licensees must shut down if they do not have 
EDGs providing backup power or must have a 60-day fuel supply for EDGs.

Additional Alternate Means of Backup Power

    NIRS asserted that NRC must require licensees to provide alternate 
means of backup power (e.g., solar power panels, wind turbines, 
hydroelectric power, biomass power). As stated above, it is not 
necessary for part 70 licensees to have backup power in order to 
shutdown to a safe condition. Also, part 70 licensees who are required 
to have independent power sources to meet PP requirements have 
contingency plans to meet the loss of the back-up power. Further, the 
petitioner does not provide sufficient technical information to 
demonstrate that these alternative back-up power sources are needed to 
to provide reasonable assurance of adequate protection to public health 
and safety.

Back-up Power Supply for Spent Fuel Pool Cooling System

    The proposed rule in the NIRS petition requests NRC to require that 
all licensees immediately classify irradiated fuel pools as Class 1-E, 
and provide sufficient back-up power to provide cooling to these pools. 
Because Class 1-E is an electric system classification, the NRC staff 
assumes that the petitioner intends the rule to apply to the back-up 
power supply for spent fuel pool cooling systems. Although some part 70 
licensees have irradiated fuel at their facilities, these facilities do 
not store large quantities of irradiated fuel. The irradiated fuel is
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used for research and development or educational purposes. If the 
irradiated fuel is stored in a pool, the heat generated from the fuel 
would be minimal and would not require a pool cooling system.
    The petitioner provides no technical justification to support the 
proposal that spent fuel pools be immediately classified as Class 1-E. 
The regulatory action requested by NIRS is not required for part 70 
licensees.

Conclusion

    Existing NRC requirements, licensee commitments, and licensee 
activities and programs are sufficient to cope with losses of power, 
including those losses of offsite power that could be caused by Y2K 
problems. NIRS has not presented any information either that existing 
requirements and licensee commitments are inadequate to address losses 
of power due to Y2K problems, such that the requirements proposed in 
NIRS' petition are necessary to provide reasonable assurance of 
adequate protection to public health and safety. Accordingly, the 
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Commission denies the petition.

    Dated at Rockville, Maryland, this 17th day of August, 1999.

    For the Nuclear Regulatory Commission.
Andrew L. Bates,
Acting Secretary of the Commission.
[FR Doc. 99-21752 Filed 8-20-99; 8:45 am]
BILLING CODE 7590-01-P
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the Emergency Services Sector Working
Group for Y2K, which is headed by
FEMA. In addition, to facilitate
Agreement State efforts to address the
Y2K issue, a link to State Government
Year 2000 Web sites has been provided
by the NRC. NRC will make every effort
to share with the States any Y2K issue
that may also affect Agreement States or
Agreement State licensees.

NIRS has not explained why the
approach currently being pursued by
the licensees, the nuclear industry, and
NRC does not provide reasonable
assurance of adequate emergency
response capabilities during the
transition from 1999 to 2000.

In the case of research and training/
test reactors, licensees of these facilities
also have established programs to
evaluate and correct Y2K deficiencies.
Many research reactors will be shut
down on January 1, 2000, as the
institutions operating them (e.g.,
universities and laboratories) will be
closed for the holiday. Further, these
reactors often have passive safety
features and low power levels, which
ensure minimal potential offsite
consequences. In addition, NRC staff
concluded that any research reactor in
operation on January 1, 2000, could be
readily shut down manually using
emergency procedures and existing
shutdown systems, even if their
operational systems should experience a
Y2K problem.

Conclusion

Plant-specific industry planning for
Y2K contingencies, which is built upon
existing emergency response plans and
procedures required by the current
emergency preparedness regulations,
provides a reasonable assurance that
adequate protection measures will be
taken in the event of radiological
emergency during Y2K critical dates.
Imposing a new prescriptive rule as
proposed in the petition in an area in
which the industry action is already
exceeding the actions that address the
petitioner’s general issues would be
counterproductive to the ongoing Y2K
readiness efforts of the licensees.
Therefore, the additional full-scale
emergency planning exercise requested
by the NIRS is not necessary to ensure
emergency response capabilities to
provide reasonable assurance of
adequate protection to public health and
safety despite the occurrence of Y2K
problems.

For these reasons, the Commission
denies the petition.

Dated at Rockville, Maryland, this 17th day
of August, 1999.

For the Nuclear Regulatory Commission.
Andrew L. Bates,
Acting Secretary of the Commission.
[FR Doc. 99–21751 Filed 8–20–99; 8:45 am]
BILLING CODE 7590–01–P

NUCLEAR REGULATORY
COMMISSION

10 CFR Parts 50 and 70

[Docket No. PRM–50–67]

Nuclear Information and Resource
Service; Petition for Rulemaking Denial

AGENCY: Nuclear Regulatory
Commission.
ACTION: Petition for rulemaking; denial.

SUMMARY: The Nuclear Regulatory
Commission (NRC) is denying a petition
for rulemaking (PRM–50–67) from the
Nuclear Information and Resource
Service (NIRS). The petitioner requested
that the NRC amend its regulations to
require that nuclear facilities ensure the
availability of backup power sources to
power safety systems of reactors and
other nuclear facilities in the event of a
date-sensitive, computer-related
incident resulting from a Year 2000
(Y2K) issue. The petitioner requested
that NRC take this action to ensure that
reliable backup sources of power are
available in the event of a Y2K incident.
The Commission agrees that
maintaining reliable emergency power
is important and has considered the
petitioners request as part of its review
of existing regulatory requirements and
licensee actions to assure reliable
emergency power during the Y2K
transition. Based on this review, the
Commission has determined that
existing regulatory requirements,
actions taken by the licensees to
implement a systematic and structured
Y2K readiness program adequately
address Y2K issues, and NRC’s
oversight of the licensees’
implementation of these programs
provide reasonable assurance of
adequate protection to public health and
safety. Because the Commission has
concluded that existing programs
already address the petitioner’s concern
regarding availability of emergency
power, the petition is denied.
ADDRESSES: Copies of the petition for
rulemaking, the public comments
received, and NRC’s letters to the
petitioners are available for public
inspection or copying in NRC Public
Document Room, 2120 L Street, NW
(Lower Level), Washington, DC, as well
as on NRC’s rulemaking web site at
http://ruleforum.llnl.gov.

FOR FURTHER INFORMATION CONTACT:
Matthew Chiramal, Office of Nuclear
Reactor Regulation, US Nuclear
Regulatory Commission, Washington,
DC 20555–0001, telephone 301–415–
2845, E-mail address mxc@nrc.gov, or
Gary W. Purdy, Office of Nuclear
Material Safety and Safeguards, US
Nuclear Regulatory Commission,
Washington, DC 20555–0001, telephone
301–415–7897, E-mail address
gwp1@nrc.gov.
SUPPLEMENTARY INFORMATION:

Background
NRC received three related petitions

for rulemaking (PRM–50–65, PRM–50–
66, PRM–50–67), each dated December
10, 1998, submitted by the NIRS
concerning various aspects of Y2K
issues and nuclear safety. This petition
(PRM–50–67) requested that NRC adopt
regulations that would require facilities
licensed by NRC under 10 CFR parts 50
and 70 to provide reliable sources of
backup power. The first petition (PRM–
50–65) requested that NRC adopt
regulations that would require facilities
licensed by NRC under 10 CFR parts 30,
40, 50, and 70 to be Y2K compliant. The
second petition (PRM–50–66) requested
that NRC adopt regulations that would
require facilities licensed by NRC under
10 CFR part 50 to develop and
implement adequate contingency and
emergency plans to address potential
system failures. Because of the nature of
these petitions and the date-specific
issues they address, the petitioner
requested that the petitions be
addressed on an expedited schedule.

On January 25, 1999, NRC published
a notice of receipt of a petition for
rulemaking in the Federal Register (64
FR 3789). It was available on NRC’s
rulemaking website and in the NRC
Public Document Room. The notice of
receipt of a petition for rulemaking
invited interested persons to submit
comments by February 24, 1999.

The Petition
The petitioner requested that NRC

adopt the following text as a rule:
The Nuclear Regulatory Commission

recognizes that date-sensitive computer
programs, embedded chips, and other
electronic systems that perform a major role
in distributing, allocating, and ensuring
electric power throughout the United States
may be prone to failure beginning on January
1, 2000. Loss of all alternating current
electricity from both the offsite power grid
and onsite emergency generators (commonly
known as ‘‘station blackout’’) long has been
identified by NRC as among the most
prominent contributors to risk for atomic
reactors.

(1) For these reasons, NRC requires of part
50 and 70 licensees as of December 1, 1999:
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(a) that all emergency diesel generators that
provide backup power to nuclear licensees
must be operational and remain operational;
(b) that licensees that cannot demonstrate full
operational capabilities of all emergency
diesel generators must close until such time
that full operational capabilities of
emergency diesel generators are attained; (c)
that all licensees must have a 60-day supply
of fuel for emergency diesel generators.

(2) Further, to ensure adequate protection
of public health and safety, NRC requires that
all licensees under these sections must
provide alternate means of backup power
sufficient to assure safety. These may
include, but are not limited to: solar power
panels, wind turbines, hydroelectric power,
biomass power, and other means of
generating electricity. These additional
backup systems must provide electricity
directly to the licensee rather than to the
broader electrical grid.

(3) Irradiated fuel pools are to be
immediately classified as Class 1–E; backup
power systems must be sufficient to provide
cooling for such pools. Licensees which
cannot demonstrate compliance with
sections (1) and (2) must cease operations as
of December 1, 1999, until compliance with
these sections is attained.

The petitioner acknowledged that
NRC has recognized the potential safety
and environmental problems that could
result if date-sensitive electronic
systems fail to operate or provide false
information. The petitioner asserted that
NRC has required its licensees of reactor
and major fuel cycle facilities to report
by July 1, 1999, on their programs to
ensure compliance with Y2K issues.

The petitioner discussed the
‘‘availability of electricity to power
atomic reactor and other nuclear facility
safety systems.’’ The petitioner
explained that electricity is required to
operate atomic reactor safety and
cooling systems and that this electricity
is provided by offsite sources (overall an
electrical grid). The petitioner
commented that NRC has long
recognized that the loss of all alternating
current from both onsite and offsite
systems, known generally as ‘‘station
blackout,’’ is the most important
contributor to risk at most atomic
reactors. The petitioner correctly noted
that NRC has required licensees to have
backup sources of onsite emergency
power, normally multiple emergency
diesel generators, capable of supplying
the electricity necessary to operate
essential safety systems.

The petitioner asserted that the
emergency diesel generators (EDGs)
used at atomic reactors have proven
unreliable and are often out of service.
The petitioner claimed that the
unprecedented condition posed by the
Y2K problem, coupled with the
demonstrated and ongoing failures of
EDGs, constitutes reasonable doubt that

EDGs can be relied on. Therefore, the
petitioner believes that NRC should
adopt regulations that require that
licensees have all EDGs operational
during the Y2K transition, that they
have a 60-day supply of fuel as of
December 1, 1999, and that licensed
facilities that cannot meet these
requirements be closed.

The petitioner discussed the
likelihood and the potential
consequences of a failure of all or a
portion of the electric power grid in the
United States. The petitioner recognized
that the failure of all or a portion of the
electrical grid as a result of Y2K issues
is well beyond the scope of NRC’s
authority. However, the petitioner stated
that the extended failure of all or a
portion of the electrical grid would
place severe stress on the current EDG
system of backup power supply and that
the failure of EDGs at one or more
reactor sites could result in extended
station blackouts and nuclear
catastrophes. The petitioner asserted
that this possibility is well within the
range of probabilities for which NRC
routinely requires action by its
licensees. The petitioner further
asserted that reliance on unreliable
EDGs is insufficient under these
conditions. Therefore, the petitioner
believes that it is essential that NRC take
the regulatory action suggested in this
petition on an expedited basis.

Public Comments on the Petition
In response to the petition, NRC

received 73 comment letters, which
included 1 letter signed by 25 citizens
of the State of Michigan, 3 letters from
nuclear associated industries, 10 letters
from utilities, 14 letters from private
organizations, and 45 letters from
private citizens.

Fifty-six letters supported the
petition, of which 41 were from private
citizens, 14 were from private
organizations, including 1 from the
NIRS and 1 signed by 25 individuals.
The comments supporting the petition
addressed the concern that diesel
generators are unreliable and that a
reliable electric power grid is needed.

In some of the letters supporting the
petition, the authors included the
following additional comments that
provide information or requested action
that was not contained in the petition.
These comments noted that—

1. Y2K may increase the possibility of
local, regional or widespread blackouts.
Losing all electric power to the station
is called station blackout. EDGs, each
capable of powering the entire plant,
compensate for the loss of off-site
electric power. Reliability of diesel
generators is considerably lower than

required and, moreover, one of two
diesel generators is often out of service.
Therefore, for Y2K, an additional source
of backup power needs to be provided,
and both EDGs should be operable with
sufficient fuel on site to compensate for
fuel delivery problems.

2. In order to ensure that sufficient
electric power is available during an
extended loss of offsite power to safely
shut down a nuclear plant and cool the
spent fuel pool, enough diesel fuel
should be available at the site for
periods extending from 60 days to 160
days to whatever the time period that
offsite power is not available.

3. An additional power source or
method should be available during
power failure to provide makeup water
to the spent fuel pool.

4. On at least one occasion, a nuclear
power plant licensee falsified data
relative to the reliability of EDGs. The
concern is that other nuclear utilities
may not provide reliable data for their
EDGs to NRC. These comments are
addressed specifically in the discussion
of ‘‘Reasons for Denial.’’

Seventeen letters opposed the
petition, including 4 from private
citizens, 3 from nuclear associated
industries, and 10 from utilities.
Comments opposing the petition stated
that onsite emergency electric power
generators are already required to be
maintained in a state of readiness and
validated by periodic testing, fuel
supplies are maintained at a level
adequate to facilitate appropriate
response/recovery actions, and the
current regulations and license
conditions are adequate to address the
issue. One commenter used a specific
facility as an example to demonstrate
that in the highly unlikely event of a
total loss of electrical power (meaning
the loss of the electric grid and backup
power) the conditions at that facility
would not threaten public health and
safety. Any potential adverse impacts
would be limited to work areas and
equipment within the facility, and there
would be no catastrophic or significant
loss of control or containment of nuclear
material. That commenter indicated that
the provision of a tertiary (meaning a
secondary backup) source of electric
power to its fuel facility, which would
be independent of the broader electric
grid, as would be required under PRM–
50–67, is an unreasonable requirement
that would force shutdown of the
facility on December 1, 1999, in the
absence of any significant credible
safety risk.

Reasons for Denial
NRC is denying the petition because

the Commission has determined that
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1 The NRC assumes that by ‘‘capability,’’ NIRS
actually means ‘‘reliability’’ because ‘‘capability’’
normally refers to the ability of the emergency
power system to power safety related electrical
loads at the plant; whereas reliability normally
refers to the actual performance of the system in
terms of availability, which is what NIRS addresses
in its petition.

current NRC regulations and license
conditions governing power systems at
part 50 and 70 facilities provide
reasonable assurance of adequate
protection to public health and safety,
and licensees are taking appropriate
actions to provide reasonable assurance
that Y2K problems will not adversely
affect the functioning of these power
systems. The NRC is reviewing the
licensees’ implementation of these Y2K
activities and will have sufficient time
to take appropriate regulatory action if
licensees’ Y2K activities and programs
are not properly implemented in a
timely fashion. NIRS does not explain
why the licensees’ Y2K activities and
programs, and NRC’s oversight of the
licensees’ implementation of these
activities and programs, are inadequate
such that the rule proposed by NIRS is
necessary to provide reasonable
assurance of adequate protection from
Y2K-induced unavailability of onsite
power systems.

NIRS’ proposed rule contained three
separate requirements for Part 50 and
Part 70 licensees: (1) Operational
demonstration of EDGs and provision of
a 60-day diesel fuel supply; (2) alternate
means of backup power; and (3)
classification of fuel pools as Class 1–E.
Facilities that cannot demonstrate
compliance with these requirements by
December 1, 1999, would be required to
shut down until they could demonstrate
compliance. The proposed requirements
are addressed below for part 50 power
reactors, part 50 decommissioning
reactors, part 50 non-power reactors,
and part 70 licensees in Sections I, II,
III, and IV, respectively.

I. Part 50 Nuclear Power Plants

A. Diesel Generator Operational
Capability and Sixty-Day Fuel Supply

Nuclear power plants must be
protected against loss of offsite power
(LOOP) by providing an onsite backup
power system by either 10 CFR part 50,
Appendix A, General Design Criteria
(GDCs) 17 and 18, or equivalent
requirements in the plant’s licensing
basis. Most licensees rely upon diesel
generators to provide onsite backup
power, although there is at least one
licensee that relies upon hydroelectric
power. All licensees have committed to
provide an onsite supply of fuel to
operate diesel generators; most
commitments are for a 7-day supply. In
addition, nuclear power plants are
required by 10 CFR 50.63 to have the
capability to withstand loss of all ac
power (generally referred to as ‘‘station
blackout’’ [SBO]) for an established
period of time. As indicated in Section
I.A.2 there is no reason to believe that

Y2K would significantly affect the
probability or duration of a LOOP and/
or a SBO from that otherwise assessed
in a licensee’s coping analysis required
by 10 CFR 50.63. To demonstrate that
their plants can cope with SBO, some
licensees rely upon an alternate ac
power source(s) (separate from the
backup power system) that utilizes
diesel generators or gas turbine
generators.

1. EDG Reliability
NIRS claims that EDGs have proven to

be unreliable, such that licensees should
be required to demonstrate ‘‘full
operational capability’’ 1 of EDGs that
provide backup power. As previously
noted, backup onsite power is usually
provided by diesel generators, which
supply electric power to the plant safety
systems upon a LOOP. NRC regulations
require that onsite electric power
supplies and the onsite electric
distribution system have sufficient
independence, redundancy, and
testability to perform their safety
functions assuming a single failure.
Furthermore, in accordance with their
license conditions, all licensees are
required to have backup electricity
sources operational to supply safety-
related equipment at all times
independent of circumstances such as
Y2K-induced LOOP. The operation and
maintenance of diesel generators and
other safety-related equipment
necessary for the safe shutdown of the
reactor are controlled by the plant
technical specifications (TSs). The TSs
are intended to ensure that sufficient
power will be available to supply safety-
related equipment at all times regardless
of key Y2K dates. Moreover, the plant
TSs require that immediate action be
taken to restore inoperable diesel
generators to operable status. The plant
TSs require the diesel generators to be
tested routinely in order to demonstrate
their operability and their ability to
supply power as needed.

NIRS did not present any information
demonstrating that diesel generators are
unreliable such that they should not be
relied upon to provide backup power
upon a LOOP. For each nuclear power
plant, selected target diesel generator
reliability values were established for
plant-specific coping analysis in
accordance with the requirements of 10
CFR 50.63, the SBO rule. Availability

and reliability values are tracked by
each licensee in accordance with the
requirements of 10 CFR 50.65, the
maintenance rule, and associated
industry guidance.

In the resolution of Generic Safety
Issue B–56, ‘‘Diesel Generator
Reliability,’’ one of the options
recommended by NRC staff was to
revise the SBO rule to include specific
requirements for demonstrating diesel
generator reliability. However, in SECY–
93–044, ‘‘Resolution of Generic Safety
Issue B–56, Diesel Generator
Reliability,’’ dated March 25, 1993, the
Commission disapproved the revision to
the SBO rule on the basis of the real
progress made by the nuclear industry
in improving the reliability of the diesel
generators. NRC requirements and
industry activities have resulted in a
very high diesel generator reliability. In
1993, the industry-wide average
reliability of diesel generators was in
excess of 98 percent. An Idaho National
Engineering Laboratory study (INEL–
95–0035, ‘‘Emergency Diesel Generator
Power System Reliability: 1987–1993’’)
of a number of nuclear power EDG
reliability concluded that those plants
with a 0.950 reliability target goal were
actually demonstrating 0.987, and the
plants with a 0.975 reliability target goal
were actually demonstrating 0.985. The
Commission stated that the industry
should continue an aggressive program
of maintenance as well as root cause
analysis that will continue to offer
assurance that diesel generator
reliability will be maintained at a
satisfactory level in the future.

All licensees have implemented a
maintenance monitoring program
consistent with the maintenance rule,
which became effective on July 10,
1996. Licensees are required to monitor
the performance of diesel generators
against the established goals and to take
appropriate corrective actions if the
goals are not met. The maintenance rule
requires that these goals be evaluated by
the licensees at least every refueling
cycle, not to exceed 2 years. To evaluate
the process established by licensees to
set goals and monitor them, and to
verify that preventive maintenance has
been effective for systems and
components under the maintenance
rule, NRC staff conducted baseline
inspections of all nuclear plants during
1996–1998. At several plants, diesel
generators were among the systems and
components reviewed to verify that
goals were established and monitoring
and trending were being performed. For
pilot plants, diesel generators continue
to be inspected and evaluated using the
risk-informed, performance-based
inspection process, which is part of the
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2 NERC is an electric industry organization made
up of 10 Regional Reliability Councils that account
for nearly every bulk electric supply and delivery
organization in the interconnections of North
America. NERC and its Regional Reliability
Councils set operating and engineering standards
for the reliability of electric systems in North
America. In May 1998, U.S. Department of Energy
requested NERC to facilitate the electric industry’s
Y2K effort.

NRC Oversight Baseline Inspection
Program. NRC staff will continue to
assess the reliability of diesel generators
at nuclear power plants to ensure that
the reliability of diesel generators is
maintained at levels specified by each
licensee when it performed its plant-
specific coping analyses for SBO.

Additionally, the scope of licensees’
Y2K programs, including contingency
planning, covers the onsite power and
other emergency power systems at the
plant. NRC audits and reviews of
licensee Y2K program activities to date
have verified licensee consideration of
these systems, and no associated Y2K
issue relating to onsite power systems
have been identified.

The NRC does not believe, on the
basis of current information from the
North American Electric Reliability
Council (NERC),2 that availability of
offsite power from the electrical grid is
likely to be significantly affected by
Y2K-induced problems. In its most
recent reports issued on January 11 and
April 30, 1999, NERC states,
‘‘Transmission outages are expected to
be minimal and outages that may occur
are anticipated to be mitigated by
reduced energy transfers established as
part of the contingency planning
process.’’ Both reports indicate that the
transition through critical Y2K rollover
dates should have a minimal impact on
electric systems operations in North
America and that widespread, long-term
loss of the grid as a result of Y2K-
induced events is not a credible
scenario. Therefore, there is no reason to
believe that Y2K would significantly
affect the probability or duration of a
LOOP and/or a SBO from that otherwise
assessed in the licensee’s coping
analysis required by 10 CFR 50.63.

As discussed above, the diesel
generators and associated onsite power
supply systems, being within the scope
of licensees’ Y2K readiness programs,
will be Y2K ready prior to the Y2K
transition, and no decrease in reliability
of the diesel generators is expected. The
information provided by NERC
indicates that the likelihood of a LOOP
is not expected to increase significantly
during Y2K transition. Based on these
considerations, plus the ability of the
plants to cope with a station blackout,
the likelihood of an event that will

jeopardize public health and safety is
acceptably low.

One of the public comments received
by NRC in response to the petition
indicated a concern regarding
falsification of EDG reliability data by
licensees. This particular concern has
been investigated and resolved as
documented in an NRC memorandum
dated December 20, 1993, from the
Office of Investigations to the Region II
Regional Administrator, ‘‘Vogtle Electric
Generating Plant: Alleged False
Statements Regarding Test Results on
Emergency Diesel Generators (Case No.
2–90–020R).’’ Falsification of EDG
failure data by licensees is not
considered by NRC as an industry-wide,
generic occurrence. Such incidents,
when identified, will continue to be
treated by NRC on a case-by-case basis
and appropriate actions will be taken in
response.

2. Sixty-day fuel supply
NIRS’ proposed rule would require

each nuclear power plant licensee to
have a 60-day onsite supply of fuel for
diesel generators, as opposed to a 7-day
fuel supply to which most licensees
have committed. However, NIRS
provided no technical basis why offsite
power from the grid would not be
reestablished within the 7-day period
accommodated by existing onsite fuel
supplies. Nor did NIRS explain why,
should a LOOP continue for longer than
7 days, a licensee would be unable to
resupply diesel fuel for a period of 60
days so that a 60-day fuel supply must
be maintained onsite. Commenters on
the NIRS petition who suggested a
requirement for a larger fuel supply
(able to accommodate 160 days of
operation without resupply) also did not
provide any technical bases for their
recommendations. As stated previously,
the likelihood or duration of a LOOP is
not expected to be significantly affected
by the Y2K issue.

Furthermore, the NRC licensees are
taking appropriate actions to ensure that
their plants will be able to cope with
Y2K-induced LOOP durations longer
than 7 days. As part of each plant’s Y2K
activities, each licensee is preparing a
contingency plan, which includes
obtaining diesel fuel and other
necessary supplies to cope with Y2K-
induced long-term LOOP events. As part
of NRC’s review of licensees’
implementation of their Y2K programs,
NRC will confirm that licensee Y2K
programs address emergency power
sources, arrangements for obtaining
critical commodities (e.g., EDG fuel oil)
and other considerations for
contingency planning identified in
Nuclear Energy Institute/Nuclear

Utilities Software Management Group
(NEI/NUSMG) 98–07, ‘‘Nuclear Utility
Year 2000 Readiness Contingency
Planning,’’ dated August 1998.

The capability of diesel generators
and the adequacy of existing fuel
supplies have been demonstrated at
numerous plants during weather-
induced interruptions of the power grid
and other cases of LOOP from the grid.
An example is the Turkey Point nuclear
plant LOOP event during the August
1992 Hurricane Andrew when the diesel
generators automatically picked up
safety-related loads and maintained the
plant for an extended period (over 6
days) during the recovery until site
power was restored. NRC considers the
current 7-day fuel capacity to be
sufficient to operate diesel generators
for longer than the time that it takes to
replenish the onsite supply from outside
sources. Accordingly, a rule requiring
licensees to maintain sufficient fuel to
operate their diesel generators for a 60-
day period or longer is not necessary to
provide reasonable assurance of
adequate protection against Y2K-
induced LOOP events. The regulation
requires nuclear power plants to
withstand LOOP events regardless of
whether the LOOP is due to Y2K or
other causes. The petitioner has not
demonstrated that Y2K would
significantly affect the probability or
duration of loss of all alternating current
power from that otherwise assumed in
the licensee’s coping analysis required
by 10 CFR 50.63, and the licensees’
coping analyses continue to be
applicable during the period that NIRS
claims would present an increased
susceptibility to a LOOP.

B. Additional Alternate Means of
Backup Power

NIRS’ petition requests NRC to
require all licensees to provide an
alternate (second) means of backup
power, such as solar power panels,
wind turbines, hydroelectric power, and
biomass power. The petition also
requests NRC to require that the
alternate backup power system provide
electricity directly to the licensee rather
than to the broader electrical grid.

1. Need for Additional Backup Power
Source

As discussed in Section I.A.1 above,
not only must licensees provide a
source of backup power upon a LOOP,
some licensees have provided an
alternate ac power source in order to
demonstrate that they are able to cope
with a LOOP concurrent with a loss of
onsite backup power (an SBO) for a
specified duration. Thus, these licensees
have three sources of power: (1) Offsite
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power from two independent circuits;
(2) onsite backup power from
independent, redundant power
supplies; and (3) alternate ac power.
The NRC does not believe that the NIRS’
proposal for a fourth source of power
(‘‘alternative backup power,’’ in the
words of NIRS) is necessary to provide
reasonable assurance of adequate
protection against Y2K-induced
problems.

The petitioner does not explain why
Y2K would affect diesel generators as a
source of backup and/or alternate ac
power, such that a source of power in
addition to diesel generators is
necessary to address SBO. The scope of
the licensees’ Y2K program covers both
the onsite backup and the alternate ac
power systems at nuclear power plants.
Since 1996, NRC has been working with
the nuclear industry and licensees of
operating nuclear power plants in order
to achieve Y2K readiness at all nuclear
power plants. NRC has issued
Information Notice (IN) 96-70, ‘‘Year
2000 Effect on Computer System
Software,’’ on December 24, 1996;
Generic Letter (GL) 98–01, ‘‘Year 2000
Readiness of Computer Systems at
Nuclear Power Plants,’’ on May 11,
1998; and GL 98–01, Supplement 1,
‘‘Year 2000 Readiness of Computer
Systems at Nuclear Power Plants,’’ on
January 14, 1999.

NRC issued IN 96–70 to alert nuclear
power plant licensees of the Y2K
problem. The information notice
described the potential problems that
nuclear power plant computer systems
and software may encounter during and
following the transition into the year
2000 and how the Y2K issue may affect
NRC licensees. IN 96–70 encouraged
licensees to examine their uses of
computer systems and software well
before the year 2000 and suggested that
licensees consider appropriate actions
for examining and evaluating their
computer systems for Y2K
vulnerabilities.

In GL 98–01, NRC endorsed the
guidance in the industry document
issued by the NEI/NUSMG 97–07,
‘‘Nuclear Utility Year 2000 Readiness,’’
when properly augmented in the area of
risk management, contingency planning,
and remediation of embedded systems,
as one possible approach in
implementing a plant-specific Y2K
readiness program. In August 1998, NEI
issued an industry document, NEI/
NUSMG 98–07, which provided
additional guidance in the area of
internal and external risk management
and contingency planning. External
events that should be considered for
facility-specific contingency planning
include electric grid/transmission/

distribution system events (e.g., a LOOP,
grid instability and voltage fluctuations,
load fluctuations and loss of grid control
systems), loss of emergency plan
equipment and services, loss of essential
services, and depletion of consumables.
The NRC considers the guidance in NEI/
NUSMG 98–07, when properly
implemented, as an acceptable approach
to mitigate and manage Y2K-induced
events that could occur on Y2K-critical
dates.

In GL 98–01, NRC requested that all
operating nuclear power plant licensees
submit written responses regarding their
facility-specific Y2K readiness programs
in order to obtain confirmation that
licensees are addressing the Y2K
problem effectively. All licensees have
responded to GL 98–01, stating that they
have adopted plant-specific programs
that are intended to make the plants
Y2K ready by July 1, 1999. GL 98–01
also requests a written response, no later
than July 1, 1999, confirming that these
facilities are Y2K ready, including
contingency planning. Licensees who
are not Y2K ready by July 1, 1999, must
provide a status report and schedule for
the remaining work to ensure timely
Y2K readiness.

As part of its oversight of licensee
Y2K activities, the NRC staff conducted
sample audits of 12 plant-specific Y2K
readiness programs. The objectives of
the audits were as follows:

1. To assess the effectiveness of
licensee programs for achieving Y2K
readiness and in addressing compliance
with the terms and conditions of their
license and NRC regulations and
continued safe operation.

2. To evaluate program
implementation activities to ensure that
licensees are on schedule to achieve
Y2K readiness in accordance with GL
98–01 guidelines.

3. To assess the licensee contingency
planning for addressing risks associated
with events resulting from Y2K
problems.

NRC staff determined that this
approach was an appropriate means of
oversight of licensee Y2K readiness
efforts because: (1) All licensees had
committed to the nuclear power
industry Y2K readiness guidance (NEI/
NUSMG 97–07) in their first response to
NRC GL 98–01; and (2) the audit would
verify that licensees were effectively
implementing the guidelines. The
sample of 12 licensees included large
utilities such as Commonwealth Edison
and Tennessee Valley Authority, as well
as small single-unit licensees such as
North Atlantic Energy (Seabrook) and
Wolf Creek Nuclear Operating
Corporation. NRC staff selected a variety
of types of plants of different ages and

locations in this sample in order to
obtain the necessary assurance that
nuclear power industry Y2K readiness
programs are being effectively
implemented and that licensees are on
schedule to meet the readiness target
date of July 1, 1999, established in GL
98–01.

In late January 1999, NRC staff
completed the 12 audits. On the basis of
the audit observations, NRC staff has
concluded that licensees are effectively
addressing Y2K issues and are
undertaking the actions necessary to
achieve Y2K readiness in accordance
with the GL 98–01 target date, although
some plants will have some
remediation, testing, and final
certification scheduled for the fall 1999
outage. NRC staff did not identify any
issues that would prevent these
licensees from achieving readiness.

The NRC staff is not aware of any Y2K
problems in nuclear power plant
systems that directly affect actuation of
safety functions, including the
emergency onsite power systems.
Moreover, NRC audit results to date
have not identified any associated
residual Y2K problems with the
emergency onsite power system and
have confirmed the licensees’
consideration of these systems. Also, the
audits did not identify any Y2K problem
in safety-related activation systems.

Additionally, the NRC’s regional staff
reviewed Y2K activities at all operating
nuclear power plants to verify the status
of licensee efforts to ensure that all
plants will be able to function safely on
January 1, 2000, and beyond. These
reviews: (1) Verified that all NRC
licensees have implemented Y2K
program activities; (2) evaluated the
progress made to ensure that the
licensees are on schedule to achieve
Y2K readiness; and (3) assessed
licensees’ contingency plans for
addressing Y2K-related issues. The
reviews were completed by July 1999.

The NRC staff audited the
contingency planning efforts of six
licensee facilities. The audits at these
facilities examined in detail backup
measures the utilities have in place to
deal with possible Y2K problems, either
on site or off site, that might affect plant
operations. The audits were conducted
in May and June 1999.

The reviews and audits will allow
NRC staff to verify the progress of all
licensees and determine whether any
regulatory action is needed. Information
from the reviews will be used in
conjunction with the status reports that
NRC has required its nuclear power
plant licensees to provide by July 1,
1999. By July 1, 1999, all licensees
responded to GL 98–01, Supplement 1.
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The responses indicated that 68 plants
are Y2K ready and 35 plants need to
complete work on computer systems or
devices after July 1, 1999.

NIRS presents no information or
argument why these actions by the
licensees, the nuclear industry, and
NRC are not sufficient to ensure that
onsite back up and alternate ac power
systems will not be adversely affected
by Y2K-induced problems.

2. Specific Backup Power Sources
Proposed by NIRS

The petitioner’s proposed alternative
backup power sources, such as solar and
wind, are not reliable backup power
sources because of their
undependability under unpredictable
weather conditions or because they are
limited by the amount of power they
can generate. Additional comments
received by the NRC in response to the
petition also suggested the requirement
for alternate power. The petitioner does
not provide sufficient technical
information to demonstrate that these
additional alternative backup power
sources would add more reliability than
current backup power sources.
Therefore, most of the sources of
alternative backup power that are
included in NIRS’ proposed rule would
not constitute an acceptable alternative
source of backup power with the same
level of availability and capability as
diesel generators.

C. Spent Fuel Pool Class 1E
Classification and Backup Power

The proposed rule would require all
part 50 licensees to immediately classify
irradiated (spent) fuel pools as Class 1–
E and provide sufficient backup power
to provide cooling to these pools.
Because Class 1–E is an electric system
classification, the NRC assumes that the
petitioner intends the rule to require
that the backup power supply for spent
fuel pool cooling systems be classified
as Class 1–E.

The petitioner does not explain why
classification of the electric power
system for spent fuel pool cooling
systems as Class 1–E is necessary to
protect spent fuel pools against a Y2K-
induced LOOP. The Class 1–E
classification addresses design and
quality assurance (QA) requirements for
manufacture and installation of
electrical system components. Most of
these systems are based upon analog
controls and, therefore, are not subject
to Y2K problems. Furthermore, simple
reclassification of the electrical power
system by itself would not appear to
have any direct effect on minimizing
Y2K-induced loss of power necessary
for spent fuel cooling. Rather, an

evaluation of the power system for Y2K
susceptibility is necessary, which is
what licensees have committed to
implement. Thus, it is unclear how the
requested requirements in the NIRS
petition would provide assurance that
Y2K problems will not prevent
electrical power systems from
performing their necessary safety
functions. The NRC concludes that a
rule change is not necessary since
licensees are already directly addressing
spent fuel pool cooling as part of their
Y2K programs.

Furthermore, the NRC does not agree
that a backup source of electrical power
for spent fuel cooling is necessary at
nuclear power plants in order to provide
reasonable assurance of adequate
protection. At most operating nuclear
power plants, the emergency onsite
power system can directly supply
electric power to its spent fuel pool
cooling systems. At those plants at
which the spent fuel cooling system is
not directly connected to the emergency
onsite power system, the capability
exists of connecting the cooling system
to the emergency onsite power system.
Requiring a backup (tertiary) source of
electrical power is not justified in view
of the length of time between loss of
spent fuel cooling and the point at
which there is a significant threat to
integrity of the spent fuel rods. A
licensee is required to keep the spent
fuel pool filled to a level more than 23
feet above the top of the fuel rods and,
generally, the water temperature in the
pool is to be maintained below 140 °f.
For a typical pool with a capacity of
about 400,000 gallons and a worst case
heat load causing 50 gpm of water loss
as a result of evaporation, it would take
about 3 days for the pool level to drop
to the top of the fuel racks. This
estimate does not include the heat-up
time of 3 to 4 hours for the pool water
to increase from 140 °f to 212 °f. This
scenario assumes a total loss of all ac
electric power and that no corrective
actions are taken for 3 days in response
to the decreasing water level in the
spent fuel pool. For a typical heat load
(non-refueling), the time to uncovering
of the spent fuel pool would be around
2 weeks, again assuming that no make-
up water is added to the pool. Upon loss
of water shielding, the radiation levels
above the pool would increase.
Assuming LOOP and failure of onsite
emergency power sources, the only
action necessary would be to provide
make-up water to the spent fuel pool.
The existing plant operating/emergency
procedures provide for initiation of
make-up water to the pool upon
detection of low level. At many plants,

the make-up water supply is provided
by a plant safety system. Upon loss of
all ac power, make-up water from any
source, such as fire hoses supplied by
diesel-driven fire pumps, can be used to
maintain the required water level in the
pool. In light of the substantial period
of time available for a licensee to take
mitigative actions upon loss of spent
fuel pool electrical power, the NRC
concludes that providing an additional
backup source of power is not
warranted at any operating nuclear
power plant.

II. Part 50 Decommissioning Nuclear
Power Plants

There are 21 permanently shutdown
nuclear power plants which have been
shut down for more than a year. Six of
these facilities have removed all spent
fuel from the site. Therefore, there are
only 15 decommissioning power plants
to which the proposed requirements in
the petition would potentially apply.

Spent fuel pool cooling and support
systems may be configured differently
for decommissioning plants than for
operating reactors due to the reduced
need for decay heat removal at
decommissioning plants. As decay heat
loads drop, utilities are able under 10
CFR 50.59 to remove equipment from
service once it no longer is needed to
provide its safety function. At some
plants there is no need for forced
circulation to remove heat from the pool
as adequate heat loss to ambient keeps
the pool at an acceptable temperature.
After a period of decay in the spent fuel
pool, the heat load from spent fuel is
significantly reduced as short-lived
fission products decay. Consequently,
the potential for boiling is reduced and
the time available for the licensee to
take mitigative action is greater. With
the exception of Zion and Big Rock
Point, more than three years has elapsed
since any fuel was irradiated in the
reactor at any of the nuclear power
plants currently undergoing
decommissioning.

The reasons discussed in Section I.C
above regarding why electrical systems
need not be classified Class 1-E for
spent fuel pools at operating nuclear
power plants also apply equally to
decommissioning nuclear power plants.
As previously noted, requiring a backup
source of electrical power is not
justified in view of the length of time
between loss of spent fuel cooling and
the point where there is a significant
threat to integrity of the spent fuel rods.
Upon loss of all ac power, make-up
water from any source, such as fire
hoses supplied by diesel-driven fire
pumps, can be used to maintain the
required water level in the pool.
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In view of the long time period
available for the licensee to respond to
loss of power to the spent fuel pool
cooling system and the relative
simplicity of mitigative actions, the
requirements proposed by NIRS with
respect to spent fuel pool electrical
system reclassification and the
provision of alternative power are not
justified.

III. Part 50 Non-Power Reactor
Licensees

Non-power reactors operate at power
levels ranging from 250 KWt to 2 MWt,
and they operate at low temperatures.
Any non-power reactor in operation on
January 1, 2000, can be readily shut
down manually using emergency
procedures and existing shutdown
systems. These reactors have passive
safety features and generally do not
require power to shut down and
dissipate decay heat. Accordingly, NRC
regulations do not currently require part
50 non-power reactors to provide a
backup power source.

NIRS did not present any information
or rationale why part 50 non-power
reactors must provide an ‘‘alternate’’
source of backup power to address Y2K
losses of power. In particular, NIRS did
not address the fact that these facilities
are not required to have a backup power
source because power is not required to
shut down and maintain these facilities
in a safe-shutdown condition. In the
absence of any rationale in support of
the proposed requirement, the
Commission concludes that there is no
basis for adopting the proposed
requirement for part 50 non-power
reactor licensees.

IV. Part 70 Licensees
To alert major part 70 licensees of the

Y2K problem, NRC issued Information
Notice (IN) 96–70 in December 1996,
and IN 98–30 in August 1998. In IN 96–
70, NRC staff described the potential
Y2K problems, encouraged licensees to
examine their uses of computer systems
and software well before the year 2000,
and suggested that licensees consider
appropriate actions to examine and
evaluate their computer systems for Y2K
vulnerabilities. In IN 98–30, NRC staff
provided definitions of ‘‘Y2K ready’’
and ‘‘Y2K compliant,’’ encouraged
licensees to contact vendors and test
their systems for Y2K problems, and
described elements of a Y2K readiness
program.

In order to gather Y2K information
regarding materials and major fuel cycle
facilities, NRC formed a Y2K Team
within the Office of Nuclear Material
Safety and Safeguards (NMSS) in 1997.
From September through December

1997, this NMSS Y2K Team visited a
cross-section of materials licensees and
fuel cycle facilities and conducted Y2K
interviews. Each licensee or facility
visited by the team indicated that it was
aware of the Y2K issue and was in
various stages of implementing its Y2K
readiness program.

On June 22, 1998, the NRC staff
issued Generic Letter (GL) 98–03,
‘‘NMSS Licensees and Certificate
Holders’ Year 2000 Readiness
Programs,’’ requested major part 70
licensees to inform NRC of the status of
their Y2K readiness programs. In GL 98–
03, the NRC staff requested all major
part 70 licensees to submit by
September 20, 1998, written responses
regarding their facility-specific Y2K
readiness program in order to confirm
that they were addressing the Y2K
problem effectively. All licensees
responded to GL 98–03 by stating that
they had adopted a facility-specific Y2K
readiness program, and the scope of the
program included identifying and,
where appropriate, remediating
embedded systems, and provided for
risk management and the development
of contingency plans. GL 98–03 also
requested a written response, no later
than December 31, 1998, which
confirmed that these facilities were Y2K
ready or provided a status report of
work remaining to be done to become
Y2K ready, including completion
schedules. All licensees provided a
second response to GL 98–03, which
provided reports of work to be done,
including completion schedules.
Furthermore, following the second
response, NRC requested a third written
response, no later than July 1, 1999,
which would confirm that these
facilities were Y2K ready or would
provide an updated status report.

Between September 1997 and October
1998, the major fuel cycle facilities were
also asked Y2K questions during other
inspections. On the basis of these Y2K
inspections, the licensees were aware of
the Y2K problem and were adequately
addressing Y2K issues. There have been
no identified risk-significant Y2K
concerns for major part 70 licensees.

NIRS presents no information or
argument why these above-mentioned
actions by the licensees and NRC are not
sufficient to address Y2K problems and
provide reasonable assurance of
adequate protection during the
transition from 1999 to 2000.

EDG Reliability and Fuel Supply
The requirements proposed in the

NIRS petition would require that: (1) All
EDGs that provide backup power be
operational and (2) licensees have a 60-
day supply of fuel for EDGs or the

facility would be shut down. The
petitioner indicated these requirements
are necessary to protect public health
and safety. However, there are no part
70 licensees required to have EDGs in
order to provide backup power to
protect public health and safety. In the
event of the loss of electric power in
part 70 facilities, processing stops and
there is no need for electric power to
maintain a safe condition. There are
some part 70 licensees who have
independent power sources in order to
meet physical protection (PP)
requirements. These licensees are also
required to have contingency plans for
PP (e.g., augmented guard force) in the
event of loss of independent power.
Based on the above discussion, the 60-
day fuel supply requirement is also not
needed for part 70 licensees to provide
reasonable assurance of adequate
protection to public health and safety.

The petitioner does not provide
sufficient technical information to
demonstrate that part 70 licensees must
shut down if they do not have EDGs
providing backup power or must have a
60-day fuel supply for EDGs.

Additional Alternate Means of Backup
Power

NIRS asserted that NRC must require
licensees to provide alternate means of
backup power (e.g., solar power panels,
wind turbines, hydroelectric power,
biomass power). As stated above, it is
not necessary for part 70 licensees to
have backup power in order to
shutdown to a safe condition. Also, part
70 licensees who are required to have
independent power sources to meet PP
requirements have contingency plans to
meet the loss of the back-up power.
Further, the petitioner does not provide
sufficient technical information to
demonstrate that these alternative back-
up power sources are needed to to
provide reasonable assurance of
adequate protection to public health and
safety.

Back-up Power Supply for Spent Fuel
Pool Cooling System

The proposed rule in the NIRS
petition requests NRC to require that all
licensees immediately classify
irradiated fuel pools as Class 1–E, and
provide sufficient back-up power to
provide cooling to these pools. Because
Class 1–E is an electric system
classification, the NRC staff assumes
that the petitioner intends the rule to
apply to the back-up power supply for
spent fuel pool cooling systems.
Although some part 70 licensees have
irradiated fuel at their facilities, these
facilities do not store large quantities of
irradiated fuel. The irradiated fuel is
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used for research and development or
educational purposes. If the irradiated
fuel is stored in a pool, the heat
generated from the fuel would be
minimal and would not require a pool
cooling system.

The petitioner provides no technical
justification to support the proposal that
spent fuel pools be immediately
classified as Class 1–E. The regulatory
action requested by NIRS is not required
for part 70 licensees.

Conclusion
Existing NRC requirements, licensee

commitments, and licensee activities
and programs are sufficient to cope with
losses of power, including those losses
of offsite power that could be caused by
Y2K problems. NIRS has not presented
any information either that existing
requirements and licensee commitments
are inadequate to address losses of
power due to Y2K problems, such that
the requirements proposed in NIRS’
petition are necessary to provide
reasonable assurance of adequate
protection to public health and safety.
Accordingly, the Commission denies the
petition.

Dated at Rockville, Maryland, this 17th day
of August, 1999.

For the Nuclear Regulatory Commission.
Andrew L. Bates,
Acting Secretary of the Commission.
[FR Doc. 99–21752 Filed 8–20–99; 8:45 am]
BILLING CODE 7590–01–P

NUCLEAR REGULATORY
COMMISSION

10 CFR Part 72

RIN 3150–AG 37

List of Approved Spent Fuel Storage
Casks: (NAC–MPC) Addition

AGENCY: Nuclear Regulatory
Commission.
ACTION: Proposed rule.

SUMMARY: The Nuclear Regulatory
Commission (NRC) is proposing to
amend its regulations to add the NAC
International Multi-Purpose Canister
(NAC–MPC) cask system to the List of
approved spent fuel storage casks. This
amendment will allow the holders of
power reactor operating licenses to store
spent fuel in the NAC–MPC cask system
under a general license.
DATES: The comment period expires
November 8, 1999. Comments received
after this date will be considered if it is
practical to do so, but the NRC is able
to assure consideration only for
comments received on or before this
date.

ADDRESSES: Comments may be sent to:
Secretary, U.S. Nuclear Regulatory
Commission, Washington, DC 20555–
0001, Attn: Rulemakings and
Adjudications Staff. Hand deliver
comments to 11555 Rockville Pike,
Rockville, MD, between 7:30 a.m. and
4:15 p.m. on Federal workdays.

You may also provide comments via
the NRC’s interactive rulemaking
website (http://ruleforum.llnl.gov). This
site provides the availability to upload
comments as files (any format) if your
web browser supports that function. For
information about the interactive
rulemaking site, contact Ms. Carol
Gallagher (301) 415–5905; e-mail
CAG@nrc.gov.

Certain documents related to this
rulemaking, including comments
received by the NRC, may be examined
at the NRC Public Document Room,
2120 L Street NW. (Lower Level),
Washington, DC. These documents also
may be viewed and downloaded
electronically via the interactive
rulemaking website established by NRC
for this rulemaking.
FOR FURTHER INFORMATION CONTACT: Stan
Turel, telephone (301) 415–6234, e-mail,
spt@nrc.gov of the Office of Nuclear
Material Safety and Safeguards, U.S.
Nuclear Regulatory Commission,
Washington, DC 20555–0001.
SUPPLEMENTARY INFORMATION:

Background

Section 218(a) of the Nuclear Waste
Policy Act of 1982, as amended
(NWPA), requires, ‘‘for the dry storage
of spent nuclear fuel at civilian power
reactor sites, with the objective of
establishing one or more technologies
the (Nuclear Regulatory) Commission
may, by rule, approve for use at the sites
of civilian nuclear power reactors
without, to the maximum extent
practicable, the need for additional site-
specific approvals by the Commission.’’
Section 133 of the NWPA states, in part,
‘‘(t)he Commission shall, by rule,
establish procedures for the licensing of
any technology approved by the
Commission under section 218(a) for
use at the site of any civilian nuclear
power reactor.’’

To implement this mandate, the
Commission approved dry storage of
spent nuclear fuel in NRC-approved
casks under a general license,
publishing on July 18, 1990, a final rule
in 10 CFR part 72 entitled, ‘‘General
License for Storage of Spent Fuel at
Power Reactor Sites’’ (55 FR 29181).
This rule also established a new subpart
L within 10 CFR part 72 entitled
‘‘Approval of Spent Fuel Storage
Casks,’’ containing procedures and

criteria for obtaining NRC approval of
dry storage cask designs.

Discussion

This proposed rule would add the
NAC International Multi-Purpose
Canister (NAC–MPC) cask system to the
list of NRC-approved casks for spent
fuel storage in 10 CFR 72.214. Following
the procedures specified in 10 CFR
72.230 of Subpart L, NAC International
(NAC) submitted an application for NRC
approval with the Safety Analysis
Report (SAR): ‘‘Safety Analysis Report
for the NAC Multi-Purpose Canister
System (NAC–MPC), Revision 2.’’ The
NRC evaluated the NAC submittal and
issued a preliminary Safety Evaluation
Report (SER) on the NAC SAR and
proposed Certificate of Compliance
(CoC) for the NAC–MPC cask system on
August 9, 1999.

The NRC is proposing to approve the
NAC–MPC cask system for storage of
spent fuel under the conditions
specified in the proposed CoC. This
cask system, when used in accordance
with the conditions specified in the CoC
and NRC regulations, will meet the
requirements of 10 CFR part 72; thus,
adequate protection of the public health
and safety would be ensured. This cask
system is being proposed for listing
under 10 CFR 72.214, ‘‘List of approved
spent fuel storage casks,’’ to allow
holders of power reactor operating
licenses to store spent fuel in this cask
system under a general license. The CoC
would terminate 20 years after the
effective date of the final rule listing this
cask in 10 CFR 72.214, unless the cask
system’s CoC is renewed. The certificate
contains conditions for use which are
specific for this cask system and
addresses issues such as operating
procedures, training exercises, and
spent fuel specification.

The proposed CoC for the NAC–MPC
cask system and the underlying
preliminary SER, dated August 9, 1999,
are available for inspection and
comment at the NRC Public Document
Room, 2120 L Street, NW. (Lower
Level), Washington, DC. Single copies of
the proposed CoC and preliminary SER
may be obtained from Stan Turel, Office
of Nuclear Material Safety and
Safeguards, U.S. Nuclear Regulatory
Commission, Washington, DC 20555,
telephone (301) 415–6234, email
spt@nrc.gov.

Discussion of Proposed Amendments by
Section

Section 72.214 List of approved spent
fuel storage casks.

Certificate Number 1025 would be
added indicating that:
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NUCLEAR REGULATORY COMMISSION

[NUREG-1600, Revision 1]

 
Policy and Procedure for NRC Enforcement Actions; Interim 
Enforcement Policy Regarding Enforcement Discretion for Nuclear Power 
Plants During the Year 2000 Transition

AGENCY: Nuclear Regulatory Commission.

ACTION: Policy statement; amendment.

-----------------------------------------------------------------------

SUMMARY: The Nuclear Regulatory Commission (NRC) is amending its 
``General Statement of Policy and Procedure for NRC Enforcement 
Actions,'' NUREG-1600, Revision 1 (Enforcement Policy), by adding 
Appendix E. This amendment adds an interim enforcement policy that the 
NRC will follow to exercise enforcement discretion for noncompliance 
with license conditions, including technical specifications (TSs), 
because of year 2000 (Y2K) related situations.

DATES: This action is effective August 30, 1999. Comments on this 
revision should be submitted within 30 days of publication in the 
Federal Register and will be considered by the NRC prior to the next 
Enforcement Policy revision.

ADDRESSES: Submit written comments to David L. Meyer, Chief, Rules and 
Directives Branch, Division of Administrative Services, Office of 
Administration, Mail Stop T-6 D59, 
U.S. Nuclear Regulatory Commission, Washington, DC 20555-0001. Hand 
deliver comments to 11555 Rockville Pike, Rockville, Maryland, between 
7:30 a.m. and 4:15 p.m., Federal workdays. Copies of comments received 
may be examined at the NRC Public Document Room, 2120 L Street, NW, 
(Lower Level), Washington, DC.
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FOR FURTHER INFORMATION CONTACT: Richard Wessman, Deputy Director, 
Division of Engineering, 301-415-3298, or Allen Hansen, Lead Project 
Manager, Division of Licensing, Project Management, 301-415-1390, 
Office of Nuclear Reactor Regulation, U.S. Nuclear Regulatory 
Commission, Washington, D.C. 20555-0001.

SUPPLEMENTARY INFORMATION:

Background

    Y2K-related events arise from a date-related problem that is 
experienced by a software system, a software application, or a digital 
device at a key rollover date when the system, application, or device 
does not perform its intended function. The key rollover dates are 
January 1, 2000; February 29, 2000 (an uncommon leap day); and December 
31, 2000 (the 366th day of an uncommon leap year). The nuclear utility 
industry is engaged in Y2K readiness programs at all nuclear power 
plant facilities to seek out and correct Y2K-related problems that have 
any potential to adversely affect facility operations.
    Y2K concerns result from licensees' reliance upon:
    (1) Software to schedule maintenance and technical specification 
surveillances;
    (2) Programmable logic controllers and other commercial off-the-
shelf software and hardware;
    (3) Digital process control systems;
    (4) Software to support facility operation;
    (5) Digital systems for collection of operating data; and
    (6) Digital systems to monitor post-accident plant conditions.
    It is recognized that in spite of every reasonable effort by 
licensees to identify and correct Y2K computer system problems at their 
facilities, some software, applications, equipment, and systems may 
remain susceptible to the problem. Additionally, software, data, and 
systems external to the facility could adversely affect the facility 
(for example, interruption of communications or partial loss of offsite 
power).
    The electricity production and delivery systems, as two of the more 
important elements of the North American economic and social 
infrastructure, must remain dependable during Y2K transition or 
rollover periods. Most other critical elements of the infrastructure 
depend on the availability of an interconnected, stable, and reliable 
supply of electrical power. There is no doubt that cascading or even 
localized outages of generators and transmission facilities could have 
serious short-term and long-term consequences.
    Continued safe operation of nuclear power plants during Y2K 
transition or rollover periods will play a major role in maintaining 

WAIS Document Retrieval

http://frwebgate.access.gpo.gov/cgi-bin/getdoc.cgi?dbname=1999_register&docid=fr30jy99-157 (2 of 7) [07/10/2000 4:20:28 PM]



stable and reliable electrical power supply systems, providing 
necessary reserve power if there are major losses at other generating 
facilities. The NRC staff is issuing interim guidance on the process 
for the NRC to exercise enforcement discretion in certain situations 
where power reactor licensees encounter Y2K-associated compliance 
problems in the Y2K transition period (December 31, 1999, through the 
first few days of 2000) or in other key rollover periods. The exercise 
of enforcement discretion may support a licensee decision to keep the

[[Page 41475]]

plant in operation, if the licensee has determined that safety will not 
be unacceptably affected, in order to help maintain electrical grid 
stability and reliability. The NRC Headquarters Operations Center and 
the NRC Region IV Incident Response Center will have staff augmented 
during the key transition from December 31, 1999, to January 1, 2000, 
to ensure that appropriate actions can be taken for any regulatory 
issues that arise.

Scope

    This interim enforcement policy provides for the exercise of 
enforcement discretion to address noncompliance with license 
conditions, including TSs, because of Y2K transition or rollover 
issues. The interim enforcement policy applies to situations in which 
plant operation is needed to help maintain the stability and 
reliability of the electrical power supply system, even when license 
conditions, including TSs, would require a plant shutdown. If such 
situations occur, licensees are expected to follow the existing 
guidance in NRC Inspection Manual Part 9900 for Notices of Enforcement 
Discretion <http://www.nrc.gov/NRC/IM/noed.html> to the maximum extent 
practicable, particularly regarding a safety determination and 
notification of NRC. Licensees may decide to continue operations upon 
making a determination that it is safe and prudent to do so to help 
maintain electrical grid stability and reliability, and when certain 
criteria are met. This enforcement discretion does not extend to 
situations in which the licensee may be unable to communicate with the 
NRC. (The staff assessment of telecommunications capability indicates 
that a loss of all telecommunications between NRC and licensees is 
highly unlikely.)
    To the extent noncompliance was involved, the NRC staff will 
normally take enforcement action for the root causes that led to the 
noncompliance for which enforcement discretion was used. Enforcement 
action will also be considered in those cases in which incorrect or 
incomplete information was provided to the NRC staff by a licensee in 
its justification. The NRC recognizes that a licensee will need to 
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exercise judgement in making a determination under this discretion 
provision. Consistent with the NRC's position involving 10 CFR 
50.54(x), enforcement action for a violation of a license condition, 
including a TS, will not be taken unless a licensee's action was 
clearly unreasonable considering all the relevant circumstances. 
Enforcement action could include the assessment of civil penalties and 
the issuance of orders.

Paperwork Reduction Act Statement

    This interim policy statement does not contain a new or amended 
information collection requirement subject to the Paperwork Reduction 
Act of 1995 (44 U.S.C. 3501 et seq.). Existing requirements were 
approved by the Office of Management and Budget, approval number 3150-
0136.

Public Protection Notification

    If a means used to impose an information collection does not 
display a currently valid OMB control number, the NRC may not conduct 
or sponsor, and a person is not required to respond to, the information 
collection.
    The NRC is revising the NRC Enforcement Policy by adding Appendix E 
to read as follows:

General Statement of Policy and Procedure for NRC Enforcement Actions

* * * * *

Appendix E: Interim Enforcement Policy Regarding Enforcement Discretion 
for Nuclear Power Plants During the Year 2000 Transition

    This appendix sets forth the interim enforcement policy that 
will govern the exercise of enforcement discretion by the NRC staff 
when licensees of operating nuclear power plants find it necessary 
to deviate from license conditions, including technical 
specifications (TSs), in those cases in which year 2000 (Y2K) 
related complications would otherwise require a plant shutdown that 
could adversely affect the stability and reliability of the 
electrical power grid. This policy does not extend to situations in 
which a licensee may be unable to communicate with the NRC.
    The policy is effective August 30, 1999 and will remain in 
effect through January 1, 2001. This policy only applies during Y2K 
transition or rollover periods (December 31, 1999, through January 
3, 2000; February 28, 2000, through March 1, 2000; and December 30, 
2000, through January 1, 2001). During these periods, a licensee may 
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contact the NRC Headquarters Operations Center and seek NRC 
enforcement discretion with regard to the potential noncompliance 
with license conditions, including TSs, if the licensee has 
determined that:
    (a) Complying with license conditions, including TSs, in a Y2K-
related situation would require a plant shutdown;
    (b) Continued plant operation is needed to help maintain a 
reliable and stable grid; and
    (c) Any decrease in safety as a result of continued plant 
operation is small (considering both risk and deterministic 
aspects), and reasonable assurance of public health and safety, the 
environment, and security is maintained with the enforcement 
discretion.
    Licensees are expected to follow the existing guidance as stated 
in NRC Inspection Manual Part 9900 for Notices of Enforcement 
Discretion to the maximum extent practicable, particularly regarding 
a safety determination and notification of NRC. A licensee seeking 
NRC enforcement discretion must provide a written justification, or 
in circumstances in which good cause is shown, an oral justification 
followed as soon as possible by written justification. The 
justification must document the need and safety basis for the 
request and provide whatever other information the NRC staff needs 
to make a decision regarding whether the exercise of discretion is 
appropriate. The NRC staff may grant enforcement discretion on the 
basis of balancing the public health and safety or common defense 
and security of not operating against potential radiological or 
other hazards associated with continued operation, and a 
determination that safety will not be unacceptably affected by 
exercising the discretion. The Director of the Office of Nuclear 
Reactor Regulation, or designee, will advise the licensee whether 
the NRC has approved the licensee's request and, if so, will 
subsequently confirm the exercise of discretion in writing. 
Enforcement discretion will only be exercised if the NRC staff is 
clearly satisfied that the action is consistent with protecting 
public health and safety and is warranted in the circumstances 
presented by the licensee.
    If the volume of requests to the NRC Headquarters Operations 
Center is such that the NRC staff cannot review and approve all 
licensee requests in a timely fashion, the NRC staff will obtain the 
safety-significant information from the licensee to enable the NRC 
staff to make a prompt initial assessment. Unless the assessment is 
unfavorable, the licensee would be permitted to proceed with its 
planned course of action. The NRC staff will complete these 
assessments as time permits and the licensee will be advised of the 
results orally, if possible, and then in writing. If the NRC staff's 
prompt initial assessment or subsequent assessment determines that a 
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licensee's actions raise safety concerns, the licensee would be so 
informed. The licensee would then be required to follow its license 
conditions, including TSs.
    If there are communications difficulties between the licensee 
and the NRC, the licensee is encouraged to interact with the NRC 
inspector onsite who will have a dedicated satellite telephone. The 
inspector should be able to facilitate communication with the NRC 
Headquarters Operations Center and/or the NRC Regional Incident 
Response Centers (IRCs). If communication with the NRC Headquarters 
Operations Center is not possible, then the licensee should contact 
the IRC in NRC Region IV to discuss enforcement discretion. 
Similarly, if the Region IV IRC cannot be reached, then the licensee 
should attempt to contact the Region I, II and III IRCs. Although it 
is considered highly unlikely, if communication with NRC is not 
possible, the licensee should follow the plant license conditions, 
including technical specifications.
    In conducting its assessments, the licensee should follow, to 
the extent practicable, the guidance in NRC Inspection Manual Part 
9900 for Notices of Enforcement Discretion.
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Contrary to Part 9900 Section B.3 guidance, it is not necessary for 
an emergency to be declared by a government entity. Licensees are 
encouraged to contact NRC early in their evaluation process, 
particularly if time is of the essence, even though complete 
information as specified in Part 9900 may not be available.
    The decision to exercise enforcement discretion does not change 
the fact that the licensee will be in noncompliance nor does it 
imply that enforcement discretion is being exercised for any 
noncompliance that may have led to the noncompliance at issue. To 
the extent noncompliance was involved, the NRC staff will normally 
take enforcement action for the root causes that led to the 
noncompliance for which enforcement discretion was granted. 
Enforcement action will also be considered in those cases in which 
incorrect or incomplete information was provided to the NRC staff by 
a licensee in its justification. The NRC recognizes that a licensee 
will need to exercise judgement in making a determination under this 
discretion provision. Consistent with the NRC's position involving 
10 CFR 50.54(x), enforcement action for a violation of a license 
condition, including a TS, will not be taken unless a licensee's 
action was clearly unreasonable considering all the relevant 
circumstances. Enforcement action could include assessment of civil 
penalties and the issuance of orders.

    Dated at Rockville, Maryland, this 26th day of July, 1999.
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    For the Nuclear Regulatory Commission.
Annette L. Vietti-Cook,
Secretary of the Commission.
[FR Doc. 99-19574 Filed 7-29-99; 8:45 am]
BILLING CODE 7590-01-P
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Street NW, Suite 1050, Washington, DC
20004–1107; 202–272–2004 (Voice),
202–272–2074 (TTY), 202–272–2022
(Fax).

AGENCY MISSION: The National council
on Disability is an independent federal
agency composed of 15 members
appointed by the President of the
United States and confirmed by the U.S.
Senate. Its overall purpose is to promote
policies, programs, practices, and
procedures that guarantee equal
opportunity for all people with
disabilities, regardless of the nature of
severity of the disability; and to
empower people with disabilities to
achieve economic self-sufficiency,
independent living, and inclusion and
integration into all aspects of society.

ACCOMMODATIONS: Those needing
interpreters or other accommodations
should notify the National Council on
Disability prior to this meeting.

ENVIRONMENTAL ILLNESS: People with
environmental illness must reduce their
exposure to volatile chemical
substances in order to attend this
meeting. In order to reduce such
exposure, we ask that you not wear
perfumes or scents at the meeting. We
also ask that you smoke only in
designated areas and the privacy of your
room. Smoking is prohibited in the
meeting room and surrounding area.

OPEN MEETING: This quarterly meeting of
the National Council on Disability will
be open to the public.

AGENDA: The proposed agenda includes.

Reports from the Chairperson and the
Executive Director

Committee Meetings and Committee
Reports

Executive Session (closed)
Unfinished Business
New Business
Announcements
Adjournment

Records will be kept of all National
Council on Disability proceedings and
will be available after the meeting for
public inspection at the National
Council on Disability.

Signed in Washington, DC, on July 27,
1999.

Ethel D. Briggs,
Executive Director.
[FR Doc. 99–19629 Filed 7–27–99; 4:02 pm]

BILLING CODE 6820–MA–M

NUCLEAR REGULATORY
COMMISSION

[NUREG–1600, Revision 1]

Policy and Procedure for NRC
Enforcement Actions; Interim
Enforcement Policy Regarding
Enforcement Discretion for Nuclear
Power Plants During the Year 2000
Transition

AGENCY: Nuclear Regulatory
Commission.
ACTION: Policy statement; amendment.

SUMMARY: The Nuclear Regulatory
Commission (NRC) is amending its
‘‘General Statement of Policy and
Procedure for NRC Enforcement
Actions,’’ NUREG–1600, Revision 1
(Enforcement Policy), by adding
Appendix E. This amendment adds an
interim enforcement policy that the
NRC will follow to exercise enforcement
discretion for noncompliance with
license conditions, including technical
specifications (TSs), because of year
2000 (Y2K) related situations.
DATES: This action is effective August
30, 1999. Comments on this revision
should be submitted within 30 days of
publication in the Federal Register and
will be considered by the NRC prior to
the next Enforcement Policy revision.
ADDRESSES: Submit written comments
to David L. Meyer, Chief, Rules and
Directives Branch, Division of
Administrative Services, Office of
Administration, Mail Stop T–6 D59,
U.S. Nuclear Regulatory Commission,
Washington, DC 20555–0001. Hand
deliver comments to 11555 Rockville
Pike, Rockville, Maryland, between 7:30
a.m. and 4:15 p.m., Federal workdays.
Copies of comments received may be
examined at the NRC Public Document
Room, 2120 L Street, NW, (Lower
Level), Washington, DC.
FOR FURTHER INFORMATION CONTACT:
Richard Wessman, Deputy Director,
Division of Engineering, 301–415–3298,
or Allen Hansen, Lead Project Manager,
Division of Licensing, Project
Management, 301–415–1390, Office of
Nuclear Reactor Regulation, U.S.
Nuclear Regulatory Commission,
Washington, D.C. 20555–0001.
SUPPLEMENTARY INFORMATION:

Background

Y2K-related events arise from a date-
related problem that is experienced by
a software system, a software
application, or a digital device at a key
rollover date when the system,
application, or device does not perform
its intended function. The key rollover
dates are January 1, 2000; February 29,

2000 (an uncommon leap day); and
December 31, 2000 (the 366th day of an
uncommon leap year). The nuclear
utility industry is engaged in Y2K
readiness programs at all nuclear power
plant facilities to seek out and correct
Y2K-related problems that have any
potential to adversely affect facility
operations.

Y2K concerns result from licensees’
reliance upon:

(1) Software to schedule maintenance
and technical specification
surveillances;

(2) Programmable logic controllers
and other commercial off-the-shelf
software and hardware;

(3) Digital process control systems;
(4) Software to support facility

operation;
(5) Digital systems for collection of

operating data; and
(6) Digital systems to monitor post-

accident plant conditions.
It is recognized that in spite of every

reasonable effort by licensees to identify
and correct Y2K computer system
problems at their facilities, some
software, applications, equipment, and
systems may remain susceptible to the
problem. Additionally, software, data,
and systems external to the facility
could adversely affect the facility (for
example, interruption of
communications or partial loss of offsite
power).

The electricity production and
delivery systems, as two of the more
important elements of the North
American economic and social
infrastructure, must remain dependable
during Y2K transition or rollover
periods. Most other critical elements of
the infrastructure depend on the
availability of an interconnected, stable,
and reliable supply of electrical power.
There is no doubt that cascading or even
localized outages of generators and
transmission facilities could have
serious short-term and long-term
consequences.

Continued safe operation of nuclear
power plants during Y2K transition or
rollover periods will play a major role
in maintaining stable and reliable
electrical power supply systems,
providing necessary reserve power if
there are major losses at other
generating facilities. The NRC staff is
issuing interim guidance on the process
for the NRC to exercise enforcement
discretion in certain situations where
power reactor licensees encounter Y2K-
associated compliance problems in the
Y2K transition period (December 31,
1999, through the first few days of 2000)
or in other key rollover periods. The
exercise of enforcement discretion may
support a licensee decision to keep the
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plant in operation, if the licensee has
determined that safety will not be
unacceptably affected, in order to help
maintain electrical grid stability and
reliability. The NRC Headquarters
Operations Center and the NRC Region
IV Incident Response Center will have
staff augmented during the key
transition from December 31, 1999, to
January 1, 2000, to ensure that
appropriate actions can be taken for any
regulatory issues that arise.

Scope
This interim enforcement policy

provides for the exercise of enforcement
discretion to address noncompliance
with license conditions, including TSs,
because of Y2K transition or rollover
issues. The interim enforcement policy
applies to situations in which plant
operation is needed to help maintain the
stability and reliability of the electrical
power supply system, even when
license conditions, including TSs,
would require a plant shutdown. If such
situations occur, licensees are expected
to follow the existing guidance in NRC
Inspection Manual Part 9900 for Notices
of Enforcement Discretion <http://
www.nrc.gov/NRC/IM/noed.html> to
the maximum extent practicable,
particularly regarding a safety
determination and notification of NRC.
Licensees may decide to continue
operations upon making a
determination that it is safe and prudent
to do so to help maintain electrical grid
stability and reliability, and when
certain criteria are met. This
enforcement discretion does not extend
to situations in which the licensee may
be unable to communicate with the
NRC. (The staff assessment of
telecommunications capability indicates
that a loss of all telecommunications
between NRC and licensees is highly
unlikely.)

To the extent noncompliance was
involved, the NRC staff will normally
take enforcement action for the root
causes that led to the noncompliance for
which enforcement discretion was used.
Enforcement action will also be
considered in those cases in which
incorrect or incomplete information was
provided to the NRC staff by a licensee
in its justification. The NRC recognizes
that a licensee will need to exercise
judgement in making a determination
under this discretion provision.
Consistent with the NRC’s position
involving 10 CFR 50.54(x), enforcement
action for a violation of a license
condition, including a TS, will not be
taken unless a licensee’s action was
clearly unreasonable considering all the
relevant circumstances. Enforcement
action could include the assessment of

civil penalties and the issuance of
orders.

Paperwork Reduction Act Statement

This interim policy statement does
not contain a new or amended
information collection requirement
subject to the Paperwork Reduction Act
of 1995 (44 U.S.C. 3501 et seq.). Existing
requirements were approved by the
Office of Management and Budget,
approval number 3150–0136.

Public Protection Notification

If a means used to impose an
information collection does not display
a currently valid OMB control number,
the NRC may not conduct or sponsor,
and a person is not required to respond
to, the information collection.

The NRC is revising the NRC
Enforcement Policy by adding
Appendix E to read as follows:
General Statement of Policy and Procedure
for NRC Enforcement Actions

* * * * *

Appendix E: Interim Enforcement Policy
Regarding Enforcement Discretion for
Nuclear Power Plants During the Year 2000
Transition

This appendix sets forth the interim
enforcement policy that will govern the
exercise of enforcement discretion by the
NRC staff when licensees of operating
nuclear power plants find it necessary to
deviate from license conditions, including
technical specifications (TSs), in those cases
in which year 2000 (Y2K) related
complications would otherwise require a
plant shutdown that could adversely affect
the stability and reliability of the electrical
power grid. This policy does not extend to
situations in which a licensee may be unable
to communicate with the NRC.

The policy is effective August 30, 1999 and
will remain in effect through January 1, 2001.
This policy only applies during Y2K
transition or rollover periods (December 31,
1999, through January 3, 2000; February 28,
2000, through March 1, 2000; and December
30, 2000, through January 1, 2001). During
these periods, a licensee may contact the
NRC Headquarters Operations Center and
seek NRC enforcement discretion with regard
to the potential noncompliance with license
conditions, including TSs, if the licensee has
determined that:

(a) Complying with license conditions,
including TSs, in a Y2K-related situation
would require a plant shutdown;

(b) Continued plant operation is needed to
help maintain a reliable and stable grid; and

(c) Any decrease in safety as a result of
continued plant operation is small
(considering both risk and deterministic
aspects), and reasonable assurance of public
health and safety, the environment, and
security is maintained with the enforcement
discretion.

Licensees are expected to follow the
existing guidance as stated in NRC Inspection
Manual Part 9900 for Notices of Enforcement

Discretion to the maximum extent
practicable, particularly regarding a safety
determination and notification of NRC. A
licensee seeking NRC enforcement discretion
must provide a written justification, or in
circumstances in which good cause is shown,
an oral justification followed as soon as
possible by written justification. The
justification must document the need and
safety basis for the request and provide
whatever other information the NRC staff
needs to make a decision regarding whether
the exercise of discretion is appropriate. The
NRC staff may grant enforcement discretion
on the basis of balancing the public health
and safety or common defense and security
of not operating against potential radiological
or other hazards associated with continued
operation, and a determination that safety
will not be unacceptably affected by
exercising the discretion. The Director of the
Office of Nuclear Reactor Regulation, or
designee, will advise the licensee whether
the NRC has approved the licensee’s request
and, if so, will subsequently confirm the
exercise of discretion in writing. Enforcement
discretion will only be exercised if the NRC
staff is clearly satisfied that the action is
consistent with protecting public health and
safety and is warranted in the circumstances
presented by the licensee.

If the volume of requests to the NRC
Headquarters Operations Center is such that
the NRC staff cannot review and approve all
licensee requests in a timely fashion, the
NRC staff will obtain the safety-significant
information from the licensee to enable the
NRC staff to make a prompt initial
assessment. Unless the assessment is
unfavorable, the licensee would be permitted
to proceed with its planned course of action.
The NRC staff will complete these
assessments as time permits and the licensee
will be advised of the results orally, if
possible, and then in writing. If the NRC
staff’s prompt initial assessment or
subsequent assessment determines that a
licensee’s actions raise safety concerns, the
licensee would be so informed. The licensee
would then be required to follow its license
conditions, including TSs.

If there are communications difficulties
between the licensee and the NRC, the
licensee is encouraged to interact with the
NRC inspector onsite who will have a
dedicated satellite telephone. The inspector
should be able to facilitate communication
with the NRC Headquarters Operations
Center and/or the NRC Regional Incident
Response Centers (IRCs). If communication
with the NRC Headquarters Operations
Center is not possible, then the licensee
should contact the IRC in NRC Region IV to
discuss enforcement discretion. Similarly, if
the Region IV IRC cannot be reached, then
the licensee should attempt to contact the
Region I, II and III IRCs. Although it is
considered highly unlikely, if
communication with NRC is not possible, the
licensee should follow the plant license
conditions, including technical
specifications.

In conducting its assessments, the licensee
should follow, to the extent practicable, the
guidance in NRC Inspection Manual Part
9900 for Notices of Enforcement Discretion.
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Contrary to Part 9900 Section B.3 guidance,
it is not necessary for an emergency to be
declared by a government entity. Licensees
are encouraged to contact NRC early in their
evaluation process, particularly if time is of
the essence, even though complete
information as specified in Part 9900 may not
be available.

The decision to exercise enforcement
discretion does not change the fact that the
licensee will be in noncompliance nor does
it imply that enforcement discretion is being
exercised for any noncompliance that may
have led to the noncompliance at issue. To
the extent noncompliance was involved, the
NRC staff will normally take enforcement
action for the root causes that led to the
noncompliance for which enforcement
discretion was granted. Enforcement action
will also be considered in those cases in
which incorrect or incomplete information
was provided to the NRC staff by a licensee
in its justification. The NRC recognizes that
a licensee will need to exercise judgement in
making a determination under this discretion
provision. Consistent with the NRC’s
position involving 10 CFR 50.54(x),
enforcement action for a violation of a license
condition, including a TS, will not be taken
unless a licensee’s action was clearly
unreasonable considering all the relevant
circumstances. Enforcement action could
include assessment of civil penalties and the
issuance of orders.

Dated at Rockville, Maryland, this 26th day
of July, 1999.

For the Nuclear Regulatory Commission.
Annette L. Vietti-Cook,
Secretary of the Commission.
[FR Doc. 99–19574 Filed 7–29–99; 8:45 am]
BILLING CODE 7590–01–P

POSTAL SERVICE

Privacy Act of 1974, System of
Records

AGENCY: Postal Service.
ACTION: Notice of new system of records.

SUMMARY: This document publishes
notice of a new Privacy Act system of
records, USPS 050.070, Finance
Records-Funds Transaction/Transfer
Reports. The new system contains
personal information about the
purchaser and/or recipient of money
orders, wire transfer, and/or stored
value cards purchased in any
combination totaling $3,000 or more
during the same visit or multiple visits
in 1 business day to the post office.
DATES: Any interested party may submit
written comments on the proposed new
system of records. This proposal will
become effective without further notice
on September 8, 1999, unless comments
received on or before that date result in
a contrary determination.
ADDRESSES: Written comments on this
proposal should be mailed or delivered

to Administration and FOIA, United
States Postal Service, 475 L’Enfant Plaza
SW, Washington, DC 20260–5202.
Copies of all written comments will be
available at the above address for public
inspection and photocopying between 8
a.m. and 4:45 p.m., Monday through
Friday.

FOR FURTHER INFORMATION CONTACT:
Rubenia Carter (202) 268–4872.

SUPPLEMENTARY INFORMATION: The Postal
Service will collect and maintain
information about some of its customers
to meet one of the requirements of the
Bank Secrecy Act. That law is designed
to detect and deter money laundering.
The intent of the law is to require banks
and money services businesses to
obtain, maintain, and/or report to the
Department of Treasury certain
identifying information about
individuals who purchase financial
instruments at a certain dollar
threshold. The Postal Service is named
as an entity that must comply with that
law (31 U.S.C. 5325 and 5330). The
Postal Service will maintain information
collected from the purchaser when the
dollar amount of cash purchases totals
$3,000 or more for money orders, wire
transfers, and/or stored value cards.
Multiple purchases during 1 business
day totaling $3,000 or more must be
treated as one purchase, and
information about the purchaser must
be obtained if a Postal Service employee
knows or has reason to believe that
multiple purchases are being made. The
Postal Service is establishing this
grouping of records as a system of
records subject to the Privacy Act.

Maintenance of these records is not
expected to have a significant impact on
individual privacy rights. Information
will be kept in a secured environment,
with automated data processing
physical and administrative security
and technical software applied to
information on computer media.
Computer and hard copy records are
maintained in a secured computer
complex, with physical, administrative,
and software controls. Access to areas
within the complex where these records
are maintained is restricted with card
keys. Access within the area is further
restricted to authorized personnel with
an official need.

Pursuant to 5 U.S.C. 552a(e)(11),
interested persons are invited to submit
written data, views, or arguments on
this proposal. A report of the following
proposed system has been sent to
Congress and to the Office of
Management and Budget for their
evaluation.

USPS 050.070

SYSTEM NAME:
Finance Records-Funds Transaction/

Transfer Reports.

SYSTEM LOCATION:
Finance, Headquarters and St. Louis

Accounting Service Center, St. Louis,
Missouri.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Postal Service customers who
purchase money orders, wire transfers,
and/or stored value cards purchased in
any combination totaling $3,000 or more
during the same visit or multiple visits
in 1 business day to the post office.
Recipients of wire transfers and the
beneficiary of funds from money orders
totaling $10,000 or more during the
same visit or multiple visits in 1
business day to the post office.

CATEGORIES OF RECORDS IN THE SYSTEM:
Name, address, social security

number, date of birth, photo ID, type
and amount of transactions, driver’s
license number (or other type of ID if
driver’s license is not available, such as
Alien Registration Number, Passport
Number, Military ID, Tax Identification
Number), country code, date of issue,
transaction number, place of issue,
beginning and ending money order
serial numbers, and wire transfer
number or other transaction number.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
31 U.S.C. 5325 and 5330.

PURPOSE(S):
The information will be used to

obtain and maintain identifying
information on Postal Service customers
who purchase money orders, wire
transfers, and/or stored value cards
totaling $3,000 or more.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSE OF SUCH USES:

General routine use statements a, b, c,
d, e, f, g, h, and j listed in the prefatory
statement at the beginning of the Postal
Service’s published system notices
apply to this system. Other routine uses
follow:

1. Information may be disclosed to the
U.S. Department of Treasury, the U.S.
Justice Department, and federal law
enforcement agencies pursuant to the
provisions of the Federal Bank Secrecy
Act, as codified in section 5313 of Title
31 of the U.S. Code.

2. Information from this system may
be disclosed to a foreign entity under
agreement with the Postal Service to
distribute money orders and transfer
funds.
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Nuclear Information and Resource Service; Receipt of Petition for 
Rulemaking

AGENCY: Nuclear Regulatory Commission.

ACTION: Petition for rulemaking; Notice of receipt.

-----------------------------------------------------------------------

SUMMARY: The Nuclear Regulatory Commission (NRC) has received and 
requests public comment on a petition for rulemaking filed by the 
Nuclear Information and Resource Service. The petition has been 
docketed by the Commission and has been assigned Docket No. PRM-50-65. 
The petitioner requests that the NRC amend its regulations to require 
the shutdown of nuclear facilities that are not compliant with date-
sensitive, computer-related issues regarding the Year 2000 (Y2K). The 
petitioner requests that the NRC take this action to ensure that Y2K 
issues will not cause the failure of nuclear safety systems and thereby 
pose a threat to public health and safety.

DATES: Submit comments by February 24, 1999. Comments received after 
this date will be considered if it is practical to do so, but assurance 
of consideration cannot be given except as to comments received on or 
before this date.

ADDRESSES: Submit comments to: Secretary, U.S. Nuclear Regulatory 
Commission, Washington, DC 20555. Attention: Rulemakings and 
Adjudications Staff.
    Deliver comments to 11555 Rockville Pike, Rockville, Maryland, 
between 7:30 am and 4:15 pm on Federal workdays.
    For a copy of the petition, write: Chief, Rules and Directives 
Branch, Division of Administrative Services, Office of Administration, 
U.S. Nuclear Regulatory Commission, Washington, DC 20555-0001.
    You may also provide comments via the NRC's interactive rulemaking 
website through the NRC home page (http://www.nrc.gov). This site 
provides the capability to upload comments as files (any format), if 
your web browser supports that function. For information about the 
interactive rulemaking website, contact Ms. Carol Gallagher, (301) 415-
5905 (e-mail: CAG@nrc.gov).

FOR FURTHER INFORMATION CONTACT: David L. Meyer, Office of 
Administration, U.S. Nuclear Regulatory Commission, Washington, DC 
20555. Telephone: 301-415-7162 or Toll-Free: 1-800-368-5642 or E-mail: 
DLM1@NRC.GOV.
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SUPPLEMENTARY INFORMATION:

Background

    The Nuclear Regulatory Commission received three related petitions 
for rulemaking, each dated December 10, 1998, submitted by the Nuclear 
Information Resource Service concerning various aspects of Y2K issues 
and nuclear safety. This petition requests that the NRC amend its 
regulations to require that nuclear facilities be shut down if they are 
not compliant with Y2K issues. The two related petitions would require 
nuclear power plant and major fuel cycle facilities to develop and 
implement adequate contingency and emergency plans to address potential 
system failures (PRM-50-66) and to provide reliable back-up sources of 
power for nuclear facilities (PRM-50-67).
    Because of the nature of these petitions and the date-specific 
issues they address, the petitioner requests that the petitions be 
filed expeditiously and that public comment on the actions be limited 
to 30 days.

The Petitioner's Suggested Amendment

    The petitioner requests that the NRC adopt the following text as a 
rule:

    Any and all facilities licensed by the Nuclear Regulatory 
Commission under 10 CFR Parts 30, 40, 50, and 70 shall be closed by 
12 pm Eastern Standard Time, December 1, 1999, unless and until each 
facility has (a) fully and comprehensively examined all computer 
systems, embedded chips, and other electronic equipment that may be 
date-sensitive to ensure that all such systems that may be relevant 
to safety are Y2K compliant; (b) repaired, modified, and/or replaced 
all such systems that are not found to be Y2K compliant; (c) made 
available to the public all information related to the examination 
and repair, modification and/or replacement of all such systems; (d) 
determined, through full-scale testing, that all repairs, 
modifications, and/or replacements of all such systems are, in fact, 
Y2K compliant.

Discussion

    The petitioner notes that in Generic Letter 98-01, the NRC has 
recognized the potential date-related problems that may affect a system 
or application (the Y2K problem). These potential problems include not 
representing the year properly, not recognizing leap years, and 
improper date calculations. These problems could result in the 
inability of computer systems to operate or to function properly. The 
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petitioner states that the Y2K problem could potentially interfere with 
the proper operation of computer systems, microprocessor-based 
hardware, and software or databases relied on at nuclear power plants. 
The petitioner asserts that the Y2K problem could result in a plant 
trip and subsequent complications in tracking post-shutdown plant 
status and recovery due to a loss of emergency data collection. The 
petitioner is also concerned that power grids providing offsite power 
to nuclear stations could be impacted to the extent that localized and 
widespread grid failures could occur.
    The petitioner acknowledges that the NRC has recognized the 
potential safety and environmental problems that could result if date-
sensitive electronic systems fail to operate or provide false 
information. The petitioner also notes that NRC has, in Generic Letter 
98-01, required its reactor and major fuel cycle facilities to report 
on their programs to ensure compliance with Y2K issues by July 1, 1999.
    However, the petitioner asserts that the NRC has not made explicit 
how it will define compliance nor what it plans to do for facilities 
that cannot prove compliance. In the petitioner's suggested regulatory 
text, the petitioner defines compliance with Y2K issues as evaluation 
of all potential problems that may be safety-related, repair of all 
such problems, and full-scale testing of all solutions. The petitioner 
would also require full public disclosure of all evaluation, repair, 
and testing data so that it may be examined by independent experts and 
the public. Finally, the petitioner's suggested amendment would make it 
clear that nuclear facilities will be closed until they can demonstrate 
full compliance with Y2K issues.
    The petitioner states that the NRC is obligated to act decisively 
to protect public health and safety and the environment. The petitioner 
believes that anything short of its suggested approach is insufficient 
to fulfill this obligation and that the NRC should adopt this suggested 
regulation as soon as possible.

    Dated at Rockville, Maryland, this 15th day of January, 1999.

    For the Nuclear Regulatory Commission.
Annette Vietti-Cook,
Secretary of the Commission.
[FR Doc. 99-1592 Filed 1-22-99; 8:45 am]
BILLING CODE 7590-01-P
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NUCLEAR REGULATORY
COMMISSION

10 CFR Parts 30, 40, 50, and 70

[Docket No. PRM–50–65]

Nuclear Information and Resource
Service; Receipt of Petition for
Rulemaking

AGENCY: Nuclear Regulatory
Commission.
ACTION: Petition for rulemaking; Notice
of receipt.

SUMMARY: The Nuclear Regulatory
Commission (NRC) has received and
requests public comment on a petition
for rulemaking filed by the Nuclear
Information and Resource Service. The
petition has been docketed by the
Commission and has been assigned
Docket No. PRM–50–65. The petitioner
requests that the NRC amend its
regulations to require the shutdown of
nuclear facilities that are not compliant
with date-sensitive, computer-related
issues regarding the Year 2000 (Y2K).
The petitioner requests that the NRC
take this action to ensure that Y2K
issues will not cause the failure of
nuclear safety systems and thereby pose
a threat to public health and safety.
DATES: Submit comments by February
24, 1999. Comments received after this
date will be considered if it is practical
to do so, but assurance of consideration
cannot be given except as to comments
received on or before this date.
ADDRESSES: Submit comments to:
Secretary, U.S. Nuclear Regulatory
Commission, Washington, DC 20555.
Attention: Rulemakings and
Adjudications Staff.

Deliver comments to 11555 Rockville
Pike, Rockville, Maryland, between 7:30
am and 4:15 pm on Federal workdays.

For a copy of the petition, write:
Chief, Rules and Directives Branch,
Division of Administrative Services,
Office of Administration, U.S. Nuclear
Regulatory Commission, Washington,
DC 20555–0001.

You may also provide comments via
the NRC’s interactive rulemaking
website through the NRC home page
(http://www.nrc.gov). This site provides
the capability to upload comments as
files (any format), if your web browser
supports that function. For information
about the interactive rulemaking
website, contact Ms. Carol Gallagher,
(301) 415–5905 (e-mail: CAG@nrc.gov).
FOR FURTHER INFORMATION CONTACT:
David L. Meyer, Office of
Administration, U.S. Nuclear Regulatory

Commission, Washington, DC 20555.
Telephone: 301–415–7162 or Toll-Free:
1–800–368–5642 or E-mail:
DLM1@NRC.GOV.
SUPPLEMENTARY INFORMATION:

Background

The Nuclear Regulatory Commission
received three related petitions for
rulemaking, each dated December 10,
1998, submitted by the Nuclear
Information Resource Service
concerning various aspects of Y2K
issues and nuclear safety. This petition
requests that the NRC amend its
regulations to require that nuclear
facilities be shut down if they are not
compliant with Y2K issues. The two
related petitions would require nuclear
power plant and major fuel cycle
facilities to develop and implement
adequate contingency and emergency
plans to address potential system
failures (PRM–50–66) and to provide
reliable back-up sources of power for
nuclear facilities (PRM–50–67).

Because of the nature of these
petitions and the date-specific issues
they address, the petitioner requests that
the petitions be filed expeditiously and
that public comment on the actions be
limited to 30 days.

The Petitioner’s Suggested Amendment

The petitioner requests that the NRC
adopt the following text as a rule:

Any and all facilities licensed by the
Nuclear Regulatory Commission under 10
CFR Parts 30, 40, 50, and 70 shall be closed
by 12 pm Eastern Standard Time, December
1, 1999, unless and until each facility has (a)
fully and comprehensively examined all
computer systems, embedded chips, and
other electronic equipment that may be date-
sensitive to ensure that all such systems that
may be relevant to safety are Y2K compliant;
(b) repaired, modified, and/or replaced all
such systems that are not found to be Y2K
compliant; (c) made available to the public
all information related to the examination
and repair, modification and/or replacement
of all such systems; (d) determined, through
full-scale testing, that all repairs,
modifications, and/or replacements of all
such systems are, in fact, Y2K compliant.

Discussion

The petitioner notes that in Generic
Letter 98–01, the NRC has recognized
the potential date-related problems that
may affect a system or application (the
Y2K problem). These potential problems
include not representing the year
properly, not recognizing leap years,
and improper date calculations. These
problems could result in the inability of
computer systems to operate or to
function properly. The petitioner states

that the Y2K problem could potentially
interfere with the proper operation of
computer systems, microprocessor-
based hardware, and software or
databases relied on at nuclear power
plants. The petitioner asserts that the
Y2K problem could result in a plant trip
and subsequent complications in
tracking post-shutdown plant status and
recovery due to a loss of emergency data
collection. The petitioner is also
concerned that power grids providing
offsite power to nuclear stations could
be impacted to the extent that localized
and widespread grid failures could
occur.

The petitioner acknowledges that the
NRC has recognized the potential safety
and environmental problems that could
result if date-sensitive electronic
systems fail to operate or provide false
information. The petitioner also notes
that NRC has, in Generic Letter 98–01,
required its reactor and major fuel cycle
facilities to report on their programs to
ensure compliance with Y2K issues by
July 1, 1999.

However, the petitioner asserts that
the NRC has not made explicit how it
will define compliance nor what it
plans to do for facilities that cannot
prove compliance. In the petitioner’s
suggested regulatory text, the petitioner
defines compliance with Y2K issues as
evaluation of all potential problems that
may be safety-related, repair of all such
problems, and full-scale testing of all
solutions. The petitioner would also
require full public disclosure of all
evaluation, repair, and testing data so
that it may be examined by independent
experts and the public. Finally, the
petitioner’s suggested amendment
would make it clear that nuclear
facilities will be closed until they can
demonstrate full compliance with Y2K
issues.

The petitioner states that the NRC is
obligated to act decisively to protect
public health and safety and the
environment. The petitioner believes
that anything short of its suggested
approach is insufficient to fulfill this
obligation and that the NRC should
adopt this suggested regulation as soon
as possible.

Dated at Rockville, Maryland, this 15th day
of January, 1999.

For the Nuclear Regulatory Commission.

Annette Vietti-Cook,

Secretary of the Commission.
[FR Doc. 99–1592 Filed 1–22–99; 8:45 am]
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-----------------------------------------------------------------------

NUCLEAR REGULATORY COMMISSION

10 CFR Part 50

[Docket No. PRM-50-66]

 
Nuclear Information and Resource Service; Receipt of Petition for 
Rulemaking

AGENCY: Nuclear Regulatory Commission.

ACTION: Petition for rulemaking; Notice of receipt.

-----------------------------------------------------------------------

SUMMARY: The Nuclear Regulatory Commission (NRC) has received and 
requests public comment on a petition for rulemaking filed by the 
Nuclear Information and Resource Service. The petition has been 
docketed by the Commission and has been assigned Docket No. PRM-50-66. 
The petitioner requests that the NRC amend its regulations to require 
every nuclear utility to conduct a full-scale emergency planning 
exercise that involves coping with a date-sensitive, computer-related 
failure resulting from a Year 2000 issue (Y2K). The petitioner requests 
that the NRC take this action to ensure that nuclear power plant 
licensees have developed and can implement adequate contingency and 
emergency plans to address major system failures that may be caused by 
a Y2K problem.

DATES: Submit comments by February 24, 1999. Comments received after 
this date will be considered if it is practical to do so, but assurance 
of consideration cannot be given except as to comments received on or 
before this date.
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ADDRESSES: Submit comments to: Secretary, U.S. Nuclear Regulatory 
Commission, Washington, DC 20555. Attention: Rulemakings and 
Adjudications Staff.
    Deliver comments to 11555 Rockville Pike, Rockville, Maryland, 
between 7:30 am and 4:15 pm on Federal workdays.
    For a copy of the petition, write: Chief, Rules and Directives 
Branch, Division of Administrative Services, Office of Administration, 
U.S. Nuclear Regulatory Commission, Washington, DC 20555-0001.
    You may also provide comments via the NRC's interactive rulemaking 
website through the NRC home page (http://www.nrc.gov). This site 
provides the capability to upload comments as files (any format), if 
your web browser supports that function. For information about the 
interactive rulemaking website, contact Ms. Carol Gallagher, (301) 415-
5905 (e-mail: CAG@nrc.gov).

FOR FURTHER INFORMATION CONTACT: David L. Meyer, Office of 
Administration, U.S. Nuclear Regulatory Commission, Washington, DC 
20555. Telephone: 301-415-7162 or Toll-Free: 1-800-368-5642 or E-mail: 
DLM1@NRC.GOV.

SUPPLEMENTARY INFORMATION:

Background

    The Nuclear Regulatory Commission received three related petitions 
for rulemaking, each dated December 10, 1998, submitted by the Nuclear 
Information Resource Service concerning various aspects of Y2K issues 
and nuclear safety. This petition requests that the NRC amend its 
regulations to require nuclear power plant and major fuel cycle 
facilities to develop and implement adequate contingency and emergency 
plans to address potential system failures. The two related petitions 
would require that nuclear facilities be shut down if they are not 
compliant with Y2K issues (PRM-50-65) and that nuclear facilities 
provide reliable back-up sources of power for nuclear facilities (PRM-
50-67).
    Because of the nature of these petitions and the date-specific 
issues they address, the petitioner requests that the petitions be 
filed expeditiously and that public comment on the actions be limited 
to 30 days.

The Petitioner's Suggested Amendment

    The petitioner requests that the NRC adopt the following text as a 
rule:

    All licensees subject to 10 CFR Part 50 and Appendix E will 
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conduct a full-scale emergency planning exercise (as normally 
required under 10 CFR 50.47) during 1999. This exercise shall 
include a component that includes failure of one or more computer or 
other digital systems (this is popularly known as the ``Y2K bug'') 
on January 1, 2000, or other relevant date. Licensees that do not 
conduct, or that fail, this exercise shall close their facilities 
licensed under this part by December 1, 1999, until such time as the 
licensees have conducted a successful exercise.
    The NRC shall publish and provide to each licensee, within 30 
days of the date of this rule, a Regulatory Guide that outlines 
potential emergency exercise scenarios. The NRC shall publish and 
provide to each licensee, by December 1, 1999, a Regulatory Guide 
that describes the various scenarios that have been undertaken and 
the successful (and unsuccessful) responses to the problem posed.

Discussion

    The petitioner states that although the probability of Y2K-related 
events occurring that would require emergency response and the 
implementation of contingency plans is unknown, it would fall within 
the range of safety matters for which NRC requires emergency planning 
exercises. Furthermore, the petitioner asserts that addressing Y2K-
related problems will require the use of potentially unfamiliar 
contingency plans, relying on ingenuity to circumvent failure of 
essential communications systems or the failure of off-site emergency 
responders to perform their tasks effectively, and coping with issues 
not normally tested during emergency exercises.
    The petitioner believes that it is prudent to require each licensee 
to conduct an exercise and that each exercise address a different 
aspect of the Y2K problem. The petitioner suggests that some exercises 
should test problems initiated by Y2K-related failures and that others 
should test problems exacerbated by Y2K-related failures. The 
petitioner believes that this would provide some familiarity with the 
possible range of issues that could develop and create an overall 
industry capability to address potential Y2K problems.
    Under the petitioner's suggested regulation, the licensees would 
develop exercise scenarios that would be approved by the NRC in an 
expedited fashion and the NRC would publish and distribute regulatory 
guides that would outline potential emergency response scenarios and 
describe the scenarios that were tested and the successful responses to 
the problem posed.
    The petitioner believes that this action would provide reasonable 
assurance that nuclear power plant licensees have developed and can 
implement adequate contingency and emergency plans to address major 
system failures that may be caused by the Y2K problem.
    The petitioner also believes that other major fuel cycle facilities 

WAIS Document Retrieval

http://frwebgate.access.gpo.gov/cgi-bin/getdoc.cgi?dbname=1999_register&docid=fr25ja99-25 (3 of 4) [07/10/2000 4:21:15 PM]



should be subject to a similar rule.

    Dated at Rockville, Maryland, this 15th day of January, 1999.

    For the Nuclear Regulatory Commission.
Annette Vietti-Cook,
Secretary of the Commission.
[FR Doc. 99-1593 Filed 1-22-99; 8:45 am]
BILLING CODE 7590-01-P
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NUCLEAR REGULATORY
COMMISSION

10 CFR Part 50

[Docket No. PRM–50–66]

Nuclear Information and Resource
Service; Receipt of Petition for
Rulemaking

AGENCY: Nuclear Regulatory
Commission.
ACTION: Petition for rulemaking; Notice
of receipt.

SUMMARY: The Nuclear Regulatory
Commission (NRC) has received and
requests public comment on a petition
for rulemaking filed by the Nuclear
Information and Resource Service. The
petition has been docketed by the
Commission and has been assigned
Docket No. PRM–50–66. The petitioner
requests that the NRC amend its
regulations to require every nuclear
utility to conduct a full-scale emergency
planning exercise that involves coping
with a date-sensitive, computer-related
failure resulting from a Year 2000 issue
(Y2K). The petitioner requests that the
NRC take this action to ensure that
nuclear power plant licensees have
developed and can implement adequate
contingency and emergency plans to
address major system failures that may
be caused by a Y2K problem.
DATES: Submit comments by February
24, 1999. Comments received after this
date will be considered if it is practical
to do so, but assurance of consideration
cannot be given except as to comments
received on or before this date.
ADDRESSES: Submit comments to:
Secretary, U.S. Nuclear Regulatory
Commission, Washington, DC 20555.
Attention: Rulemakings and
Adjudications Staff.

Deliver comments to 11555 Rockville
Pike, Rockville, Maryland, between 7:30
am and 4:15 pm on Federal workdays.

For a copy of the petition, write:
Chief, Rules and Directives Branch,
Division of Administrative Services,
Office of Administration, U.S. Nuclear
Regulatory Commission, Washington,
DC 20555–0001.

You may also provide comments via
the NRC’s interactive rulemaking
website through the NRC home page
(http://www.nrc.gov). This site provides
the capability to upload comments as
files (any format), if your web browser
supports that function. For information
about the interactive rulemaking
website, contact Ms. Carol Gallagher,
(301) 415–5905 (e-mail: CAG@nrc.gov).
FOR FURTHER INFORMATION CONTACT:
David L. Meyer, Office of

Administration, U.S. Nuclear Regulatory
Commission, Washington, DC 20555.
Telephone: 301–415–7162 or Toll-Free:
1–800–368–5642 or E-mail:
DLM1@NRC.GOV.
SUPPLEMENTARY INFORMATION:

Background
The Nuclear Regulatory Commission

received three related petitions for
rulemaking, each dated December 10,
1998, submitted by the Nuclear
Information Resource Service
concerning various aspects of Y2K
issues and nuclear safety. This petition
requests that the NRC amend its
regulations to require nuclear power
plant and major fuel cycle facilities to
develop and implement adequate
contingency and emergency plans to
address potential system failures. The
two related petitions would require that
nuclear facilities be shut down if they
are not compliant with Y2K issues
(PRM–50–65) and that nuclear facilities
provide reliable back-up sources of
power for nuclear facilities (PRM–50–
67).

Because of the nature of these
petitions and the date-specific issues
they address, the petitioner requests that
the petitions be filed expeditiously and
that public comment on the actions be
limited to 30 days.

The Petitioner’s Suggested Amendment
The petitioner requests that the NRC

adopt the following text as a rule:
All licensees subject to 10 CFR Part 50 and

Appendix E will conduct a full-scale
emergency planning exercise (as normally
required under 10 CFR 50.47) during 1999.
This exercise shall include a component that
includes failure of one or more computer or
other digital systems (this is popularly
known as the ‘‘Y2K bug’’) on January 1, 2000,
or other relevant date. Licensees that do not
conduct, or that fail, this exercise shall close
their facilities licensed under this part by
December 1, 1999, until such time as the
licensees have conducted a successful
exercise.

The NRC shall publish and provide to each
licensee, within 30 days of the date of this
rule, a Regulatory Guide that outlines
potential emergency exercise scenarios. The
NRC shall publish and provide to each
licensee, by December 1, 1999, a Regulatory
Guide that describes the various scenarios
that have been undertaken and the successful
(and unsuccessful) responses to the problem
posed.

Discussion
The petitioner states that although the

probability of Y2K-related events
occurring that would require emergency
response and the implementation of
contingency plans is unknown, it would
fall within the range of safety matters for
which NRC requires emergency

planning exercises. Furthermore, the
petitioner asserts that addressing Y2K-
related problems will require the use of
potentially unfamiliar contingency
plans, relying on ingenuity to
circumvent failure of essential
communications systems or the failure
of off-site emergency responders to
perform their tasks effectively, and
coping with issues not normally tested
during emergency exercises.

The petitioner believes that it is
prudent to require each licensee to
conduct an exercise and that each
exercise address a different aspect of the
Y2K problem. The petitioner suggests
that some exercises should test
problems initiated by Y2K-related
failures and that others should test
problems exacerbated by Y2K-related
failures. The petitioner believes that this
would provide some familiarity with the
possible range of issues that could
develop and create an overall industry
capability to address potential Y2K
problems.

Under the petitioner’s suggested
regulation, the licensees would develop
exercise scenarios that would be
approved by the NRC in an expedited
fashion and the NRC would publish and
distribute regulatory guides that would
outline potential emergency response
scenarios and describe the scenarios
that were tested and the successful
responses to the problem posed.

The petitioner believes that this
action would provide reasonable
assurance that nuclear power plant
licensees have developed and can
implement adequate contingency and
emergency plans to address major
system failures that may be caused by
the Y2K problem.

The petitioner also believes that other
major fuel cycle facilities should be
subject to a similar rule.

Dated at Rockville, Maryland, this 15th day
of January, 1999.

For the Nuclear Regulatory Commission.
Annette Vietti-Cook,
Secretary of the Commission.
[FR Doc. 99–1593 Filed 1–22–99; 8:45 am]
BILLING CODE 7590–01–P

NUCLEAR REGULATORY
COMMISSION

10 CFR Parts 50 and 70

[Docket No. PRM–50–67]

Nuclear Information and Resource
Service; Receipt of Petition for
Rulemaking

AGENCY: Nuclear Regulatory
Commission.
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NUCLEAR REGULATORY COMMISSION

10 CFR Parts 50 and 70

[Docket No. PRM-50-67]

 
Nuclear Information and Resource Service; Receipt of Petition for 
Rulemaking

AGENCY: Nuclear Regulatory Commission.

[[Page 3792]]

ACTION: Petition for rulemaking; Notice of receipt.

-----------------------------------------------------------------------

SUMMARY: The Nuclear Regulatory Commission (NRC) has received and 
requests public comment on a petition for rulemaking filed by the 
Nuclear Information and Resource Service. The petition has been 
docketed by the Commission and has been assigned Docket No. PRM-50-67. 
The petitioner requests that the NRC amend its regulations to require 
that nuclear facilities ensure the availability of electricity to power 
atomic reactor and other nuclear facility safety systems in the event 
of a date-sensitive, computer-related incident resulting from a Year 
2000 issue (Y2K). The petitioner requests that the NRC take this action 
to ensure that reliable back-up sources of power are available in the 
event of a Y2K incident.

DATES: Submit comments by February 24, 1999. Comments received after 
this date will be considered if it is practical to do so, but assurance 
of consideration cannot be given except as to comments received on or 
before this date.
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ADDRESSES: Submit comments to: Secretary, U.S. Nuclear Regulatory 
Commission, Washington, DC 20555. Attention: Rulemakings and 
Adjudications Staff.
    Deliver comments to 11555 Rockville Pike, Rockville, Maryland, 
between 7:30 am and 4:15 pm on Federal workdays.
    For a copy of the petition, write: Chief, Rules and Directives 
Branch, Division of Administrative Services, Office of Administration, 
U.S. Nuclear Regulatory Commission, Washington, DC 20555-0001.
    You may also provide comments via the NRC's interactive rulemaking 
website through the NRC home page (http://www.nrc.gov). This site 
provides the capability to upload comments as files (any format), if 
your web browser supports that function. For information about the 
interactive rulemaking website, contact Ms. Carol Gallagher, (301) 415-
5905 (e-mail: CAG@nrc.gov).

FOR FURTHER INFORMATION CONTACT: David L. Meyer, Office of 
Administration, U.S. Nuclear Regulatory Commission, Washington, DC 
20555. Telephone: 301-415-7162 or Toll-Free: 1-800-368-5642 or E-mail: 
DLM1@NRC.GOV.

SUPPLEMENTARY INFORMATION:

Background

    The Nuclear Regulatory Commission received three related petitions 
for rulemaking, each dated December 10, 1998, submitted by the Nuclear 
Information Resource Service concerning various aspects of Y2K issues 
and nuclear safety. This petition requests that the NRC amend its 
regulations to provide reliable back-up sources of power for nuclear 
facilities. The two related petitions would require that nuclear power 
plant and major fuel cycle facilities be shutdown if they are not 
compliant with Y2K issues (PRM-50-65) and require that nuclear 
facilities develop and implement adequate contingency and emergency 
plans to address potential system failures (PRM-50-66).
    Because of the nature of these petitions and the date-specific 
issues they address, the petitioner requests that the petitions be 
filed expeditiously and that public comment on the actions be limited 
to 30 days.

The Petitioner's Suggested Amendment

    The petitioner requests that the NRC adopt the following text as a 
rule:

    The Nuclear Regulatory Commission recognizes that date-sensitive 
computer programs, embedded chips, and other electronic systems that 
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perform a major role in distributing, allocating, and ensuring 
electric power throughout the United States may be prone to failure 
beginning on January 1, 2000. Loss of all alternating current 
electricity from both the offsite power grid and onsite emergency 
generators (commonly known as ``station blackout,'') long has been 
identified by the NRC as among the most prominent contributors to 
risk for atomic reactors.
    (1) For these reasons, the NRC requires of Part 50 and 70 
licensees as of December 1, 1999: (a) that all emergency diesel 
generators that provide back-up power to nuclear licensees must be 
operational and remain operational; (b) that licensees that cannot 
demonstrate full operational capabilities of all emergency diesel 
generators must close until such time that full operational 
capabilities of emergency diesel generators are attained; (c) that 
all licensees must have a 60-day supply of fuel for emergency diesel 
generators.
    (2) Further, to ensure adequate protection of public health and 
safety, the NRC requires that all licensees under these sections 
must provide alternate means of back-up power sufficient to ensure 
safety. These may include, but are not limited to: solar power 
panels, wind turbines, hydroelectric power, biomass power, and other 
means of generating electricity. These additional back-up systems 
must provide electricity directly to the licensee rather than to the 
broader electrical grid.
    (3) Irradiated fuel pools are to be immediately classified as 
Class 1-E; back-up power systems must be sufficient to provide 
cooling for such pools.
    Licensees which cannot demonstrate compliance with sections (1) 
and (2) must cease operations as of December 1, 1999, until 
compliance with these sections is attained.

Discussion

    The petitioner acknowledges that the NRC has recognized the 
potential safety and environmental problems that could result if date-
sensitive electronic systems fail to operate or provide false 
information. The petitioner also notes that NRC has required its 
reactor and major fuel cycle facilities to report on their programs to 
ensure compliance with Y2K issues by July 1, 1999.
    The petitioner is addressing a related problem concerning the 
availability of electricity to power atomic reactor and other safety 
systems. Electricity is required to operate atomic reactor safety and 
cooling systems. This electricity is provided by offsite sources, 
referred to by the petitioner as the overall electrical grid. The 
petitioner states that the NRC has long recognized that the loss of all 
alternating current from both onsite and offsite systems, known 
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generally as ``station blackout'', is the most important contributor to 
risk at most atomic reactors. The petitioner notes that the NRC has 
required licensees to have back-up sources of onsite emergency power, 
normally multiple emergency diesel generators, capable of supplying the 
electricity necessary to operate essential safety systems.
    The petitioner asserts that the emergency diesel generators used at 
atomic reactors have proven unreliable and are often out of service. 
The petitioner asserts that the unprecedented condition posed by the 
Y2K problem, coupled with the demonstrated and ongoing failures of 
emergency diesel generators, constitutes reasonable doubt that 
emergency fuel generators can be relied on. Therefore, the petitioner 
believes that the NRC should require all emergency diesel generators be 
operational, have a 60-day supply of fuel as of December 1, 1999, and 
that licensed facilities that cannot meet these requirements be closed.
    The petitioner discusses the likelihood and potential consequences 
of a failure of all or a portion of the electric power grid in the 
United States. The petitioner recognizes that the failure of all or a 
portion of the electrical grid due to Y2K issues is well beyond the 
scope of NRC's authority. However, the petitioner states that the 
extended failure of all or a portion of the electrical grid would place 
severe stress on the current emergency diesel generator system of back-
up power supply and that the failure of emergency diesel generators at 
one or more reactor sites could result in extended station blackouts 
and nuclear catastrophes. The petitioner asserts that this possibility 
is well within the range of probabilities for
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which the NRC routinely requires action by its licensees. The 
petitioner further asserts that reliance on unreliable emergency diesel 
generators is insufficient under these conditions.
    Therefore, the petitioner believes it is essential that the NRC 
take the type of regulatory action suggested in this petition on an 
expedited basis.

    Dated at Rockville, Maryland, this 15th day of January, 1999.

    For the Nuclear Regulatory Commission.
Annette Vietti-Cook,
Secretary of the Commission.
[FR Doc. 99-1594 Filed 1-22-99; 8:45 am]
BILLING CODE 7590-01-P
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NUCLEAR REGULATORY
COMMISSION

10 CFR Part 50

[Docket No. PRM–50–66]

Nuclear Information and Resource
Service; Receipt of Petition for
Rulemaking

AGENCY: Nuclear Regulatory
Commission.
ACTION: Petition for rulemaking; Notice
of receipt.

SUMMARY: The Nuclear Regulatory
Commission (NRC) has received and
requests public comment on a petition
for rulemaking filed by the Nuclear
Information and Resource Service. The
petition has been docketed by the
Commission and has been assigned
Docket No. PRM–50–66. The petitioner
requests that the NRC amend its
regulations to require every nuclear
utility to conduct a full-scale emergency
planning exercise that involves coping
with a date-sensitive, computer-related
failure resulting from a Year 2000 issue
(Y2K). The petitioner requests that the
NRC take this action to ensure that
nuclear power plant licensees have
developed and can implement adequate
contingency and emergency plans to
address major system failures that may
be caused by a Y2K problem.
DATES: Submit comments by February
24, 1999. Comments received after this
date will be considered if it is practical
to do so, but assurance of consideration
cannot be given except as to comments
received on or before this date.
ADDRESSES: Submit comments to:
Secretary, U.S. Nuclear Regulatory
Commission, Washington, DC 20555.
Attention: Rulemakings and
Adjudications Staff.

Deliver comments to 11555 Rockville
Pike, Rockville, Maryland, between 7:30
am and 4:15 pm on Federal workdays.

For a copy of the petition, write:
Chief, Rules and Directives Branch,
Division of Administrative Services,
Office of Administration, U.S. Nuclear
Regulatory Commission, Washington,
DC 20555–0001.

You may also provide comments via
the NRC’s interactive rulemaking
website through the NRC home page
(http://www.nrc.gov). This site provides
the capability to upload comments as
files (any format), if your web browser
supports that function. For information
about the interactive rulemaking
website, contact Ms. Carol Gallagher,
(301) 415–5905 (e-mail: CAG@nrc.gov).
FOR FURTHER INFORMATION CONTACT:
David L. Meyer, Office of

Administration, U.S. Nuclear Regulatory
Commission, Washington, DC 20555.
Telephone: 301–415–7162 or Toll-Free:
1–800–368–5642 or E-mail:
DLM1@NRC.GOV.
SUPPLEMENTARY INFORMATION:

Background
The Nuclear Regulatory Commission

received three related petitions for
rulemaking, each dated December 10,
1998, submitted by the Nuclear
Information Resource Service
concerning various aspects of Y2K
issues and nuclear safety. This petition
requests that the NRC amend its
regulations to require nuclear power
plant and major fuel cycle facilities to
develop and implement adequate
contingency and emergency plans to
address potential system failures. The
two related petitions would require that
nuclear facilities be shut down if they
are not compliant with Y2K issues
(PRM–50–65) and that nuclear facilities
provide reliable back-up sources of
power for nuclear facilities (PRM–50–
67).

Because of the nature of these
petitions and the date-specific issues
they address, the petitioner requests that
the petitions be filed expeditiously and
that public comment on the actions be
limited to 30 days.

The Petitioner’s Suggested Amendment
The petitioner requests that the NRC

adopt the following text as a rule:
All licensees subject to 10 CFR Part 50 and

Appendix E will conduct a full-scale
emergency planning exercise (as normally
required under 10 CFR 50.47) during 1999.
This exercise shall include a component that
includes failure of one or more computer or
other digital systems (this is popularly
known as the ‘‘Y2K bug’’) on January 1, 2000,
or other relevant date. Licensees that do not
conduct, or that fail, this exercise shall close
their facilities licensed under this part by
December 1, 1999, until such time as the
licensees have conducted a successful
exercise.

The NRC shall publish and provide to each
licensee, within 30 days of the date of this
rule, a Regulatory Guide that outlines
potential emergency exercise scenarios. The
NRC shall publish and provide to each
licensee, by December 1, 1999, a Regulatory
Guide that describes the various scenarios
that have been undertaken and the successful
(and unsuccessful) responses to the problem
posed.

Discussion
The petitioner states that although the

probability of Y2K-related events
occurring that would require emergency
response and the implementation of
contingency plans is unknown, it would
fall within the range of safety matters for
which NRC requires emergency

planning exercises. Furthermore, the
petitioner asserts that addressing Y2K-
related problems will require the use of
potentially unfamiliar contingency
plans, relying on ingenuity to
circumvent failure of essential
communications systems or the failure
of off-site emergency responders to
perform their tasks effectively, and
coping with issues not normally tested
during emergency exercises.

The petitioner believes that it is
prudent to require each licensee to
conduct an exercise and that each
exercise address a different aspect of the
Y2K problem. The petitioner suggests
that some exercises should test
problems initiated by Y2K-related
failures and that others should test
problems exacerbated by Y2K-related
failures. The petitioner believes that this
would provide some familiarity with the
possible range of issues that could
develop and create an overall industry
capability to address potential Y2K
problems.

Under the petitioner’s suggested
regulation, the licensees would develop
exercise scenarios that would be
approved by the NRC in an expedited
fashion and the NRC would publish and
distribute regulatory guides that would
outline potential emergency response
scenarios and describe the scenarios
that were tested and the successful
responses to the problem posed.

The petitioner believes that this
action would provide reasonable
assurance that nuclear power plant
licensees have developed and can
implement adequate contingency and
emergency plans to address major
system failures that may be caused by
the Y2K problem.

The petitioner also believes that other
major fuel cycle facilities should be
subject to a similar rule.

Dated at Rockville, Maryland, this 15th day
of January, 1999.

For the Nuclear Regulatory Commission.
Annette Vietti-Cook,
Secretary of the Commission.
[FR Doc. 99–1593 Filed 1–22–99; 8:45 am]
BILLING CODE 7590–01–P

NUCLEAR REGULATORY
COMMISSION

10 CFR Parts 50 and 70

[Docket No. PRM–50–67]

Nuclear Information and Resource
Service; Receipt of Petition for
Rulemaking

AGENCY: Nuclear Regulatory
Commission.
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ACTION: Petition for rulemaking; Notice
of receipt.

SUMMARY: The Nuclear Regulatory
Commission (NRC) has received and
requests public comment on a petition
for rulemaking filed by the Nuclear
Information and Resource Service. The
petition has been docketed by the
Commission and has been assigned
Docket No. PRM–50–67. The petitioner
requests that the NRC amend its
regulations to require that nuclear
facilities ensure the availability of
electricity to power atomic reactor and
other nuclear facility safety systems in
the event of a date-sensitive, computer-
related incident resulting from a Year
2000 issue (Y2K). The petitioner
requests that the NRC take this action to
ensure that reliable back-up sources of
power are available in the event of a
Y2K incident.
DATES: Submit comments by February
24, 1999. Comments received after this
date will be considered if it is practical
to do so, but assurance of consideration
cannot be given except as to comments
received on or before this date.
ADDRESSES: Submit comments to:
Secretary, U.S. Nuclear Regulatory
Commission, Washington, DC 20555.
Attention: Rulemakings and
Adjudications Staff.

Deliver comments to 11555 Rockville
Pike, Rockville, Maryland, between 7:30
am and 4:15 pm on Federal workdays.

For a copy of the petition, write:
Chief, Rules and Directives Branch,
Division of Administrative Services,
Office of Administration, U.S. Nuclear
Regulatory Commission, Washington,
DC 20555–0001.

You may also provide comments via
the NRC’s interactive rulemaking
website through the NRC home page
(http://www.nrc.gov). This site provides
the capability to upload comments as
files (any format), if your web browser
supports that function. For information
about the interactive rulemaking
website, contact Ms. Carol Gallagher,
(301) 415–5905 (e-mail: CAG@nrc.gov).
FOR FURTHER INFORMATION CONTACT:
David L. Meyer, Office of
Administration, U.S. Nuclear Regulatory
Commission, Washington, DC 20555.
Telephone: 301–415–7162 or Toll-Free:
1–800–368–5642 or E-mail:
DLM1@NRC.GOV.
SUPPLEMENTARY INFORMATION:

Background

The Nuclear Regulatory Commission
received three related petitions for
rulemaking, each dated December 10,
1998, submitted by the Nuclear
Information Resource Service

concerning various aspects of Y2K
issues and nuclear safety. This petition
requests that the NRC amend its
regulations to provide reliable back-up
sources of power for nuclear facilities.
The two related petitions would require
that nuclear power plant and major fuel
cycle facilities be shutdown if they are
not compliant with Y2K issues (PRM–
50–65) and require that nuclear facilities
develop and implement adequate
contingency and emergency plans to
address potential system failures (PRM–
50–66).

Because of the nature of these
petitions and the date-specific issues
they address, the petitioner requests that
the petitions be filed expeditiously and
that public comment on the actions be
limited to 30 days.

The Petitioner’s Suggested Amendment

The petitioner requests that the NRC
adopt the following text as a rule:

The Nuclear Regulatory Commission
recognizes that date-sensitive computer
programs, embedded chips, and other
electronic systems that perform a major role
in distributing, allocating, and ensuring
electric power throughout the United States
may be prone to failure beginning on January
1, 2000. Loss of all alternating current
electricity from both the offsite power grid
and onsite emergency generators (commonly
known as ‘‘station blackout,’’) long has been
identified by the NRC as among the most
prominent contributors to risk for atomic
reactors.

(1) For these reasons, the NRC requires of
Part 50 and 70 licensees as of December 1,
1999: (a) that all emergency diesel generators
that provide back-up power to nuclear
licensees must be operational and remain
operational; (b) that licensees that cannot
demonstrate full operational capabilities of
all emergency diesel generators must close
until such time that full operational
capabilities of emergency diesel generators
are attained; (c) that all licensees must have
a 60-day supply of fuel for emergency diesel
generators.

(2) Further, to ensure adequate protection
of public health and safety, the NRC requires
that all licensees under these sections must
provide alternate means of back-up power
sufficient to ensure safety. These may
include, but are not limited to: solar power
panels, wind turbines, hydroelectric power,
biomass power, and other means of
generating electricity. These additional back-
up systems must provide electricity directly
to the licensee rather than to the broader
electrical grid.

(3) Irradiated fuel pools are to be
immediately classified as Class 1-E; back-up
power systems must be sufficient to provide
cooling for such pools.

Licensees which cannot demonstrate
compliance with sections (1) and (2) must
cease operations as of December 1, 1999,
until compliance with these sections is
attained.

Discussion

The petitioner acknowledges that the
NRC has recognized the potential safety
and environmental problems that could
result if date-sensitive electronic
systems fail to operate or provide false
information. The petitioner also notes
that NRC has required its reactor and
major fuel cycle facilities to report on
their programs to ensure compliance
with Y2K issues by July 1, 1999.

The petitioner is addressing a related
problem concerning the availability of
electricity to power atomic reactor and
other safety systems. Electricity is
required to operate atomic reactor safety
and cooling systems. This electricity is
provided by offsite sources, referred to
by the petitioner as the overall electrical
grid. The petitioner states that the NRC
has long recognized that the loss of all
alternating current from both onsite and
offsite systems, known generally as
‘‘station blackout’’, is the most
important contributor to risk at most
atomic reactors. The petitioner notes
that the NRC has required licensees to
have back-up sources of onsite
emergency power, normally multiple
emergency diesel generators, capable of
supplying the electricity necessary to
operate essential safety systems.

The petitioner asserts that the
emergency diesel generators used at
atomic reactors have proven unreliable
and are often out of service. The
petitioner asserts that the
unprecedented condition posed by the
Y2K problem, coupled with the
demonstrated and ongoing failures of
emergency diesel generators, constitutes
reasonable doubt that emergency fuel
generators can be relied on. Therefore,
the petitioner believes that the NRC
should require all emergency diesel
generators be operational, have a 60-day
supply of fuel as of December 1, 1999,
and that licensed facilities that cannot
meet these requirements be closed.

The petitioner discusses the
likelihood and potential consequences
of a failure of all or a portion of the
electric power grid in the United States.
The petitioner recognizes that the
failure of all or a portion of the electrical
grid due to Y2K issues is well beyond
the scope of NRC’s authority. However,
the petitioner states that the extended
failure of all or a portion of the electrical
grid would place severe stress on the
current emergency diesel generator
system of back-up power supply and
that the failure of emergency diesel
generators at one or more reactor sites
could result in extended station
blackouts and nuclear catastrophes. The
petitioner asserts that this possibility is
well within the range of probabilities for
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which the NRC routinely requires action
by its licensees. The petitioner further
asserts that reliance on unreliable
emergency diesel generators is
insufficient under these conditions.

Therefore, the petitioner believes it is
essential that the NRC take the type of
regulatory action suggested in this
petition on an expedited basis.

Dated at Rockville, Maryland, this 15th day
of January, 1999.

For the Nuclear Regulatory Commission.
Annette Vietti-Cook,
Secretary of the Commission.
[FR Doc. 99–1594 Filed 1–22–99; 8:45 am]
BILLING CODE 7590–01–P 



[Federal Register: January 20, 1999 (Volume 64, Number 12)]
[Notices]               
[Page 3139-3140]
From the Federal Register Online via GPO Access [wais.access.gpo.gov]
[DOCID:fr20ja99-98]

-----------------------------------------------------------------------

NUCLEAR REGULATORY COMMISSION

 
Contingency Plan for the Year 2000 Issue in the Nuclear Industry

AGENCY: Nuclear Regulatory Commission.

ACTION: Notice of availability and request for comments.

-----------------------------------------------------------------------

SUMMARY: The U.S. Nuclear Regulatory Commission (NRC) is making 
available a draft document entitled, ``Contingency Plan for the Year 
2000 Issue in the Nuclear Industry.'' This document describes the 
current plan and approach the NRC staff expects to use in addressing 
contingencies resulting from potential unanticipated events due to the 
Year 2000 (Y2K) problem. The NRC staff believes prudent contingency 
planning for the Y2K problem is appropriate in addition to actions 
being taken by NRC licensees to achieve Y2K readiness of their 
facilities. The staff further recognizes the importance of a broader 
focus that will help to ensure that Y2K concerns regarding the national 
infrastructure are identified and resolved.

DATES: Public input is solicited on the overall scope and direction of 
the NRC Contingency Plan. To be most helpful, comments should be 
received no later than February 15, 1999. Comments received after this 
date may be considered in the further development of the Contingency 
Plan if practical to do so.

ADDRESSES: A copy of the draft Contingency Plan can be obtained via the 
World Wide Web at http://www.nrc.gov/NRC/Y2K/Y2KCP.html or from the 
NRC's Public Document Room, 2120 L Street, NW. (Lower Level), 
Washington, DC 20555; telephone 202-634-3273; fax 202-634-3343.
    Mail Comments to: Chief, Rules and Directives Branch, Division of 
Administrative Services, Mail Stop T-6D59, U. S. Nuclear Regulatory 
Commission, Washington, DC 20555-0001 or fax to 301-415-5144. Comments 
may be hand-delivered to 11545 Rockville Pike, Rockville, Maryland 
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between 7:45 a.m. and 4:15 p.m. on Federal workdays.

FOR FURTHER INFORMATION CONTACT: Joseph G. Giitter; Mail Stop T-4A43, 
Office for Evaluation and Analysis of Operational Data, Nuclear 
Regulatory Commission, Washington, DC 20555-0001; telephone 301-415-
7485; E-mail JGG@NRC.GOV.

SUPPLEMENTARY INFORMATION: The NRC is working with its licensees to 
ensure that their potential Year 2000 (Y2K) issues have been identified 
and corrected, and that the agency's own computer-based systems will 
continue to function properly during the transition from 1999 into 
2000.
    Nuclear power plant licensees indicate no significant Year 2000 
problems with computer systems

[[Page 3140]]

required for safe operation or shutdown of plants, since most are 
controlled by analog equipment that does not use computers. However, 
other non-safety computer systems used in such areas as control room 
displays, radiation monitoring and security functions may have 
potential problems. For this reason, and to be able to respond to 
potential unanticipated Y2K problems, the NRC is developing a 
contingency plan for ensuring that public health and safety and the 
environment will continue to be protected.
    The Contingency Plan for the Year 2000 Issue, built around a 
reasonably conservative planning scenario, would establish NRC 
expectations for staff coordination with external stakeholders and 
staff actions to be taken during the transition period.
    The staff considers the NRC Year 2000 Contingency Plan to be a 
rapidly evolving product, subject to anticipated but very necessary 
coordination efforts with other Federal agencies and with NRC 
licensees. In its current form, the plan discusses actions and 
approaches involving potential policy issues that may require more 
formal Commission review and approval. However, the Commission has 
determined that the plan should be made available to the public at this 
time in order to promote communication and dialogue regarding the 
proposals discussed therein.

    Dated at Rockville, Maryland, this 13th day of January, 1999.

    For the Nuclear Regulatory Commission.
Frank J. Congel,
Director, Incident Response.
[FR Doc. 99-1199 Filed 1-19-99; 8:45 am]
BILLING CODE 7590-01-P
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DG–1074 guidance and the industry NEI
97–06 approach. As a result of these
technical interactions, the staff is
already familiar with industry’s
comments regarding the DG–1074
guidance. In order to minimize
expenditure of additional industry
resources for commenting on the DG–
1074 guidance, the staff intends to
consider as comments the information
that the industry has provided in prior
public meetings on this subject and
suggests that industry reference
previous interactions and submittals
wherever possible as providing its
comments. However, to date the public
has not had an opportunity to comment
on the DG–1074 guidance. Accordingly,
this Federal Register announcement
provides an opportunity for the public,
as a whole, to provide comments on the
DG–1074 guidance. The staff will
consider the public comments both in
its efforts to finalize the regulatory
guidance and in its continuing
interactions with industry regarding NEI
97–06.

In addition, two documents in regard
to a differing professional opinion
(DPO) concerning steam generator tube
integrity have been placed in the NRC’s
Public Document Room: a document
containing the NRC staff’s consideration
of the DPO and a memorandum to the
Commission from J. Hopenfeld dated
September 25, 1998.1 The NRC staff
requests public comments on the
technical issues in these documents.
The DPO consideration document
discusses how the staff considered the
issues of the DPO during the
development of the DG–1074 guidance.
The September 25, 1998, memorandum
informs the Commission of the DPO
author’s continuing concerns about
steam generator tube integrity. The DPO
author’s memorandum to the
Commission was sent after the NRC staff
completed the DPO consideration
document; consequently the DPO
consideration document was not revised
to reflect the contents of the
memorandum. By making this
memorandum publicly available, the
NRC is not endorsing the memorandum
nor its contents and is instead providing
this additional information to enable the
public to comment on the technical
issues contained therein.

The draft guide does not represent an
official NRC staff position. Accordingly,
the NRC staff does not expect licensees
to revise their steam generator programs
to be in accordance with DG–1074.

Comments may be accompanied by
relevant information or supporting data.
Written comments may be submitted to
the Rules and Directives Branch, Office
of Administration, U.S. Nuclear

Regulatory Commission, Washington,
DC 20555. Copies of comments received
may be examined at the NRC Public
Document Room, 2120 L Street NW.,
Washington, DC. Comments will be
most helpful if received by June 30,
1999.

You may also provide comments via
the NRC’s interactive rulemaking
website through the NRC home page
(http://www.nrc.gov). This site provides
the availability to upload comments as
files (any format), if your web browser
supports that function. For information
about the interactive rulemaking
website, contact Ms. Carol Gallagher,
(301) 415–5905; e-mail CAG@nrc.gov.
For information about the draft guide
and the related documents, contact Mr.
Timothy A. Reed, (301) 415–1462; e-
mail TAR@nrc.gov.

Although a time limit is given for
comments on this draft guide,
comments and suggestions in
connection with items for inclusion in
guides currently being developed or
improvements in all published guides
are encouraged at any time.

Regulatory guides are available for
inspection at the Commission’s Public
Document Room, 2120 L Street NW.,
Washington, DC. Requests for single
copies of draft or final guides (which
may be reproduced) or for placement on
an automatic distribution list for single
copies of future draft guides in specific
divisions should be made in writing to
the U.S. Nuclear Regulatory
Commission, Washington, DC 20555,
Attention: Reproduction and
Distribution Services Section; or by fax
to (301) 415–2289, or by e-mail to
<DISTRIBUTION@NRC.GOV>.
Telephone requests cannot be
accommodated. Regulatory guides are
not copyrighted, and Commission
approval is not required to reproduce
them.
(5 U.S.C. 552(a))

Dated at Rockville, Maryland, this 31st day
of December 1998.

For the Nuclear Regulatory Commission.
John W. Craig,
Director, Division of Regulatory Applications,
Office of Nuclear Regulatory Research.
[FR Doc. 99–1197 Filed 1–19–99; 8:45 am]
BILLING CODE 7590–01–P

NUCLEAR REGULATORY
COMMISSION

Contingency Plan for the Year 2000
Issue in the Nuclear Industry

AGENCY: Nuclear Regulatory
Commission.

ACTION: Notice of availability and
request for comments.

SUMMARY: The U.S. Nuclear Regulatory
Commission (NRC) is making available
a draft document entitled, ‘‘Contingency
Plan for the Year 2000 Issue in the
Nuclear Industry.’’ This document
describes the current plan and approach
the NRC staff expects to use in
addressing contingencies resulting from
potential unanticipated events due to
the Year 2000 (Y2K) problem. The NRC
staff believes prudent contingency
planning for the Y2K problem is
appropriate in addition to actions being
taken by NRC licensees to achieve Y2K
readiness of their facilities. The staff
further recognizes the importance of a
broader focus that will help to ensure
that Y2K concerns regarding the
national infrastructure are identified
and resolved.
DATES: Public input is solicited on the
overall scope and direction of the NRC
Contingency Plan. To be most helpful,
comments should be received no later
than February 15, 1999. Comments
received after this date may be
considered in the further development
of the Contingency Plan if practical to
do so.
ADDRESSES: A copy of the draft
Contingency Plan can be obtained via
the World Wide Web at http://
www.nrc.gov/NRC/Y2K/Y2KCP.html or
from the NRC’s Public Document Room,
2120 L Street, NW. (Lower Level),
Washington, DC 20555; telephone 202–
634–3273; fax 202–634–3343.

Mail Comments to: Chief, Rules and
Directives Branch, Division of
Administrative Services, Mail Stop T–
6D59, U. S. Nuclear Regulatory
Commission, Washington, DC 20555–
0001 or fax to 301–415–5144. Comments
may be hand-delivered to 11545
Rockville Pike, Rockville, Maryland
between 7:45 a.m. and 4:15 p.m. on
Federal workdays.
FOR FURTHER INFORMATION CONTACT:
Joseph G. Giitter; Mail Stop T–4A43,
Office for Evaluation and Analysis of
Operational Data, Nuclear Regulatory
Commission, Washington, DC 20555–
0001; telephone 301–415–7485; E-mail
JGG@NRC.GOV.
SUPPLEMENTARY INFORMATION: The NRC
is working with its licensees to ensure
that their potential Year 2000 (Y2K)
issues have been identified and
corrected, and that the agency’s own
computer-based systems will continue
to function properly during the
transition from 1999 into 2000.

Nuclear power plant licensees
indicate no significant Year 2000
problems with computer systems
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required for safe operation or shutdown
of plants, since most are controlled by
analog equipment that does not use
computers. However, other non-safety
computer systems used in such areas as
control room displays, radiation
monitoring and security functions may
have potential problems. For this
reason, and to be able to respond to
potential unanticipated Y2K problems,
the NRC is developing a contingency
plan for ensuring that public health and
safety and the environment will
continue to be protected.

The Contingency Plan for the Year
2000 Issue, built around a reasonably
conservative planning scenario, would
establish NRC expectations for staff
coordination with external stakeholders
and staff actions to be taken during the
transition period.

The staff considers the NRC Year 2000
Contingency Plan to be a rapidly
evolving product, subject to anticipated
but very necessary coordination efforts
with other Federal agencies and with
NRC licensees. In its current form, the
plan discusses actions and approaches
involving potential policy issues that
may require more formal Commission
review and approval. However, the
Commission has determined that the
plan should be made available to the
public at this time in order to promote
communication and dialogue regarding
the proposals discussed therein.

Dated at Rockville, Maryland, this 13th day
of January, 1999.

For the Nuclear Regulatory Commission.
Frank J. Congel,
Director, Incident Response.
[FR Doc. 99–1199 Filed 1–19–99; 8:45 am]
BILLING CODE 7590–01–P

NUCLEAR REGULATORY
COMMISSION

Notice of Availability of NUREG–1700,
‘‘Standard Review Plan for Evaluating
License Termination Plans for Nuclear
Power Reactors’’

The U.S. Nuclear Regulatory
Commission is noticing issuance of
NUREG–1700, ‘‘Standard Review Plan
Evaluating License Termination Plans
for Nuclear Power Reactors.’’ The

standard review plan (SRP), NUREG–
1700, guides staff reviewers on
performing safety reviews of LTPs.
Although the SRP is intended to be used
by the NRC staff in conducting reviews,
it can be used by interested parties
responsible for conducting their own
licensing reviews or developing an LTP.
The principal purpose of the SRP is to
ensure the quality and uniformity of
staff reviews and to present a well-
defined base from which to evaluate the
requirements. It is also the purpose of
the SRP to make the information about
regulatory matters widely available to
improve the understanding of the staff’s
review process by interested members of
the public and the nuclear industry.

The document is available for
inspection at the NRC’s Public
Document Room, 2120 L Street, NW,
Washington, DC 20555, and on the NRC
Home Page (http://www.nrc.gov/).
NUREG–1700, ‘‘Standard Review Plan
for Evaluating License Termination
Plans for Nuclear Power Reactor’’ is
being issued as a draft for comment.
Any interested party may submit
comments on this report for
consideration by the NRC staff. The
comment periods end June 15, 1999.
Please specify the report number, draft
NUREG–1700, in your comments and
send them by June 15, 1999, to: Chief,
Rules and Directives Branch, Office of
Administration, Mail Stop T–6D59,
Washington, DC 20555–0001.

FOR FURTHER INFORMATION CONTACT:
Clayton L. Pittiglio, Low-Level Waste
and Decommissioning Projects Branch,
Division of Waste Management, Office
of Nuclear Material Safety and
Safeguards, U.S. Nuclear Regulatory
Commission, Washington, DC 20555–
0001. Telephone: 301–415–6702.

Dated at Rockville, Maryland, this 18th day
of December 1998.

For the Nuclear Regulatory Commission.

John W. N. Hickey,

Chief, Low-Level Waste and Decommissioning
Projects Branch, Division of Waste
Management, Office of Nuclear Material
Safety and Safeguards.
[FR Doc. 99–1198 Filed 1–19–99; 8:45 am]

BILLING CODE 7590–01–P

OFFICE OF MANAGEMENT AND
BUDGET

Cumulative Report on Rescissions and
Deferrals

December 1, 1998.

This report is submitted in fulfillment
of the requirement of Section 1014(e) of
the Congressional Budget and
Impoundment Control Act of 1974
(Public Law 93–344). Section 1014(e)
requires a monthly report listing all
budget authority for the current fiscal
year for which, as of the first day of the
month, a special message had been
transmitted to Congress.

This report gives the status, as of
December 1, 1998, of the two deferrals
contained in the first special message
for FY 1999. The message was
transmitted to Congress on October 22,
1998.

Deferrals (Attachments A and B)

As of December 1, 1998, $167.6
million in budget authority was being
deferred from obligation. Attachment B
shows the status of each deferral
reported during FY 1999.

Information from Special Message

The special message containing
information on the deferrals that are
covered by this cumulative report is
printed in the edition of the Federal
Register cited below:
63 FR 63949–50, Tuesday, November
17, 1998.
Jacob J. Lew,
Director.

ATTACHMENT A.—STATUS OF FY 1999
DEFERRALS

[In millions of dollars]

Budgetary
resources

Deferrals proposed by the Presi-
dent ......................................... 167.6

Routine Executive releases
through December 1, 1998
(OMB/Agency releases of $0) ..................

Overturned by the Congress ...... ..................

Currently before the Congress ... 167.6

BILLING CODE 3110–01–P
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-----------------------------------------------------------------------

NUCLEAR REGULATORY COMMISSION

 
Year 2000 Readiness of Computer Systems at Nuclear Power Plants; 
Issue

AGENCY: Nuclear Regulatory Commission.

ACTION: Notice of Issuance.

-----------------------------------------------------------------------

SUMMARY: The Nuclear Regulatory Commission (NRC) has issued Generic 
Letter (GL) 98-01 to all holders of operating licenses for nuclear 
power plants, except those who have permanently ceased operations and 
have certified that fuel has been permanently removed from the reactor 
vessel, to require the submittal of written responses that will give 
the NRC the necessary assurance that addressees are effectively 
addressing the year 2000 (Y2K) problem in computer systems at their 
respective facilities. Simply stated, the Y2K problem pertains to the 
potential for a system or an application to experience date-related 
problems, such as misreading ``00'' as the year 1900 rather than 2000. 
This generic letter requires the following information from addressees, 
under the provisions of Section 182a of the Atomic Energy Act of 1954, 
as amended, and 10 CFR 50.54(f): (1) Written confirmation that each 
addressee is implementing an effective plan to address the Y2K problem 
and provide for safe operation of their respective facilities prior to 
January 1, 2000, and (2) written certification that the facilities are 
Y2K ready with regard to compliance with the terms and conditions of 
the facility licenses and NRC regulations.
    The generic letter is a ``rule'' for purposes of the Small Business 
Regulatory Enforcement Fairness Act (5 U.S.C., Chapter 8). The staff 
has received confirmation from the Office of Management and Budget that 
the generic letter is a non-major rule.
    The generic letter is available in the NRC Public Document Room 
under accession number 9805050192.
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DATES: The generic letter was issued on May 11, 1998.

ADDRESSEES: Not applicable.

FOR FURTHER INFORMATION CONTACT: Matthew Chiramal, at (301) 415-2845.

SUPPLEMENTARY INFORMATION: This generic letter only requires 
information from addressees under the provisions of Section 182a of the 
Atomic Energy Act of 1954, as amended, and 10 CFR 50.54(f). The generic 
letter does not constitute a backfit as defined in 10 CFR 50.109(a)(1) 
since it does not impose modifications of or additions to

[[Page 27608]]

structures, systems or components or to design or operation of an 
addressee's facility. It also does not impose an interpretation of the 
Commission's rules that is either new or different from a previous 
staff position. The staff, therefore, has not performed a backfit 
analysis.

    Dated at Rockville, Maryland, this 11th day of May 1998.

For The Nuclear Regulatory Commission.
David B. Matthews,
Acting Director, Division of Reactor Program Management, Office of 
Nuclear Reactor Regulation.
[FR Doc. 98-13190 Filed 5-18-98; 8:45 am]
BILLING CODE 7590-01-P
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licensee calculated the thyroid and
whole body doses at the EAB as 13 rem
and 0.55 rem, respectively.

The LPZ doses, which were reported
for the first time by the licensee, were
calculated as 5 rem thyroid and 0.15
whole body. The second case, which
was evaluated, assumed primary coolant
was at the maximum instantaneous
technical specification value of dose
equivalent 131 I of 60µCi/g. The results
of this case were presented for the first
time. The licensee calculated the doses
at the EAB as 22 rem thyroid and 0.66
rem whole body. The LPZ doses were
calculated as 6 rem thyroid and 0.18
rem whole body.

Even though there is some increase in
dose for the Seized Rotor Event, the
actual total dose is a fraction of the
limits of 10 CFR part 100, as noted
above, and there is a low probability of
these accidents. This change does not
significantly affect the risk of any
dominant accident scenario, and the
effect on overall risk of an accident at
Calvert Cliffs Nuclear Power Plant is
insignificant. The change will not
increase the probability or consequences
of accidents, no changes are being made
in the types of any effluents that may be
released offsite, and there is no
significant increase in the allowable
individual or cumulative occupational
radiation exposure. Accordingly, the
Commission concludes that there are no
significant radiological environmental
impacts associated with the proposed
action.

The staff has performed confirmatory
calculations of the consequences of an
MSLB, SGTR and Seized Rotor Events.
The staff has confirmed that the
consequences of these accidents will
result in offsite doses which are a small
fraction of the 10 CFR part 100 dose
guidelines. In addition, the staff has
determined that the proposed action
will not result in an increase in normal
radiological effluents from the Calvert
Cliffs Nuclear Power Plant such that 10
CFR part 20 and Appendix I to 10 CFR
part 50 will continue to be met.

With regard to potential
nonradiological impacts, the proposed
action does involve features located
entirely within the restricted area as
defined in 10 CFR part 20. It does not
affect nonradiological plant effluents
and has no other environmental impact.
Accordingly, the Commission concludes
that there are no significant
nonradiological environmental impacts
associated with the proposed action.

Alternatives to the Proposed Action
The principal alternative to approving

the license amendment request needed
to allow plugging up to 2500 tubes per

steam generator would be to deny the
request and retain the current coolant
flow limitations. However, this
alternative could reduce operational
flexibility as it may prevent a Unit 1
start-up following the upcoming
refueling outage, if the steam generator
tube inspections necessitate plugging
greater than 800 tubes in either of the
unit’s two steam generators.
Furthermore, denial of the amendment
would not significantly enhance the
protection of the environment as the
impacts of this alternative and the
proposed action are similar.

Alternative Use of Resources

This action does not involve the use
of any resources not previously
considered in the Final Environmental
Statement for the Calvert Cliffs Nuclear
Power Plant, Unit Nos. 1 and 2 dated
April 1973.

Agencies and Persons Consulted

In accordance with its stated policy,
on May 5, 1998, the staff consulted with
the Maryland State official, Richard I.
McLean of the Maryland Department of
Natural Resources, regarding the
environmental impact of the proposed
action. The State official had no
comments.

Finding of No Significant Impact

Based upon the environmental
assessment, the Commission concludes
that the proposed action will not have
a significant effect on the quality of the
human environment. Accordingly, the
Commission has determined not to
prepare an environmental impact
statement for the proposed action.

For further details with respect to the
proposed action, see the licensee’s letter
dated January 31, 1997, as
supplemented by letters dated February
13, February 28, March 25, April 16,
August 16, and September 29, 1997, and
January 22, March 17, April 8, and April
21, 1998, which are available for public
inspection at the Commission’s Public
Document Room, The Gelman Building,
2120 L Street, NW., Washington, DC,
and at the local public document room
located at the Calvert County Library,
Prince Frederick, Maryland 20678.

Dated at Rockville, Maryland, this 12th day
of May 1998.

For The Nuclear Regulatory Commission.

S. Singh Bajwa,
Director, Project Directorate I–1, Division of
Reactor Projects—I/II, Office of Nuclear
Reactor Regulation.
[FR Doc. 98–13188 Filed 5–18–98; 8:45 am]

BILLING CODE 7590–01–P

NUCLEAR REGULATORY
COMMISSION

Year 2000 Readiness of Computer
Systems at Nuclear Power Plants;
Issue

AGENCY: Nuclear Regulatory
Commission.
ACTION: Notice of Issuance.

SUMMARY: The Nuclear Regulatory
Commission (NRC) has issued Generic
Letter (GL) 98–01 to all holders of
operating licenses for nuclear power
plants, except those who have
permanently ceased operations and
have certified that fuel has been
permanently removed from the reactor
vessel, to require the submittal of
written responses that will give the NRC
the necessary assurance that addressees
are effectively addressing the year 2000
(Y2K) problem in computer systems at
their respective facilities. Simply stated,
the Y2K problem pertains to the
potential for a system or an application
to experience date-related problems,
such as misreading ‘‘00’’ as the year
1900 rather than 2000. This generic
letter requires the following information
from addressees, under the provisions of
Section 182a of the Atomic Energy Act
of 1954, as amended, and 10 CFR
50.54(f): (1) Written confirmation that
each addressee is implementing an
effective plan to address the Y2K
problem and provide for safe operation
of their respective facilities prior to
January 1, 2000, and (2) written
certification that the facilities are Y2K
ready with regard to compliance with
the terms and conditions of the facility
licenses and NRC regulations.

The generic letter is a ‘‘rule’’ for
purposes of the Small Business
Regulatory Enforcement Fairness Act (5
U.S.C., Chapter 8). The staff has
received confirmation from the Office of
Management and Budget that the
generic letter is a non-major rule.

The generic letter is available in the
NRC Public Document Room under
accession number 9805050192.
DATES: The generic letter was issued on
May 11, 1998.
ADDRESSEES: Not applicable.
FOR FURTHER INFORMATION CONTACT:
Matthew Chiramal, at (301) 415–2845.
SUPPLEMENTARY INFORMATION: This
generic letter only requires information
from addressees under the provisions of
Section 182a of the Atomic Energy Act
of 1954, as amended, and 10 CFR
50.54(f). The generic letter does not
constitute a backfit as defined in 10 CFR
50.109(a)(1) since it does not impose
modifications of or additions to
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1 15 U.S.C. 78s(b)(1).
2 NYSE Rule 344 states that ‘‘Supervisory

Analysts * * * shall be acceptable to, and
approved by, the Exchange.’’ NYSE Rule 344,
Supplementary Material .10 sets forth qualifications
to be considered by the Exchange.

3 See NYSE Rule 344, Supplementary Material
.10.

structures, systems or components or to
design or operation of an addressee’s
facility. It also does not impose an
interpretation of the Commission’s rules
that is either new or different from a
previous staff position. The staff,
therefore, has not performed a backfit
analysis.

Dated at Rockville, Maryland, this 11th day
of May 1998.
For The Nuclear Regulatory Commission.
David B. Matthews,
Acting Director, Division of Reactor Program
Management, Office of Nuclear Reactor
Regulation.
[FR Doc. 98–13190 Filed 5–18–98; 8:45 am]
BILLING CODE 7590–01–P

SECURITIES AND EXCHANGE
COMMISSION

[Release No. 34–39985; File No. SR–NASD–
98–28]

Self-Regulatory Organizations; Notice
of Filing of Proposed Rule Change by
the National Association of Securities
Dealers, Inc. Relating to Approval of
Research Reports

May 12, 1998.
Pursuant to Section 19(b)(1) of the

Securities Exchange Act of 1934
(‘‘Act’’), 1 notice is hereby given that on
April 27, 1998, the NASD Regulation,
Inc. (‘‘NASD Regulation’’) filed with the
Securities and Exchange Commission
(‘‘Commission’’) the proposed rule
change as described in Items I, II, and
III below, which Items have been
prepared by NASD Regulation. The
Commission is publishing this notice to
solicit comments on the proposed rule
change from interested persons.

I. Self-Regulatory Organization’s
Statement of the Terms of Substance of
the Proposed Rule Change

NASD Regulation is proposing to
amend Rule 2210, ‘‘Communications
with the Public,’’ of the Conduct Rules
of the National Association of Securities
Dealers, Inc. (‘‘NASD’’ or
‘‘Association’’), to permit the approval
of research reports by a supervisory
analyst acceptable to the New York
Stock Exchange (‘‘NYSE;’’) under NYSE
Rule 344, ‘‘Supervisory Analysts,’’ 2 to
satisfy NASD requirements that research
reports be approved by a registered
principal. Below is the text of the

proposed rule change. Proposed new
language is in italics.

2200. Communications with Customers
and the Public

2210. Communications with the Public

* * * * *
(b) Approval and Recordkeeping.
(1) Each item of advertising and sales

literature shall be approved by signature
or initial, prior to use or filing with the
Association, by a registered principal of
the member. This requirement may be
met, only with respect to corporate debt
and equity securities that are the subject
of research reports as that term is
defined in Rule 472 of the New York
Stock Exchange, by the signature or
initial of a supervisory analyst approved
pursuant to Rule 344 of the New York
Stock Exchange.
* * * * *

II. Self-Regulatory Organizations’
Statement of the Purpose of, and
Statutory Basis for, the Proposed Rule
Change

In its filing with the Commission,
NASD Regulation included statements
concerning the purpose of and basis for
the proposed rule change and discussed
any comments it received on the
proposed rule change. The text of these
statements may be examined at the
places specified in Item IV below.
NASD Regulation has prepared
summaries, set forth in Sections A, B,
and C below, of the most significant
aspects of such statements.

A. Self-Regulatory Organization’s
Statement of the Purpose of, and
Statutory Basis for, the Proposed Rule
Change

1. Purpose
a. Background. Subparagraph (b)(1) to

NASD Rule 2210 regarding
Communications with the Public
requires each item of advertising and
sales literature to be approved by
signature or initial of a registered
principal of an NASD member prior to
use or filing with NASD Regulation. The
definition of ‘‘sales literature’’ in
subparagraph (a)(2) to NASD Rule 2210
includes research reports.

Paragraph (b) to NYSE Rule 472,
‘‘Communications with the Public,’’
requires that research reports be
prepared or approved by a supervisory
analyst acceptable to the NYSE under
NYSE Rule 334. NYSE Rule 472,
Supplementary Material .10 defines
‘‘research reports’’ as ‘‘* * * an analysis
of individual companies, industries,
market conditions, securities or other
investment vehicles which provide
information reasonably sufficient upon

which to base an investment decision.’’
In order to become a supervisory analyst
under NYSE Rule 344, an applicant may
present evidence of appropriate
experience and either (i) pass an NYSE
Supervisory Analysts Examination, or
(ii) successfully complete a specified
level of the Chartered Financial
Analysts Examination prescribed by the
NYSE and pass only that portion of the
NYSE Supervisory Analysts
Examination dealing with Exchange
rules on research standards and related
matters.3

A joint NASD/NYSE member raised
the issue of whether the approval of
research reports by a supervisory
analyst approved by the NYSE under
NYSE Rule 344 could satisfy the NASD
requirement that each item of
advertising and sales literature be
approved by signature or initial of a
registered principal prior to use or filing
with NASD Regulation.

b. Discussion. The NYSE designation
of ‘‘supervisory analyst’’ does not
constitute a registration category for
NASD principals. The NASD Regulation
staff reviewed the content outline for
the supervisory analyst examination.
The particular categories of securities
addressed in the ‘‘securities analysis’’
section of the outline are fixed income
securities and equity securities. The
NASD Regulation staff concluded that
the coverage in the supervisory analysts
examination of the NYSE
communication rules is comparable to
the communication materials covered in
the NASD principal examination. Thus,
NASD Regulation believes that with
respect to the level of training and
experience necessary for the review of
research reports on debt and equity, the
level of supervisory analyst registration
is comparable to the level of NASD
principal registration.

Given that the scope of approval
authority is limited to research reports
and that the material in the NYSE
supervisory analyst examination and the
NASD principal examination is
comparable in this area, the NASD
Regulation staff concluded that the
investor protection goals intended by
the NASD’s current principal review
requirement rule could be satisfied by
NYSE requirements in this area.

The proposed rule change amends
subparagraph (b)(1) to NASD Rule 2210
to state that the requirement that
advertising and sales literature be
approved by a registered principal of an
NASD member firm may be met, with
respect to corporate debt and equity
securities that are the subject of research
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-----------------------------------------------------------------------

NUCLEAR REGULATORY COMMISSION

 
Proposed Generic Communication; Year 2000 Readiness of Computer 
Systems at Nuclear Power Plants (MA0138)

AGENCY: Nuclear Regulatory Commission.

ACTION: Notice of opportunity for public comment.

-----------------------------------------------------------------------

SUMMARY: The Nuclear Regulatory Commission (NRC) is proposing to issue 
a generic letter to all holders of operating licenses for nuclear power 
plants, except those who have permanently ceased operations and have 
certified that fuel has been permanently removed from the reactor 
vessel, to require that all addressees provide certain information 
regarding their programs, planned or implemented, to address the Year 
2000 (Y2K) problem in computer systems at their facilities. In 
particular, addressees are being asked to provide written confirmation 
of implementation of the programs, and written certification that their 
facilities are Y2K ready and in compliance with the terms and 
conditions of their licenses and NRC regulations. This information is 
being requested under 10 CFR 50.54(f).
    The NRC is seeking comment from interested parties on both the 
technical and regulatory aspects of the proposed generic letter 
presented under the Supplementary Information heading. In this regard, 
the NRC encourages the industry to propose a viable alternative to the 
generic letter as a means of providing the necessary assurance to the 
NRC that licensees are effectively addressing the Y2K problem in 
computer systems at their facilities. Such an alternative could consist 
of a voluntary initiative on the part of the nuclear power industry to 
obtain licensee inputs and communicate its findings to the NRC.
    The proposed generic letter has been endorsed by the Committee to 
Review Generic Requirements (CRGR). Relevant information that was sent 
to the CRGR will be placed in the NRC Public Document Room. The NRC 
will consider comments received from interested parties in the final 
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evaluation of the proposed generic letter. The NRC's final evaluation 
will include a review of the technical position and, as appropriate, an 
analysis of the value/impact on licensees. Should this generic letter 
be issued by the NRC, it will become available for public inspection in 
the NRC Public Document Room.

DATES: Comment period expires March 2, 1998. Comments submitted after 
this date will be considered if it is practical to do so, but assurance 
of consideration cannot be given except for comments received on or 
before this date.

ADDRESSES: Submit written comments to Chief, Rules and Directives 
Branch, Division of Administrative Services, U.S. Nuclear Regulatory 
Commission, Mail Stop T6-D69, Washington, DC 20555-0001. Written 
comments may also be delivered to 11545 Rockville Pike, Rockville, 
Maryland, between 7:45 am to 4:15 pm, Federal workdays. Copies of 
written comments received may be examined at the NRC Public Document 
Room, 2120 L Street, N.W. (Lower Level), Washington, D.C.

FOR FURTHER INFORMATION CONTACT: Matthew Chiramal, (301) 415-2845.

SUPPLEMENTARY INFORMATION:

NRC Generic Letter No. 98-XX: Year 2000 Readiness of Computer Systems 
at Nuclear Power Plants

Addressees

    All holders of operating licenses for nuclear power plants, except 
those who have permanently ceased operations and have certified that 
fuel has been permanently removed from the reactor vessel.

Purpose

    The U.S. Nuclear Regulatory Commission (NRC) is issuing this 
generic letter to require that all addressees provide the following 
information regarding their programs, planned or implemented, to 
address the Year 2000 (Y2K) problem in computer systems at their 
facilities: (1) written confirmation of implementation of the programs, 
and (2) written certification that the facilities are Y2K ready and in 
compliance with the terms and conditions of their licenses and NRC 
regulations.

Description of Circumstances

    Simply stated the Y2K computer problem pertains to the potential 
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inability of computers to correctly recognize dates beyond the current 
century, i.e., beginning with January 1, 2000 and beyond. The problem 
results from computer hardware or software that uses two-digit fields 
to represent the year. If the Y2K problem is not corrected, computer 
systems will be unable to recognize the change in century and will 
misread ``00,'' for the year 2000, as 1900. The Y2K problem has the 
potential to interfere with the proper operation of any computer 
system, any hardware that is microprocessor-based (embedded

[[Page 4499]]

software), and any software or database at nuclear power plants. As a 
consequence, there is a risk that affected plant systems and equipment 
will fail to function properly.
    The Y2K problem is urgent because it has a fixed, non-negotiable 
deadline. This matter requires priority attention because of the 
limited time remaining to assess the magnitude of the problem, its 
associated technical and cost risks, and resource availability, and to 
implement programs that will achieve satisfactory resolution.
    Existing reporting requirements under 10 CFR part 21, 10 CFR 50.72, 
and 10 CFR 50.73 provide for notification to the NRC staff of 
deficiencies, non-conformance and failures, such as the Y2K problem in 
safety-related systems. To date, the NRC staff has not identified nor 
received notification from licensees or vendors of digital protection 
systems (e.g., Westinghouse, General Electric, Combustion Engineering, 
Foxboro, Allen Bradley, or Framatome/Babcock & Wilcox) that a Y2K 
problem exists with safety-related initiation and actuation systems. 
However, problems have been identified in non-safety, but important, 
computer-based systems. Such systems, primarily databases and data 
collection processes necessary for plant operation that are date 
driven, may need to be modified for Y2K compliance. Some examples of 
systems and computer equipment that may be affected by Y2K problems 
follow:

Security computers
Plant process (data scan, log, and alarm) and safety parameter 
display system computers
Emergency response systems
Radiation monitoring systems
Dosimeters and readers
Plant simulators
Engineering programs
Communication systems
Inventory control systems
Surveillance and maintenance tracking systems
Control systems
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    To alert nuclear power plant licensees to the Y2K problem, the NRC 
issued Information Notice (IN) 96-70, ``Year 2000 Effect on Computer 
System Software,'' on December 24, 1996. In IN 96-70 the staff 
described the potential problems that nuclear power plant computer 
systems and software may encounter as a result of the change to the new 
century and how the Y2K issue may affect NRC licensees. In IN 96-70 the 
staff encouraged licensees to examine their uses of computer systems 
and software well before the turn of the century and suggested that 
licensees consider actions appropriate to examine and evaluate their 
computer systems for Y2K vulnerabilities. The NRC staff also 
incorporated recognition of the Y2K concern in the updated Standard 
Review Plan (SRP), NUREG-0800, Chapter 7, ``Instrumentation and 
Control,'' dated August 1997, which contains guidance for staff review 
of computer-based instrumentation and control systems.
    At the Nuclear Utilities Software Management Group (NUSMG) Year 
2000 Workshop, an industry workshop held in July 1997, nuclear power 
plant licensees described their Y2K programs, and gave examples of 
areas in which they addressed Y2K issues in order to ensure the safety 
and operability of their plants on January 1, 2000. Some of the issues 
discussed were the (1) evaluation of the impact of the Y2K problem on 
plant equipment, (2) assessment process involved in the identification 
of Y2K affected components, vendors, and interfaces, (3) development of 
Y2K testing strategies, and (4) identification of budget needs to 
address the Y2K problem.
    The Nuclear Energy Institute (NEI) met with NUSMG and nuclear plant 
utility representatives in August 1997 to formulate an industry-wide 
plan to address the Y2K issue. On October 7, 1997, representatives of 
NEI and NUSMG met with the NRC staff to discuss actions NEI was taking 
to help utilities make their plants ``Year 2000 ready.'' NEI was 
preparing a framework document with guidance for utility use in 
readying for the Year 2000. The framework document makes a distinction 
in terminology between ``Y2K readiness'' (``Y2K Ready'' is defined as a 
computer system or application that has been determined to be suitable 
for continued use into the year 2000 even though the computer system or 
application is not fully Y2K Compliant) and ``Y2K compliance'' (``Y2K 
Compliant'' is defined as computer systems or applications that 
accurately process date/time data (including but not limited to, 
calculating, comparing, and sequencing) from, into and between the 
twentieth and twenty-first centuries, the years 1999 and 2000, and 
leap-year calculations). NEI/NUSMG issued the framework document NEI/
NUSMG 97-07, ``Nuclear Utility Year 2000 Readiness'' to all licensees 
in November 1997. The document recommends methods for nuclear utilities 
to attain Y2K readiness and thereby ensure that their facilities remain 
safe and continue to operate within the requirements of their license. 
The scope of NEI/NUSMG 97-07 covers software, or software-based systems 

WAIS Document Retrieval

http://frwebgate.access.gpo.gov/cgi-bin/getdoc.cgi?dbname=1998_register&docid=fr29ja98-141 (4 of 9) [07/10/2000 4:23:17 PM]



or interfaces, whose failure (due to the Y2K problem) would (1) prevent 
the performance of the safety function of a structure, system or 
component and (2) degrade, impair, or prevent operability of the 
nuclear facility.

Discussion

    Diverse concerns are associated with the potential impact of the 
Y2K problem on nuclear power plants because of the variety and types of 
computer systems in use. Some of the concerns are the (1) scheduling of 
maintenance and technical specification surveillance requirements, (2) 
use and application of programmable logic controllers and other 
commercial off-the-shelf software and hardware, (3) operation of 
process control systems, (4) performance of engineering calculations, 
and (5) collection of operating and post-accident plant parameter data.
    Some vendors have taken such actions as placing information on the 
Internet discussing which of their products are Y2K compliant, and how 
the vendor is addressing the Y2K problem with respect to specific 
products, including products purchased by their nuclear power plant 
customers. When addressing some of the particular issues associated 
with the use and application of software, it has been found that even 
if the application has no apparent date manipulation algorithms, it may 
still be affected by a Y2K related problem. For example, a subroutine 
that date stamps the header information in archival tapes regardless of 
the rest of the content of the tape may be affected. In addition, 
although individually several systems may be ``date safe,'' the 
integrated operations that the systems support may be vulnerable to the 
Y2K problem. Further, there are potential impacts from the operating 
system supporting their instrumentation system's application software 
and from sub-programs (such as calibration and data recording/
reporting) associated with the main application software.
    One application which is common to all power reactor licensees is 
the link between plant computers and the NRC's Emergency Response Data 
System (ERDS). This application performs the communication and data 
transmission function which provide near real-time data availability to 
NRC and state incident response personnel during declared emergencies. 
The NRC is currently performing Y2K related upgrades to ERDS which will 
maintain the same communication protocol as the current system with the 
exception that either 2-digit or 4-digit year fields will be accepted. 
Those licensees that anticipate changes to their ERDS link should allow 
time in their schedules for retesting their systems. NRC contractors
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will support requests for testing on a ``first come, first served'' 
basis.
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    NEI/NUSMG 97-07 suggests a strategy for developing and implementing 
a nuclear utility Y2K program. The strategy recognizes management, 
implementation, quality assurance, regulatory considerations, and 
documentation as the fundamental elements of a successful Y2K project. 
The document contains additional guidance for these fundamental 
elements. The recommended components for management planning are 
management awareness, sponsorship, project leadership, project 
objectives, project management team, management plan, project reports, 
interfaces, resources, oversight, and quality assurance. The suggested 
phases of implementation are awareness, initial assessment (which 
includes inventory, categorization, classification, prioritization, and 
analysis of initial assessment), detailed assessment (including vendor 
evaluation, utility-owned or -supported software evaluation, interface 
evaluation, remedial planning), remediation, Y2K testing and 
validation, and notification. The quality assurance (QA) measures apply 
to project management QA and implementation QA.
    Regulatory considerations include the performance of appropriate 
reviews, reporting requirements, and documentation. Documentation of 
Y2K program activities and results includes documentation requirements, 
project management documentation, vendor documentation, inventory 
lists, checklists for initial and detailed assessments, and record 
retention. NEI/NUSMG 97-07 also contains examples of various plans and 
checklists as appendices.
    The staff believes that the guidance in NEI/NUSMG 97-07, when 
properly implemented, will present an appropriate approach for 
licensees to address the Y2K problem at nuclear power plant facilities.
    In the course of implementing the Y2K readiness program, problems 
could be identified that potentially impact the licensing basis of the 
plants. In certain cases, license amendments may be needed to address 
the problem resolution. Licensees should submit such license amendments 
to the NRC on a timely basis. The utility Y2K readiness programs and 
schedules should have the flexibility to accommodate such an 
eventuality. In addition, licensees are reminded that any changes to 
their facilities that impact their current licensing basis must be 
reviewed in accordance with existing NRC requirements and the change 
properly documented.

Required Response

    In order to gain the necessary assurance that addressees are 
effectively addressing the Y2K problem and are in compliance with the 
terms and conditions of their licenses and NRC regulations, the NRC 
staff requires that all addressees submit a written response to this 
generic letter as follows:
    (1) Within 90 days of the date of this generic letter, submit a 
written response indicating whether or not you have pursued and are 
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continuing to pursue a Y2K readiness program as outlined in NEI/NUSMG 
97-07. If you are not conforming to the NEI/NUSMG guidance, present a 
brief description of the program(s) that have already been completed, 
are being conducted, or are planned to ensure Y2K readiness of the 
computer systems at your facility(ies). This response should address 
the program's scope, assessment process, and plans for corrective 
actions (including testing, and schedules).
    (2) Upon completing your Y2K readiness program, or, in any event, 
no later than July 1, 1999, submit a written response confirming that 
your facility is Y2K ready and in compliance with the terms and 
conditions of your license(s) and NRC regulations. In addition, the 
response should contain a status report of work remaining to be done to 
complete your Y2K program, including completion schedules. {``Y2K 
Ready'' is defined as a computer system or application that has been 
determined to be suitable for continued use into the year 2000 even 
though the computer system or application is not fully Y2K Compliant. 
``Y2K Compliant'' is defined as computer systems or applications that 
accurately process date/time data (including but not limited to, 
calculating, comparing, and sequencing) from, into and between the 
twentieth and twenty-first centuries, the years 1999 and 2000, and 
leap-year calculations.}
    Address the written reports to the U.S. Nuclear Regulatory 
Commission, Attention: Document Control Desk, Washington, D.C. 20555-
0001, under oath or affirmation under the provisions of Section 182a, 
Atomic Energy Act 1954, as amended, and 10 CFR 50.54(f). In addition, 
submit a copy to the appropriate regional administrator.

Backfit Discussion

    This generic letter only requests information from addressees under 
the provisions of Section 182a of the Atomic Energy Act of 1954, as 
amended, and 10 CFR 50.54(f). The requested information will enable the 
staff to verify that each nuclear power plant licensee is implementing 
an effective plan to address the Y2K problem and provide for safe 
operation of the facility before January 1, 2000, and is in compliance 
with the terms and conditions of their license(s) and NRC regulations. 
The following NRC regulations are a basis for this request:
    <bullet> 10 CFR 50.36, ``Technical Specifications,'' paragraph 
(c)(3), ``Surveillance requirements,'' and paragraph (c) (5), 
``Administrative controls.'' These relate, respectively, to 
requirements relating to test, calibration, or inspection to assure 
that the necessary quality of systems and components is maintained, and 
to provisions relating to management, procedures, record keeping, and 
review and audit necessary to assure operation of the facility in a 
safe manner.
    <bullet> 10 CFR 50.47, ``Emergency plans,'' paragraph (b)(8), which 
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relates to the provision and maintenance of adequate emergency 
facilities and equipment to support the emergency responses.
    <bullet> Appendix B to 10 CFR Part 50, Criterion III, ``Design 
Control,'' requires that design control measures shall provide for 
verifying or checking the adequacy of design, such as by the 
performance of design reviews, by the use of alternate or simplified 
calculational methods, or by the performance of a suitable testing 
program.
    <bullet> Appendix B to 10 CFR Part 50, Criterion XVII, ``Quality 
Assurance Records,'' requires that sufficient records shall be 
maintained to furnish evidence of activities affecting quality. The 
records are to include, among others, operating logs and results of 
reviews.
    <bullet> Appendix E to 10 CFR 50, Section VI, ``Emergency Response 
Data System'' which relates to the provision and maintenance of 
licensee links to the Emergency Response Data System.
    In addition, the following requirements from Appendix A to 10 CFR 
part 50, ``General Design Criteria for Nuclear Power Plants'', also 
provide a basis for the request: (In the statement of consideration 
(SOC) for the amendment to 10 CFR part 50 which added Appendix A, 
``General Design Criteria for Nuclear Power Plants,'' published in the 
Federal Register on February 20, 1971, the Commission noted that the 
general design criteria added as Appendix A to Part 50 establish the 
minimum requirements for the principal design criteria for water-cooled 
nuclear power plants similar in design and location to plants for which 
construction permits have been issued
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by the Commission. Principal design criteria established by an 
applicant and accepted by the Commission will be incorporated by 
reference in the construction permit. The SOC also notes that in 
considering the issuance of an operating license under part 50, the 
Commission will require assurance that these criteria have been 
satisfied in the detailed design and construction of the facility and 
any changes in such criteria are justified. It should be noted that a 
proposed Appendix A to 10 CFR part 50 was published in the Federal 
Register on July 11, 1967, and the comments and suggestions received in 
response to the notice of proposed rule making and subsequent 
developments in the technology and in the licensing process have been 
considered in developing the general design criteria.)
    <bullet> Appendix A to 10 CFR part 50, General Design Criterion 
(GDC) 13, ``Instrumentation and control,'' which addresses the 
provision of appropriate instrumentation and controls to monitor and 
control systems and variables during normal operation, anticipated 
operational occurrences, and accident conditions as appropriate to 
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ensure adequate safety.
    <bullet> Appendix A to 10 CFR part 50, GDC 19, ``Control room,'' 
which requires the provision of a control room from which actions can 
be taken to operate the nuclear plant safely.
    <bullet> Appendix A to 10 CFR part 50, GDC 23, ``Protection system 
failure modes,'' which requires that the protection system shall be 
designed to fail into a safe state or into a state demonstrated to be 
acceptable on some other defined basis.

    Dated at Rockville, Maryland, this 23rd day of January 1998.

    For the Nuclear Regulatory Commission.
Jack W. Roe,
Acting Director, Division of Reactor Program Management, Office of 
Nuclear Reactor Regulation.
[FR Doc. 98-2182 Filed 1-28-98; 8:45 am]
BILLING CODE 7590-01-P
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greater environmental impact need not
be evaluated. As an alternative to the
proposed exemption, the staff
considered denial of the requested
exemption. Denial of the request would
result in no change in current
environmental impacts. The
environmental impacts of the proposed
action and the alternative action are
similar.

Alternative Use of Resources

This action does not involve the use
of any resources not previously
considered in the ‘‘Final Environmental
Statement Related to the Operation of
Limerick Generating Station, Units 1
and 2,’’ dated November 1973.

Agencies and Persons Consulted

In accordance with its stated policy,
on January 23, 1998, the staff consulted
with the Pennsylvania State official, Mr.
David Ney of the Bureau of Radiation
Protection, Department of
Environmental Protection, regarding the
environmental impact of the proposed
action. The State official had no
comments.

Finding of No Significant Impact

Based upon the environmental
assessment, the Commission concludes
that the proposed action will not have
a significant effect on the quality of the
human environment.

Accordingly, the Commission has
determined not to prepare an
environmental impact statement for the
proposed action.

For further details with respect to the
proposed action, see the licensee’s letter
dated December 23, 1997, which is
available for public inspection at the
Commission’s Public Document Room,
The Gelman Building, 2120 L Street,
NW., Washington, DC, and at the local
public document room located at the
Pottstown Public Library, 500 High
Street, Pottstown, PA 19464.

Dated at Rockville, Maryland, this 23rd day
of January 1998.

For the Nuclear Regulatory Commission.

Bartholomew C. Buckley,
Senior Project Manager, Project Directorate
I–2, Division of Reactor Projects—I/II, Office
of Nuclear Reactor Regulation.
[FR Doc. 98–2179 Filed 1–28–98; 8:45 am]

BILLING CODE 7590–01–P

NUCLEAR REGULATORY
COMMISSION

Proposed Generic Communication;
Year 2000 Readiness of Computer
Systems at Nuclear Power Plants
(MA0138)

AGENCY: Nuclear Regulatory
Commission.

ACTION: Notice of opportunity for public
comment.

SUMMARY: The Nuclear Regulatory
Commission (NRC) is proposing to issue
a generic letter to all holders of
operating licenses for nuclear power
plants, except those who have
permanently ceased operations and
have certified that fuel has been
permanently removed from the reactor
vessel, to require that all addressees
provide certain information regarding
their programs, planned or
implemented, to address the Year 2000
(Y2K) problem in computer systems at
their facilities. In particular, addressees
are being asked to provide written
confirmation of implementation of the
programs, and written certification that
their facilities are Y2K ready and in
compliance with the terms and
conditions of their licenses and NRC
regulations. This information is being
requested under 10 CFR 50.54(f).

The NRC is seeking comment from
interested parties on both the technical
and regulatory aspects of the proposed
generic letter presented under the
Supplementary Information heading. In
this regard, the NRC encourages the
industry to propose a viable alternative
to the generic letter as a means of
providing the necessary assurance to the
NRC that licensees are effectively
addressing the Y2K problem in
computer systems at their facilities.
Such an alternative could consist of a
voluntary initiative on the part of the
nuclear power industry to obtain
licensee inputs and communicate its
findings to the NRC.

The proposed generic letter has been
endorsed by the Committee to Review
Generic Requirements (CRGR). Relevant
information that was sent to the CRGR
will be placed in the NRC Public
Document Room. The NRC will
consider comments received from
interested parties in the final evaluation
of the proposed generic letter. The
NRC’s final evaluation will include a
review of the technical position and, as
appropriate, an analysis of the value/
impact on licensees. Should this generic
letter be issued by the NRC, it will
become available for public inspection
in the NRC Public Document Room.

DATES: Comment period expires March
2, 1998. Comments submitted after this
date will be considered if it is practical
to do so, but assurance of consideration
cannot be given except for comments
received on or before this date.
ADDRESSES: Submit written comments
to Chief, Rules and Directives Branch,
Division of Administrative Services,
U.S. Nuclear Regulatory Commission,
Mail Stop T6–D69, Washington, DC
20555–0001. Written comments may
also be delivered to 11545 Rockville
Pike, Rockville, Maryland, between 7:45
am to 4:15 pm, Federal workdays.
Copies of written comments received
may be examined at the NRC Public
Document Room, 2120 L Street, N.W.
(Lower Level), Washington, D.C.
FOR FURTHER INFORMATION CONTACT:
Matthew Chiramal, (301) 415–2845.
SUPPLEMENTARY INFORMATION:

NRC Generic Letter No. 98–XX: Year
2000 Readiness of Computer Systems at
Nuclear Power Plants

Addressees
All holders of operating licenses for

nuclear power plants, except those who
have permanently ceased operations
and have certified that fuel has been
permanently removed from the reactor
vessel.

Purpose
The U.S. Nuclear Regulatory

Commission (NRC) is issuing this
generic letter to require that all
addressees provide the following
information regarding their programs,
planned or implemented, to address the
Year 2000 (Y2K) problem in computer
systems at their facilities: (1) written
confirmation of implementation of the
programs, and (2) written certification
that the facilities are Y2K ready and in
compliance with the terms and
conditions of their licenses and NRC
regulations.

Description of Circumstances
Simply stated the Y2K computer

problem pertains to the potential
inability of computers to correctly
recognize dates beyond the current
century, i.e., beginning with January 1,
2000 and beyond. The problem results
from computer hardware or software
that uses two-digit fields to represent
the year. If the Y2K problem is not
corrected, computer systems will be
unable to recognize the change in
century and will misread ‘‘00,’’ for the
year 2000, as 1900. The Y2K problem
has the potential to interfere with the
proper operation of any computer
system, any hardware that is
microprocessor-based (embedded
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software), and any software or database
at nuclear power plants. As a
consequence, there is a risk that affected
plant systems and equipment will fail to
function properly.

The Y2K problem is urgent because it
has a fixed, non-negotiable deadline.
This matter requires priority attention
because of the limited time remaining to
assess the magnitude of the problem, its
associated technical and cost risks, and
resource availability, and to implement
programs that will achieve satisfactory
resolution.

Existing reporting requirements under
10 CFR part 21, 10 CFR 50.72, and 10
CFR 50.73 provide for notification to the
NRC staff of deficiencies, non-
conformance and failures, such as the
Y2K problem in safety-related systems.
To date, the NRC staff has not identified
nor received notification from licensees
or vendors of digital protection systems
(e.g., Westinghouse, General Electric,
Combustion Engineering, Foxboro,
Allen Bradley, or Framatome/Babcock &
Wilcox) that a Y2K problem exists with
safety-related initiation and actuation
systems. However, problems have been
identified in non-safety, but important,
computer-based systems. Such systems,
primarily databases and data collection
processes necessary for plant operation
that are date driven, may need to be
modified for Y2K compliance. Some
examples of systems and computer
equipment that may be affected by Y2K
problems follow:
Security computers
Plant process (data scan, log, and alarm) and

safety parameter display system computers
Emergency response systems
Radiation monitoring systems
Dosimeters and readers
Plant simulators
Engineering programs
Communication systems
Inventory control systems
Surveillance and maintenance tracking

systems
Control systems

To alert nuclear power plant licensees
to the Y2K problem, the NRC issued
Information Notice (IN) 96–70, ‘‘Year
2000 Effect on Computer System
Software,’’ on December 24, 1996. In IN
96–70 the staff described the potential
problems that nuclear power plant
computer systems and software may
encounter as a result of the change to
the new century and how the Y2K issue
may affect NRC licensees. In IN 96–70
the staff encouraged licensees to
examine their uses of computer systems
and software well before the turn of the
century and suggested that licensees
consider actions appropriate to examine
and evaluate their computer systems for
Y2K vulnerabilities. The NRC staff also

incorporated recognition of the Y2K
concern in the updated Standard
Review Plan (SRP), NUREG–0800,
Chapter 7, ‘‘Instrumentation and
Control,’’ dated August 1997, which
contains guidance for staff review of
computer-based instrumentation and
control systems.

At the Nuclear Utilities Software
Management Group (NUSMG) Year
2000 Workshop, an industry workshop
held in July 1997, nuclear power plant
licensees described their Y2K programs,
and gave examples of areas in which
they addressed Y2K issues in order to
ensure the safety and operability of their
plants on January 1, 2000. Some of the
issues discussed were the (1) evaluation
of the impact of the Y2K problem on
plant equipment, (2) assessment process
involved in the identification of Y2K
affected components, vendors, and
interfaces, (3) development of Y2K
testing strategies, and (4) identification
of budget needs to address the Y2K
problem.

The Nuclear Energy Institute (NEI)
met with NUSMG and nuclear plant
utility representatives in August 1997 to
formulate an industry-wide plan to
address the Y2K issue. On October 7,
1997, representatives of NEI and
NUSMG met with the NRC staff to
discuss actions NEI was taking to help
utilities make their plants ‘‘Year 2000
ready.’’ NEI was preparing a framework
document with guidance for utility use
in readying for the Year 2000. The
framework document makes a
distinction in terminology between
‘‘Y2K readiness’’ (‘‘Y2K Ready’’ is
defined as a computer system or
application that has been determined to
be suitable for continued use into the
year 2000 even though the computer
system or application is not fully Y2K
Compliant) and ‘‘Y2K compliance’’
(‘‘Y2K Compliant’’ is defined as
computer systems or applications that
accurately process date/time data
(including but not limited to,
calculating, comparing, and sequencing)
from, into and between the twentieth
and twenty-first centuries, the years
1999 and 2000, and leap-year
calculations). NEI/NUSMG issued the
framework document NEI/NUSMG 97–
07, ‘‘Nuclear Utility Year 2000
Readiness’’ to all licensees in November
1997. The document recommends
methods for nuclear utilities to attain
Y2K readiness and thereby ensure that
their facilities remain safe and continue
to operate within the requirements of
their license. The scope of NEI/NUSMG
97–07 covers software, or software-
based systems or interfaces, whose
failure (due to the Y2K problem) would
(1) prevent the performance of the safety

function of a structure, system or
component and (2) degrade, impair, or
prevent operability of the nuclear
facility.

Discussion
Diverse concerns are associated with

the potential impact of the Y2K problem
on nuclear power plants because of the
variety and types of computer systems
in use. Some of the concerns are the (1)
scheduling of maintenance and
technical specification surveillance
requirements, (2) use and application of
programmable logic controllers and
other commercial off-the-shelf software
and hardware, (3) operation of process
control systems, (4) performance of
engineering calculations, and (5)
collection of operating and post-
accident plant parameter data.

Some vendors have taken such
actions as placing information on the
Internet discussing which of their
products are Y2K compliant, and how
the vendor is addressing the Y2K
problem with respect to specific
products, including products purchased
by their nuclear power plant customers.
When addressing some of the particular
issues associated with the use and
application of software, it has been
found that even if the application has no
apparent date manipulation algorithms,
it may still be affected by a Y2K related
problem. For example, a subroutine that
date stamps the header information in
archival tapes regardless of the rest of
the content of the tape may be affected.
In addition, although individually
several systems may be ‘‘date safe,’’ the
integrated operations that the systems
support may be vulnerable to the Y2K
problem. Further, there are potential
impacts from the operating system
supporting their instrumentation
system’s application software and from
sub-programs (such as calibration and
data recording/reporting) associated
with the main application software.

One application which is common to
all power reactor licensees is the link
between plant computers and the NRC’s
Emergency Response Data System
(ERDS). This application performs the
communication and data transmission
function which provide near real-time
data availability to NRC and state
incident response personnel during
declared emergencies. The NRC is
currently performing Y2K related
upgrades to ERDS which will maintain
the same communication protocol as the
current system with the exception that
either 2-digit or 4-digit year fields will
be accepted. Those licensees that
anticipate changes to their ERDS link
should allow time in their schedules for
retesting their systems. NRC contractors
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will support requests for testing on a
‘‘first come, first served’’ basis.

NEI/NUSMG 97–07 suggests a strategy
for developing and implementing a
nuclear utility Y2K program. The
strategy recognizes management,
implementation, quality assurance,
regulatory considerations, and
documentation as the fundamental
elements of a successful Y2K project.
The document contains additional
guidance for these fundamental
elements. The recommended
components for management planning
are management awareness,
sponsorship, project leadership, project
objectives, project management team,
management plan, project reports,
interfaces, resources, oversight, and
quality assurance. The suggested phases
of implementation are awareness, initial
assessment (which includes inventory,
categorization, classification,
prioritization, and analysis of initial
assessment), detailed assessment
(including vendor evaluation, utility-
owned or -supported software
evaluation, interface evaluation,
remedial planning), remediation, Y2K
testing and validation, and notification.
The quality assurance (QA) measures
apply to project management QA and
implementation QA.

Regulatory considerations include the
performance of appropriate reviews,
reporting requirements, and
documentation. Documentation of Y2K
program activities and results includes
documentation requirements, project
management documentation, vendor
documentation, inventory lists,
checklists for initial and detailed
assessments, and record retention. NEI/
NUSMG 97–07 also contains examples
of various plans and checklists as
appendices.

The staff believes that the guidance in
NEI/NUSMG 97–07, when properly
implemented, will present an
appropriate approach for licensees to
address the Y2K problem at nuclear
power plant facilities.

In the course of implementing the
Y2K readiness program, problems could
be identified that potentially impact the
licensing basis of the plants. In certain
cases, license amendments may be
needed to address the problem
resolution. Licensees should submit
such license amendments to the NRC on
a timely basis. The utility Y2K readiness
programs and schedules should have
the flexibility to accommodate such an
eventuality. In addition, licensees are
reminded that any changes to their
facilities that impact their current
licensing basis must be reviewed in
accordance with existing NRC

requirements and the change properly
documented.

Required Response
In order to gain the necessary

assurance that addressees are effectively
addressing the Y2K problem and are in
compliance with the terms and
conditions of their licenses and NRC
regulations, the NRC staff requires that
all addressees submit a written response
to this generic letter as follows:

(1) Within 90 days of the date of this
generic letter, submit a written response
indicating whether or not you have
pursued and are continuing to pursue a
Y2K readiness program as outlined in
NEI/NUSMG 97–07. If you are not
conforming to the NEI/NUSMG
guidance, present a brief description of
the program(s) that have already been
completed, are being conducted, or are
planned to ensure Y2K readiness of the
computer systems at your facility(ies).
This response should address the
program’s scope, assessment process,
and plans for corrective actions
(including testing, and schedules).

(2) Upon completing your Y2K
readiness program, or, in any event, no
later than July 1, 1999, submit a written
response confirming that your facility is
Y2K ready and in compliance with the
terms and conditions of your license(s)
and NRC regulations. In addition, the
response should contain a status report
of work remaining to be done to
complete your Y2K program, including
completion schedules. {‘‘Y2K Ready’’ is
defined as a computer system or
application that has been determined to
be suitable for continued use into the
year 2000 even though the computer
system or application is not fully Y2K
Compliant. ‘‘Y2K Compliant’’ is defined
as computer systems or applications
that accurately process date/time data
(including but not limited to,
calculating, comparing, and sequencing)
from, into and between the twentieth
and twenty-first centuries, the years
1999 and 2000, and leap-year
calculations.}

Address the written reports to the
U.S. Nuclear Regulatory Commission,
Attention: Document Control Desk,
Washington, D.C. 20555–0001, under
oath or affirmation under the provisions
of Section 182a, Atomic Energy Act
1954, as amended, and 10 CFR 50.54(f).
In addition, submit a copy to the
appropriate regional administrator.

Backfit Discussion
This generic letter only requests

information from addressees under the
provisions of Section 182a of the
Atomic Energy Act of 1954, as amended,
and 10 CFR 50.54(f). The requested

information will enable the staff to
verify that each nuclear power plant
licensee is implementing an effective
plan to address the Y2K problem and
provide for safe operation of the facility
before January 1, 2000, and is in
compliance with the terms and
conditions of their license(s) and NRC
regulations. The following NRC
regulations are a basis for this request:

• 10 CFR 50.36, ‘‘Technical
Specifications,’’ paragraph (c)(3),
‘‘Surveillance requirements,’’ and
paragraph (c) (5), ‘‘Administrative
controls.’’ These relate, respectively, to
requirements relating to test, calibration,
or inspection to assure that the
necessary quality of systems and
components is maintained, and to
provisions relating to management,
procedures, record keeping, and review
and audit necessary to assure operation
of the facility in a safe manner.

• 10 CFR 50.47, ‘‘Emergency plans,’’
paragraph (b)(8), which relates to the
provision and maintenance of adequate
emergency facilities and equipment to
support the emergency responses.

• Appendix B to 10 CFR Part 50,
Criterion III, ‘‘Design Control,’’ requires
that design control measures shall
provide for verifying or checking the
adequacy of design, such as by the
performance of design reviews, by the
use of alternate or simplified
calculational methods, or by the
performance of a suitable testing
program.

• Appendix B to 10 CFR Part 50,
Criterion XVII, ‘‘Quality Assurance
Records,’’ requires that sufficient
records shall be maintained to furnish
evidence of activities affecting quality.
The records are to include, among
others, operating logs and results of
reviews.

• Appendix E to 10 CFR 50, Section
VI, ‘‘Emergency Response Data System’’
which relates to the provision and
maintenance of licensee links to the
Emergency Response Data System.

In addition, the following
requirements from Appendix A to 10
CFR part 50, ‘‘General Design Criteria
for Nuclear Power Plants’’, also provide
a basis for the request: (In the statement
of consideration (SOC) for the
amendment to 10 CFR part 50 which
added Appendix A, ‘‘General Design
Criteria for Nuclear Power Plants,’’
published in the Federal Register on
February 20, 1971, the Commission
noted that the general design criteria
added as Appendix A to Part 50
establish the minimum requirements for
the principal design criteria for water-
cooled nuclear power plants similar in
design and location to plants for which
construction permits have been issued
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by the Commission. Principal design
criteria established by an applicant and
accepted by the Commission will be
incorporated by reference in the
construction permit. The SOC also notes
that in considering the issuance of an
operating license under part 50, the
Commission will require assurance that
these criteria have been satisfied in the
detailed design and construction of the
facility and any changes in such criteria
are justified. It should be noted that a
proposed Appendix A to 10 CFR part 50
was published in the Federal Register
on July 11, 1967, and the comments and
suggestions received in response to the
notice of proposed rule making and
subsequent developments in the
technology and in the licensing process
have been considered in developing the
general design criteria.)

• Appendix A to 10 CFR part 50,
General Design Criterion (GDC) 13,
‘‘Instrumentation and control,’’ which
addresses the provision of appropriate
instrumentation and controls to monitor
and control systems and variables
during normal operation, anticipated
operational occurrences, and accident
conditions as appropriate to ensure
adequate safety.

• Appendix A to 10 CFR part 50, GDC
19, ‘‘Control room,’’ which requires the
provision of a control room from which
actions can be taken to operate the
nuclear plant safely.

• Appendix A to 10 CFR part 50, GDC
23, ‘‘Protection system failure modes,’’
which requires that the protection
system shall be designed to fail into a
safe state or into a state demonstrated to
be acceptable on some other defined
basis.

Dated at Rockville, Maryland, this 23rd day
of January 1998.

For the Nuclear Regulatory Commission.
Jack W. Roe,
Acting Director, Division of Reactor Program
Management, Office of Nuclear Reactor
Regulation.
[FR Doc. 98–2182 Filed 1–28–98; 8:45 am]
BILLING CODE 7590–01–P

NUCLEAR REGULATORY
COMMISSION

[Docket No. 40–8989; License No. SUA–
1559]

Envirocare of Utah, Inc.; Notice of
Receipt of Petition for Director’s
Decision Under 10 CFR 2.206

Notice is hereby given that by petition
dated December 12, 1997, Mr. Thomas
B. Cochran, Director of Nuclear
Programs, Natural Resources Defense
Council (NRDC) requested that the U.S.

Nuclear Regulatory Commission (NRC)
take action with regard to Envirocare of
Utah, Inc. (Envirocare). The Petitioner
requests that the NRC: (1) Conduct an
immediate investigation of issues raised
in the Petition and immediately
suspend Envirocare’s NRC license; (2)
conduct an investigation of possible
criminal violations of section 223 of the
Atomic Energy Act of 1954, as amended
(the Act); (3) immediately suspend
Envirocare’s license with the State of
Utah, under section 274j(2) of the Act;
(4) investigate the adequacy of the State
of Utah agreement state program to
protect whistle blowers; (5) contact each
current and former Envirocare employee
personally, on a confidential basis, to
advise them of their rights to inform the
NRC of unsafe practices and violations,
to inform them of the protections
available to them, and to ask them if
they have any information which they
wish to disclose, on a confidential basis
or otherwise; and (6) order a special
independent review of Envirocare’s
relationships with its employees, along
the lines of the review ordered by the
NRC for the Millstone site.

As a basis for this request, the
petitioner states that Envirocare’s
employee-related practices and
contractual provisions constitute a
violation of 42 U.S.C. 5851 and the
NRC’s whistle blower protection
regulations under Parts 19 and 40 of
Title 10 of the Code of Federal
Regulations (i.e., 10 CFR 19.16, 19.20,
and 40.7). Specifically, the petitioner
states that current and former
Envirocare employees who have
provided to governmental authorities
information adverse to Envirocare’s
interests fear for their lives and the lives
of their families, should their identities
become known to an officer of
Envirocare. The petitioner also states
that certain provisions in Envirocare’s
standard employment contract prevent
its employees from disclosing to the
NRC information concerning unsafe
practices and violations under the NRC
license and threaten them with severe
financial penalties in the event of a
disclosure.

The request for an investigation and
the suspension of Envirocare’s NRC
license is being treated pursuant to 10
CFR 2.206 of the Commission’s
regulations. The request has been
referred to the Director of the Office of
Nuclear Material Safety and Safeguards.
As provided by § 2.206, appropriate
action will be taken on this petition
within a reasonable time. By letter dated
January 16, 1998, the Director denied
the petitioner’s request for immediate
action concerning Envirocare’s NRC
license. A copy of the petition is

available for public inspection and
copying at the NRC Public Document
Room, in the Gelman Building, 2120 L
Street NW., Washington, DC 20555.

Dated at Rockville, Maryland, this 16th day
of January 1998.

For the Nuclear Regulatory Commission.
Carl J. Paperiello,
Director, Office of Nuclear Material Safety
and Safeguards.
[FR Doc. 98–2178 Filed 1–28–98; 8:45 am]
BILLING CODE 7590–01–P

RAILROAD RETIREMENT BOARD

Proposed Collection; Comment
Request

SUMMARY: In accordance with the
requirement of Section 3506(c)(2)(A) of
the Paperwork Reduction Act of 1995
which provides opportunity for public
comment on new or revised data
collections, the Railroad Retirement
Board (RRB) will publish periodic
summaries of proposed data collections.

Comments Are Invited On
(a) Whether the proposed information

collection is necessary for the proper
performance of the functions of the
agency, including whether the
information has practical utility; (b) the
accuracy of the RRB’s estimate of the
burden of the collection of the
information; (c) ways to enhance the
quality, utility, and clarity of the
information to be collected; and (d)
ways to minimize the burden related to
the collection of information on
respondents, including the use of
automated collection techniques or
other forms of information technology.

Title and Purpose of Information
Collection

Withholding Certificate for Railroad
Retirement Monthly Annuity Payments;
OMB 3220–0149.

The Internal Revenue Code requires
all payers of tax liable private pensions
to U.S. citizens to: (1) Notify each
recipient at least concurrent with initial
withholding that the payer is, in fact,
withholding benefits for tax liability and
that the recipient has the option of
electing not to have the payer withhold,
or to withhold at a specific rate; (2)
withhold benefits for tax purposes (in
the absence of the recipient’s election
not to withhold benefits); and (3) notify
all beneficiaries, at least annually, that
they have the option of changing their
withholding status or elect not to have
benefits withheld.

The Railroad Retirement Board
provides Form RRB–W4P, Withholding
Certificate for Railroad Retirement
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