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SA-08-05, “POTENTIAL CYBER SECURITY VULNERABILITIES” dated May 15, 2008 
 
In 2008, an advisory was issued that provided potential cyber vulnerability information for facility 
managers who were responsible for protecting U.S. Nuclear Regulatory Commission (NRC)-
licensed or certified facilities to consider when they implemented cyber security programs at 
their facilities in accordance with 10 CFR Part 73, NRC Orders and the licensees' NRC-
approved security plans.  This advisory emphasized that licensees must continue to maintain 
effective cyber security processes, procedures, and programs in place at their facility to 
systematically defend against potential cyber vulnerabilities.   
  
The Nuclear Regulatory Commission (NRC) has issued SA-08-05 to certain large materials 
licensees (NRC AND Agreement State) who posses, use, ship or receive high-risk radioactive 
materials.  Note that the security advisory contains physical security information and is, 
therefore, being withheld from public disclosure in accordance with 10 CFR 2.390. 
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