
SYSTEM NAME AND NUMBER: 

Oral History Program—NRC 25. 

SECURITY CLASSIFICATION: 

 Unclassified 

SYSTEM LOCATION: 

Office of the Secretary, NRC, One White Flint North, 11555 Rockville Pike, Rockville, 

Maryland. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

42 U.S.C. 2161(b) and 44 U.S.C. 3301. 

PURPOSE(S) OF THE SYSTEM: 

 Recorded interviews and transcribed scripts of interviews for providing a history of the 

nuclear regulatory program. 

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM: 

Individuals who volunteer to be interviewed for the purpose of providing information for a 

history of the nuclear regulatory program. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Records consist of recorded interviews and, as needed, transcribed scripts of the 

interviews. 

RECORD SOURCE CATEGORIES: 

Information in this system of records is obtained from interviews granted on a voluntary 

basis to the Historian 

ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING CATEGORIES 

OF USERS AND THE PURPOSES OF SUCH USES: 

In addition to the disclosures permitted under subsection (b) of the Privacy Act, the NRC 

may disclose information contained in this system of records without the consent of the subject 

individual if the disclosure is compatible with the purpose for which the record was collected 



under the following routine uses: 

a.  For incorporation in publications on the history of the nuclear regulatory program; 

b.  To provide information to historians and other researchers; 

c.  A record from this system of records may be disclosed as a routine use to appropriate 

agencies, entities, and persons when (1) NRC suspects or has confirmed that there has been a 

breach of the system of records, (2) NRC has determined that as a result of the suspected or 

confirmed breach there is a risk of harm to individuals, NRC (including its information systems, 

programs, and operations), the Federal Government, or national security; and (3) the disclosure 

made to such agencies, entities, and persons is reasonably necessary to assist in connection 

with NRC efforts to respond to the suspected or confirmed breach or to prevent, minimize, or 

remedy such harm; and  

d.  A record from this system of records may be disclosed as a routine use to another 

Federal agency or Federal entity, when the NRC determines that information from this system of 

records is reasonably necessary to assist the recipient agency or entity in (1) responding to a 

suspected or confirmed breach or (2) preventing, minimizing, or remedying the risk of harm to 

individuals, the recipient agency or entity (including its information systems, programs, and 

operations), the Federal Government, or national security, resulting from a suspected or 

confirmed breach. 

POLICIES AND PRACTICES FOR STORAGE OF RECORDS: 

Maintained on electronic media. 

POLICIES AND PRACTICES FOR RETRIEVAL OF RECORDS: 

Information is accessed by the name of the interviewee. 

POLICIES AND PRACTICES FOR RETENTION AND DISPOSAL OF RECORDS:  

Narrative Histories are retained under NRC’s NUREG 0910 Revision 4 - (2.22.7.a(1)).  

Transfer to the National Archives and Records Administration when 20 years old.  ADAMS 

PDFs and TIFFs are retained under NRC’s NUREG 0910 Revision 4 - (2.22.7.a(4)).  Cut off 



electronic files at close of fiscal year.  Transfer to the National Archives and Records 

Administration 5 years after cutoff.  Destroy NRC copy 20 years after transfer. 

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL SAFEGUARDS: 

Maintained on an access restricted drive.  Access to and use of these records is limited 

to those authorized by the Historian or a designee. 

SYSTEM MANAGER(S): 

NRC Historian, Office of the Secretary, U.S. Nuclear Regulatory Commission, 

Washington, DC 20555-0001. 

RECORD ACCESS PROCEDURES: 

Same as “Notification procedures.” 

CONTESTING RECORD PROCEDURES: 

Same as “Notification procedures.” 

NOTIFICATION PROCEDURES: 

Individuals seeking to determine whether this system of records contains information 

about them should write to the Freedom of Information Act or Privacy Act Officer, Office of the 

Chief Information Officer, U.S. Nuclear Regulatory Commission, Washington, DC 20555-0001, 

and comply with the procedures contained in NRC’s Privacy Act regulations, 10 CFR part 9. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

None. 

 


